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COMMERCE, JUSTICE, SCIENCE, AND RE-
LATED AGENCIES APPROPRIATIONS FOR 
2013

TUESDAY, FEBRUARY 28, 2012. 

U.S. DEPARTMENT OF JUSTICE 

WITNESS

HON. ERIC H. HOLDER, JR., ATTORNEY GENERAL OF THE UNITED 
STATES

OPENING STATEMENT—MR. WOLF

Mr. WOLF. The hearing will come to order. 
Attorney General Holder, we want to welcome you to the com-

mittee and thank you for your appearance today. You are testifying 
today on your fiscal year 2013 budget request. Independent of re-
scissions and scorekeeping adjustments, you are seeking new dis-
cretionary budget authority of $27.1 billion, an increase of $53 mil-
lion or 0.2 percent above the fiscal year 2012. So it is a very tight 
budget, and we appreciate that. 

Your budget request for fiscal year 2013 is in large part driven 
by growing requirements in the detention and incarceration ac-
counts. You are requesting increases of $365 million just to provide 
the necessary capacity for Federal prisoners and the secure housing 
of detainees in the custody of the U.S. Marshals. We will have 
some questions as well on the national security programs, your 
gang and drug enforcement efforts, and about your efforts to pro-
vide meaningful work opportunities for the Nation’s inmates, but 
to provide them in ways that do not take jobs away from American 
workers.

We hope to discuss with you also the implementation of anti-traf-
ficking activities and your oversight of the implementation of the 
long-awaited regulations designed to put an end to prison rape. 
The bill passed in 2003, so we hope we can kind of put that to bed 
quickly.

Before I recognize you to present your testimony, I would like 
recognize my colleague, Ranking Minority Member, Mr. Fattah for 
any comments, and then we will go directly to the full committee 
Chairman, Mr. Rogers. 

Mr. Fattah. 

OPENING STATEMENT—MR. FATTAH

Mr. FATTAH. Thank you, Mr. Chairman. 
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Let me say at the outset that we begin now this year’s work on 
the fiscal year 2013 budget, and I don’t believe that there was a 
circumstance last year in which in any subcommittee there was a 
better working relationship than that I had as the ranking member 
with Chairman Wolf. So I look forward to the opportunity again to 
work with you this year as we deal with these challenges, and I 
thank you for all the courtesies that were extended last year. 

Mr. WOLF. Thank you, Mr. Fattah. 
I would now like to recognize Mr. Rogers, who was chairman of 

this subcommittee for six years a good while back and understands 
the working of the committee. 

Mr. Rogers. 

OPENING STATEMENT—MR. ROGERS

Mr. ROGERS. Thank you, Mr. Chairman. 
General, welcome again. 
As you are no doubt aware, this committee, the Appropriations 

full committee, has been front and center in attempting to address 
the very real security threat posed by out-of-control Washington 
spending and trillion dollar deficits now four years in the running. 

Last year, last calendar year, we worked and passed two years 
of appropriations bills, for fiscal 2011 and fiscal 2012 as well, all 
in one year. We have not done that and cut spending as we did 
since World War II. And we were working to restore transparency 
to this process, austerity and tough oversight to the appropriations 
process. It had been missing for some time. 

As I have mentioned to Secretaries Napolitano and Panetta, 
where our Federal law enforcement, intelligence officers, and mili-
tary men and women are concerned, you must be best at 
prioritizing the mission and making scarce dollars count. The fiscal 
2013 request that you sent us is essentially level with fiscal 2012. 
Federal law enforcement accounts are more or less frozen. Under-
standing the difficult budgetary constraints under which you are 
operating, particularly the rapidly escalating costs within our Fed-
eral Prison System, I look forward to hearing your testimony about 
the impacts of that flat funding to the operational capabilities of 
our law enforcement officials on the front lines. 

In addition, I am concerned about a number of budgeting gim-
micks which undermine the integrity of the request. For example, 
the Bureau of Prisons budget is relying on the enactment of au-
thorizing legislation outside our jurisdiction to achieve $41 million 
in savings. That same language was requested but not included in 
fiscal year 2012. 

You have also continued to rely on rescissions to finance your 
discretionary budget, including some $280 million from core law 
enforcement accounts. With a drug war raging on our borders, the 
abuse of prescription medications wreaking havoc in communities 
large and small, terrorists abroad, extremists in our own backyard 
threatening our way of life, I question the wisdom in employing 
budget gimmicks with the funding that supports our Marshals, 
FBI, DEA, ATF and others, agents putting themselves in harm’s 
way on a daily basis. 

General Holder, we welcome you to the subcommittee and look 
forward to your testimony. 
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Mr. WOLF. You may summarize your remarks. Your full state-
ment will appear in the record, but you can summarize as you see 
fit.

OPENING STATEMENT—ATTORNEY GENERAL HOLDER

Attorney General HOLDER. Chairman Rogers, Chairman Wolf, 
Ranking Member Fattah and distinguished members of the sub-
committee, I want to thank you for the opportunity to appear be-
fore you today and for your ongoing support of the Justice Depart-
ment’s critical work. 

I look forward to providing an update not only on the recent 
progress but also on the future plans and specifically discussing 
how the President’s proposed budget for fiscal year 2013 will en-
able the Department to more effectively fulfill its core missions and 
build on what I think is an extraordinary record of achievement. 

The President’s budget demonstrates a really strong commitment 
to the Justice Department’s work and ensures that we will have 
the resources necessary to meet our essential responsibilities. Of 
course, no responsibility is more important than our obligation to 
protect the American people from terrorism, from violent crime, 
from financial fraud and from a range of threats that put our na-
tional security and our economic stability at risk. 

In each of these areas, and really despite unprecedented de-
mands and fiscal constraints that we have had to confront in recent 
years, the Department has made remarkable and, in some cases, 
historic progress. 

We have also proven our commitment and our ability to act as 
sound stewards of precious taxpayers dollars. For example, in re-
sponse to my calling to identify savings across the Department, al-
most $700 million worth of savings have been developed, funds 
that are being reinvested in critical mission areas. I also want to 
note that in the Department’s fiscal year 2013 budget of $27.1 bil-
lion, proposed spending increases, increases, have been exceeded by 
proposed cuts. 

Now, since I last appeared before this subcommittee, the Depart-
ment has achieved several milestones and perhaps most notably in 
our national security efforts. For example, last May a grand jury 
indicted Waad Ramadan Alwan on 23 charges, including conspiracy 
to use a weapon of mass destruction against U.S. nationals abroad, 
attempting to provide material support to al-Qaeda in Iraq, and 
conspiracy to transfer, possess and export explosives against U.S. 
troops in Iraq. In December, Alwan pleaded guilty to all 23 
charges.

In October, the Department obtained a conviction against Umar 
Farouk Abdulmutallab for his role in the attempted bombing of an 
airplane full of holiday travellers on Christmas Day in 2009, and 
earlier this month, he was sentenced to four life prison terms. 

By working closely with our U.S. and international partners, we 
have also thwarted multiple terrorist plots, including one by two 
Iranian nationalists to assassinate the Saudi ambassador to the 
United States and several others hatched by home-grown violent 
extremists. We have also secured the conviction of notorious arms 
dealer Viktor Bout for his efforts to sell millions of dollars in weap-
ons for use in killing Americans. 
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Now, these are just a few of I think many examples, and with 
the sustained and additional investments included in the Presi-
dent’s budget for the Comprehensive National Cybersecurity Initia-
tive, the High Value Detainee Interrogation Group, the Joint Ter-
rorism Task Forces, the Render Safe Program and other national 
security efforts, I am really confident that the Department can 
maintain and can strengthen our intelligence gathering and sur-
veillance capabilities. 

I am also confident that with the targeted investments intended 
in the most recent budget request, we can bring our fight against 
financial fraud to a new level. Over the last three years and with 
a host of our Federal, State and local partners working with us, we 
have come together in an unprecedented national effort to combat 
and to prevent a wide range of financial fraud crimes. We are hold-
ing accountable those who have violated our laws and who have 
abused the public trust. 

Through the work of our U.S. Attorneys’ offices and the Justice 
Department’s Civil and Criminal Divisions, we are making mean-
ingful, measurable progress in this fight to ensure stability, ac-
countability and, above all, justice. 

Through collaboration made possible by the Interagency Finan-
cial Fraud Enforcement Task Force, which was launched by Presi-
dent Obama in 2009, we have taken bold steps to address the 
causes and the consequences of our economic crisis. 

Now, I am honored to chair this initiative. The work of the task 
force has resulted in charges against CEOs, CFOs, corporate own-
ers, board members, presidents, general counsels and other execu-
tives in Wall Street firms, hedge funds and banks involved in fi-
nancial fraud activities. 

In just the last six months, the New York Justice Department 
has achieved prison sentences of up to 60 years in a variety of 
fraud cases. We obtained a conviction and a record prison sentence 
in the largest hedge fund insider trading case in U.S. history, and 
we have secured lengthy prison terms for the architects of multi-
million dollar Ponzi schemes, involving hundreds of investors. 

Now, in addition to advancing these and other successful pros-
ecutions, the task force has helped us to identify and focus on pri-
ority areas. For example, in recent weeks, it has given rise to two 
important work groups, the Residential Mortgage Backed Securi-
ties Working Group, which brings together a variety of partners in 
order to marshal and to strengthen current State and Federal ef-
forts to investigate and to prosecute abuses in the residential mort-
gage-backed securities market, as well as the Consumer Protection 
Working Group, which will enhance civil and criminal enforcement 
of consumer fraud as well as antifraud public education efforts. 

We have taken other steps to assist struggling consumers and 
specifically struggling homeowners. Just a few weeks ago, the De-
partments of Justice and Housing and Urban Development, as well 
as with other agencies and 49 State attorneys general, achieved a 
landmark $25 billion agreement with the Nation’s top five mort-
gage servicers. Now, this marked the largest joint Federal-State 
settlement in our Nation’s history. Of course, this settlement will 
not by itself cure all of the ails that presently are afflicting our 
housing market, but combined with other measures, it is a step in 
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the right direction towards the housing recovery that our Nation so 
badly needs. 

In just the last two fiscal years, we have indicted more than 
2,100 individuals for mortgage fraud–related crimes, and last year, 
the Department’s Civil Rights Division through its new fair lending 
unit settled or filed a record number of cases, including a $335 mil-
lion settlement, the largest fair lending settlement in history, to 
hold financial institutions accountable for discriminatory practices 
directed toward African American and Hispanic Americans. 

But there is perhaps no better illustration of the effectiveness of 
our antifraud efforts than our recent work to combat health care 
fraud. Over the last fiscal year alone, and again in cooperation with 
the Department of Health and Human Services, as well as other 
partners, and by utilizing authorities provided under the False 
Claims Act and other critical statutes, we were able to recover 
nearly $4.1 billion in funds that were stolen or taken improperly 
from Federal health care programs, and this represents the highest 
amount ever recorded in a single year. 

At the same time, we have opened more than 1,100 new criminal 
health care fraud investigations, secured more than 700 investiga-
tions, and initiated nearly 1,000 new civil health care fraud inves-
tigations. In fact, over the last three years, for every dollar that we 
spent combating health care fraud, we have been able to return an 
average of $7 to the U.S. Treasury, the Medicare Trust Fund and 
others.

The President’s proposed budget also would bolster our fight 
against international crime networks, drug cartels, gangs and 
cyber criminals and enhance efforts to identify additional ways to 
protect the most vulnerable members of society as well as the law 
enforcement officers who keep us safe. It would also expand on the 
critical work being done by our Civil Rights Division to ensure that 
the rights of all Americans are protected in border areas, work-
places, housing markets, as well as voting booths. 

Now, I am proud of these and our many other achievements, and 
I am committed to building on them. I know that you understand 
that in this time of challenge and of consequence, we simply cannot 
afford to cut back on the extent or quality of justice that we are 
obliged to deliver. The Department is responsible for protecting this 
Nation and enforcing the laws, and these efforts must be appro-
priately and adequately funded. 

I look forward to continuing to work with this subcommittee and 
with Congress to accomplish this, and I would now be happy to an-
swer any questions that you might have. Thank you very much. 

[The information follows:] 
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STATEMENT OF ERIC H. HOLDER JR. 
A TTORNEY GENERAL OF THE UNITED STATES 

BEFORE THE UNITED STATES HOUSE OF REPRESENTATIVES 

COMMITTEE ON APPROPRIATIONS 

SUBCOMMITTEE ON COMMERCE, JUSTICE, SCIENCE, AND RELATED 
AGENCIES 

February 28, 2012 

Good morning, Chainnan Wolf, Ranking Member Fattah, and Members of the 
Subcommittee. Thank you for the opportunity to meet with you today to discuss the President's 
Fiscal Year (FY) 2013 Budget for the U.S. Department ofJustice and the Department's key 
priorities. 

I also appreciate the opportunity to tell you more about the good work that is being done 
by Department employees across the United States and overseas to protect all of our citizens 
from harm and to ensure equal protection under the law, in order to promote "liberty and justice 
for all." 

The President has emphasized his goal to stabilize the economy by creating new jobs and 
reducing our national debt through greater revenue generation and spending cuts. To assist in the 
economic recovery, we continue to ask even more from our talented Department personnel. This 
is as true in the Department of Justice as it is in the rest of the federal government. 

The President has asked the Department to do more with less, recognizing that many 
across the country are still suffering; I am committed to presenting Congress with a serious and 
thoughtful budget, which clearly reflects this awareness, and allows us the resources to faithfully 
carry out the Department's mission and fulfill our Obligation to the American people. 

Upon careful examination of our mission and the range of the priorities I will present 
here we cannot simply "cut back" on the extent or quality of justice that we are obliged to 
deliver; we cannot cease to enforce the law. We cannot ignore an indictment, or choose at the 
end of the process not to imprison a criminal, if sentenced. We are responsible for enforcing the 
law, and these efforts must be funded. 

What we can and must do, however, is examine the way we do our work, and find better 

ways to continue to do it well. In response to my call for savings across the Department, my 
staff developed almost $700 million worth of budget offsets, so that we can reinvest that money 
and protect the Department's core mission and priorities. In presenting the Department's FY 
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2013 Budget, we have aligned the entire amount to pay for high-priority, mission-related needs. 
Specifically, we have proposed $228 million in program increases. Our overall discretionary 
budget authority is reduced from $27.2 billion in FY 2012 to $27.1 billion in our FY 2013 
request. 

In this FY 2013 Budget, we have proposed changes in operational accounts, as well as 
leadership offices. We have used balances from prior years that were left on the books to offSet 
this year's costs, and we tried to find less expensive ways to accomplish the same outcome. 

Each of our proposed reorganizations and realignments has been developed with one goal 
in mind, to save taxpayers money, while remaining dedicated to our mission to protect our 
citizens. 1 can assure you that none of our reorganizations or realignments will compromise this 
fundamental mission; personnel and resources will be shifted to achieve the same end, to remake 
the Department of Justice in ways that make us more responsive to the American people whom 
we proudly serve. 

To be clear, then, we at the Department recognize that we are accountable to the 
American people, to identify and eliminate areas of waste, fraud, and duplication, and also to 

marshal limited resources for the greatest return on investment. I have carefully reviewed with 
my staff the Department's FY 2013 Budget request, and have directed them to focus resources 
on programs that have a measurable impact and demonstrate success in keeping our citizens safe. 

In his FY 2013 Budget, President Obama proposes that Congress fund the work of the 
U.S. Department of Justice in the amount of$27.1 billion. In this hearing, I would like to focus 

on the Department's work in six critical areas, namely, 

• To sustain our nation's security interests; 

To uphold the Department's traditional mission programs; 

• To combat financial, mortgage, and health care fraud; 

To support our state, local, and tribal law enforcement partners; 

• To invest in federal prisons and enhance detention capacity; and 

• To streamline programs and operations across the Department. 

1. National Security 

The FY 2013 Budget includes a total of $4 billion to sustain our first priority - the 
Department's national security mission. As with our law enforcement mission, the Department 
continues to work to build strong ties with intelligence and security partners around the world, to 

protect the American people. At the same time, we are diligent in protecting U.s. technologies, 

goods, services, and national security interests from illegal tampering, malicious manipulation 
and acquisition by other countries, in order to maintain our nation's competitive edge. 

2 
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The funding previously enacted, which the FY 2013 Budget maintains, for our national 
security programs ensures the continuation of critical investments made to improve intelligence 
coordination; expands information sharing efforts with trusted counterparts; secures our cyber 

infrastructure; widens investigations of drug trafficking organizations with ties to terrorist 
groups; and continues to extend anti-terrorism training to our law enforcement partners. 

In the past year, we were successful in several key national security investigations. In 
October, the Department obtained the conviction against Umar Farouk Abdulmutallab for his 
role in the attempted bombing ofan airplane full of holiday travelers on Christmas Day in 2009. 
He was sentenced to life in prison earlier this month. Working closely with our U.S. and 
international partners, we thwarted a plot by two Iranian nationals to assassinate the Saudi 
Ambassador to the United States, as well as numerous other suspected plots by homegrown 

violent extremists. We also secured the conviction of notorious arms dealer Viktor Bout for his 
efforts to sell millions of dollars of weapons for use in killing Americans. In May of last year, a 
grand jury indicted Waad Ramadan Alwan [ al-WAN] on 23 charges, including conspiracy to use 
a weapon of mass destruction against U.S. nationals abroad; attempting to provide material 
support to al-Qa'ida in Iraq; and conspiracy to transfer, possess, and export explosive devices 
against U.S. troops in Iraq. In December, Alwan pleaded guilty to all 23 charges. 

In the FY 2013 Budget, the Department seeks to maintain critical counterterrorism and 
counterintelligence programs, and sustain significant, recent increases related to intelligence 
gathering and surveillance capabilities; detecting and deterring cyber intrusions and fully 
supporting cybersecurity through the Comprehensive National Cybersecurity Initiative. We also 

look to maintain our investments supporting the High Value Detainee Interrogation Group; the 
Joint Terrorism Task Forces; and the Render Safe Program. 

II. Traditional Mission Programs 

In the FY 2013 Budget, the Department of Justice seeks increases of $31.8 million in 
support of programs in the Department's traditional core mission of combating violent crime, 
cybercrime, crimes against children and criminal trafficking in persons; and enforcing the 
nation's civil rights and environmental laws. 

A. Criminal Law 

In combating organized crime, I announced in January 20 II the single largest operation 
against the mafia ever undertaken by the FBI, the result of unprecedented cooperation among 

federal, state, local, and foreign law enforcement personnel. The operation resulted in the arrest 
of over 100 suspected mobsters-all without a hitch. In July, we announced the results of 

Project Delirium, a Drug Enforcement Administration (DEA) operation targeting La Familia 

Michoacana [Mee-shoa-CA-na], a violent drug cartel and supplier of most of the 
methamphetamines smuggled into the United States. Working with other federal, state, local and 

foreign law enforcement partners, including the Bureau of Alcohol, Tobacco, Firearms and 

3 
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Explosives (A TF), DEA oversaw more than 1,900 arrests and the seizure of over $63 million in 
U.S. currency; over 2,700 pounds of methamphetamine; over 2,700 kilograms of cocaine; 900 
pounds of heroin; nearly 15,000 pounds of marijuana; and $3.8 million in other assets. An ATF 
investigation targeting a gang in Philadelphia known as the Young Hit Men or Harlem Gang 
resulted in an 89-count superseding indictment charging 23 members with an array of federal 
violations, including multiple firearms violations. The trial of these gang members is scheduled 
for May. And finally, in 20 II, the U.S. Marshals Service captured nearly 125,000 fugitives, 
including seven from their "Fifteen Most Wanted" list in 2011. This was the fourth consecutive 
year that the U.S. Marshals Service captured over 100,000 fugitives. These are only highlights, 
but, as you can see, it's been a busy year for the Department. 

Investigating cyber crime and protecting our nation's critical network infrastructure is 
another of the Department's top priorities. Successful cyber attacks can have devastating effects 
on our national security, infrastructure, and economy; and hackers have been relentless in their 
efforts to attack U.S. Government agency Web sites, including ours. In combating these efforts, 

we continue to build and strengthen our capabilities to counter and prevent these attacks. Here 
again, the Department works on a global scale to achieve success, in cooperation with our law 
enforcement partners abroad. The FBI estimates that Americans lose hundreds of millions of 
dollars to cyber criminals based in Eastern Europe alone. Working closely with the FBI Cyber 
Division and with our Legal Attache personnel in Bucharest, our Romanian counterparts have 
arrested over 300 cyber criminals in the last three years. Our efforts to build relationships with 
foreign counterparts continue to produce real dividends. The FBI, the DOJ Office of 
International Affairs, and the Southern District of New York cooperated closely with the Israeli 
National Policc and the Israeli Ministry of Justice. Together, we took down two boiler rooms in 

Israel that had targeted elderly persons in the United States in a lottery telemarketing scam, and 
had swindled them out of over $10 million of their hard-earned savings. Thanks to this 
cooperation, 24 members of the ring were arrested in Israel and the United States; and 19 of the 
21 have been extradited to the United States. Most pleaded guilty, and have been sentenced. 

In FY 2013, the Department is requesting an increase of $15.2 million within the Justice 
Information Sharing Technology program to transform, strengthen, and protect DOJ internal 
networks. This will counter newly emerging cyber security threats, including insider threats, 
provide advanced intrusion detection and response capabilities, and implement cost-efficient 
scalable enterprise architecture. 

The FY 2013 Budget also includes $3 million in new investments to combat transnational 

criminal organizations, and a total of nearly $2 billion to maintain the security of our nation's 
southwest border. The Budget also increases funding for international investigation and 
deterrence of intellectual property crime by $5 million, which brings our investment to nearly 

$40 million annually to combat online piracy and otherwise protect our nation's intellectual 
capital and maintain our competitive edge in developing American ideas and technologies to 
bettcr compete in the global marketplace. 

4 
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The Department's budget request also supports our continuing work to prevent, 
investigate, and prosecute child exploitation crimes. Sadly, our caseload in this area continues to 
increase. Our budget request will fund ongoing efforts to investigate and prosecute offenders 

such as those who participated in the so-called Dreamboard, an international, members-only, 
online bulletin board that was dedicated to the sexual abuse of children. Just as Dreamboard's 
members operated across international boundaries in committing their crimes, so too did law 
enforcement personnel work across boundaries to take down this nefarious ring. To date, 72 
Dreamboard members have been indicted; 53 have been arrested in the United States and abroad. 

The Department has successfully investigated and prosecuted public corruption, not only 
in the several high-profile cases that made the news, but across the United States. The American 
electorate trusts that their public servants will obey the law; they expect the Department to bring 
to full justice those who abuse that trust. 

B. Civil Rights 

A fundamental highlight of the Department's budget request for traditional mission 
programs is $5 million in new resources for the Civil Rights Division to prevent and combat 
human trafficking; hate crimes; and misconduct by law enforcement and public officials. These 
issues warrant our greater investment and vigilance as we advocate for every American-without 
exception. Safeguarding the civil rights of every American is at the heart of what we do, and 
represents our core mission. In this good work, the Department continues to achieve success and 

helps our nation to create "a more perfect union." 

In seeking redress for the host of inequities uncovered by the mortgage morass, the 
Department has fought especially hard to protect the civil rights of Americans. Recently, I 
announced that the Department had reached a $335 million settlement with a lender to resolve 
allegations of lending discrimination against African-American and Hispanic borrowers who 
qualified for mortgage loans, but were charged higher interest fees or were steered into sub­
prime loans, solely because of their race and national origin. Over 200,000 Americans will be 
entitled to compensation. We have also acted to protect the civil rights of our service members 
who have been targeted by these unconscionable, predatory lending practices. In May 2011, we 
announced settlements with two lenders to resolve allegations that they had wrongfully 
foreclosed upon active-duty service members without first obtaining court orders, in clear 
violation of the Service Members Civil Relief Act. The settlements provided over $22 million in 
compensation to our men and women in uniform who were forced to worry about their families 
and losing their homes through unlawful foreclosures, while also having to endure the horrors of 
war. We fought hard for them because we believe that, as Americans, we are much better than 

that, and that our fellow citizens, who place their lives on the line for all of us, deserve far better 

than that. 

5 
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Our other civil rights priorities in FY 2013 include a greater focus upon combating 
human trafficking; in uncovering and prosecuting hate crimes that target Americans for who they 
are and what they believe; in upholding and enforcing the constitutional right of every eligible 

American to participate in our nation's political process and vote freely; and fully implementing 
provisions of the Civil Rights for Institutionalized Persons Act. 

C. Environment and Natural Resources 

Since 20 II, a team of our agents and prosecutors continues to lead the Deepwater 
Horizon Task Force, which has investigated the conduct of those involved in the tragic explosion 
and oil spill that claimed the lives of II people; despoiled the coastal waters of the Gulf of 
Mexico; killed scores of wildlife; and damaged the vibrant economy ofa beautiful region, which 
our citizens have struggled mightily to restore. 

III. Financial, Mortgage, and Health Fraud 

In our FY 2013 Budget, the Department seeks an increase of $55 million, for a total 
investment of over $700 million, to investigate and prosecute financial and mortgage crimes that 
have sorely hurt the American people and damaged their trust in the financial markets they 

expect to engage in fair play. The abuses by many in the financial sector have had a devastating 
effect on the U.S. economy, and have contributed significantly to the economic suffering of so 
many Americans. It is essential that the Department address these abuses forcefully, to hold 
fully accountable those who are responsible for these abuses and ensure that they are not 
repeated. In this budget, we propose an increase in specialized staffing and technologies to 
combat and root out fraud in the area of securities and commodities; investment scams; mortgage 
foreclosure schemes; and increasingly, in health care fraud. 

The program increase of $55 million would provide funding for additional FBI special 
agents, criminal prosecutors, civillitigators, in-house investigators, forensic accountants, and 
paralegals to hone the Department's capacity to investigate and prosecute the full spectrum of 
financial fraud. Bringing aboard specialized and dedicated personnel, especially investigators 
and forensic accountants, is key to our successful detection and prosecution of complex financial 
schemes, and helps us to stay well ahead of the criminals who devise them. Of the $55 million 
program increase, $37.4 million is to increase criminal enforcement efforts and $17.6 million 
would increase civil enforcement efforts. Our total request also includes $9.8 million for 
technology tools and automated litigation support. 

We have already been actively engaged in these efforts. Since FY 2010, the Financial 

Fraud Enforcement Task Force has spurred investigation and prosecution of financial fraud that 

has been uncovered by the 2008 financial crisis and economic recovery efforts. The task force 
has charged and sentenced a great number of defendants involved in securities fraud, investment 
fraud, Ponzi schemes, and other financial fraud. In October 2011, the managing member of 

Galleon Management LLC was sentenced to 11 years in prison, based on the Department's 
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investigation of the largest hedge fund insider trading scheme in history. We also continue to 
aggressively prosecute those who commit mortgage fraud. Mortgage fraud victims include 
distressed homeowners preyed upon by fraudsters posing as foreclosure rescue experts; the 
elderly who are victimized in Home Equity Conversion Mortgage or "reverse mortgage" 
schemes; U.S. service members; and entire neighborhoods blighted by blocks of abandoned 
homes. In FY 2011, the U.S. Attorneys' Offices filed 513 cases against 947 defendants, an 
increase of 92 percent in just two years. 

Earlier this month, I joined Housing and Urban Development Secretary Shaun Donovan 
and the Attorneys General of Colorado, Indiana, North Carolina, Illinois, and Iowa to announce 
the unprecedented agreement reached by the Federal Government and state attorneys general 
with the nation's five largest mortgage servicers to address mortgage loan servicing and 
foreclosure abuses. This agreement--the largest joint federal-state settlement ever obtained-­
provides substantial financial relief to homeowners and establishes significant, new homeowner 
protections. It holds mortgage servicers accountable for abusive practices and requires them to 

commit more than $20 billion towards financial relief for consumers. As a result, struggling 
homeowners throughout the country will benefit from reduced principal amounts and the 
refinancing of their loans. The agreement also requires substantial changes in how servicers do 
business, which will help to ensure the abuses of the past are not repeated. 

Moreover, on January 27, I announced the formation of the Residential Mortgage-Backed 
Securities Working Group, supported by current manpower and funds, to leverage state and local 
resources in a nation-wide effort to investigate and prosecute crimes in the residential mortgage­
backed securities market. The Department will join the Securities and Exchange Commission 
and the New York State Attorney General under authority of the Financial Fraud Enforcement 

Task Force in leading the working group, which will be staffed by at least 55 DOJ agents, 
analysts, investigators, and attorneys from around the United States. 

Finally, the Department remains fully engaged with the Department of Health and 
Human Services (HHS) to prevent and combat health care fraud. Earlier this month, HHS 
Secretary Kathleen Sebelius and I reported the success of our joint efforts, having recovered 
nearly $4.1 billion for U.S. taxpayers in FY 2011. The three-year average return on investment 
for health care fraud funding in FY 20 II was over $7 for every $1 invested - the highest ever for 
this program. 

In FY 2013, we plan to redouble our efforts and ask Congress for $294.5 million through 
the HHS budget for health care fraud funding to support DOJ initiatives to combat civil and 
criminal health care fraud. Increased funding will pelTl1it the Department to expand Medicare 
Fraud Strike Force operations and to more effectively target locations where health care fraud 

activities are rampant. We also propose additional support to bolster civil enforcement efforts, 

including False Claims Act matters, to investigate and prosecute fraud by medical and 

phalTl1aceutical providers. 
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IV. State, Local, and Tribal Law Enforcement 

In our FY 2013 Budget, the Department seeks a total of $2 billion to assist state, local, 
and tribal law enforcement personnel, especially in combating violent crime and violence against 
women and all other victims of crime, and in supporting victim programs. 

The Department's budget request is strong on law enforcement; it's strong on solid 
program research and development; it's strong on juvenile justice; and it's strong on innovation. 
In presenting this budget request, we've taken a long, hard look at what has worked best in these 
areas, in order to extend these best practices across the broad range of our work. 

The key to the Department's success in protecting the American people continues to be in 
developing effective partnerships with law enforcement counterparts throughout the United 
States and abroad to leverage a more focused and effective law enforcement response. To put 

this in perspective, there are 65,000 U.S. federal agents dedicated to criminal investigations; by 
comparison, there are 700,000 state and local law enforcement officers in the United States, not 
to mention scores of others who work for agencies from other nations. Crime is increasingly 
transnational and global in scope, and criminals respect no boundaries. We owe it to the 
American people to work closely with our partners-at home and abroad-to prevent these 

criminals from harming our citizens, and to ensure that those who do so are brought to justice. 

Here at home, one of our most important partnering programs is the Community Oriented 
Policing Service (COPS) grant program. These grants assist state and local police in hiring 
officers for targeted patrol and other proven strategies to reduce and prevent crime. From 
FY 2009 through FY 2011, the COPS Office funded more than 7,100 positions. Over 5,000 of 
these positions have been filled so far; nearly 4,000 of them as new hires. The Budget requests 
an additional $91 million for the COPS Hiring Program in FY 2013, for a total of$257.1 million. 
Of this amount, $15 million will be dedicated to community policing development initiatives and 
$15 million will be directed to tribal jurisdictions. 

It is worth noting that COPS will be giving preference in any FY 2012 hiring grant award 
to communities that hire po st-9f I I veterans of our armed forces. Put simply, this is the right 
thing to do, and I assure you that this policy will continue in grants funded by the FY 2013 
appropriation. 

To give you an idea of the impact that COPS funding has had within local communities, 
let me tell you about Fresno, California. Given budgetary constraints, the Fresno Police 
Department had lost 100 sworn police officer positions and 265 civilian positions over a three­

year period. COPS funding added 41 front-line officers who helped Fresno reduce violent crime 
by targeted removal of dangerous criminals from the community's streets. The results are 

impressive. In 2011, Fresno experienced decreases in violent crimes across the board and had its 
lowest murder rate in a decade. Without COPS funding, the Fresno Police Department would 

have been forced to disband its violent crime impact team and redeploy officers into patrol, and 
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merely react to crime. Instead, COPS funding helped the people of Fresno become more active 
in safeguarding their community. 

In this area, too, the Department seeks funding for grant programs proven to be effective 
in preventing crime. Increased funding is requested for the Byrne Criminal Justice Innovation 
Program; for residential substance abuse treatment; for Second Chance Act implementation; for 
Part B Juvenile Justice Fonnula Grants; and for a new, evidence-based juvenile justice 
competitive demonstration grant program. 

The Adam Walsh Act significantly enhances the Department's ability to respond to 
crimes against children and vulnerable adults, and to prevent sex offenders who have been 
released back into the community from victimizing others. The FY 2013 Budget also includes 
$20 million for states and local jurisdictions, and an additional $1 million to develop the National 
Sex Offender Public Web site. 

Finally, a significant outlay under the FY 2013 Budget includes increased funding to 
squarely address domestic violence and child abuse in rural areas through support of projects 
specifically designed to prevent these crimes in rural jurisdictions. A significant portion of these 
funds will be dedicated to implementing public safety programs in Indian country, to assist tribal 
law enforcement partners in reducing the disproportionately high levels of violent crime there. 

V. Prisons and Detention 

In the Department's FY 2013 Budget, we are seeking $8.6 billion to ensure that prisoners 

and detainees are held in secure federal facilities and to improve federal prisoner re-entry. 

Last year, the Department made strategic investments to enhance the nation's security 
and make communities safer. There are over two million people incarcerated in the United 
States; estimates project the federal inmate population in the United States to increase by 6,500, 
in addition to the estimated 5,000 irunates who will be processed in FY 2012. The FY 2012 

enacted appropriation included partial funding for activation of new prisons in Alabama and 
New Hampshire. In the FY 2013 Budget, the Department requests funding to fully activate these 
facilities and initiate two others, in Mississippi and West Virginia. In all, the Department plans 
to add 2,500 prison beds and 1,000 new, low-security contract confinement beds in FY 2013. 
The Department will also direct increased funding to hire additional corrections workers and 
cover increased costs to transfer, accommodate, and secure the larger prisoner population. 

While opening the secure facilities we need to confine criminals, the Department's 

budget request also addresses the parallel need to free up prison space and reduce long-tenn 

detention and incarceration costs. This budget recognizes the need to work with you in Congress 
to make simple changes to the calculation of good conduct time, and to explore ways to further 

reduce recidivism. These proposals provide proven incentives for good behavior among certain 
eligible, non-violent inmates, and their participation in programs designed to keep them from 
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returning to prison, and will have a direct impact in relieving overcrowding in federal prisons. 
Beyond the steps proposed in this budget, the federal government has an opportunity to build on 
the work of states like Texas and Indiana to modernize criminal sentencing, ensuring that violent 
and career criminals remain behind bars and offthe streets, while strengthening programs to help 
eligible, non-violent offenders to safely and productively re-enter their communities. 

The programs we propose to fund aim to reduce recidivism by expanding participation in 
these re-entry programs. The Department's FY 2013 Budget request includes expansion of the 
Bureau of Prison's residential drug abuse program, which supports Second Chance objectives. 
This expansion will enable greater use of the sentencing credits available to eligible, non-violent 
inmates who complete drug treatment programs. Thus, as this program contributes to reducing 

crime, it will also result in fewer taxpayer resources directed at incarcerating inmates. 

VI. Savings and Efficiencies 

The Department's FY 2013 Budget presents a highly streamlined array of programs, 
which will help us to achieve our mission more efficiently while protecting the American people 
more effectively. 

The Department of Justice proposes almost $700 million in efficiencies, offsets, and 

rescissions. We in the Department recognize that we must do our part to help our nation 
maintain its sound fiscal footing. In our FY 2013 Budget request, we seek to balance fiscal 
responsibility demanded by the American people with the Department's national security and 
law enforcement mission to prevent, prosecute, and bring to justice all who would do us harm. 

In leading this effort, I directed Department staff to identify areas where we would 
achieve significant savings for the American taxpayers by implementing changes in the way we 
execute our mission. These changes include improving the way we target funding, seeking 
support for programs that work; redirecting funding from the Department level to component 
agencies to reduce overhead and increase operational efficiency; and consolidating oftices and 
redirecting or reducing personnel and resources. 

In all, we identified $646.6 million in administrative efticiencies, non-grant program 
reductions, and rescissions of prior year balances, which will reduce our bottom line without 
impairing our mission or capabilities. 

In submitting the Department's 2013 Budget request, I emphasize that we continue to 
hold the line on expenses, seek to eliminate waste, and promote efficiencies. In this request, we 

propose to reorganize the Department by consolidating offices. In doing so, we will become a 
leaner, more agile, and more responsive organization. Our goal is to enhance our service to the 

American people, without sacrificing the essential mission. Instead, we intend to realign our 

staff and resources to meet the greatest needs. 
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In proposing these realignments, we add our efforts to the President's Campaign to Cut 
Waste. In July 2010, I launched the Department's Advisory Council for Savings and 
Efficiencies, or the SAVE Council, to focus these efforts within the Department. In just the last 

two years, the SAVE Council has helped the Department realize nearly $60 million in savings 
and cost avoidance. 

The 2013 Budget includes savings expected from merging detention functions currently 
performed by the Office ofthe Federal Detention Trustee into the U.S. Marshals Service, 
merging core functions of the National Drug Intelligence Center into DEA, and transfer 
management of the Law Enforcement Wireless Communication program to the FBI, returning 

funding and the concomitant responsibility for radio operations and maintenance to the 
Department's law enforcement components. 

Additional savings and efficiencies were identified in the areas of information 

technology, space requirements, overhead, administration, and operations. For example, the IT 
offset represents savings that will be developed through greater inter-component collaboration in 
IT contracting; funds will be redirected to support the Department's cyber security and IT 
transformation efforts and other high-priority initiatives. 

VII. Conclusion 

In conclusion, I am keenly aware that the President and I have asked the Department's 

dedicated employees to do much more with fewer resources during this period of economic 
recovery. That they have done so with continued dedication to our mission to protect the 

American people is truly exemplary and inspiring. 

I appreciate this opportunity to tell you about our good work at the Department of Justice, 
to thank you for your support to date, and to ask you to fund the important work that lies ahead. 

At this time, I would be pleased to take your questions. 

11 



17

Mr. WOLF. Thank you, sir. 
First, Mr. Rogers, chairman of the full committee, and then we 

will go to Mr. Dicks. 
Mr. ROGERS. Thank you, Mr. Chairman, for your great work as 

chair of this very important subcommittee. 

PRESCRIPTION DRUG ABUSE

General, we are glad to have you with us. You will recollect my 
conversation with you last year on prescription drug abuse. 

Attorney General HOLDER. You asked me if I could spell 
‘‘Broward.’’

Mr. ROGERS. I got your note. More importantly, I got your report 
on some real progress I think that you have made in south Florida, 
particularly in Broward County and the pill mill problem. 

I don’t need to remind you or anyone else here that the prescrip-
tion drug abuse now is a huge national problem. In fact CDC, the 
Centers for Disease Control, with data in January of this year indi-
cates that 15,000 people die each year from prescription drug 
overdoses, more than heroin and cocaine combined. Nearly half a 
million emergency department visits in 2009 were due to people 
misusing or abusing prescription painkillers. And nonmedical use 
of prescription painkillers costs health insurers up to $72.5 billion 
annually in direct health care costs. 

In my own district in Kentucky, and in fact the whole State of 
Kentucky, prescription painkillers are killing more people than car 
wrecks, and I dare say that is probably a good national standard 
as well. 

The hot spot last year as we conversed was in Broward County, 
Florida, where 90 percent of all oxycodone prescriptions in the 
country were issued, but you marshaled the forces, I think ade-
quately so far, in south Florida and have managed to bring the 
matter somewhat under control. You have got three tactical diver-
sion squads in Florida, and you reported in January that as a re-
sult of what is called Operation Pill Nation, there has been a 97 
percent decrease in oxycodone purchases by doctors in Florida from 
2010 to 2011. 

In Pill Nation One, you arrested 47 individuals, 17 of them doc-
tors, five of them clinic owners, the seizure of $19 million in cash 
an and assets; 70 doctors, six pharmacy owners and five distribu-
tors were stripped of their DEA registrations. And then in Pill Na-
tion Two, in October of last year, you arrested 22 individuals, in-
cluding doctors and pharmacists, charged with illegally diverting 
controlled substances. Earlier this month, DEA took steps to sus-
pend the controlled substance license of a major prescription dis-
tributor called Cardinal Health, and I could go on. 

So, I thank you, General, for taking our advice to heart last year. 
And I am sure you were already involved in it, but I thank you for 
responding to that urgent problem. 

So the pill mills in Florida are still going; they are just not quite 
as strong as they were. One unfortunate sidelight to that, though, 
like punching a pillow, you hit it in one place and it pops out in 
another; and it is popping out in Kentucky and Tennessee and 
Georgia and other places now. In fact, I think my local law enforce-
ment people tell me that a couple of Broward County pharmacies, 
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pill mills, are now in my district. And I suspect that could be said 
by a lot of members here. 

I wonder, is there something more that the Congress could do, 
that we could do, to help in this assault on the pill mill problem? 

Attorney General HOLDER. Well, Mr. Chairman, I think that the 
point that you raised at the end is exactly the right one. This is 
not a Broward County problem, although it was certainly a place 
of focus for this issue over the recent past, and I think we have had 
success there, though not total success. There is still work that we 
need to do in that area in Florida. 

I took a trip down to Florida and worked with the attorney gen-
eral, Pam Bondi, who is very committed to this work. DEA has 
made real progress, but we can’t be content with the progress we 
have made, and for exactly the reason that you say. We might be 
successful in Broward, but these are folks who are then going to 
go to other places. And we have to have the capacity to deal with 
these issues in different places. 

We have, under the budget that we have proposed, sufficient 
numbers of people to deal with these issues, as it tends to move 
from the areas where we are most affected. But the reality is this 
is not something that is going to be, at the end of the day, a re-
gional problem, but ultimately a national one, as we become more 
successful. We will catch a certain number of people, but some peo-
ple will leave those areas and then try to ply their trades in other 
places.

Mr. ROGERS. And how will you tackle that? 
Attorney General HOLDER. Well, to try to identify what the 

sources are for these pills, to deploy the squads that we have, to 
put emphasis there, to use the existing DEA presence that is there 
and augment them with people coming from different parts of the 
country, the use of task forces, especially working with our State 
and local partners, to come up with ways in which we get at this 
problem.

I really think we were successful in Florida from the interaction 
that you and I had last year, but also working with an attorney 
general who cared a great deal about this issue and who was com-
mitted to it, and then we worked together to put task forces to-
gether.

It is not something that, frankly, the United States or the Fed-
eral Government can do by itself. We need committed partners at 
the State and local levels. That is what we have in Florida. 

AUTOMATION OF REPORTS AND CONSOLIDATED ORDERS SYSTEM
(ARCOS)

Mr. ROGERS. My time is running short here, but let me ask you 
this: DEA keeps track of the prescription drug supply chain 
through a thing called ARCOS, Automation of Reports and Consoli-
dated Orders System. That is how they were able to crack down 
on Cardinal Health and the CVS pharmacies in Sanford, Florida. 

Right now, distributors are only required to report narcotics to 
ARCOS. DEA has indicated that it might be helpful to track other 
drugs commonly found in Rx cocktails, like Xanax and Valium, 
which were involved in Whitney Houston’s death. What do you 
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think? Are there ways that Congress or you could improve the 
ARCOS system in those ways? 

PRESCRIPTION DRUG AUBSE, TITLE 21 STATUTE CHANGE

Attorney General HOLDER. Yes, we were talking about this ear-
lier. This is contained in a statute under Title 21, and if we simply 
remove the word ‘‘narcotic’’ in the citation that is the governance 
here and replace it with the word ‘‘all,’’ we would have the ability 
to deal with the problem that you have described. We would have 
under the ambit of this statute things that go beyond those that 
are just described as narcotic and deal with other things, other 
drugs, other pills, whatever, that are, if not equally pernicious, cer-
tainly have a potential negative impact. Expanding the statute in 
that way would make a lot of sense. So it really is just a statutory 
change that we could use. 

Mr. ROGERS. It would require a law change? 
Attorney General HOLDER. It would. 
Mr. ROGERS. I think we will take that under consideration. We 

don’t authorize on this committee, often, but maybe the authorizers 
will take note of that. 

Thank you, General, for what you are doing. 
Attorney General HOLDER. Thank you, Mr. Chairman. 
Mr. WOLF. Thank you very much. 
I had forgotten about the exchange between you and Mr. Rogers 

last year, but I appreciate the fact—I have worked with Mr. Rogers 
over the years on this, and I appreciate what you have done. 

When you were speaking, I said is there any new authority that 
we could carry, and I will be glad to work with Mr. Rogers and 
maybe we can work with the authorizers and carry that in the ap-
propriations bill, if it is just the movement of one word. 

Secondly, should there be any increased penalties, if you could 
just think about it and let us know? 

PRESCRIPTION DRUG ABUSE, GOVERNORS CONFERENCE

Then thirdly, if there is a good idea, would it make sense for you 
to have a conference of all the Governors or representatives of all 
the Governors. Commerce did it on tsunami preparedness. There 
have been different things, and maybe bring them altogether. It is 
a growing problem. So would there be any merit for you to have 
a conference whereby you bring all the people in, every Governor’s 
office, to talk about this issue? 

Attorney General HOLDER. Yes, I think that is actually a very 
good idea, and my guess would be that we would probably get some 
willing participants. It would be good if we could have Republicans 
and Democrats, Federal and State officials at such a conference to 
deal with what is a growing problem and to raise the consciousness 
of this Nation about this issue. People too often think of it as some-
thing that exists over there when it is truly a national problem. 

If I can just take a minute, a few seconds, I talked to my wife 
just last night about a young woman who have I known since she 
was a baby, who is now in a drug rehab program as a result of her 
now being involved in a pill addiction. I thought it was interesting 
that I heard about this anticipating this might be something that 
we want talk about today. She is a young, bright woman who made 
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some bad decisions. And she is not unique. You know, she is not 
unique. And the notion of having some kind of a conference, a na-
tional conference, that would be seen as not a law enforcement ef-
fort, something that would be seen as a bipartisan effort involving 
different branches of government and a commitment expressed by 
the legislative branch and the executive branch to work together 
with our State and local partners. I think it would be a very power-
ful thing, and I think would be extremely useful. 

Mr. ROGERS. If the chairman would briefly yield, Mr. 
Kerlikowske, the head of the ONDCP, just concluded such a meet-
ing with the Governors from the Appalachian States, where the 
problem probably is maximized, with great results. And all those 
Governors now are working in tandem across party lines and 
across the region. And I think the Chairman’s idea and your dis-
cussion of a national summit, if you will, of the Nation’s Governors 
and anyone interested in this problem would take place would be 
absolutely worthwhile. 

This is a major epidemic. CDC, I met with them the other day, 
are greatly concerned about this. In my district, and I dare say in 
many others in the country, over half of our children are not living 
with a parent because of the drug problem. And it is mainly now 
prescription medications. They are in prison or they are running 
around the countryside or whatever, and those kids are just on the 
countryside. We can’t take that, Mr. General. 

Attorney General HOLDER. I think you are right. But the thing 
that is missing and why the idea of a conference is a good one, and 
certainly something that you have focused on, Chairman Rogers, is 
that people when they hear ‘‘drugs,’’ think of crack or cocaine or 
methamphetamine. One of the realities is that people are not focus-
ing on prescription drugs to the same extent. And that is an ex-
tremely pernicious part of this problem and in some ways, in some 
ways, is probably the most serious, because it is something that 
you see, not in the most distressed parts of our country, but in mid-
dle-class neighborhoods. The young woman I was talking about was 
in college; with great parents who have great jobs. Again, as I said, 
she is not unique. This cuts across socioeconomic lines, across geo-
graphic lines, and it is something that I think we need to raise the 
consciousness of the Nation about. 

So I think it is great what Gil Kerlikowske did with Governors 
in a particular region, but this is a national problem that we need 
to somehow have the Nation be more aware of. 

Mr. ROGERS. As we were so tragically and sadly reminded of in 
the overdose prescription death of Whitney Houston, that is not un-
usual, as you have said, unfortunately. 

Mr. WOLF. Well, I appreciate Mr. Rogers bringing this up and 
what you are doing. I would be glad to participate with you for you 
to put the prestige of the Attorney General’s Office behind it and 
do something. It would be relatively inexpensive. So we will stand 
with you. 

And then if there are any language changes that you think that 
we should have, and we can work with Mr. Rogers about seeing 
about them. 

Thank you, Mr. Chairman. 
Mr. Dicks. 
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Mr. DICKS. Thank you, Mr. Chairman. 
And welcome, General Holder. I got to hear most of your state-

ment, and it sounds to me like you are doing an outstanding job. 
And I want you to know that you are going to be treated today 
with respect from this subcommittee. 

CYBER CRIME

The one thing I wanted to ask you about is cyber crime. General 
Alexander, Commander of U.S. Cyber Command and Director of 
NSA, believes that malware, malicious software designed to disrupt 
computer operation, gather sensitive information or gain unauthor-
ized access to computer systems, is being introduced at a rate of 
55,000 programs infecting computers each day. General Alexander 
has estimated the cost of cyber crime to the global economy is 
about $1 trillion annually and the U.S. portion of these global 
losses is likely measured in hundreds of billions of dollars. 

What is the Attorney General—I know the FBI is involved in 
this. What do we do? I mean, we are being attacked every single 
day by foreign countries, by criminals, who are stealing intellectual 
property at a rapid rate. How do we respond to this, and do you 
think we are doing enough? 

Attorney General HOLDER. I think that we have made a signifi-
cant start. I think we have to fight it on a whole bunch of levels. 
The threat that we face potentially has a national security compo-
nent. Our infrastructure is at risk. There are certainly commercial 
components to this problem, as you were saying, the theft of intel-
lectual property. So we have to have a holistic approach that in-
volves law enforcement, the military, our intelligence community as 
well.

One of the things that we need to do is to interact with Congress 
to see if there are new tools that we need. I think we have been 
pretty successful in dealing with this issue. We have tried to raise 
the consciousness within government of the need to mobilize our 
resources for the constant probing, if not attacks, that we see from 
nation states who are engaged in this practice, in addition to orga-
nizations and individuals who are using cyber tools to do harm to 
not only our Nation but our allies as well. 

So one of the things that I would think would be useful would 
be for an interaction. Maybe we come up with a list of those kinds 
of changes that might be helpful. I think we have in the budget 
sufficient resources to do that, which I think is appropriate. But I 
also worry that maybe we don’t have all the statutory tools that 
would be useful. 

CYBER CRIME LEGISLATION

Mr. DICKS. Do you think that—there is a new bill that was intro-
duced in the Senate that I understand the administration is sup-
porting, I think it was introduced by Senator Lieberman and oth-
ers. I am told that a lot of the companies are resisting legislation, 
that they are saying they don’t want to be regulated. In some 
cases, they don’t even know that they have been penetrated. So the 
question becomes are we going to have to require them to better 
protect themselves on—you mentioned infrastructure, things like 
our utilities or our financial institutions. When we have a big 
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power outage here in the D.C. area, it causes havoc. If the whole 
country was attacked that way—I mean, at some point, are we 
going to just say we have to give you more authority to deal with 
this problem? And I think you should send up to us a list of things 
that might be considered. 

Attorney General HOLDER. Well, first, we do support the Lieber-
man-Collins bill. People should not shudder when you hear that 
the executive branch wants greater tools. Some of the things that 
we need are just mechanisms by which we have the ability to com-
municate with people in private industry so they feel, I don’t know 
if secure is the right word, but safe; so that they don’t feel threat-
ened by the ability to interact with those of us in government who 
are really trying to protect them. We have access to tools and infor-
mation and intelligence that we can share in appropriate ways so 
that they can enhance their defensive capabilities. 

This is something that has to involve some kind of interaction be-
tween those in the private sector and those of us in government, 
and how we exactly do that—I mean, I understand at least some 
of the concerns they have, but I think those concerns can be al-
layed with good dialogue and, frankly, with more interaction than 
we now have. 

INTERNATIONAL CYBER CRIME

Mr. DICKS. What about these countries that are doing this to us? 
I mean, how do we get their attention that this is unacceptable? 

Attorney General HOLDER. I will say that one of the things that 
I did on a trip to China about 18 months or so ago was to bring 
that message to that nation, which is a competitor. We are Ameri-
cans. We can handle anybody who wants to compete with us on a 
level playing field. But some nations are doing things that I think 
are inappropriate, a little underhanded, and I think we have got 
to be forceful. We have to be frank with nations who would engage 
in those kinds of activities. 

And then to the extent that we can use the trade organizations 
that we have and then ultimately start to consider whether there 
are things that we want to do to punish nations who are seeking 
unfair advantages by the mining that goes on through their cyber 
activities where there is simply the theft of our intellectual prop-
erty.

You know, Hollywood produces a movie, and it shows up in an-
other country almost before it shows up on the screens here in the 
United States. Software that we produce, iPods, things like that, 
knock-offs appear in other countries where our ideas are simply 
stolen. And that has a drastic economic impact on this Nation. We 
are talking about a loss of jobs as a result of this kind of activity, 
and given what this Nation is struggling with in that regard, this 
has to be a national priority. 

Mr. DICKS. Thank you. 
Thank you, Mr. Chairman. 
Mr. WOLF. Thank you, Mr. Dicks. 
We are going to have, Mr. Dicks, a briefing of all the members 

of the Committee and the Subcommittee on this very issue. 
Mr. Rogers, Chairman of the Intelligence Committee, said there 

are two kinds of companies: those who have been hit by the Chi-
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nese and know it, and those who have been hit by the Chinese and 
don’t know it. And they are also hitting law firms downtown and 
many other people. So we are going to have a briefing, I think, at 
the end of the month to bring everybody together, and the FBI is 
coming up to put the briefing on. 

PROGRAM REDUCTIONS IN FISCAL YEAR 2013 BUDGET

Mr. Attorney General, your budget declares that defending na-
tional security from both internal and external threat remains the 
Department’s highest priority, but you are not requesting any pro-
gram increases for national security–related activities at the FBI, 
DEA, U.S. Attorneys or National Security Division. There is no in-
crease in counterterrorism, intelligence, counterintelligence or sur-
veillance. And, in fact, the budget proposes program reductions of 
$63 million from the FBI and the rescission of an additional $162 
million, also from the FBI. 

So what FBI-specific activities will you be targeting for these 
cuts? Will they be in the national security area? 

Attorney General HOLDER. One has to understand that over the 
course of the last 10 years or so, since 2001–2002, the Justice De-
partment budget has gone up by about 300 percent in terms of na-
tional security, and justifiably so, given what we faced on Sep-
tember 11 and all of the threats that we have had to try to deal 
with since then. 

We have also received significant increases in recent years, $70 
million and 92 positions in fiscal year 2012. It is our view that, 
talking to Bob Mueller and the other people who are engaged in 
the national security sphere within the Department of Justice, that 
the numbers that we have proposed are adequate to the job that 
the American people expect us to do. 

FISCAL YEAR 2013 BUDGET

Mr. WOLF. Was this a request of OMB, or was the request higher 
and this is the agreed upon position after OMB reached a conclu-
sion?

Attorney General HOLDER. No, this was a number that we came 
up with. Obviously, there was interaction with the folks at OMB, 
but I think the number that ultimately came out of those conversa-
tions is one that we are satisfied with. 

Mr. WOLF. Could we see the number that you submitted over 
there and then we can compare it with the number that we have? 

Attorney General HOLDER. You want to get me in trouble. I am 
not sure exactly how that works. 

Mr. WOLF. Well, if you can and you are not violating the law. We 
certainly don’t want you to do that. If you can. 

Attorney General HOLDER. It is not violating the law. 
Mr. WOLF. If you can, we would appreciate that. Then we can 

make a decision as to where the numbers were and what was 
taken down. 

Attorney General HOLDER. I have to say that to the extent there 
was a difference, it was not an extraordinary one. But I will see 
if we have the ability to share that. 

[The information follows:] 
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NATIONAL SECURITY FUNDING REQUEST

The process involved in the formulation of the fiscal year 2013 President’s budget 
request—and, indeed, any fiscal year’s request—is confidential. This is based on the 
‘‘deliberative process privilege,’’ and is intended to promote free discussion between 
executive agencies and the President. As such, I cannot share information per-
taining to funding levels at any stage of the Executive Branch review process. 

That said, as I mentioned at the hearing, I stand behind the national security re-
quest and believe that the President’s Budget provides sufficient resources to ensure 
that we will continue to meet our essential responsibilities, including our responsi-
bility to protect the nation and our interests from harm. 

Mr. WOLF. Great. That will just give us some guidance as we 
look at things. 

GUANTANAMO BAY

We discussed several times the Justice Department’s leading role 
in the task force, this is on Guantanamo Bay, to come up with rec-
ommended dispositions for the 242 individuals who were held at 
Guantanamo at the beginning of the administration. Many of those 
reviews led to the transfer of detainees to other countries, such as, 
Yemen, a bad place to go, or Somalia; there is no way to find out 
where they are going. But also I think it should be noted in fair-
ness that the previous administration also transferred many more 
detainees overseas. 

The primary concern though has been the recidivism among this 
group—that is, people who are known or suspected to have engaged 
in terrorist or insurgent activities. I understand that other ele-
ments of the Executive Branch are following this closely. What is 
your understanding about recidivism trends and percentages? I 
saw one the other day from the ODNI that was in the area of 27 
percent recidivism. Can you comment on that? 

Attorney General HOLDER. Yes. That overall recidivism rate I 
think, it is in the 20s, the mid-20s, something along those lines, 
though the recidivism rate for those who have been released under 
the Obama administration and through the process that we went 
through, where we had individual determinations made with re-
gard to each of the people who are there, I think we are down now 
to about 170 or so, the recidivism rate is about 7 percent. 

Now, part of that might be, to be very fair and honest with you, 
because we are talking about a limited amount of time that these 
people have been released. I think also it is a function of the fact 
that, through this task force that we created and the levels of re-
view that it had to go through, ultimately the principals had to 
agree unanimously on the decisions that were made involving the 
intelligence community, the law enforcement community, people on 
the diplomatic side, that we have come up with good decisions with 
regard to who got released, where they were sent. 

The President also has made appropriate determinations, given 
the situations on the ground in certain countries, Yemen among 
them. Decisions to release people and place them in Yemen are 
simply going to be put on hold until we have a more solid situation 
in that country. 

Mr. WOLF. Well, I hope so. I don’t think anyone should be re-
leased back to Yemen, and most of them, a majority I understand, 
are from Yemen that are now at Guantanamo. And no one should 
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be sent back to Afghanistan, and nobody should be sent back to So-
malia with al-Shabaab. 

What, if any, role is the Justice Department playing in decisions 
concerning the disposition of the detainees who remain at Guanta-
namo, and does the recidivism trend affect how these dispositions 
are likely to be handled? We have heard and I have seen articles 
in the paper that the White House has confirmed that diplomatic 
efforts are underway to discuss the transfer of five Guantanamo 
Bay Taliban detainees to Afghanistan or a third country. It has 
also been reported that particular individuals were categorized as 
too dangerous to release by the Department of Justice–led task 
force.

Does an interagency group review and approve such transfers? Is 
the Department involved, and is there really a chance that anyone 
from Guantanamo Bay, Taliban detainees, will be sent back to Af-
ghanistan or a third country? 

Attorney General HOLDER. Well, the Department remains in-
volved in these decisions with regard to who might be released. It 
is an interagency process. A number of things have been considered 
to try to move the peace process forward in Afghanistan. But we 
always have to take into consideration the situation on the ground 
as we presently face it. What has happened in Afghanistan over 
the last few days, has to be dialed into exactly what it is we would 
do with regard to the movement of any people who are Taliban-con-
nected. And so these are the kinds of things that the interagency 
group will be thinking about before any final decisions are made. 

AFGHANISTAN-PAKISTAN STUDY GROUP

Mr. WOLF. I am going to go to Mr. Fattah. This is really not a 
question, but I would ask for you to help us get the word to this 
Administration. This Committee set up an Afghanistan-Pakistan 
study group to look to see where we are. And after this weekend— 
and Ryan Crocker supported this when I put the amendment in. 
Ambassador Neumann supported it. A lot of people supported it. 

The Administration has done nothing. We put $1 million in. We 
allowed Leon Panetta and the Administration to pick—I was the 
author of the Iraq Study Group, the so-called Baker-Hamilton Com-
mission. We give the Administration the money, five Republicans, 
five Democrats, all who are not involved in the political process 
today, similar to, if you recall, the Iraq Study Group. Panetta 
served on the Iraq Study Group. 

Could you see? I can’t get any answer. I write down to the De-
partment of Defense, but no one responds. It is like their mail room 
is shut down, and mail is not getting through. But in light of the 
last, as you said, 48 hours, to have those two Americans shot exe-
cution-style, the number of ‘‘green-on-blue’’ attacks, and since you 
are directly involved in this issue, could you see whether the Ad-
ministration plans on moving ahead? I think it would be an oppor-
tunity to bring people like James Baker and Lee Hamilton, they 
would be different people, to come in—actually Gates served on the 
Iraq Study Group. So here you had Panetta, who served on the 
Iraq Study Group when a war was going on for three and a half 
years, but refuses to look at the Afghanistan war, which has been 
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going on for ten years, and if you would look into that and get back 
to us, I would appreciate it very, very much. 

Attorney General HOLDER. That is fine. We can do that. 
Mr. WOLF. Okay. Thank you. 
Mr. Fattah. 
Mr. FATTAH. Thank you. 
Let me join with full committee Chairman Rogers and Chairman 

Wolf in showing appreciation for the work you have done in terms 
of Broward County and a 97 percent reduction in illegal prescrip-
tion pill traffic out of Broward County. 

REDUCTION OF CRIME IN THE UNITED STATES

But let me go to the generality here. Since you have taken over 
as the U.S. Attorney General in 2009, crime in our country has 
gone down by 6 percent, and the preliminary data from 2010 and 
2011 show there has been another reduction of 6.4 percent. In 
terms of all the tools at your disposal, FBI, DEA, the whole array 
of support that you have, what do you see as the most important 
in the reduction of crime that the Nation sees, which runs contrary 
to the normal theory that with high unemployment you would see 
an increase or uptick. So if you could speak to the committee about 
how you see what has unfolded and how that relates to your budg-
et going forward. 

Attorney General HOLDER. Well, I think, you know, there are a 
number of theories as to why we have seen this historic drop in 
crime. We are at rates not seen for 40, 50 years, and I think it has 
to do with what I would call non-traditional law enforcement ef-
forts and our focus on doing the traditional kinds of things, identi-
fying criminals, putting them in jail, some for extended periods of 
time if that is appropriate. But I also think we are reaping the ben-
efits of what we did in the 1990s, where we focused on prevention 
and tried to come up with ways in which we dealt with the under-
lying social conditions that tend to breed crime. We focused on 
mentoring, the kinds of things that law enforcement is not typically 
thought of as being involved in. And I think we are now, as I said, 
reaping the benefits of that. Dealing with schools that don’t edu-
cate, dealing with rates of unemployment that are too high, talking 
about men who are not engaged in the raising of their children 
and, in particular, raising of their sons. All of these things I think 
have an impact on the violent crime rate, but don’t necessarily 
show up as things that are going to knock the rate down over the 
course of a year, 18 months. But you can see it over the course of 
5–10 years, and I think we are seeing the benefits of that. 

I also think the use of task forces, using our State and local part-
ners and coming up with better ways to identify what problems are 
in a particular neighborhood, or in a particular community, and 
getting those 3, 4, 5, 6, 7, 8, 9 individuals out of that community, 
helps you then see really dramatic drops in crime. So I think all 
of those things are a part of it. 

But I will say just one thing that is extremely disturbing to me. 
While we have seen this dramatic drop in crime generally, we have 
seen a dramatic rise in the number of law enforcement officers who 
have been killed, shot, over the last two years. And it is something 
that I really try to focus on and something for which we saw a 20 
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percent rise over the last couple of years, and that is inconsistent 
with where we see crime as generally going. That is something that 
I think is worthy of attention and study. 

TERRORISM

Mr. FATTAH. Let me go to this question of terrorism. 
As we left town a week or so ago, your Department orchestrated 

the arrest of someone who was attempting a terrorist attack on the 
Capitol. We want to commend you for that work. But if you look 
throughout the work that you have done, you have been very suc-
cessful, and you have talked about a little bit of this in your testi-
mony today, this general work related to terrorism both in terms 
of stopping and preventing attacks that are quite numerous and 
also successful convictions of people who have tried to perpetrate 
attacks.

I visited the Terrorist Screening Center in Virginia and saw the 
collaboration of all of the agencies working together, and I think 
it has created a much, much more efficient and effective process. 
I want to commend your team for what they have done in terms 
of putting this together. 

FISCAL YEAR 2013 BUDGET

But the chairman asked you about the fact that you don’t make 
any new requests in the national security area. Now, in the totality 
of your $27 billion or so budget, you have about $4 billion in na-
tional security. And I know that this is an environment where we 
want to cut budgets, but we don’t want to make cuts that cause us 
challenges down the road. So I just want to make sure that you 
have ample opportunity to express to the committee whether or not 
there are additional resources that you see that are needed beyond 
what is before us at this time? 

Attorney General HOLDER. Well, I think one has to understand 
that in terms of the budget that we have requested, we have not 
requested an insubstantial amount of money for the national secu-
rity components within the Justice Department, and given the 
amounts of money that we have received over the years and after 
having brief, frank conversations with Bob Mueller, the head of the 
FBI, talking to our partners in the executive branch, and whether 
or not we are being good partners and whether there are things 
that we need to do, I think that we have come up with a budget 
for the national security side that is adequate and will allow us to 
do the job that the American people expect us to do. 

We have made great use of the resources that we have. I have 
asked the people in the Justice Department to do a lot more with 
less, and they have responded very admirably, as have agents at 
the FBI, the DEA and the ATF, all of whom are working in some 
form or fashion on the national security problem. And then through 
the task forces, we have tried to make efficient use of our State and 
local partners, who in a really fundamental way have the most di-
rect contact and have their eyes and ears peeled to what is really 
going on in the streets. And but for that interaction, some of these 
plots that we have uncovered and foiled would not have been pos-
sible.
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Mr. FATTAH. Well, as I mentioned, I went out to visit, in the 
chairman’s home State of Virginia, the Terrorist Screening Center, 
and I thought that the collaboration between all the agencies really 
was what was amazing to see, that these walls have been broken 
down.

MORTGAGE FRAUD

Let me move to my last two points. One is I want to commend 
you for the work you have done on health care. But I sent you a 
letter in 2009 about mortgage fraud, and I do want to take note 
that you have made thousands of cases in this area now. There was 
a dearth of activity in this regard in the Department prior to you 
taking over, and I note that you have now a new entity inside the 
Department that is going to focus even more so, focus on fraudu-
lent activities that are being perpetrated on the American public 
relative to mortgages. 

So if you would speak for a minute on that, and then I have one 
last question on missing children, the Center For Missing and Ex-
ploited Children. 

Attorney General HOLDER. The residential mortgage backed se-
curity initiative is one that will look at the ways in which those se-
curities were sold. It is a task force that involves not only the Fed-
eral Government, but our State partners. The attorney general 
from New York, Eric Schneiderman, is a critical partner in that ef-
fort. He has been really aggressive in that way, and there are some 
unique laws in New York—frankly, far better laws than we have 
on the Federal side. We are working also with Kamala Harris, who 
is the attorney general in California, in that regard, and other at-
torneys general who were at the announcement. And that is really 
going to be something that is going to be effective. 

I have heard a lot of concern about the Department not being as 
effective, as aggressive as it needed to be with regard to certain fi-
nancial fraud or financial criminals. I don’t think that criticism is 
necessarily justified. 

But I also think that we can build on what we have done pretty 
well over the last couple of years and expand the work that we are 
doing. And also people should understand there are things in the 
pipeline, that these things take time to develop. Just because we 
have not to date revealed all of the cases that we are working on 
or ultimately will bring, at least not yet, it is not an indication that 
we have been complacent in dealing with these issues. But I think 
that new task force is really going to be an important tool in this 
effort.

NATIONAL CENTER FOR MISSING AND EXPLOITED CHILDREN

Mr. FATTAH. Lastly, the Center for Missing and Exploited Chil-
dren is funded through the Justice Department, in part, And, 
again, you have a collaborative relationship. You have FBI, ATF, 
DEA, everyone over in that shop working together. One of the 
things you see in the EU is law enforcement working across bound-
aries through these various countries, and it is very important in 
our country that at least across States, that when children are 
taken, that there be the level of cooperation needed. And I think 
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that the work of the Justice Department in this regard is critically 
important, and we want to make sure that is adequately funded. 

Attorney General HOLDER. One of the things we have to do in 
these tough budget times is to look at organizations and efforts 
that have proven to be successful, and support them, but also to 
take hard looks and make determinations as to what has not been 
successful—approaches, organizations—and cut ties with them, or 
reduce the levels of support. 

But that organization, I have known it, worked for it, worked 
with it for a number of years, and that is really, really, really effec-
tive. When it comes to missing and exploited children programs, in-
volving ICAC, the National Center for Missing and Exploited Chil-
dren, funding has actually increased by 3.1 percent from $65 mil-
lion to $67 million in the proposed budget, and I think that is a 
recognition, at least on my part and I think people within the ad-
ministration as well, that the center is extremely effective. They do 
a good job. They are dedicated people who have devoted substantial 
parts of their lives to the welfare of children. And the programs 
that they have put in place, the relationships that they have estab-
lished makes that an extremely effective and extremely efficient or-
ganization worthy of—it is not a huge increase, but given these 
budget times, that is pretty significant, to have a 3 percent in-
crease.

Mr. FATTAH. Thank you, Attorney General. 
Thank you, Mr. Chairman. 
Mr. WOLF. Mr. Bonner. 
Mr. BONNER. Thank you, Mr. Chairman. 
General, it is good to see you again. 
Attorney General HOLDER. Good to see you. 
Mr. BONNER. Like every member of this committee, we all have 

questions that are germane to our area of the country, and since 
I am from America’s Gulf Coast, where your wife is from, I am 
going to take the opportunity to focus for a minute— 

Attorney General HOLDER. That is unfair, to throw my wife into 
this now, you know. 

Mr. BONNER. We are very proud of your wife in Mobile. 

CIVIL TRIAL FOR BP OIL SPILL

It was reported yesterday that the civil trial for BP and the re-
sponsible parties was postponed as negotiations on the settlement 
agreement moved forward. And I understand that there are prob-
ably some things you can’t share with us, but what can you tell us 
with regard from the Department’s perspective about where this is? 

And for those who may not know or may have forgotten that old 
saying ‘‘out of sight, out of mind,’’ this tragedy that is coming up 
on the two-year anniversary, April 20, was the worst environ-
mental disaster in the history of the world, certainly in the history 
of this country. So what can you share with us about where we are 
in the settlement negotiations with regard to the CWA fines? 

And also, I would like to just go on record—and I hope you would 
comment—I, for one, and I think I am speaking for all the other 
Members of Congress that represent the five Gulf Coast States that 
were impacted, would be very concerned by some of the reports 
that the Department of Justice and the EPA are directing how 
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some of the money from those fines would go toward the restora-
tion of the economies and the environment. We have been working, 
we thought in good faith, with the administration, Senator Lan-
drieu, Senator Shelby and others in the Senate, Congressman Sca-
lise and some of us on the House side have been working to try to 
get language in that directs most of that fine money back to the 
Gulf Coast States. But could you give us an update on the negotia-
tions and your opinion about that? 

Attorney General HOLDER. Sure. I think you are right. There is 
only so much I can say about the ongoing nature of any talks that 
might exist. But I can say this: We are prepared to go to trial. We 
were ready to go to trial yesterday. There has been, I think it has 
been reported now, a week’s delay, and we will see what happens 
during the course of that week. But we have a strong case. You are 
right to call it what it is, and I think people have forgotten that. 
This is the biggest environmental disaster in the history of this Na-
tion. A great many people were harmed. People and organizations 
have to be held accountable, responsible for the lives that were dis-
rupted, the economic harm that was inflicted upon people who were 
simply innocent, totally innocent. And we are prepared to hold ac-
countable people both in a civil context, which a trial would start 
now, and an ongoing criminal investigation. I am satisfied with the 
progress that we are making, and I would expect that within 
months we will have something to say in that regard as well. If 
there is a possibility of a settlement, it will be something that re-
flects the harm that was perpetrated and will try to make whole 
people who suffered. But beyond that, it will restore that region to 
the way it was before the spill. And in that regard, we have tried 
to work with—and I think we have had a good relationship, cer-
tainly with the State AGs who have been our primary contacts in 
trying to determine how any potential settlement money, whether 
it comes from a trial or a negotiated agreement on the civil or 
criminal side. We have tried to come up with ways in which this 
money is spent that are consistent with the desires of people who 
live and work and have businesses in the region but also under-
standing that there is a national concern about that region—which 
is a very substantial part of this Nation and is responsible for a 
whole host of things that benefit this Nation economically. But I 
think we have a good relationship. This is not something that is 
going to be imposed by the Justice Department, by the EPA. This 
will be a collaborative process. 

Mr. BONNER. You make a good point. The five economies, Texas, 
Florida, Alabama, Louisiana, Mississippi, if we were our own coun-
try, would represent the seventh-largest GDP in the world. And 
from an environmental impact, seafood production, tourism, a 
whole range of issues, it is an important part of the country. So I 
appreciate your comments on that. 

GULF COAST CLAIMS FACILITY AUDIT

You also gave us an opportunity, when you were in Orange 
Beach, Alabama, last year—and I think the next lunch is my treat. 
So I look forward to getting you back—you were kind enough to 
agree with some of us who were saying, we need to have an audit, 
we need to have some fresh eyes look at the Gulf Coast claims fa-
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cility that the administration—as you and I discussed—appointed 
Ken Feinberg to head this up. It was a $20 billion fund that was 
set up. I think he has spent about $6 billion of that at this point. 

Can you give us an update on where the audit is, number one, 
and number two, do you believe that any moneys that are not com-
mitted out of that $20 billion fund should be used to apply to any 
potential fines that BP might be facing as a result of these settle-
ments or the trial? 

Attorney General HOLDER. I think one of the really good out-
comes of the meeting that we had, along with the Attorney Gen-
eral, was the desire that you both expressed for that independent 
audit. It is something that I had thought about but I was really 
struck by the strength with which you made those arguments, and 
then I came back and spoke to Tom Perrelli, who I think has done 
a great job and I am going to really miss him at the Department. 
He interacted with Mr. Feinberg, who agreed to that audit. That 
evaluation is in process. We want that to move as expeditiously as 
we can. But we also want it to be thorough and accurate. And I 
think that we will get something there. We picked a good auditor, 
the BDO Consulting Group, and I think they are going to do a good 
job. So we will see how that turns out. 

And I am sorry, I don’t remember the second question. 
Mr. BONNER. Well, the second one was really kind of a follow-up 

to not only a status on the audit but also if you could—— 

DEEPWATER HORIZON SPILL FUND

Attorney General HOLDER. Now I remember. 
We had the $20 billion that BP put out. Now I am not sure 

where we are exactly with regard to how much of that money has 
been spent. 

Mr. BONNER. About $6.5 billion. 
Attorney General HOLDER. I am not sure how much remains. But 

certainly that is something that I think would have to be a part 
of the conversation that we would have in terms of a potential set-
tlement, how that money would be treated. But I could tell you 
that looking at the fines that we have on both the civil side and 
potentially on the criminal side as well, these are very substantial 
and they are justifiably substantial given the harm and given the 
conduct that we have examined. So how that remaining money will 
be factored in, if at all, is something that we have not discussed. 

Mr. BONNER. I would remind you that the Vice President said 
that the $20 billion account was a floor, not a ceiling. And we still 
believe, many of us still believe that Mr. Feinberg’s process has 
been severely flawed. We look forward to the results of the audit, 
like you do. But there are still many businesses and individuals 
that are waiting, just hoping for—there was a story I believe in the 
New York Times the other day about a fisherman, a shrimper who 
had lost hundreds of thousands of dollars of business when the 
Gulf was shut down and was offered a $25,000 settlement. His life 
has been destroyed. So I hope you will certainly encourage others, 
and we are going to miss Tom Perrelli, too. I want to give him a 
quick shout-out because he has been a star in helping us keep the 
pressure on Mr. Feinberg. 
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VOTING RIGHTS ACT, SECTION 5

But one last thing, Mr. Chairman, if I might. I want to shift 
gears briefly. There has been a lot in the news lately about section 
5 of the Voting Rights Act. And I know this is shifting gears. But 
coming from a State where we can all admit that the sins of our 
fathers and grandfathers in the 1950s and 1960s required Congress 
at that time and the government to take action, and Congress in 
2006 extended the Voting Rights Act, but my question to you is, 
section 5 of the Voting Rights Act applies to nine States and parts 
of seven others. Now if you or I go out to Safeway or Giant today 
and buy groceries or go to Sears and buy a battery for the car, 
more than likely if you pay with a check or with a credit card you 
are going to have to pull out your driver’s license. 

This is a two-part question. First of all, do you believe that sec-
tion 5 of the Voting Rights Act is still constitutional? And do you 
believe, if it is, why shouldn’t it apply to all 50 States? And then 
secondly, when you go cash your check and you pull out your driv-
er’s license, do you believe that States, like my State of Alabama, 
should have the opportunity to require photo ID when people go to 
vote?

Attorney General HOLDER. Yes. Taking those questions as they 
were asked, I think that it is still constitutional. When one looks 
at, as you mentioned, the 2006 reauthorization, Congress did a 
very good job in establishing the record for why the Act was still 
needed. It made some very serious factual findings that any court 
that would consider the constitutionality of the Act has to run 
head-long into. 

Courts, as we understand them, don’t make the factual findings 
in the first instance. They review factual findings that are made by 
the legislative body. And given the factual findings that Congress 
made with regard to the reauthorization, which passed overwhelm-
ingly—it wasn’t close. Maybe even unanimously in the Senate, I 
am not sure. We have made substantial progress on those issues 
in this Nation, no question. But from 2006 to now, I think the find-
ings that Congress made are still valid. And why does it apply only 
to certain areas? It is because of the history that we found in those 
areas. That is the basis for the determination that section 5 should 
apply in those areas. But I think people should understand, it is 
not only southern States to which section 5 applies. There are 
northern States as well. And it all has to do with the conduct that 
was found there. 

Mr. BONNER. Do you think it should apply to the whole country? 
Attorney General HOLDER. No, I don’t think so. Given the unique 

way in which we use section 5, which is to look back and find these 
past instances of inappropriate conduct, I think that is the thing 
that gives section 5 its continued vitality and its reason for exist-
ence. There were other parts of the Voting Rights Act, section 2, 
that allow you to do things on a nationwide basis where that spe-
cific finding has not been made. 

With regard to the question of voter photo IDs, I think that too 
often people are neglecting a really important point: there are 
mechanisms in place. They are here in Washington, D.C. I can’t 
just walk up to a voting booth and vote and just say that I am Eric 
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Holder and be allowed to vote. I have to come up with some way 
in which I prove who I am. And the mechanisms that we have had 
in place have proven to be effective. There is really no statistical 
indication that in-person voter fraud has to be cured by the intro-
duction of these voter photo IDs. And if one looks at the negative 
impact of these photo ID laws and the harm that it has on minori-
ties, young people, seniors, and the balancing that we have to do, 
I think we should think long and hard about whether or not these 
photo ID laws—aimed at curing a problem that I don’t think nec-
essarily exists but has a negative impact on the ability of people 
to get to the polls are a worthwhile policy initiative. 

Mr. BONNER. I appreciate your answer. Mr. Chairman, I want to 
share this story with the Attorney General as I yield back my time. 

My brother was a poll watcher for a friend of his who was run-
ning for county commission in our home county of Wilcox County, 
Alabama. It is a 70 percent minority county. This was an African 
American running for county commissioner. And my brother was 
sitting there watching as a young lady went in to get the ballot. 
He observed the fact that the person that she was claiming to be 
had already voted on the absentee list. Not only had she already 
voted, everyone snickered when she said that she was who she 
claimed to be. And then just out of curiosity, he went one step fur-
ther. He went back and found that the lady who this young lady 
claimed to be, if she were still alive, would have been 107 years 
old. She had been dead for 35 years. 

Now we can all give an instance of voter fraud and that doesn’t 
excuse it and doesn’t suggest that it is blanket. That would per-
haps argue why section 5 should continue to apply. This is in Ala-
bama. But I would say respectfully that in the opinion—at least of 
this Member—voting is a privilege, and people have worked and 
died for that privilege. We don’t want to do anything to ever 
squash it. At the same time, I hope that as a country and certainly 
the Department of Justice is not going to turn a blind eye to legiti-
mate cases of voter fraud that exist not just in the Deep South 
States and the other States where section 5 applies but throughout 
the country. We know from the last two presidential elections 
where—or not the last one but the two preceding that—where 
there were voter issues in Ohio and in California and in other 
States.

That was my point. I appreciate your answer. Thank you, Mr. 
Chairman.

Attorney General HOLDER. One thing I would say with respect is 
that voting is not, in fact, a privilege. It is a right. It is the life-
blood of our democracy. It is the thing that distinguishes us from 
so many other nations. And I want to assure you that when it 
comes to looking at voter fraud, it is something that this Depart-
ment takes very seriously, and to the extent that we find it we will 
prosecute it. I am one of the few people who has actually pros-
ecuted a voter fraud case successfully at trial; overturned on appeal 
for reasons I still disagree with the Third Circuit, but that is okay. 
And it is an example of what the Public Integrity Section of the 
Criminal Division at the Justice Department does as a section that 
prosecutes those instances of vote fraud when they are found. 

Mr. WOLF. Mr. Schiff. 
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Mr. SCHIFF. Thank you, Mr. Chairman. I want to add that I cer-
tainly share my colleague’s concern on voter fraud and think that 
we ought to do everything possible to combat it and prosecute those 
engaged in it. But I share the concern of many that the increas-
ingly stringent requirements being enacted around the country are 
going to have the effect of disenfranchising people. And I think in 
terms of the numbers, they are likely to deter far more legitimate 
voters from being able to go vote than illegitimate voters. If some-
body has been deceased for 35 years, they shouldn’t be on the voter 
rolls. And I would think that you would want to start with culling 
out the voter rolls to make sure that they don’t contain a lot of de-
ceased voters. And that might be an efficacious way to at least to 
start to clean up some of the election problems. 

But I share the conviction that this is a right. It is not really 
analogous to writing a check at the grocery store, which is not a 
right and to which there are alternatives. But there is no alter-
native if you don’t have the opportunity to exercise your franchise. 

INCARCERATION RATES IN THE UNITED STATES

I wanted to follow up on Mr. Fattah’s question earlier about the 
declining crime rate. I thought it was very interesting in your re-
sponse that you cited a number of things that were responsible for 
the decline in crime. And up until three years ago, I always used 
to say that we got too much credit, too much blame for the crime 
rate—we in law enforcement, we in Congress—and that the only 
consistent indicator was the economy. Well, you can’t say that any-
more, and it is fascinating to try to figure out why. What was inter-
esting about your answer to me was, of all the factors you men-
tioned, incarceration wasn’t one of them. In fact in some of the 
States, like New York, where they have looked at this, the rates 
went down most dramatically in crime at a time where incarcer-
ation rates also declined. So this gets me to something that leaps 
out about the budget this year, and that is that the budget is flat, 
slight decline in the budget for DOJ. But the area of overwhelming 
increase is Bureau of Prisons. So even with crime going down dra-
matically, prison construction costs are still going up and in fact 
when the two prisons which that helps fund are completed, the sys-
tem is still going to be 40 percent over capacity. We see this in 
California where we are forced to release people in a less than or-
ganized way as a result of court order. And the Federal Govern-
ment is heading in the same direction. I mean, if we continue we 
are going to be facing a court ordered depopulation of our prisons. 
All this I think raises a very important issue, which is the number 
of people in prison in America would be like the 51st State if they 
were a State. It is a huge number. And I bear my own responsi-
bility for that. I have advocated for tougher sentences. And in the 
case of violent and sex-oriented offenses, I think they are fully jus-
tified. But I do think we need to step back and think about where 
we are headed. You and I have talked about this before and about 
Senator Webb’s legislation. It would establish a crime commission. 
It is something that I am very interested in pursuing in the House 
and I know my colleague Jan Schakowsky shares that interest and 
I know our chairman has been very active on prison issues. 
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Can you share a little of your thoughts about how we can, in a 
thoughtful way, attack this problem of so many people incarcer-
ated? It is bankrupting the States, and our Federal Government is 
having to cut back on everything else as a result. The incredible 
number of people with substance abuse problems incarcerated, the 
disproportionate number of minorities incarcerated, where do we 
begin to tackle this problem? 

Attorney General HOLDER. Well, I think that Chairman Wolf is 
actually a very forward-thinking person in this regard, and I think 
you were right to mention him. And it has really been interesting. 
If you look at some of the studies that have been done in Texas, 
in New York, where the incarceration rates are going down, and 
crime is going down as well, there is not necessarily a lockstep no-
tion in increasing rates of incarceration and decreasing levels of 
crime. The question is, who are we putting in jail, for what, and 
for how long? There are people who need to go to jail. There are 
people who need to go to jail for extended periods of time. But 
there are also people who need to go to jail maybe not as long, per-
haps, as we put them in jail, and who need to be rehabilitated once 
they are put in jail. They come in with all kinds of educational, vo-
cational, health deficiencies that we somehow have to deal with. 
And to the extent that we can, we can perhaps change recidivism 
rates. I was really fascinated by a Texas study that showed for a 
relatively small reduction in the amount of time that somebody 
spent in jail—I think a month, something like that—that if you 
told a prison that and you told the prisoner you would get out a 
month earlier if you will engage in a vocational program, if you will 
engage in a drug rehabilitation program, an educational program, 
they signed up in droves. The recidivism rate went way down. And 
you are only talking about reducing their amount of time in jail by 
a relatively small amount, which at the end of the day is really cost 
effective. One of the things that we have talked about is reducing 
time in jail by seven days or something like that in the Federal Bu-
reau of Prisons, which would save us about $40 million over the 
course of a year. 

So I think all of those things have to be considered. But I also 
think it is time for us to have a dialogue. I think what you said 
about the Webb approach or something similar to that would be 
really worthwhile. We put in place a lot of policies in the 1980s 
that I think we ought to review. Some of them are good and have 
continued vitality. Others I think were mistaken in their ap-
proaches. And I think we ought to have a dialogue, a conversation 
about that. I think that would be a good idea. 

SENTENCING COMMISSION

Mr. SCHIFF. Now is this supposed to be what the Sentencing 
Commission already does? How would this differ from what the 
Sentencing Commission does? Now obviously their jurisdiction is 
Federal and this is beyond a Federal Government problem. But 
how do you see a commission or analysis faring from what they do? 

Attorney General HOLDER. Yeah. I think the Sentencing Com-
mission is constrained in a couple of ways. First, it is really only 
dealing with the Federal system and it is really looking at existing 
law and how you can—this is not a good word—but how you can 
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tinker with it. And I think we really need to open this up and have 
a larger conversation about how we deal with people. So much of 
our criminal population is fueled by people who are involved in 
drugs. The sale of drugs, the use of drugs, people who commit 
crimes trying to support habits. How do we deal with that most ef-
fectively? I think we need to ask larger questions and include in 
that analysis what happens on the State level as well, which is 
something that the Sentencing Commission is really not empow-
ered to do. But I also think it involves the executive branch of the 
Federal Government, and the legislative branch along with our 
State partners. From my perspective, a commission, a body that in-
cluded all those groups, would make a lot of sense. 

Mr. SCHIFF. My guess is that you could increase the sentences 
for violent and sex offenders probably by a third if you reduced the 
sentences of nonviolent offenders and drug users by the same 
amount. And you would have probably a lot of prison space left 
open and reduced costs. And I think that is probably a trade that 
the American people would embrace, taking the violent and sex of-
fenders off the street for a longer period of time at the price of hav-
ing shorter sentences for nonviolent offenders. But I look forward 
to working with you on the commission approach or whatever we 
can do to think about the big picture because just as we are trying 
now to think about the big picture about our Federal budget and 
some of the trends that have led us to where we are, I think we 
need to think big picture in terms of incarceration as well. 

DNA PROGRAMS

Let me turn to one other area, speaking of the violent and sex 
offenders, and that is the area of DNA. A couple of questions: One 
is that the budget would propose to fund the DNA programs in 
part or in whole out of the victims compensation fund. That will 
be controversial. Can you share your thinking on that? And also 
there has been a lot of concern and criticism about how the Debbie 
Smith funds have been allocated, that they are going to things that 
are quite divorced from backlog reduction at a time when still a lot 
of States are really fighting to get through their backlogs. 

Is there an effort to provide greater focus to the Debbie Smith 
resources so they, in fact, go to backlog reduction and not unrelated 
efforts?

Attorney General HOLDER. I think first, with regard to the use 
of the Crime Victims Fund, one of the things that we have done 
in a number of areas is to come up with ways in which we can tap 
into that. The fund has substantial amounts of money going into 
it, and we could use that money for purposes that are related to 
people who are, in fact, victims, expanding the notion of who vic-
tims are without doing any harm to those programs that have tra-
ditionally been funded by the fund. And that is one of the things 
that we have proposed. 

In terms of assisting State, local, and tribal governments, the De-
partment is requesting $107.3 million for DNA programs in 2013. 
The Nation’s crime labs have kept pace with new submissions, but 
they have real problems with this backlog of old kits that exist and 
trying to work your way through those. The Federal Government 
has done a pretty good job in eliminating the backlog that we have. 
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We are looking at now about a 30-day turnaround time from the 
time samples are received until they are uploaded to the DNA 
database. But I think dealing with that State backlog is a con-
tinuing problem that frankly we have not really done as good a job 
on as I think we could have. 

Mr. SCHIFF. Mr. Attorney General, I think using funds to reduce, 
for example, the rape kit backlogs in place around the country is 
a very appropriate use of a victims compensation fund. These are 
victims of rape and these funds can help take the perpetrators off 
the street. Those victims live in fear that the rapist will come back. 
So I think that is a perfectly appropriate use. 

The two questions are related. If use of the Debbie Smith funds 
is focused on backlog reduction, I think there is a powerful case to 
make.

FAMILIAL DNA

One last comment. And once again, thank you for the superb 
work you and the Department are doing. You make us very proud. 
I would love to follow up with you on the familial DNA issue. I 
have introduced legislation on it and would love to get the Depart-
ment’s feedback. You and the director of the FBI have made sup-
portive statements of the concept of familial DNA which we have 
seen so powerfully effective in California. And Chairman Smith of 
the Judiciary Committee has planned a hearing on the subject of 
familial DNA. So we would love to get your support for the legisla-
tion.

Attorney General HOLDER. Yes. I think that the time has come 
for us to have a conversation about that. It is a potentially ex-
tremely effective tool. There are issues that I understand people 
have about it. But I think, again, dialogue about that issue, re-
search into how it might appropriately be used is something that 
we need to be talking about. We are seeing cases where it is being 
used and where long-time unsolvable cases are being solved and 
that promotes public safety, holds people accountable, and it is a 
tool that I think we need to have further discussion about. But I 
think it is something that—again, trying to work our way through 
all the concerns—I think we are ultimately going to be using much 
more frequently than we do now. 

Mr. SCHIFF. Thank you. Thank you, Mr. Chairman. 
Mr. WOLF. Mr. Graves. 
Mr. GRAVES. Thank you, Mr. Chairman. 
Attorney General, thank you for being here today. In your open-

ing statement you note—you said, and I am going to quote it. It 
says, ‘‘[the Department of Justice is] responsible for enforcing the 
law, and those efforts must be funded.’’ And I agree with that 
statement. I was curious though, where do you draw the line be-
tween enforcing the law and defending the law? 

Attorney General HOLDER. Well, the Department has a unique 
responsibility in defending Federal statutes. It is something that 
we do as a matter of routine unless, in rare instances, we make the 
determination that there is not a basis for defending a statute. So 
there is that. That is one thing that we do in the Department of 
Justice and then obviously carrying out the laws that Congress 
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gives to us and using those as tools in the work that the American 
people expect us to do. 

DEFENSE OF MARRIAGE ACT

Mr. GRAVES. In regards to the Defense of Marriage Act your De-
partment made—and you specifically, according to your letter—I 
guess the determination that it was unconstitutional, section 3. 
Can you explain to us your rationale, your determination of what 
is unconstitutional and what is not? 

Attorney General HOLDER. Sure. The Department up until the 
time I made that determination was defending the Defense of Mar-
riage Act where there was precedent in a number of circuits. We 
were presented with a unique situation in the Second Circuit 
where there was not a precedent with regard to DOMA. And so we 
looked at it afresh and made the determination that, given the his-
tory of discrimination that gays and lesbians had suffered over the 
years, a heightened level of scrutiny was appropriate. In applying 
that heightened level of scrutiny we did not think that the statute 
passed constitutional muster, and it was only as a result of getting 
into that Second Circuit case that we changed the position that we 
had taken previously when we were defending DOMA in a variety 
of other places. 

Mr. GRAVES. So in essence, without a court ruling you unilater-
ally determine what is constitutional and what is not, or your De-
partment reached that. Let me continue on. 

BIRTH CONTROL

The First Amendment—and I am going to read it—it says, ‘‘Con-
gress shall make no law respecting an establishment of religion, or 
prohibiting the free exercise thereof.’’ I will continue on in the same 
vein. In your opinion, does that apply to the rules and regulations 
in the same respect as—does that same protection apply from agen-
cies of the Federal Government? 

Attorney General HOLDER. That agencies should not be promul-
gating religious—— 

Mr. GRAVES. Rules and regulations that would violate the First 
Amendment.

Attorney General HOLDER. Yes. 
Mr. GRAVES. So the recent ruling—and there are many who 

would claim that there is a—or the rule that came from the De-
partment of Health and Human Services in regards to mandates, 
which many would say is a violation of religious liberties in the 
First Amendment, is your Department going to defend that rule or 
not defend that rule? 

Attorney General HOLDER. Well, I think I would respectfully dis-
agree in the sense that I don’t think that the rule that HHS pro-
mulgated was one that ran counter to the religious prohibitions 
that are contained in the First Amendment. And that is especially 
true, I think, when one looks at the compromise that the President 
and Secretary Sebelius put in place. And to the extent that that ac-
tion is challenged in court, I would expect that the Justice Depart-
ment would defend what is in place, which would be that com-
promise.

Mr. GRAVES. So it would defend the agency or defend the ruling? 
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Attorney General HOLDER. Yes. I am not sure exactly who would 
sue. But my guess would be that we would be in defense of that 
compromise.

BACKGROUND CHECKS FOR GUN REGISTRATION

Mr. GRAVES. Okay. And then one other question. This is a major 
shift. Since the 1990s, Congress has had a lot of legislation that 
has been prohibiting imposing any fees for the operation of the 
Brady background check system. So for 10 years, we have required 
the destruction of the records within 24 hours, but the administra-
tion now is proposing deleting that section from the fiscal year 
2012 language that makes those restrictions apply in future years 
or removes that restriction. Why is that? And does the administra-
tion plan to impose a fee and seek longer record retention on back-
ground checks? 

Attorney General HOLDER. I will have to get back to you with re-
gard to the fee. I am just not familiar with that—and I will give 
you a written response to that. I think that with regard to the re-
tention of records, I am again not familiar with exactly what the 
proposal is. But I think that one of the things that certainly as a 
law enforcement officer I always want to have is the ability to look 
at what is potential evidence in a crime. And the retention of 
records—again, I don’t know exactly how long we are talking 
about—always helps in—potentially helps in the solving of crimes. 
So that I think would certainly be the thing that would probably 
be the basis for such a proposal. 

[The information follows:] 

GUN FEES PROVISION

The National Instant Criminal Background Check System, or NICS, general pro-
vision (Section 508 in the FY 2013 President’s Budget) prohibits the charging of fees 
for firearms background checks and requires the destruction of federal firearms ap-
plications within 24 hours of the system notifying the seller that the purchaser is 
not a prohibited possessor. There is no proposal in FY 2013 to impose a fee or lift 
the 24-hour destruction requirement related to background check records. 

The FY 2013 President’s Budget merely proposes to delete the term ‘‘hereafter’’ 
in the NICS provision. Since the NICS provision is repeated every year, the Admin-
istration has determined that the futurity language is unnecessary. The underlying 
provision remains in effect, by virtue of its inclusion every year, and the Adminis-
tration has no plans to modify or discontinue it. 

Mr. GRAVES. Well, I think currently as it is, if one were to apply 
for a concealed carry permit or goes through a background check 
and they are checked out and everything is fine, then within 24 
hours those records are destroyed on that individual. So the ques-
tion really is, is there an anticipated request to seek a longer reten-
tion period and attach fees to that? Additional fees? 

Attorney General HOLDER. I was just checking to make sure it 
was accurate. I am not sure that we are asking for an expansion 
of that retention period. We can look at that to see if we had some-
how missed something. I don’t think we are asking for that. 

Mr. GRAVES. And the reason for the question is that the adminis-
tration has requested striking some of that language. So it is just 
looking ahead. What is the plan in moving forward? But thank you. 

Attorney General HOLDER. Okay, Congressman. I will look at 
that and get you a written response. Because frankly—and I apolo-
gize—I am just not as familiar with that as perhaps I should be. 
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Mr. GRAVES. I thank the gentleman. Thank you, Mr. Chairman. 
Mr. WOLF. Mr. Honda. 
Mr. HONDA. Thank you, Mr. Chairman. And again, good seeing 

you again, General Holder. 

BP OIL SPILL

There have been many reports—well, first, let me say your report 
in your testimony is really great because it has covered a lot of 
areas that sometimes we don’t even think about. And I appreciate 
your work on the mortgage foreclosures and doing the work in the 
area of BP and the oil spill. Just quickly with the oil spill and the 
audit, does that include also the other areas where BP had been 
drilling, using the same techniques? We are looking at the other 
areas where there are potential spills that could be repeated be-
cause I think that they have quite a few other drilling areas in 
which they used the same technique. Does the audit cover that 
arena?

Attorney General HOLDER. Well, the audit is really designed to 
look at the way in which the organization that Mr. Feinberg heads 
is actually interacting with people who are making claims and then 
how he is dealing with those claims. That is really the purpose of 
the audit. 

Mr. HONDA. Are there any thoughts by the Department to look 
at the other sites that have been using the same techniques where 
you had the spill? 

Attorney General HOLDER. Yes. See, I actually think that if there 
is a potential settlement, that should be one of the things that 
would be a part of it. Now again, I am not saying that we are in 
settlement conversations or what we would do down the road. But 
from my own perspective, that should be one of the things that we 
consider, to come up with ways in which we deal with the harm 
that was done but also think about preventive measures so that we 
don’t deal with this problem 5, 10, 15 years from now. The mag-
nitude of this issue, as Congressman Bonner said, is unprece-
dented. And we have to put in place mechanisms so that we don’t 
have this issue again. 

NYPD AND CIA MONITORING OF MUSLIM COMMUNITIES

Mr. HONDA. Well, I agree with my friend Mr. Bonner. In the area 
of civil rights, I have understood that New York City and the New 
York City Police Department and the CIA have engaged in overly 
broad and discriminatory efforts to collect information on Muslim 
Americans and the Muslim community without the establishment 
of reasonable suspicion. And it seems to be outside the scope of 
joint operation agreements. What is your judgment on the kinds of 
activities that these two agencies appear to be or are accused of 
participating in in terms of using rakers and other informants 
going into mosques and other places like that to retrieve informa-
tion without any apparent overt behavior by these communities? 

Attorney General HOLDER. We have received letters from Mem-
bers of Congress, from other sources as well, and we are in the 
process of reviewing those letters to determine what action, if any, 
we should take. From my own perspective, we have made a great 
deal of effort in the Justice Department and in the Federal Govern-
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ment to do outreach efforts to these affected communities and have 
had great success there, developed great relationships that provide 
information to us. I would say that as a general matter, before one 
takes investigative action, that there should be a predicate of some 
sort, some basis or belief that that action is necessary. 

Again, I am not commenting on the issues in New York because 
I am frankly just not familiar with how the program was set up. 
But law enforcement, to the extent that it is monitoring people’s 
activities, I think should only do so when there is a basis to believe 
that something inappropriate is occurring or potentially could 
occur. And that is why I use the term ‘‘predicate.’’ 

Mr. HONDA. Well, I am not sure what the predicate would be. Is 
it a court order? Is it court permission? 

Attorney General HOLDER. No. It doesn’t have to be something 
that is sanctioned by a court. We have rules within the Justice De-
partment, Attorney General guidelines that guide the way—or 
mandate the way—in which our investigative agencies conduct 
themselves but in particular, the FBI as it is dealing in its intel-
ligence investigations. And I think those rules, those regulations, 
do a good job of striking a balance between making sure that we 
are as effective as we can be while at the same time restricting the 
vast power, the vast investigative power that we have and make 
sure that we only use it in appropriate ways. 

GPS TRACKING BY THE FBI

Mr. HONDA. There was an incident in my district where a young 
college student found a device under his car. It was a GPS tracker. 
And when he did the research, he found out it was a GPS tracker 
and put it out on the Internet and the FBI came a couple days 
later to claim it. They reclaimed it without explanation. What rea-
son or what rationale would the FBI be using to track a student 
and then progressively and continuously monitoring this person’s 
movement and behavior? 

Attorney General HOLDER. I am not familiar with the facts of 
that case. Perhaps we can look at that and, to the extent that we 
can, share information about what the predicate might have been 
in that matter. I would hope—again, looking at the Attorney Gen-
eral guidelines, the restrictions that are in place—that there was 
a basis for doing the action that you have described. I am just not 
familiar with it, but I will try to look into it. 

[The information follows:] 

GPS TRACKING CASE

As reflected in the attached response to Congressman Eshoo (you were copied), 
the installation of a Global Positioning System (GPS) tracking device is an inves-
tigative technique that may be used during a predicated investigation authorized by 
the Attorney General’s Guidelines for Domestic FBI Operations. These Guidelines 
provide that FBI investigations may be initiated to detect, obtain information about, 
or prevent or protect against federal crimes or threats to the national security or 
to collect foreign intelligence. An investigation may not be initiated based solely on 
race, ethnicity, national origin, religion or the exercise of First Amendment pro-
tected activities. 

Also, as stated in the attached response, the FBI understands the importance of 
having strong relationships with Muslim and Arab-American communities and in-
vests significant time and energy in developing and maintaining those relationships. 
The FBI’s outreach efforts range from formal national-level relationships with estab-
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lished groups to local individual relationships established by personnel in the field 
with leaders in their local communities. 

[The information follows:] 
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• 
The Honorable Anna G. Eshoo 
United States House Of Representatives 
Washington, DC 20515 

Dear Representative Eshoo: 

U.S. Department of JWldce 

Federal Bureau of Investigation 

W",,,",,to., D.C, 20535 

November 17, 2010 

This is in response to your letter to Director Mueller, dated October 19,2010, seeking 
information concerning the FBI's use of "GPS trackers," the appropriateness of their use in a 
reported discovery by Mr. Yaser Afifi, and specific outreach efforts to the Muslin American 
,community concerning the protection of civil liberties. Identical responses will be sent to 
Representatives Lofgren and Honda who joined in your inquiry. 

The FBI obtains judicial authorization for installation, use or monitoring of Global 
Positioning System (GPS) devices whenever required by law. As a general rule. a court order is 
not necessary for installation of a GPS device when no physical trespass is necessary to install 
the device, Likewise, when the GPS device does not infringe upon a reasonable expectation of 
privacy, no search warrant is necessary. FBI policy requires that the determination of whether a 
reasonable expectation of privacy exists in any given circumstance - and thus whether a court 
order is required - be made by attorneys in our Field Office or within the Office of General 
Counsel at FBI Headquarters. The determination of whether legal process is necessary in a 
given situation depends upon the facts and relevant law, i.e., the location of the vehicle at the 
time of installation, the manner in which the GPS is installed, the data produced by the GPS, and 
the particular case law of the circuit or district where the device will be used. 

The installation orGPS tracking devices is an investigative technique that may be utilized 
during a predicated investigation authorised by the Attorney GeneraJ's Guidelines for Domestic 
FBI Operations, These Guidelines provide that FBI investigations may be initiated to detect, 
obtain information about, or prevent or protect against federal crimes or threats to the national 
security or to collect toreign intelligence. An investigation may not be initiated based solely on 
race, ethnicity, national origin, religion or the exercise of First Amendment protected activities. 

As I hope you can appreciate, it would be impossible to discuss whether use of an 
investigative technique in any specific instance was appropriate without in fact confirming the 
existence of an underlying FBI investigation. As a matter of policy, the FBI does not confirm or 
deny the existence of investigations. 



44

Your letter also requests information concerning the FBI's outreach efforts to Muslim 
American communities 10 assure thaI civil liberties are being protected. The FBI understands 
the importance of having strong relationships with Muslim and Arab-American communities and 
invests significant time and energy in developing and maintaining those relationships. Our 
outreach efforts range from formal national-level relationships with established groups, to local 
multi-cultural advisory boards, Citizens' Academies and youth activities. Most important are the 
individual relationships established by personnel in the field with leaders in their local 
communities. Protecting civil liberties is central to the FBI's mission and through these 
relationships, we encourage community leaders and members to report any hate crime, violation 
of federal civil rights or suspicious activity to the FBI. 

We appreciate your continued interest in the operations and mission of the FBI. Should 
you have any additional questions, please contact the my office at 202-434-5051. 

Sincerely yours, 

st£~ 
Assistant Director 
Office of Congressional Affairs 

1 - The Honorable Zoe Lofgren 
United Slates House of Representatives 

t • The Honorable Mike Honda 
United States House of Representatives 
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October 19, 2010 

'ml. ~. Jlitoulit of l\epttlitntatlbtli 
.tl~btnllton, 18. ft. 20515 

The Honorabk Robert J. Mueller, Director 
Federal Bureau of Investigation 
935 PerutSylvania Avenue, N.W. 
Washington, DC 20535 

Dear Director Mueller, 

Earlier this month, it was reported that Yaser Aiifi, a 20-year-old from Santa Clara,' 
California, discovered an unknown device under his car during routine maintenance. 
After he removed the device, a friend posted pictures of it on an Internet news site where 
it was identified as a GPS tracker. Several days later, Aiifi was apparently visited by FBI 
agents, who acknowledged that the Bureau had placed the device and demanded its 
return. 

While the U.S. Court of Appeals for the Ninth Circuit has ruled that the government does 
not need a search warrant in order to track a person's movements using a GPS device, 
other courts have disagreed, and the law is far from settled. In any case, we believe that 
the warrantless use of such devices raises serious constitutional and privacy concerns. 
We therefore request written responses to the following questions: 

• As a matter of policy, does the FBI obtain search warrants for the installation of 
GPS devices on the vehicles of persons under investigation? Does this policy 
vary by locality or jurisdiction? 

• In testimony before the Senate Judiciary Committee on July 28'" of this year, you 
affrnned that FBI guidelines require "suspicion of wrongdoing" to initiate 
surveillance of an individual. What specific standard of suspicion is required for 
the use of GPS tracking devices? 

• Upon what specific statutory authority does the FBI rely in using such devices to 
conduct surveillance? 

We appreciate the Bureau's efforts to combat domestic terrorism, but we're also 
concerned that without careful civil liberties protections, such efforts can be perceived as 
ethnic profiling. The vast majority ofibe Muslim American community neither engages 
in nor condones terrorism. Community members are often excellent sources of voluntary 
information about potential terrorists. Their contacts with frumly members and 
colleagues in the Middle East should not automatically subject them to surveillance. 
Perceptions of targeting based on ethnicity can reduce a community's willingness to 
cooperate with the authorities, hurting our efforts to combat serious threats. 
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The FBI's Domestic Investigations and Operations Guide states that an investigation may 
not be based "solely on Constitutionally-protected conduct or on race, ethnicity, 
nationality or religion." We ask that you review Mr. Afifi's case to detennine whether 
appropriate civil liberties safeguards and other investigative guidelines were followed. 

Finally, we would like to know what outreach efforts the FBI is making to the Muslim 
American community in the area to assure community leaders and others that their civil 
rights are being protected, not violated, by the federal government. 

We look forward to your prompt reply in this serious matter and thank you in advance for 
it. 

Sincerely, ,0 
~6.@oo-

a G. Bshoo 
Member of Congress 

l~~~ 
Member of Congress Member of Congress 
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Mr. HONDA. Yes. We wrote a letter and we have asked that 
someone look into that. The overall reaction and the overall reac-
tion of the community is one of suppression. And it just doesn’t 
make the community feel very comfortable. And it seems to me 
that this is one of the ways that al-Qaeda types would recruit 
young people based upon these kinds of behavior on behalf of our 
government. My community in the 1930s and 1940s have experi-
enced that. But we didn’t really understand its overall impact until 
World War II started. And I just think that we need to be a little 
bit more diligent in the way we do things. And if it comes to light, 
then some explanation needs to be done, especially in a democracy 
like ours, where we demand transparency and accountability. 

Attorney General HOLDER. Well, I think you actually raise an 
important point and that is in performing these law enforcement 
functions, we have to take into account cost-benefit. What is it that 
we will gain? What is the potential price that you pay? You do not 
want to alienate a community, a group of people so that—especially 
impressionable young people—think that their government is 
against them. And then you know the siren song that they hear 
from people who they can access on the Internet becomes some-
thing that becomes more persuasive to them. I will say that going 
forward with regard to this whole question of the GPS tracking and 
in light of the Supreme Court decision, you have to obtain a war-
rant now in order to do that. And we are in the process of issuing 
guidelines to the U.S. Attorneys’ Offices and to FBI offices as well. 
Again, given I think it was the Jones case—the recent Supreme 
Court case about the use of these trackers. So going forward, there 
are guidelines, more specific guidelines about the use of those de-
vices.

Mr. DICKS. Would the gentleman yield just briefly just for a sec-
ond to clarify? Are you saying that before that they could put this 
GPS tracker on without a warrant? They just put it on? 

Attorney General HOLDER. Yeah. I mean that was—— 
Mr. DICKS. Didn’t they have to have probable cause? Would there 

be any standard met here? 
Attorney General HOLDER. There were certainly internal guide-

lines that had to be met in order to do that, but there was not the 
requirement that a court order be obtained. That case went to the 
Supreme Court and the Court decided that given the nature of the 
act, that a warrant was required. 

Mr. DICKS. Thank you, Mr. Honda. 
Mr. HONDA. Thank you for the clarification. Because I don’t 

think that was the situation in this case. It happened a few months 
ago.

NYPD MONITORING OF MUSLIM COMMUNITIES

And in terms of the White House drug enforcement spending pro-
grams, I understand that Federal funds were used by the New 
York Police Department in order for them to be able to spy or infil-
trate into the Muslim mosques and the communities. Is that true? 
Or is that proper use of those funds? 

Attorney General HOLDER. I just don’t know at this point. As I 
said, our examination of this has been limited at least at this point 
to the letters that have come in. We are only beginning our review. 
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I don’t know if Federal funds were used. I don’t know even if the 
program, as it has been described in the news media, was an ap-
propriate way to proceed, or was consistent with the way in which 
the Federal Government would have done these things. I simply 
just don’t know the answers to those questions at the beginning 
stages of this matter. 

Mr. HONDA. So you are indicating that you are going to be look-
ing into it and are going to be pursuing that question? 

Attorney General HOLDER. Well, we are reviewing, as I said, the 
letters that we have received and on the basis of that review we 
will decide what action, if any, we should be taking. 

Mr. HONDA. And if you would keep us informed, I will appreciate 
that. And I have confidence in the integrity of the Department. I 
will follow through with that. 

Attorney General HOLDER. It is something that we have tried to 
stress in our Civil Rights Division. I think there are 18 investiga-
tions now, perhaps 17 investigations now into the conduct of police 
departments around the country and the way they interact with 
the people that they are sworn to serve. So we have not shied away 
from doing those kinds of investigations. I am not saying that that 
will be something we will be doing here. But if we think there is 
a basis for it, we will do that. 

Mr. HONDA. Thank you. 
Mr. WOLF. Mr. Yoder. 
Mr. YODER. Thank you, Mr. Chairman. General Holder, thank 

you for being here today. I know you have been on the Hill a few 
times in the last few months and have gotten to know many Mem-
bers of Congress well. So we know that you have got a lot of things 
to do and we appreciate that you are here again this morning. 

FISCAL YEAR 2013 BUDGET

Our top priority—at least my top priority on this committee—is 
to try to figure out ways to find savings to try to get this budget 
back in balance. I am a new Member in Congress. Several of us are 
new Members here. And many, many Americans are very con-
cerned about the spending in the Federal Government and asking 
us consistently when we go back for town halls, what are you doing 
to root out waste? It should be a goal of everybody in this city is 
how do we find wasteful programs? How do we eliminate programs 
that may be ineffective? And how do we get the budget back in bal-
ance? I noticed that you were able to reduce your budget from 
$27.2 billion to $27.1 billion, a 0.4 percent reduction, which is nota-
ble but is certainly not going to get the job done that we need to 
try to balance the Federal budget. If we did a 0.4 percent across- 
the-board cut, we wouldn’t really get very far. We borrow about $4 
billion a day. By some estimates, $40,000 a second. So it would be 
interesting to note how much we borrow just in the discussion of 
your budget. It is pretty easy to see how we go backwards pretty 
quickly.

So as I do my job and my colleagues, as we do our jobs of trying 
to find where to reduce spending, the things that come to my mind 
first are programs or departments in which I have concerns about 
the effectiveness of the management of the Department. I am sure 
you would do the same thing if you were sitting at our table, you 
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would find which managers are least effective and figure out a way 
to eliminate programs. And it is no secret that many Members of 
Congress are very concerned about some of the programs that you 
have engaged in, particularly one that has caused you to spend a 
lot of time on the Hill, and that is the Fast and Furious program. 
And I would note that if we were here several years ago, that 
might have been a program we could have eliminated to save 
money, as that includes one that I think you have stated that it 
is not something that you knew anything about, it is something 
that you don’t support. 

So I guess as we go through this dialogue about finding ways to 
reduce programs and save money, what are other programs that 
you are aware of that might be also causing similar mischief or are 
unaccountable to you that you could do a better job in finding them 
more accountable? That is the first thought in terms of how this 
relates to our job here to save money. 

The second thing though is, I am troubled and I have a con-
fidence issue, Mr. General, in the leadership and the management 
of the Department because of your response to this one particular 
incident. I don’t have a lot of experience following you every day 
related to every program but this has gotten enough attention—I 
have watched lots of the testimony. And as a new Member, I go 
home and people say, what are you doing to hold the administra-
tion accountable? In particular, people ask me—you need to be 
aware that many people ask us what we are doing to hold the De-
partment of Justice accountable for that horrible tragedy. And so 
I guess help me gain confidence because I have been very con-
cerned that the response from the agency has been, one, we didn’t 
know about it so how can I be accountable? I didn’t know it was 
happening, which seems to be a little bit of a pretty bad effort to 
not take responsibility. I mean you are the manager of the Depart-
ment. And then two, I have been also troubled that you haven’t 
held others accountable for the incidents. And I know you have had 
a lot of questions on this. I am not going to ask a unique question 
you haven’t had a chance to answer. But I would like to hear how 
I explain to my constituents who say, ‘‘We sent you up there to be 
a voice, to be a strong voice for our district. And this General, he 
is not taking accountability for his own department. You are sup-
posed to be cutting spending. Why aren’t you cutting some of your 
own programs?’’ So I am trying to find things that might be similar 
to cut here and also trying to find out how I can be responsive to 
my constituents who say that we are not doing a tough enough job 
of holding you accountable for what appears to be a failure of lead-
ership.

FISCAL YEAR 2013 BUDGET PROGRAM REDUCTIONS

Attorney General HOLDER. Let me first deal with the question of 
reductions. Our budget proposes $647 million in savings and effi-
ciencies. And a 0.4 percent reduction might not seem significant, 
except when you take into account among other things the rising 
costs that we have to deal with with regard to the Bureau of Pris-
ons, where we still have, even with the budget that we have pro-
posed, about a 39, 40 percent overcrowding rate. That concerns me 
a great deal with regard to the safety of the guards who are there, 
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and the safety of the prisoners as well. So that when we have these 
costs that are going up and of which we have little or no control, 
we are still at the point where we are keeping the budget flat. So 
in essence we are doing an efficient job there. 

My responsibility as Attorney General is to try to identify those 
areas where, given the budget situation that our Nation is facing, 
we can come up with budget cuts. We have saved $214 million in 
operational costs, as we have reduced office space, rent costs, better 
pricing on technology contracts, we have smarter travel regulations 
that are in place. These are all the little things that kind of add 
up. So we are trying to be responsible. And that I think you could 
share with your constituents. 

OPERATION FAST AND FURIOUS

When it comes to Fast and Furious, I think that what I would 
say is that I have not shied away from the fact that I am ulti-
mately responsible for everything that happens in the United 
States Department of Justice. But one has to look at my response 
to Fast and Furious once it came to my attention. I ordered that 
the practices that were involved in that unfortunate operation be 
stopped. I ordered that an investigation occur. Personnel changes 
have been made. Reforms have been put in place at ATF. And we 
will see from the Inspector General investigation that I ordered— 
we will have a more fulsome look at exactly what happened in Fast 
and Furious. And I am prepared to take other actions as well, 
though I understand my responsibility, and will not shy from it, to 
take action before the Inspector General finishes her report if I find 
a basis for that. 

Mr. YODER. Mr. Attorney General, if I might interject. Do you be-
lieve the program was a mistake? 

Attorney General HOLDER. I think that it was a bad attempt at 
trying to deal with a very pernicious problem where guns are flow-
ing from the United States to Mexico. In its execution, and in its 
conception, it was fundamentally flawed. But I understand what 
they were trying to do but they just did it extremely, extremely 
poorly.

Mr. YODER. And if you had a chance to do it over again to con-
tinue the program, would you have eliminated it before they pro-
ceeded?

Attorney General HOLDER. I certainly would have modified the 
program. I mean, allowing guns to walk is simply a procedure that 
just does not make sense. It is bad law enforcement, and I think 
that is at the heart of the problem with regard to Fast and Furi-
ous. On the other hand, in coming up with ways in which we stop 
the flow of guns from the United States to Mexico, we need to be 
aggressive. We need to be creative. And we need to help our Mexi-
can counterparts to the extent that we can. 

OPERATION FAST AND FURIOUS—BILL LANGUAGE

Mr. YODER. The other challenge that I think—and while we are 
on this issue, I would just note in the budget and why this is rel-
evant is there is language in the budget. It was in the appropria-
tions bill that passed that the Department of Justice is asking to 
be stricken. That is on page 811 of the budget, section 219. That 
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language says, ‘‘None of the funds made available under this Act 
. . . may be used by a Federal law enforcement officer to facilitate 
the transfer of an operable firearm to an individual if the Federal 
law enforcement officer knows or suspects that the individual is an 
agent of a drug cartel, unless law enforcement personnel of the 
United States continuously monitor or control the firearm at all 
times.’’

One question I have is, why does the administration want to 
eliminate that language? 

Attorney General HOLDER. As I understand it, that is an amend-
ment that was put in by Senator Cornyn. 

Mr. YODER. 99–0 in the Senate. 
Attorney General HOLDER. And I think that is consistent with 

our policy. I am not sure that we are opposing it. To the extent we 
are opposing it—I guess to the extent we are opposing it, it is only 
because that is already the policy that we use. So it is something 
that is unnecessary. So that would be the basis for any opposition 
that we have. 

Mr. YODER. Do you understand why Members on the Hill may 
not believe you are following the policy that you have internally 
considering what just happened? 

Attorney General HOLDER. Frankly, no, I don’t understand that. 
Given the action that I have taken—you know there is a certain 
amount of distrust. I get that. There is a certain amount of par-
tisan wrangling that is going on. But given the serious nature of 
this controversy, it would be my hope that we could have 
conversatons—as frankly as we are having here. This is very inter-
esting. I am having a conversation about Fast and Furious in a 
very appropriate, neutral, detached way which is fundamentally 
different from my experiences in other committees. And this is al-
most—I won’t say pleasant, but it is different. 

Mr. YODER. Am I not doing my job? I am just kidding. 
Mr. DICKS. Would the gentleman yield just briefly? 
Mr. YODER. Sure. I would be happy to yield. 
Mr. DICKS. I was unaware that this program, Operation Wide 

Receiver, which was part of Fast and Furious, started in 2006 and 
was continued into 2007. And some of the most serious things that 
happened were—in the midst of these operations, Attorney General 
Michael Mukasey received a briefing paper on November 16, 2007, 
in preparation for a meeting with the Mexican Attorney General. 
It stated that the ATF would like to expand the possibility of such 
joint investigations and controlled deliveries. I think it is important 
for the American people to understand that this started in the pre-
vious administration and that the ATF was not candid with the 
leaders of the previous administration about this program. In fact, 
it was stopped at one point but they went ahead and kept making 
sales to these people in order to try to get a bigger fish. So I just 
wanted to point that out so we could have a fair description of 
what has happened here. 

Mr. YODER. And to the gentleman’s point, the point I am getting 
at is that back in 2006, there was awareness that these things 
were going on and yet we continued to fund the program. So as a 
new member on appropriations, I am saying, when we are doing 
our work here trying to figure out how to solve this horrific na-
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tional debt crisis we are facing—well, first of all, let’s start with 
stopping funding programs like this, that it looks like there is bi-
partisan agreement, or bad programs that have put you in a hor-
rible light. And many of us, myself included, have lost confidence. 
I am being frank with you, sir. We have lost confidence in the man-
agement of the Department. And the only thing I would say re-
garding your response that gives me trouble still is there is a sense 
that the concerns that are being raised on the Hill are illegitimate. 
This language was put in with a 99–0—I am just saying, that is 
how it appears to me, sir. That the language that we put in 99– 
0 in the Senate—rather than, say, ‘‘you know I could understand 
given what happened why Members on the Hill would want some 
additional language in there.’’ Rather, it is, ‘‘Well, that is redun-
dant, and I don’t know why you are concerned about that.’’ And I 
just wanted to tell you, as someone who has observed these hear-
ings, I think that there has been a disservice to your argument in 
that you haven’t embraced the rationale that many people in our 
districts, our constituents are upset, and they come to us and say, 
‘‘Why are you letting this continue?’’ So you have to understand, 
this isn’t just something that got dreamt up in an office from a 
Congressman. This is coming from real Americans who are out-
raged that their Federal Government is allowing this to happen. So 
to the extent that there is any dismissiveness of this from the De-
partment of Justice, it fuels the rage and drives the concern great-
er. It continues on. So my advice is—if you want to continue to 
make your other programs effective is to find a way to better ac-
knowledge these things and I just believe removing language that 
was passed 99–0 that just gives Congress a level of comfort. Clearly 
you weren’t following your own policies. That is admitted because 
guns were being given to folks and they weren’t being monitored. 
That is a conceded fact. That this language is just something that 
gives Congress more faith that they are doing their part to try to 
be engaged in oversight and making sure dollars are spent effec-
tively.

So I just caution you, sir, by removing things like this, it lends 
credence to my belief that there is a wanton disregard for the seri-
ousness of what has occurred. 

Mr. FATTAH. If the gentleman would yield for one second. 
Mr. YODER. Could I have the Attorney General respond to my 

point?
Attorney General HOLDER. Sure. Please don’t take my comments 

here or any of the comments I have made in any of the six or seven 
hearings I have had or occasions I have had to talk about this be-
fore other committees as questioning the legitimacy of the ques-
tions that have been raised. I mean, there are some very legitimate 
questions that you are raising and others in other settings have 
raised.

That was a fundamentally flawed program. Fundamentally 
flawed. And I think that I can actually agree with some of my 
harshest critics that there are legitimate issues that need to be ex-
plored with regard to the way in which Fast and Furious was car-
ried out. I have never tried to defend the program. What has both-
ered me is that we have taken something that we actually share, 
where we actually share a concern, and it has gone from that and 
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mushroomed into the political sphere, where people ask for resigna-
tions, where I am threatened with contempt or something like that, 
in spite of the fact that we are trying to provide documents, and 
a whole variety of things that flow from that. But at its core, I tend 
to agree with you that the questions that you are asking today and 
the questions that other people have asked are legitimate ones. 

But I think one thing that also has to be understood is that once 
this was brought to my attention, I stopped it. I stopped it. In spite 
of what other attorneys general might have done with briefings 
that they got, when this Attorney General heard about these prac-
tices, I said to the men and women of the United States Depart-
ment of Justice, to the field, to people at main Justice, this ain’t 
going to be the way we conduct business; stop it. 

Mr. YODER. I have just a limited second here, I would like to just 
ask one unrelated question. We can probably do this all day. I 
know you have felt like you have done it all day at certain times. 
So I will move on. 

PRISON COSTS/RECIDIVISM

I just want to say the conversation you had on the other side of 
the table regarding prison costs, and you mentioned that in your 
comments related to the increase in your budget, I encourage you 
to look at States like Kansas, where I am from, that have shown 
some real progress in reducing prison costs through strong and 
supportive reentry programs and really working to reduce recidi-
vism rates. I think there is a real benefit there. I know you have 
mentioned that in your testimony. Kansas has a good model. There 
are other States that have good models, and I think that is a real 
area that you could focus on that really could be one of those 
pound-wise kind of appropriation angles that we might be able to 
engage with you on. 

VETERANS’ COURTS

And then the only other thing I wanted to highlight was a bill 
that I have cosponsored with Patrick Meehan and Mr. Fattah and 
a couple of others regarding veterans’ courts. It is called the SA-
LUTE Act, and I might just highlight that. That might be one way 
in which we might be able to reduce some prison costs and help 
some of our returning veterans with drug courts that might actu-
ally benefit them and benefit the bottom line on our expenditures. 

Attorney General HOLDER. The two approaches you have talked 
about are actually ones that are very worthy of exploration. I saw 
a Pew study on what was done in Kansas, and the numbers are 
startling. They are really startling, with the approaches that were 
taken. I think it is really helpful that they come from—the studies 
I have seen from Texas and Kansas come from what I think are 
thought of as red States. You know, people might be dismissive of 
what happened in New York, but when you see what is happening 
in Texas and in Kansas, I think that is something—I don’t dismiss 
what happened in New York, but I think it is worthy of explo-
ration.

And I think the use of drug courts for veterans is something, 
given the nature of the service that these people have given to our 
country, there is a special obligation that we have to deal with 
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them, and I think that the substance abuse problems that so many 
of our returning veterans have and then what that means for them 
in terms of involvement in the criminal justice system, that is 
something that we will support and try to work with you on. I 
think that is a very good idea. 

Mr. YODER. I appreciate that. Thank you, Mr. Attorney General. 
Thank you, Mr. Chairman. 
Mr. WOLF. Mr. Fattah. 
Mr. FATTAH. Thank you. 

DISADVANTAGES TO LEGISLATION RESTRICTING LAW ENFORCEMENT

Mr. Attorney General, you had indicated in your opening testi-
mony that one of the real challenges has been this increase in law 
enforcement deaths. Other than in the Fast and Furious matter, 
have there been hearings on the Hill that you have been invited 
to testify on about the increase in law enforcement shootings in the 
country?

Attorney General HOLDER. No. 
Mr. FATTAH. Now, in terms of the shootings yesterday in Ohio, 

and the other shootings that take place, there seems to be a lot of 
interest in whether or not we can trace the origins of guns as it 
relates to Fast and Furious, but no interest in terms of tracing 
other guns. In fact, the same critics, the same people who are offer-
ing criticism of you in not tracking the guns that went to Mexico 
seem to be the same people who want you to not trace any of the 
guns that are used here in the United States. So I am trying to 
work through these contradictions. And it is amazing to me that 
we could spend our time on this, which is really a criticism of our 
own law enforcement agencies. 

Now, it would seem to me if we write down for certain that the 
one thing you can’t do in a sting operation is A, B and C, then if 
I am the bad guy, I know how to test out whether or not you are 
a law enforcement official or not. So I think we ought to be careful 
about prescribing to law enforcement from a political angle about 
what it is they can’t do in the pursuit of real bad guys. 

Now, the chairman of this committee has been very focused on 
the Mexican drug cartels and their growing influence in our coun-
try. So I don’t think we should be hampering the Justice Depart-
ment’s activities. And if activities there didn’t work out perfectly in 
one attempt, it wouldn’t be the first time that we had to modify 
processes in order to get at people. 

The Bush administration failed for seven years to get bin Laden, 
but there were modifications made, things were perfected in a way 
in which we could get the bad guy. 

So I don’t think that we should be retreating from our efforts to 
deal with guns flowing to people’s hands in Mexico. What we need 
to do is modify it, get it right. But this selective interest in certain 
guns being traced and not others, certain shootings but not others, 
does seem to suggest that their motives here relative to the Con-
gress’ interest should be questioned by the public, because we don’t 
seem to be playing with an even hand in dealing with these issues. 

Thank you, Mr. Chairman. 
Mr. WOLF. Thank you. 
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I am going to recognize Mr. Serrano, with respect to Mr. Yoder’s 
comment, and to bring this together, I think he makes a pretty 
valid point. I actually had a question to that effect, and my sense 
is, it was not your language, having worked in an administration. 
My sense is that it was OMB, so I am giving you the out, and it 
probably is OMB because they tell you what to do. 

But the question we had is the budget request proposes to elimi-
nate language that prohibits Federal law enforcement officers from 
transferring firearms to agents of drug cartels unless the officers 
continuously—and this provides a monitor—control such firearms. 
And as Mr. Yoder said, it was a 99–0 vote, and Senator Mikulski, 
the Chair over there, supported this. And I think we would have 
a hard time leaving this language out because of all these things. 
So I think Mr. Yoder is making a valid point. 

I think, Mr. Fattah, my sense is, you might agree. 
If you have never worked in the Executive Branch, you may not 

know what this is about. On Friday afternoon, before he goes over 
to testify, this testimony goes over and all these proposals are done 
through OMB. 

My sense is this is an OMB proposal. But the Committee cannot 
take this out, regardless of what OMB said. So I think we are real-
ly all together. 

And with that, I will just go to Mr. Serrano. Thank you. 
Mr. SERRANO. Thank you, Mr. Chairman. 
Attorney General Holder, thank you for joining us today. I am 

old enough and I have been in public office long enough to remem-
ber Justice Departments that were indifferent when people’s rights 
were being trampled or denied, and I know I am old enough to re-
member Justice Departments that participated in trampling on 
people’s rights. 

So when certain incidents create a situation where some Mem-
bers on the Hill at different venues say that they have lost or are 
in the process of losing confidence in the Department, I take those 
comments very seriously, because I remember many difficult days. 

So I am just one person saying that I have lost no confidence in 
your Department or in your leadership. In fact, the strongest point 
you mentioned here today is that when you find something that is 
not right, you stop it. But that also means that when you find peo-
ple are having their rights violated, you also get involved in trying 
to stop it. And it is a complicated world; it is a complicated situa-
tion.

And I just want to tell you, for what it is worth, that in the 
Bronx we still have great confidence in your ability to be our Attor-
ney General, and we salute you for that. 

LEGAL SERVICES CORPORATION

Let me ask you, on one of my favorite issues, one that is, of 
course, related to you, although it is not part of your testimony 
today, but you have publicly said that you support the budget and 
the work of the Legal Services Corporation. The Legal Services 
Corporation is not going to get a hearing. I am not commenting on 
that, so I just wanted you to take this opportunity to tell us why 
you support the President’s request and how you see the Legal 
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Services Corporation and the need for us to have it or not to have 
it.

Attorney General HOLDER. Yes. One of the things that we have 
tried to work on in the Department, one of the initiatives that we 
have started is the whole question of adequate representation for 
people who appear in court or who have legal disputes that some-
how need to be resolved. 

There is a crisis in this Nation when it comes to adequate legal 
representation, whether you are indigent or whether you are a per-
son of low income. And to the extent that we can, as a Federal Gov-
ernment, help our fellow citizens have adequate representation in 
all the things that they have to deal with, whether it is criminal 
matters, civil matters, landlord-tenant disputes, custody disputes, 
it should not be a function of how much money you have, or your 
access to good lawyers. There is a certain leveling that we ought 
to have so that people have access to the greatest judicial system 
in the world, and that is why I think that the Legal Services Cor-
poration is such a vital, vital thing. 

Mr. SERRANO. Right. Let me tell you that at the times I have 
been privileged to be ranking member on this committee with both 
Chairman Rogers and Chairman Wolf, they have always been very 
supportive. I can never pass up the opportunity to remind us it is 
one of Richard Nixon’s great parts of his legacy, the Legal Services 
Corporation.

LAW ENFORCEMENT ISSUES IN NEW YORK

Let me just briefly, as a side note comment on Mr. Honda’s ex-
tensive work and comments today on that situation in New York. 
You are going to get a lot of people asking you to get involved. I 
am not even commenting on the issue itself. But one of the issues 
that will come up is the fact that the dollars that were used sup-
posedly were dollars intended to fight drug issues in communities 
like mine, and they were used for another purpose. So I think you 
should be aware of the fact that that is going to be asked and 
asked very loudly as to whether that was proper use of those dol-
lars, which don’t come out of your Department but directly out of 
the White House. So that is an issue I guess that is going to come 
up.

Let me ask you another question. One of the issues that has been 
very strong in New York City has been the increasing protests and 
concern about the New York City Police Department’s so-called 
stop-and-frisk policies. Many of these seem to be based solely on 
the individual’s race or ethnicity and done without any reasonable 
suspicion of criminal activity. I know that several civil rights and 
civil liberties organizations have brought lawsuits, but can I ask if 
the Civil Rights Division is currently investigating these practices 
or whether they intend to do so? Can I also ask if you could get 
back to us with statistics about the number of complaints that the 
Department of Justice has received about this policy from New 
York City. 

[The information follows:] 
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NYPD STOP AND FRISK POLICIES

The Civil Rights Division’s Special Litigation Section has identified three com-
plaints regarding the stop and frisk policies of the NYPD. One comprehensive com-
plaint from the ACLU and two citizen complaints. The Attorney General has author-
ity to bring litigation to address patterns or practices by law enforcement agencies 
that deprive persons of rights, privileges, or immunities secured or protected by the 
Constitution or laws of the United States. 42 U.S.C. sec. 14141. This authority has 
been delegated to the Civil Rights Division of the Department of Justice and the 
Division often works with the local U.S. Attorney’s Office. The Division receives 
thousands of allegations of misconduct by law enforcement officials each year. Each 
allegation is reviewed and in a portion of cases a formal investigation or another 
response is authorized. Investigations typically involve site visits, hundreds of inter-
views and the review of tens of thousands of pages of documents. In addition to Di-
vision attorneys and investigators, the Division engages experts, typically well re-
spected law enforcement executives, to assist in the investigation. We cannot pro-
vide a general timeframe for a preliminary inquiry or a formal investigation. 
Timelines for inquiries and investigations are controlled by the facts found. 

I must tell you that while I believe 85 percent of the folks that 
are stopped are African American and Latino, 88 percent of those 
are found to have had no reason to be stopped. I can tell you that, 
personally, it is, as you may well know, not only unfair practice, 
but it is also something that troubles you a lot when you are sin-
gled out for questioning on the street when you know you have 
done nothing wrong. And I know that the police department and 
law enforcement has to fight crime and look for individuals, but I 
think you said it best when you said that there should be a reason 
why something is going on. We think there should be a reason why 
people are being stopped. And this issue is growing bigger and big-
ger every day in New York City, and I wanted your comments on 
it.

Attorney General HOLDER. Yes. There have been an increasing 
number of concerns raised in that regard. I was speaking actually 
to Congresswoman Yvette Clarke yesterday at a function, and she 
raised this very issue with me. I have asked somebody on my staff 
to look into what is it that we have going in the Department gen-
erally and the Civil Rights Division specifically. 

I know Ray Kelly. He is a friend. I was born and raised in New 
York City, born in the Bronx, for that matter, and I think that we 
have to—as I said before, we have looked at a variety, I think 18 
is the number now, of police departments that have engaged in 
practices that are inconsistent with the way in which they are sup-
posed to serve the people that they represent. 

If we find that this is a problem in New York, it is something 
that we will investigate. It is something at this point that I don’t 
think that we have an open investigation, but it is something that 
we are cognizant of. So one of the things that we are going to be 
looking at is to see the nature of the complaints that we are get-
ting. Can we make some preliminary determination if there is a 
basis for that? And then, on that basis, we would take the appro-
priate action. 

Mr. SERRANO. Thank you. 
Mr. Chairman, do I have time for another quick question? 
Mr. WOLF. Yes. 
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VICTIMS COMPENSATION FUND

Mr. SERRANO. Very quickly. You know the Victims Compensation 
Fund, the 9/11 fund, was reopened, legislation was passed, and 
there was a big debate in Congress, and at the end of the day, I 
know we did the right thing. Just very briefly, do you have a status 
update regarding the reopened 9/11 Victims Compensation Fund, 
and what problems have arisen that have not been foreseen? 

Attorney General HOLDER. Yes. I mean, as we promised, we got 
it open. I appointed Sheila Birnbaum as the head of that. It was 
up as soon as funding became available. As I understand it, I think 
things are going pretty well. There are questions about at least a 
couple of things: will cancers be covered? What the special master 
has said is that she will follow what HHS makes the determina-
tion. If in fact, there is a basis for that, that would be included. 

I have also heard concerns about post-traumatic stress disorder 
and how that might be affected, how that might be handled. The 
legislation indicates that treatment can be received for people that 
have PTSD, but not necessarily compensation. So that is something 
that I think has caused a bit of friction. 

But as I understand it on the reports that I have heard, I think 
the process has started on time with a good piece of legislation, and 
I think Ms. Birnbaum is doing a pretty good job. As I said, there 
are at least those two concerns that I have heard. 

Mr. SERRANO. Thank you. 
Thank you, sir. 
Mr. WOLF. Mr. Austria. 
Mr. AUSTRIA. Thank you, Attorney General Holder, for the time 

you spent with this committee and your service to our country and 
the good work that the Department of Justice is doing. 

PROTECTING OUR CHILDREN

I want to pursue down another route. I appreciate your response 
to the Crime Victims Fund, but going down the Victims of the 
Child Abuse Act. First of all, let me thank you and the Department 
of Justice for your continued efforts to protect our children. I know 
that is very important. 

However, I am very concerned that the same budget that makes 
it a priority to protect children from abuse and exploitation also re-
moves funding for the Victims of Child Abuse Act. This funding, as 
you know, allows local child advocacy centers to provide medical 
treatment and counseling for victims of child abuse and also pro-
vides training to prevent future abuse. 

In my home State of Ohio, last year alone, child advocacy centers 
served over 7,000 children, the majority of which were victims of 
sexual abuse and under the age of 12. Another program which will 
be defunded is the Court-Appointed Special Advocates Program, 
CASA, which provides a voice for children in the foster care and 
child welfare systems. 

I know you have talked about a little bit about the budget. I 
think Mr. Schiff asked a question earlier, and I understand that 
the budget is being explained that it justifies this elimination by 
stating these activities can still be funded through other programs. 
However, without that traditional line item request, there is no 
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guarantee that these essential services will actually continue to be 
funded, thus, in my opinion, putting thousands of children at risk 
for not receiving those essential services. 

What are you doing, I guess my question would be, what is the 
Department of Justice doing to ensure that those services are pro-
vided and those children are receiving those essential services, and 
why did the budget eliminate this funding in direct contradiction 
of the stated priority goal? 

Attorney General HOLDER. We had tough decisions that we had 
to make with regard to the budget, given the fiscal situation that 
we faced. The welfare of children is something that I have person-
ally made a part of my tenure as Attorney General. We have the 
Defending Childhood Initiative. We have a variety of things, Chil-
dren Exposed to Violence Initiative, a variety of things we do. 

In terms of funding, with regard to CASA, we note that States 
can use their Title II, Part B, formula grant funds to support the 
activities about which you have raised concern, so there is a re-
placement mechanism for the funding of the initiatives that you 
have described. 

But I will say that given the financial realities we have to con-
front, the decision that we made is in no way a retreat from our 
concern about the children of this Nation who have been victim-
ized. We will do all that we can using the fund that I have talked 
about and the other mechanisms that we have in place to make 
sure that we remain engaged in protecting the most vulnerable in 
this society. 

DEFENSE OF MARRIAGE ACT

Mr. AUSTRIA. I appreciate that answer, and because of limited 
time, I am going to jump over to another area, because I have three 
different areas I want to touch on. One is, you know, my colleague 
Mr. Graves here brought up the DOMA question, and I know last 
year I asked you about this, your decision not to enforce this or not 
to pursue this because you just, as you mentioned today, thought 
it was unconstitutional. 

My question is, you know, since you have stated that Congress 
would be allowed the opportunity to defend this law and seemed 
to be pushing this back toward Congress and we are going through 
a difficult budget, as Mr. Yoder mentioned, and I think we all 
agree we are looking at ways to be more cost efficient, I guess my 
question would be, why should we provide the appropriations for 
the purposes when Congress would be forced to spend additional 
funding to do what in my opinion the Department of Justice, it is 
their responsibility to do, again with DOMA, the Defense of Mar-
riage Act? 

Attorney General HOLDER. I am sorry, I am not sure I under-
stand the question. 

Mr. AUSTRIA. The funding that is directly related to that and en-
forcing that and defending that. My question is from an appropria-
tions standpoint, should we continue to fund that area, or should 
that come back toward Congress? 

Attorney General HOLDER. Well, the people who would be re-
sponsible for the defense of the Act, the people who are in the So-
licitor General’s Office, are extremely busy. I can tell you that be-
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cause one or two or three, whatever the number might be, are not 
defending DOMA, they are not sitting up in their offices drinking 
Cokes and taking it easy and watching television. They are en-
gaged in the work in other cases. In fact, they are overworked. So 
I am not sure that there are any—— 

Mr. AUSTRIA. Well, my question is since the recent announce-
ment stating that the Department of Justice would not defend that 
law in a Federal lawsuit—and let me extend that to now military 
and veteran benefits from an appropriations standpoint. 

Attorney General HOLDER. Yes. I mean, this is something that 
the Department rarely does, but it has happened on occasion. 
There are a number of instances in which the Department has de-
cided not to defend a congressionally passed statute. When Chief 
Justice Roberts was a Deputy Solicitor General, maybe even an 
Acting Solicitor General at the time, he made the determination 
not to defend a Federal statute. 

DEPARTMENT OF JUSTICE PROCEDURES

You know, it happens periodically, but when it happens, I don’t 
think Congress has ever taken the step of somehow making that 
have a negative impact on the Department’s budget, and I think 
rightly so. 

Mr. AUSTRIA. Let me ask you, Mr. Attorney General, I guess 
what I am trying to understand, we have a case in Ohio, unrelated 
to this, dealing with the Corps of Engineers where the Department 
of Justice is now, on behalf of the U.S. Army Corps of Engineers, 
is currently suing the state of Ohio and also a private company 
called Buckingham Coal over certain activities, mining activities. 
And this is on top of the fact that a Federal judge has already de-
nied a request for a temporary restraining order. Specifically, the 
judge wrote that the strongest legal argument made by the United 
States does not have a strong likelihood of success on the merits, 
that the evidence clearly establishes that the United States is un-
likely to suffer permanent injury, and that is also in fact that even 
the Mine and Safety and Health Administration and the Ohio De-
partment of Natural Resources found the project to be safe and 
provided all required permits. 

Taking a step back, that is just one case, and then looking at 
DOMA where you decided this wasn’t constitutional so you weren’t 
going to pursue it, and then to follow up on Mr. Graves’ question 
on the First Amendment argument over religious freedom with the 
HHS ruling, can you describe to me the Department of Justice’s 
procedure for determining whether to proceed with a case; whether 
it be like in Ohio where the court has ruled against the U.S., or 
whether it be statutory with DOMA, or whether it be a rule with 
HHS. Specifically, who would have the discretion to make that de-
cision and what cost-benefit considerations are taken into account 
when that is made? 

Attorney General HOLDER. Okay. With regard to the case that 
you are describing in Ohio, I am not familiar with the facts of that 
case. But I can say the denial of a TRO has a very high standard 
that has to be met in order to be granted a temporary restraining 
order. It doesn’t necessarily mean that you will not prevail at a 
trial. So what we might have sought there might have been denied 
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by a District Court judge, but that does not necessarily mean if this 
matter were to go to trial, we would not win at trial. Again, I am 
not familiar with that case, but I can make that general comment. 

With regard to how these decisions are made, there are various 
levels of responsibility within the Department. We have people who 
are the heads of the various components who have generally the re-
sponsibility of what should happen in a particular component. A 
Solicitor General has the responsibility for determining when we 
will appeal or not appeal particular cases. 

There are certain matters, however, that become so important 
that they are surfaced to my level. Our Environment and Natural 
Resources Division may be handling that case, I am not sure. We 
have an Assistant Attorney General who would probably make a 
determination of what is going on there. 

Again, very few of the cases that happen, with 116,000 or 
115,000 people in the Department, rise to the level of Attorney 
General consideration. A lot of that responsibility is delegated to 
the various heads of the components. But there are a variety of su-
pervisory checks that go along from trial attorneys to section chiefs 
to deputy assistant attorneys general to assistant attorneys gen-
eral, all of whom generally will sign off before the United States 
brings suit. That is the way that—— 

Mr. AUSTRIA. Are you the one that ultimately makes the decision 
based on the recommendation of those findings? 

Attorney General HOLDER. No. As I was trying to say, very few 
of those determinations rise to my level. They are usually handled 
in the field by a U.S. Attorney, and if at main Justice, probably by 
an Assistant Attorney General, although sometimes even below an 
Assistant Attorney General. It is only those rare cases. The DOMA 
determination was one that rose to my level, where the Solicitor 
General thought, and I agreed, that it was ultimately a decision for 
me to make, with his advice and involving other components within 
the Department. But those are rare. 

Mr. SCHIFF. Will the gentleman yield on this question? 
Mr. AUSTRIA. If the Attorney General is finished with his com-

ment. I will let him finish his comment first. 
Attorney General HOLDER. No, I was done. 
Mr. AUSTRIA. Yes, I will yield. 
Mr. SCHIFF. I thank the gentleman for yielding. 
And, you know, I agree with the Attorney General’s assessment 

that DOMA is unconstitutional, and I wouldn’t want you or the De-
partment defending something that you believe is unconstitutional. 

This has been done by prior Attorneys General, and in fact, the 
House majority filed an amicus brief in support of DOMA, which 
I didn’t agree with the House using its resources that way. 

I would just ask my colleague whether he feels that the Depart-
ment should defend laws even if they feel that is unconstitutional, 
the law is unconstitutional, because that would be a departure 
from a Justice Department policy under both Republican and 
Democratic administrations. 

Mr. AUSTRIA. Reclaiming my time, and I appreciate that ques-
tion, I would just say that my question is, number one, trying to 
understand how the Attorney General’s Office and the Department 
of Justice decides what cases they are going to pursue, what they 
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are not; whether it be statute, whether it be rule. The second thing 
is, from an appropriations standpoint, are we funding something 
that the Department of Justice has decided that they are not going 
to pursue, whether it be a Federal lawsuit concerning our military 
and veteran benefits directly related to DOMA? 

ILLEGAL IMMIGRATION

So, reclaiming my time, just real quick, one other area I wanted 
to touch on, I know my time has expired, if I can, Mr. Chairman, 
on another issue, and that is immigration. Because one other con-
cern I had looking through the budget, and I applaud your goal to 
continue to protect our national security and I know we have got-
ten into this a little bit, but dealing with illegal immigration and 
Americans that are here illegally, the budget is proposing to cut 
1,200 deportation beds to find alternatives to detention programs. 
I have concerns about that. 

What concerns me is this will result in more illegal immigrants 
evading the removal process, a fact which even the Department of 
Justice has confirmed does happen. The Department of Justice 
records show that from 1996, 40 percent of all non-detained illegal 
immigrants have become fugitives from the removal proceedings. 

Can you help me better understand and explain how you are 
going to continue to ensure that the integrity of these CART pro-
ceedings through the Department of Justice continue? 

Attorney General HOLDER. Well, let me just say one thing. In 
terms of the Department deciding not to defend statutes it believed 
unconstitutional, I have just here in front of me a 3-page document 
that has 14 instances of that happening in the past, not involving 
this Department of Justice or while I was Attorney General. I can 
certainly make that available for you to look at. 

With regard to the question of immigration, the Department is 
not shrinking from its responsibility. We are working with our 
partners at DHS to come up with a mechanism, ways in which we 
stop the flow of illegal immigration. I personally think that we 
need a comprehensive approach to this that means securing our 
borders and dealing with people who are here. 

We have come up with Operation Streamline. It is a mechanism 
that has proven to be effective, and we are now using that nation-
wide and using it under standards so that people, where we use 
that program, are treated the same. We have moved—primarily it 
is DHS’s responsibility, but we have moved people to the border to 
support our colleagues at DHS. 

Whatever our specific budgetary requests are, again, they are not 
a retreat from our determination to make sure that our borders are 
secure and that the illegal immigration problem is dealt with. And 
I think, as I said, that our colleagues at DHS have done a good job. 
Can we do better? Yes, and we are trying to do better in innovative 
and efficient ways. 

Mr. AUSTRIA. Thank you, Mr. Chairman. 
Thank you, Attorney General, for your time. 
Mr. WOLF. Mr. Culberson. 
Mr. CULBERSON. Thank you, Mr. Chairman. 
Thank you, Mr. Attorney General, for being with us today. 



63

VOTER FRAUD

In 1993, the Congress enacted the National Voter Registration 
Act and established procedures to increase the number of reg-
istered voters and to protect the integrity of the electoral process, 
both valid legitimate State interests. Under the Bush administra-
tion, the Congress enacted the Help America Vote Act, which re-
quired every State to create and maintain a computerized state-
wide list of registered voters. I am sure you would agree that there 
is a valid State interest in ensuring that voter registration rolls are 
modernized and computerized and accurate? 

Attorney General HOLDER. Yes. Absolutely. That is the biggest 
problem that we have in terms of voter involvement; the registra-
tion process that we have is inadequate. 

Mr. CULBERSON. Sure. And you would also agree that it is a le-
gitimate State interest to safeguard voter confidence in the accu-
racy of the elections and that only people that are qualified to vote 
vote?

Attorney General HOLDER. Sure. To make sure that confidence is 
something that I think cuts in two ways, to make sure that we 
have people who are legitimately voting, but also to make sure that 
people have confidence that the system is designed to maximize 
turnout and that all people have an opportunity to vote. 

Mr. CULBERSON. Sure. It is another legitimate interest in ensur-
ing that only the votes of eligible voters are counted. That is a le-
gitimate State interest? 

Attorney General HOLDER. Sure. And one of the things that I 
have in my career tried to do. As I said before, I have tried voter 
fraud cases. 

Mr. CULBERSON. Obviously, it is another legitimate State interest 
in deterring and identifying and even prosecuting voter fraud. 

Attorney General HOLDER. Sure. Very legitimate. 
Mr. CULBERSON. The Help America Vote Act that Congress en-

acted, I know you are familiar with it, not only requires States to 
verify voter information but also imposes new identification re-
quirements on individuals seeking to vote for the first time. The 
Federal law enacted by Congress requires that a voter applicant 
present local election officials with written identification which 
may be a current valid photo identification, and that Federal law 
requirement, of course, is consistent with the law enacted in a 
number of different jurisdictions around the country. And under 
the Help America Vote Act, if a voter is voting by mail, they must 
also include a copy of their photo ID with the ballot. 

TEXAS VOTER ID LAW

In 2008 the State of Indiana had enacted a voter ID law, and the 
District Court actually granted summary judgment because the 
District Court and the Court of Appeals and the Supreme Court 
agreed with you that everything we just went through are indeed 
legitimate State interests and that any burden placed on individual 
voters to produce an ID was not sufficient to overcome those very 
legitimate State interests, and the Supreme Court upheld in a very 
strongly worded opinion the Indiana voter ID law, and the State 
of Texas, along with several other jurisdictions, Georgia, I know 
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Kansas, Wisconsin, South Carolina, Tennessee, have voter ID laws, 
and it is not just in Texas, but in the case of Texas, the one I am 
obviously the most familiar with, our State Attorney General has 
been compelled to go to a three judge panel because the Depart-
ment of Justice will not pre-clear or approve the State’s voter ID 
law and the Department of Justice has asked for, Mr. Attorney 
General, in a request for additional information from the Attorney 
General, from the Attorney General of Texas, the Department of 
Justice has asked for a racial breakdown of the 605,000 or so vot-
ers who allegedly don’t have State-issued photo IDs. 

The Secretary, I want to make sure you are aware of the fact 
that I think since the 1960s the State of Texas has not required 
people to submit their race on their voter application. There is no 
box anywhere on the voter registration application for race. 

Your Department has asked for information that doesn’t exist in 
the Secretary of State’s records or any County Clerk’s records. I 
want to know if you were aware that your Department is holding 
up approval of Texas’ voter ID law by asking for information which 
does not exist? 

Attorney General HOLDER. Well, we have the voter ID law under 
review. I believe we are going to respond, express our position on 
that law on March the 12th. Our determination with regard to the 
submission is due on March the 12th. So we have not made any 
determinations yet with regard to the photo ID requirement that 
has been imposed by Texas. 

Mr. CULBERSON. This has been going on, though, since the ad-
journment of the last session of legislature at the end of the spring 
of last year, and the Texas primary has been delayed, by the ongo-
ing litigation under section 5 of the Voting Rights Act and our pri-
mary has been pushed back to at least April. So the delay of the 
Department of Justice has a profound impact on the ability of 
Texas to conduct an election in a way that ensures only eligible 
voters are voting. 

So I would like to ask you, sir, if you would expedite, please, the 
review of this. Obviously, you are asking for information that 
doesn’t exist. It seems to me an unreasonable request, one that we 
can’t even comply with. Would you expedite your review of the 
Texas voter ID law? 

Attorney General HOLDER. Well, as I said, our response is due 
on March the 12th. There is a three judge panel that has under 
advisement the other matters that have been considered with re-
gard to Texas’ voting issues. The trial has occurred, and we are 
just waiting to hear from the court. I can’t expedite the court. And 
I can say that we are looking at, what, I guess 14, 15 days, I am 
not sure what the date is. But March the 12th, we will have our 
views expressed on the photo ID. 

Mr. FATTAH. Will the gentleman from Texas take a quick ques-
tion from me? 

Mr. CULBERSON. Yes, sir. Certainly. 
Mr. FATTAH. Is it accurate, and I don’t know the facts, but it is 

in print that in the Texas ID law, that if I was a student at the 
University of Texas and I had a photo ID from the college, that 
that would not allow me to vote? 
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Mr. CULBERSON. No, I don’t think it is prohibited. I have got the 
law in front of me, and it has all kinds of exceptions in it. If you 
are disabled, you don’t have to produce a photo ID. 

Mr. FATTAH. No, I just want to know whether if you are at a 
State university, whether that card works under that law? 

Mr. CULBERSON. I don’t know why it wouldn’t. I don’t see any 
prohibition against it. 

Mr. FATTAH. My understanding is that it is specifically prohib-
ited, but for instance, having an NRA membership card would 
allow me to vote. 

Mr. CULBERSON. I don’t think that is accurate. I don’t see any 
prohibition against a photo ID issued by a State University of 
Texas. I have the bill right here. 

Mr. FATTAH. I think that the concern that some of us have is 
that you seem to have an organization of a number of States that 
all of a sudden have decided to put in place legitimate or nonlegiti-
mate roadblocks, depending on your perspective, of people exer-
cising not their privilege to vote but their right to vote. Now, I 
think it will be overcome under whatever circumstances the court 
decides. If they need a voter ID, I am sure they will get one, be-
cause people have lost their lives to get the right to vote, so they 
will get a voter ID if they need to. 

The real question is whether there is some organized effort to 
have Americans be denied the right to vote. I think that is the con-
cern we are trying to get at. 

Mr. CULBERSON. Of course, nobody is doing that. 
Mr. FATTAH. I am not ascribing that to you at all, but I am just 

trying to tell you why people are concerned about that issue. 
Mr. CULBERSON. The only people who seem to be concerned is 

predominantly coming from members of your party, and there is no 
one who has any concern at all about preventing or prohibiting peo-
ple from voting. It truly has been in terms of organized resistance 
coming overwhelmingly from the Democratic Party. 

Mr. FATTAH. And you know the States that are doing this seem 
to be all headed by members of your party. 

Mr. CULBERSON. As the Attorney General has said, it is a legiti-
mate valid State interest in preserving the integrity of elections, 
that only eligible voters can vote. I see nothing in the law that pro-
hibits a valid student ID issued by a State university from being 
used to vote. There is certainly nothing in the law that talks about 
the NRA. I don’t think that is a part of this discussion. 

My question though is, Mr. Attorney General, would you please 
drop the requirement that Texas produce racial breakdown on their 
voter applications since that information does not exist and is not 
a part of our voter application? 

Attorney General HOLDER. Well, you talked about one source of 
that information. There are the other ways, I am sure, that if in 
fact that is a request that has been made of Texas, there are other 
ways in which those kinds of determinations, I am sure, can be 
made. I am not—— 

Mr. CULBERSON. It is not a part of our records. It is nowhere in 
the record because of, obviously, the problems that existed way be-
fore our lifetimes that discriminated against people. It just has 
been dropped. We can’t find the information because it is irrele-
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vant. This is a color-blind society. There is no record of what a per-
son’s race is, to my knowledge, in the voter registration rolls. It is 
not even a part of the voter application. 

It really is distressing. Since the information doesn’t exist and 
the Department has asked for it, it can’t look anything but like an 
effort to delay approval of Texas’ voter ID law, which will hamper 
our ability to conduct our elections on time. That is the concern. 

Attorney General HOLDER. Well, if Texas doesn’t have the capac-
ity to do that, that is something that certainly ought to be shared 
and would be part of the determination we would make. But I 
would also think there are other ways of gleaning that information. 
That is one source of information, but there are other ways that 
people much more sophisticated than me can come up with making 
determinations as to what a particular population looks like, what 
is a representative sample, and you extrapolate from there. Again, 
I am not an expert. 

Mr. CULBERSON. Sure. If I could show you that information 
doesn’t exist in the County Clerk or the Secretary of State or the 
voter registration rolls, would you drop that requirement? 

Attorney General HOLDER. No, because it would seem to me, as 
I said, that there are the other ways in which you can get that in-
formation, I am sure. 

Mr. CULBERSON. A couple other quick points, Mr. Chairman. I 
thank you so much for being so indulgent to all of us and giving 
the time. 

The chairman has always been very gracious, and obviously, we 
yield to each other and give each other plenty of time to ask ques-
tions.

I won’t be that much longer, but it is important to note I am not 
aware of and looking at the Crawford v. Marion County case in In-
diana and subsequent cases, the Supreme Court has, to my knowl-
edge, fairly routinely upheld the validity of voter ID laws, whereas 
in the case of Texas, if you have a disability, you have got the abil-
ity to file a provisional ballot. Texas meets all those constitutional 
requirements. Is there some Supreme Court case I am unaware of, 
Mr. Attorney General, that has overturned a voter ID law like 
Texas’?

Attorney General HOLDER. Not that I am aware of, but I think 
Crawford, if I am not mistaken, did not involve a Section 5 chal-
lenge to a photo ID law. But more importantly, it seems to me, we 
have a solution here that is in search of a problem. There is no in-
dication, no indication, that we have widespread in-person voter 
fraud, which photo IDs are designed to prevent. 

And you say it is the Democratic Party that is doing these 
things; I think that Congressman Fattah makes a good point. Let 
us look at the reality of this, at the places where these photo ID 
laws have been enacted where you have had Republican Governors, 
Republican legislatures pass them. There may be legitimate bases 
for that, but I don’t think it is fair to ascribe a concern in this re-
gard to only the Democratic Party when one looks at the way in 
which these things have been passed. 

Mr. CULBERSON. So your objection is political? 
Attorney General HOLDER. No, I am not saying that. 
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Mr. CULBERSON. Well, there is no legal basis on which to ground 
your objection. 

Attorney General HOLDER. Oh, I think there is a legal basis for 
it, a basis for the consideration that we have with regard to Texas 
and a legal basis for the opposition that we have lodged in other 
places, South Carolina among them, where we cited the Voting 
Rights Act as being contravened by what South Carolina sought. 
And I am not saying what we are going to do with regard to Texas, 
but to the extent there was the possibility of opposition, it would 
be grounded in the law and not in politics. 

DEFENDING THE CONSTITUTIONALITY OF STATUTES

Mr. CULBERSON. A couple other quick questions. Could you 
please provide us with a list of, you say you have an example of 
14 statutes where the Department has refused to defend the con-
stitutionality of those statues. That would be interesting because it 
seems to me the job of the Attorney General is to defend the laws 
enacted by Congress, and if there is a problem if you believe with 
their constitutionality, then the Department obviously should come 
to the Congress and ask us to amend them. I would like to see the 
list.

Attorney General HOLDER. Sure. I have the list here. It goes as 
far back as 1946. And, as I said, you have Chief Justice Roberts 
in one of them. 

[The information follows:] 
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EXAMPLES OF NON-DEFENSE OF STATUTES 

Following is the referenced list of examples of past instances in which the Department 
has declined to defend the constitutionality of statutes: 

ACLU v. Mineta (2004). The Department declined to defend against First Amendment 
challenge a statute conditioning federal funding on agreement by mass transit agencies 
not to display advertising promoting the legalization of marijuana. The Department 
originally defended the statute in district court as a valid exercise of Congress' spending 
power, and relied in part on the ability of mass transit agencies to comply with the 
requirement in a viewpoint-neutral manner by barring a broader swath of advertising than 
that specified by Congress. The Department later determined that the statute should not 
be defended and declined to defend it on appeal. 

Dickerson v. United States (2000). In the aftermath of the Miranda decision, Congress 
enacted 18 U.S.C. 3501, allowing for the admission of confessions taken without 
Miranda warnings. Subsequent Supreme Court decisions called into question Miranda's 
constitutional statute, and those cases were relied on by proponents of section 350 I to 
defend its constitutionality. But the Department declined to defend section 3501 and 
instead argued in the Supreme Court that the congressional statute was unconstitutional. 
The Supreme Court appointed amicus to defend the statute; members of Congress also 
filed amicus briefs in defense. 

HIV-Exclusion (1996). When Congress included in an authorization act a requirement 
that the military discharge HIY-positive military personnel, President Clinton announced 
his judgment that the provision was unconstitutional, and instructed the Attorney General 
not to defend the law in court. The President also directed the Secretary of Defense to 
enforce the statute pending a final judicial determination of unconstitutionality or repeal. 
Congress repealed the provision before any litigation commenced. 

Children's Health Care Is a Legal Duty v. Yladeck (1996). The Department declined to 
defend against Establishment Clause challenges a federal statutory provision granting 
benefits to certain Christian Science health facilities under the Medicare and Medicaid 
Acts. Though the Department defended the provision in the district court, it later 
determined that the statute should not be defended and declined to pursue an appeal. 

Turner Broadcasting Sys., Inc. v. FCC (1996). In this case, the Supreme Court upheld the 
constitutionality of certain "must carry" provisions of the Cable Television Act. That Act 
was enacted over President Bush's veto, which stated that the must-carry provision was 
unconstitutional. In the initial litigation challenging the must-carry provisions, the 
Department of Justice, appearing on behalf of defendant FCC, informed the district court 
that it declined to defend the constitutionality of the must-carry provisions, "consistent 
with President Bush's veto message." The Department urged the court to permit adequate 
time to provide Congress the opportunity to defend the validity of the statute. While 
preliminary proceedings were ongoing, the Clinton Administration reconsidered 
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President Bush's previous position and the Department de- fended the must-carry 
provision, ultimately succeeding in the Supreme Court. 

Wauchope v. Department of State (1993). In both the district and appellate courts, the 
Department defended a statute favoring citizen fathers over citizen mothers by giving 
fathers alone the power to pass citizenship to children born outside the United States. The 
Department declined to seek certiorari when the Court of Appeals ruled against it, on the 
grounds that the ruling was "consistent with modem developments in the Supreme 
Court's jurisprudence" regarding gender distinctions. 

Metro Broadcasting v. FCC (1990). The Acting Solicitor General (John Roberts) 
effectively argued for the unconstitutionality of a federal statute providing for minority 
preferences in licensing. The United States took the view that strict scrutiny applied to 
the FCC minority preference program, despite Supreme Court precedent applying a more 
permissive standard to federal affirmative action programs. The Acting SG authorized the 
FCC to appear before the Court through its own attorneys to defend the statute. The Court 
upheld the minority preference program. 

Morrison v. Olson, 487 U.S. 654 (1988). Pursuant to the Ethics in Government Act of 
1978, the Attorney General requested appointment of an independent counsel to 
investigate possible wrongdoing of a Department official. Id. at 666-67. Despite the fact 
that the Department thus had "implemented the act faithfully while it has been in effect," 
the Solicitor General nevertheless appeared in the Supreme Court on behalf of the United 
States as amicus curiae to argue, unsuccessfully, that the independent counsel provisions 
of the Act violated the constitutional separation of powers. 

INS v. Chadha, 462 U.S. 919 (1983). Pursuant to a provision of the Immigration and 
Nationality Act, the INS implemented a "one-house veto" of the House of Represent­
atives that ordered the INS to overturn its suspension of Chadha's deportation. Id. at 928. 
Nonetheless, when Chadha petitioned for review of the INS's deportation order, the INS 

represented by the Solicitor General in the Supreme Court - joined Chadha in arguing 
that the one-house veto provision was unconstitutional. Id. at 928,939. Senate Legal 
Counsel intervened on behalf of the Senate and the House to defend the validity of the 
statute. Id. at 930 & n.5, 939-40. The Supreme Court invalidated the statutory one-house 
"veto" as a violation of the separation of powers. 

League of Women Voters of California v. FCC, 489 F. Supp. 517 (C.D. Cal. 1980). The 
Public Broadcasting Act of 1967 prohibited noncommercial television licensees from 
editorializing or endorsing or opposing candidates for public office. The Attorney 
General concluded that this prohibition violated the First Amendment and that reasonable 
arguments could not be advanced to defend the statute against constitutional challenge. 
The defendant FCC, through the Department of Justice, represented to the court that it 
would continue to enforce the prohibition, if only for the purposes of "test litigation," but 
that it would not defend the statute's constitutionality. Senate Legal Counsel appeared in 
the case on behalf of the Senate as amicus curiae, and successfully urged the trial court to 
dismiss the case as not ripe for adjudication in light of the unlikelihood that any 
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enforcement action would transpire. While appeal of that decision was pending, a 
successor Attorney General reconsidered the Department's previous position and decided 
that the Department could defend the statute. The Supreme Court ultimately held that the 
statute violated the First Amendment. FCC v. League of Women Voters of California, 
468 U.S. 364 (1984). 

Gavett v. Alexander, 477 F. Supp. 1035 (D.D.C. 1979). In this case, a statute created a 
program pursuant to which the Army could sell surplus rifles at cost, but only to members 
of the National Rifle Association. The Army, in compliance with the statute, denied 
plaintiff an opportunity to purchase a rifle at cost because he was not an NRA member. 
rd. at 1040. Nonetheless, the Department of Justice concluded - and informed the court­
that the NRA membership requirement violated the equal protection component of the 
Fifth Amendment's Due Process Clause because the discrimination against non-NRA 
members "does not bear a rational relationship to any legitimate governmental interest 
and is therefore unconstitutional." Id. at 1044. The Department reached this conclusion 
on the basis of advice from the Army that the membership requirement "serves no valid 
purpose" that was not otherwise met. Id. The district court afforded Congress an 
opportunity to "file its own defense of the statute should it choose to do so," id., but 
Congress declined to act on this invitation. Id. The court permitted the NRA itself to 
intervene and argue on behalf of the statute's constitutionality. The district court 
concluded that the statute was subject to strict scrutiny (because it discriminated on the 
basis of the fundamental right of association) and invalidated the enactment. rd. at 1044-
49. 

Simkins v. Moses H. Cone Memorial Hospital (1963). The Department not only declined 
to defend a federal statute and regulation providing for funding of so-called "separate but 
equal" hospital facilities but, as the court put it, "unusually enough, [] joined the plaintiffs 
in this attack on the congressional Act and the regulation" by intervening in a private 
class action. 323 F. 2d 959. The disputed issue in Moses H. Cone was whether a 
hospital's receipt of federal funds was sufficient under the state action doctrine to trigger 
the Fifth Amendment, and, if so, whether federal funding of segregated facilities (versus 
direct maintenance of such facilities) violated the equal protection component of that 
Amendment. The Department took the position that the requisite state action was present 
and that the federal provisions violated the Equal Protection Clause, arguing specifically 
that the federal government had "affirmatively sanctioned" the discrimination at issue. 

United States v. Lovett, 328 U.S. 303 (1946). As required by statute, the President 
withheld the salaries of certain federal officials. The Solicitor General, representing the 
Unites States as defendant, nonetheless joined those officials in arguing that the statute 
was an unconstitutional bill of attainder. rd. at 306. The Attorney General suggested that 
Congress employ its own attorney to argue in support of the validity of the statute. 
Congress did so, id., and the Court of Claims and the Supreme Court gave Congress's 
counsel leave to appear as amicus curiae on behalf of the enactment. The Supreme Court 
held that the statute was an unconstitutional bill of attainder. 
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SCHOOL-ISSUED PHOTO IDS

Mr. FATTAH. If the gentleman would yield for one second for in-
sertion into the record, and I will provide this in print. But you 
cannot use a school issued ID, photo ID, in Texas elections. This 
is not acceptable under the statute. You can use, for instance under 
the statute that is being reviewed by the Justice Department, a 
concealed weapons permit. 

[The information follows:] 
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Voter ID law put on hold by feds 
By Gary Scharrer 
Updated 11 :27 p.m., Thursday, November 17,2011 

AUSTIN - The Texas voter ID law, one of Gov. Rick Perry's top priorities during the 2011 Legislature, 
has been stalled by the U.S. Justice Department, which is insisting on demographic information about 
voters that state election officials say is virtually impossible to provide. 

Texas Republicans expressed dismay Thursday after Justice Department officials said they need voter 
information about race and ethnicity before they can approve the controversial law, which is scheduled to 
take effectJan. l. 

The ruling raises the possibility that the law will not be in place by the March 6 primary. 

Information that Texas election officials have provided so far "is incomplete and does not enable us to 
determine that the proposed changes have neither the purpose nor will have the effect of denying or 
abridging the right to vote on account of race, color or membership in a language group (required under 
the Voting Rights Act)," T. Christian Herren Jr., chief of the Justice Department's Voting Section, said in 
a letter to Texas elections director Ann McGeehan. 

The requested infonnation will be virtually impossible to gather, said state Rep. Patricia Harless, R­
Spring, House sponsor of the voter ID bill, SB 14. 

"I am disappointed," she said. "I don't know that the secretary of state can provide the information in the 
format that they want. I am not sure that we will be able to satisty them. 1 think it's ridiculous." 

State election officials don't track votcrs by race or ethnicity, said Rich Parsons, spokesman for Texas 
Secretary of State Hope Andrade. 

"So there's no accurate way to provide a racial breakdown of voters," he said. 

Election officials, he said, would do "our best to provide them the data they request but it will be 
unreliable." 

Texas can match voter registration lists with Department of Public Safety records to collect racial data for 
some voters, Parsons said, but DPS did not provide a specific category for "Hispanic" Texans until 2009. 

Sen. Rodney Ellis, D-Houston, has been pressing state officials to come up with the demographic 
information on voters in an effort to determine if the new law could have a bigger impact on minorities. 

"I am pleased that (Justice Department) is asking the probative questions, which indicates they suspect the 
real issue is voter suppression," Ellis said. 

Republicans pushed the voter ID measure to ensure all voters are properly identified and eligible to vote. 
Democrats countered that there is no evidence of voter impersonation in Texas and that the bill simply 
was an effort to make voting more difficult for low-income Texas, students and the elderly, who typically 
vote for Democrats. 
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The new law would rcquire voters to show a Texas driver's license, a Texas concealed handgun license, a 
U.S. passport, citizenship papers, or a military identification card before they could cast a ballot. Student 
1D cards issued by state universities, out-of-state driver's licenses, or 1D cards issued to state employees 
would not be accepted. 

Because of past discrimination, the Voting Rights Act of 1965 requires Texas and other Southern states 
receive preclearance by the Justice Department for changes to existing voting laws or redrawing of 
political districts. 

The Texas secretary of state sought Justice Department preclearance for the new voter 10 law in July, but 
the Justice Department requested additional information to determine if changes to existing law would 
discriminate against minorities, particularly Hispanics. 

Thursday, the Justice Department said preclearance could be denied because the state "has not provided 
any of the required data by race." 

The Justice Department wants to know the number of registered voters in each Texas county - by race 
and Spanish surname who have a Texas driver's license or other photo identification issued by the 
Texas Department of Public Safety. 

Harless could not speculate on whether the voter 1D bill would be in place for next year's elections. 

"But it is absolutely possible that it may not be in effect by the next election cycle - for sure by the 
(March 6) primary," she said. "The Department of Justice has made it clear that they are not going to 
make this easy on us." 

The Justice Department has 60 days to consider a completed application, but the review period will not 
start until the agency receives the requested information, according to Herren's letter. 

Harless and others thought the 60-day clock started Oct. 5 when the secretary of state initially responded 
to the Justice Department inquiry. 

"This letter confirms that we were wrong. The clock will not start running until they get the information 
that they want," Harless said. 

"Texas Republican leaders are getting exactly what they deserve," said Rep. Trey Martinez Fischer, 0-
San Antonio, chairman of the Mexican American Legislative Caucus, which fought the bill. "They made 
it so difficult for Texans who express a desire to vote to actually go out and vote. If you are going to set 
the bar that high, you better set the burden for preclearance equally as high to make sure that this is not 
being done for nefarious and discriminatory purposes," he said. 

The Justice Department letter represents "a welcome to reality," Martinez Fischer said. 

"This is exactly the position that the critics like MALC have been saying from Day I. This law, by its 
nature and design, is discriminatory," he said. "Because it is, the state of Texas has a tremendous burden 
to fulfill in presenting all of its documentation and evidence to suggest that it is not." 

Staff Writer Gary Martin contributed to this report. 
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Mr. CULBERSON. Oh, yes, absolutely. That is carefully vetted. 
Mr. FATTAH. I just want to be clear. As you know, we have some 

people who think the kids at college are snobs or at least kids are 
snobs, and then that the people who have concealed weapons are 
patriots. We don’t want Americans’ rights to vote to be subjected 
to these kind of partisan views. That is why these issues have to 
be reviewed. Because a student-issued ID from a State university 
in Texas should be, in my opinion, just as valid a process under 
which someone should be able to exercise their right to vote as any 
other form of State-issued ID. Thank you. 

Mr. CULBERSON. Well, it is not, as I think you said a minute ago, 
an NRA ID. That is a State-issued—— 

Mr. FATTAH. I misspoke. But I think you don’t want to get on the 
side road. Just focus on what I said. That a State issued ID from 
a State university should be allowed if what one is seeking is a 
photo ID, right? 

Mr. CULBERSON. It is up to the State legislators to decide wheth-
er or not the verification procedures for issuing that ID are suffi-
cient. I am confident they had good reason. I don’t see it prohibited 
in the statute. We will have to find it. 

Mr. FATTAH. I served in the State legislature and I agree with 
you, it is up to them. But in our county, in order to vote in a Fed-
eral election, it is up to the United States Justice Department to 
make sure that your rights are not abridged. So Texas can do what 
it wants. The Justice Department needs to look at this and make 
sure that kids, young people at these schools and other people, who 
may be discriminated against in this process, are not being done 
so illegally. 

OPERATION FAST AND FURIOUS

Mr. CULBERSON. Finally, Mr. Attorney General, in response to 
Mr. Yoder’s questions, you said when you learned about Fast and 
Furious, you told the Department to stop it. When precisely did you 
learn about it, and in what form did you tell them to stop it, and 
have you provided all that information to the Congress? 

Attorney General HOLDER. I have testified about this on a num-
ber of occasions. I learned about—I issued the directive in Feb-
ruary or March of 2011. A directive went out to the field from the 
Deputy Attorney General to stop these practices. I am sorry, what 
was the other part of the question? 

Mr. CULBERSON. What form? You sent it out in writing, or by a 
directive?

Attorney General HOLDER. Yes, something went out in writing 
from the Deputy Attorney General to all the members of the Jus-
tice Department. 

Mr. CULBERSON. Chairman Issa’s website says that you have 
only produced 8 percent of the documents identified as being rel-
evant to the program in a response to their subpoena. If it is not 
8 percent, what percentage do you think of the documents that are 
relevant have you provided to the Congress? 

Attorney General HOLDER. So far, we have turned over about 
6,800 documents. You have to understand that the nature of what 
has been asked of us, I think there are over 200 custodians that 
are supposed to be looking. The universe of documents we are look-
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ing at totals about 37 million, and we are in the process of having 
people go through these things. We are on a production schedule 
where every other Thursday or Friday we are turning materials 
over to that committee, and also to the committee where Senator 
Grassley serves. We are trying to comply with those requests as 
quickly as we can. 

But I would say of the documents we have already turned over, 
that material really deals with all of the people who are the most 
intimately involved in Fast and Furious. So I think that we have 
done a good job. But the responsibility we have is an ongoing one, 
and we have ongoing efforts. 

Mr. CULBERSON. Sure. Eight percent? Fifty percent? 
Attorney General HOLDER. We have 6,800 documents. It is hard 

to say. As I say, we started off with number 37, those get de-duped. 
I think you get down to about 10 million or so. So we are going 
through those things as quickly as we can. 

Mr. CULBERSON. Thank you for the time, Mr. Attorney General. 
Mr. WOLF. Mr. Attorney General, there are a lot of questions I 

have now. Do you want to take a break for a minute or two or are 
you okay to continue? 

Attorney General HOLDER. I am fine. 
Mr. WOLF. Okay. We will hopefully go to 1, or I think the first 

vote will be about 1 or 1:30, but I thought I would offer you that. 

DOMESTIC RADICALIZATION

With regard to our national security, another top terrorism con-
cern is domestic radicalization. Just in Northern Virginia the cases 
of domestic radicalization have been quite extensive. The individual 
taken into custody two weeks ago before he could proceed with an 
intended bomb attack on the Capitol is one example. The Congress 
included an increase of $4 million in the fiscal year 2012 bill for 
NIJ to conduct domestic radicalization research. Can you update us 
on what you are doing with the funding, what is our current best 
understanding about radicalization, how to prevent it and who re-
ceived a contract to conduct this research? 

Attorney General HOLDER. The problem of domestic 
radicalization is in some ways the most worrisome of the issues 
that we confront. Individuals who are here in this Nation and who 
become radicalized in a variety of means, I guess we have come to 
call them lone wolves, in some way present the greatest danger 
that this Nation confronts. Organizations are in some ways easier 
to track to get information on. These individuals are more difficult, 
and what in some ways is most perplexing is to try to understand 
why people who are in this Nation, the greatest nation on Earth, 
and who have all the benefits that inure from that, would become 
radicalized.

So we have a variety of things that we are doing. We work with 
our partners at DHS. We work with our partners in the Intel-
ligence Community. I meet every Tuesday with the President and 
his national security team and we go over these issues. So we are 
trying to come up with a very robust program. 

Mr. WOLF. Can you tell us what you did with the $4 million that 
we appropriated? 
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Attorney General HOLDER. We have a variety of things that we 
have done. There is a strategic implementation plan. We co-chair 
the National Engagement Task Force with DHS. We have outreach 
efforts that we are a part of. There are a whole variety of things 
that we do involving the FBI, involving components within the Jus-
tice Department. 

Mr. WOLF. But the reference is the $4 million went to NIJ to con-
duct domestic radicalization research. I know you do many other 
things. I am referring specifically to that. 

Attorney General HOLDER. Yes. Well, what I can do is, if you 
allow me, I can come up with a written response to that and detail 
what exactly we have done at NIJ with that $4 million. 

[The information follows:] 
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DOMESTIC RADICALIZATION 

The National Institute of Justice received $4 million in FY 2012 for a new domestic 
radicalization research initiative. Final plans for the use of these funds are subject to 
review of the Department's spending plan by congressional appropriators. OJP plans to 
use these funds to improve understanding of domestic radicalization to violent extremism 
and to advance evidence-based strategies for effective prevention and intervention. NIJ 
will obtain these results through awards made through a competitive, peer-reviewed 
process. NIl may also fund, if appropriate, interagency reimbursable agreements with 
other federal agencies, to leverage the investment or infrastructure of these agencies for 
criminal justice applications. 

NIl has moved quickly to ascertain the state of knowledge in the field of domestic 
radicalization and to ensure it does not replicate those projects already underway in the 
United States. NIJ is coordinating its efforts with representatives from the Departments of 
Homeland Security, Defense, Justice and USAID. NIJ also reviewed the recent strategy 
documents from the Administration and has consulted the White House on the research 
plan outlined below. 

From these reviews, NIJ sees that our state, local and tribal communities require research 
and evaluation studies that tell them how to prevent and respond to instances of 
radicalization. To deliver this information, NIJ is focusing on two major efforts: 

First is a research solicitation that focuses on domestic radicalization. This 
solicitation, which NIJ expects to release in April, will solicit projects that address 
how domestic radicalization and the most productive roles criminal justice 
agencies can play in their communities in order to counter radicalization. 
Especially important in this regard is how radicalization leads to lone wolf violent 
extremists. 

Second, NIJ intends to conduct evaluations to identify evidence-based practices 
that are effective at preventing or addressing radicalization in our communities. 
Likely candidates for these evaluations are community-level intervention 
programs that include training programs for state, local and tribal law 
enforcement agencies. 

Finally, NIJ is also examining whether a survey that measures the impact of 
radicalization in our communities and that captures the measures that our criminal justice 
agencies are taking to counter radicalization in our communities is in order. 
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TERRORIST FINANCING

Mr. WOLF. Sure. The sooner the better, before we get into mark-
ups, if you could. 

As you know, the Justice Department was intimately involved in 
a 15-year investigation which culminated in the Holy Land Foun-
dation and five of its former organizers being found guilty of ille-
gally funneling more than $12 million to the terrorist group 
Hamas. According to the Department of Justice press release, 
‘‘From its inception, the Holy Land Foundation existed to support 
Hamas.’’ The government’s case included testimony that in the 
early 1990s, Hamas’ parent organization, the Muslim Brotherhood, 
planned to establish a network of organizations in the U.S. To 
spread a militant Islamic message and raise money for Hamas. 

The defendant sent Holy Land Foundation–raised funds to 
Hamas-controlled zakat committees and charitable societies in the 
West Bank and in Gaza. Among the organizations that were in a 
network described by the Department was the Council on Amer-
ican-Islamic Relations—CAIR. 

As you may know, Director Mueller has a strong policy in place 
prohibiting the FBI from working with CAIR and unindicted co-
conspirators in terrorism cases. Do you have a similar policy in 
your office for the Attorney General and also for U.S. Attorneys? 

Attorney General HOLDER. I am not sure if we have a formal pol-
icy, but I know that we have been very careful in interacting in any 
groups that involve CAIR. I know that I have refused to go to 
meetings where I knew they were going to be present. 

I am not sure if we have a policy, as much as we know, certainly 
all the U.S. Attorneys know about the concerns we have about that 
organization. And as I said, as for myself, I have refused to go to 
particular meetings knowing that CAIR was going to be there. 

Mr. WOLF. Well, I appreciate that. Can your U.S. Attorneys go 
to meetings where CAIR will be? 

Attorney General HOLDER. As I said, I am not sure that we have 
a policy, and it might depend on the nature of the meeting, how 
large it is, what the nature of the meeting is, what they are trying 
to accomplish at the meeting. 

Mr. WOLF. I appreciate the fact you have not gone to meetings 
with CAIR, and I thank you for that. Could you spell out this policy 
with regard to U.S. Attorneys and get us just a letter to that effect? 

Attorney General HOLDER. We can do that. 
[The information follows:] 

CAIR POLICIES

The Department of Justice has no formal policy governing the engagement of the 
United States Attorney’s Office with CAIR representatives or members. The U.S. At-
torney community, however, is well aware of the FBI’s policy regarding its own 
interaction with CAIR and, as a result, before engaging with CAIR, U.S. Attorney’s 
Offices usually consult with their respective FBI districts. 

Mr. WOLF. We do carry language with regard to the FBI. It may 
not be necessary to carry out language with regard to the U.S. At-
torneys, but if it is, we would be open. But I thank you for not 
meeting with CAIR. 
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FBI TRAINING DOCUMENT REVIEW

I was concerned to learn from the press release issued by the Is-
lamic Society of North America, ISNA, an unindicted coconspirator 
in the Holy Land Foundation, that the FBI has removed hundreds 
of counterterrorism training documents that were found to be po-
litically incorrect. I am concerned about this for two reasons. One, 
the Congress was never notified of this review. We saw it in a 
ISNA press statement when I thought the FBI would have come 
up and briefed the Intelligence Committee or briefed this com-
mittee. Second, the decision to remove the materials was an-
nounced by ISNA, which the FBI should not be working with be-
cause this organization is an unindicted coconspirator. We carry 
language in our bill which says that they ought not be working 
with an unindicted coconspirator. 

Did anyone on your staff ask or direct the FBI to conduct this 
review, or did anyone on your staff direct the FBI to include ISNA 
or outside groups in the review process? 

Attorney General HOLDER. No, we didn’t direct the FBI or tell 
them who they had to work with. I know that Director Mueller was 
very concerned about some of these training materials that were 
used, and he ordered a review to be done. I am not sure how ISNA 
got involved in this, but I know that the FBI internally looked at 
these things at the direction of Director Mueller to remove material 
that was offensive but, more importantly, just not really productive 
when it came to the training that was supposed to be occurring. As 
I understand the process that the Bureau went through, it was an 
internal process. 

Mr. WOLF. Well, what the committee would like to see is what 
was taken out, and then what I would like to do is have the oppor-
tunity to contact Bruce Hoffman, who is a very capable—do you 
know Bruce Hoffman, teaches at Georgetown? I think he is a Dem-
ocrat actually, a very prominent person, well respected, well 
thought of. People that are interested—Mr. Serrano is smiling, but 
people that are interested in counterterrorism know Bruce. But he 
is somebody who I have great respect for who teaches at George-
town. But we are also going to speak to Bernard Lewis and people 
like that to see. So we would like to see what was taken out to see 
if it fits into the category of truly appropriate to take out or not 
to take out. 

Attorney General HOLDER. Well, that is something that, as I 
said, the FBI was handling. I would defer to—— 

Mr. WOLF. If you would just tell us, we are going to ask the FBI. 
The FBI is going to come up, and that is a request we are going 
to make to see what has been taken out so we can have an objec-
tive person take it. 

Attorney General HOLDER. With all due respect, I think that 
might be a request more appropriately directed at my good friend, 
Bob Mueller. 

Mr. WOLF. Okay. I am not the president of the Bob Mueller fan 
club, but I could be an officer in that club, I will put it that way. 
So if you would just pass the word that that is what we would ex-
pect.

Attorney General HOLDER. I will. 
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GANGS

Mr. WOLF. Gangs. As you know, gangs continue to commit crimi-
nal activity across the country and recruit young people into lives 
of crime. The ‘‘National Gang Threat Assessment for 2011’’ re-
ported an increase in gang membership and an expansion of gang 
influence over street-level drug sales, including gangs tied to Mexi-
can drug trafficking organizations. Gangs are responsible for an av-
erage of 48 percent of violent crime in most jurisdictions and had 
a major impact in the Northern Virginia area and the Washington, 
D.C., area. MS–13 has been involved in trafficking young girls and 
involved in the death of a number of people. 

Congress included important anti-gang increases in both the FBI 
and ATF in recent years. The fiscal year 2013 budget request in-
cludes no initiatives in the fight against gang violence and in fact 
proposes to terminate the National Gang Intelligence Center, 
which is the source of the statistics that I just cited. 

What are you doing to fight the rise of gang violence, and why 
should we consider eliminating the very funding that is intended 
to better understand and address this issue? We see what has 
taken place. You know much more about it than I do, but we see 
what has taken place even down in Mexico and gangs that have 
impacted in neighborhoods in many of the largest cities and the 
gang impact that has taken place in Northern Virginia. Why would 
we do that to eliminate them? 

Attorney General HOLDER. Well, Mr. Chairman, I think you are 
right that in terms of the otherwise good news that we have about 
the reduction of crime, the problem with regard to gangs is a glar-
ing exception. It is something that we have to really focus on. 

The Department is doing a variety of things. We have anti-gang 
task force operations involving ATF and the FBI. Our Office of Jus-
tice Programs has funded community-based anti-gang and violence 
prevention programs. We have prosecutions by the U.S. Attorneys’ 
offices and by our Criminal Division, aimed at taking violent gang 
offenders off the streets. 

I approved the plan to merge the Criminal Division’s Gang Unit 
with the Organized and Racketeering Section to form the Orga-
nized Crime and Gang Section, which is allowing us to really use 
efficient ways at getting at the gang problem and understanding 
that some of these gangs have gone beyond gangs and street-level 
gangs. They have graduated to the point where I think they can 
be called organized crime. So we are trying to use our expertise in 
that regard. 

We are proposing, as you indicate, to eliminate in the budget in 
2013 the National Gang Intelligence Center. I don’t think however 
that is going to hinder our ability to do the analytical work that 
was done there and then to share that work with people in the 
field. The responsibility for the production of that material will 
happen now at the field level, and they will be responsible then for 
pushing out to the field the analysis that was previously done by 
the NGIC. 

Mr. WOLF. Is that an OMB proposal, or did that come out of the 
Justice Department? 
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Attorney General HOLDER. No, I think that is something we 
looked at in trying to make the determination as to where we 
might be able to save money and not lose the capacity that we had 
at NGIC, at the National Gang Intelligence Center. 

Mr. WOLF. I don’t think the committee will agree with you on 
that. I went out to the Bailey’s Crossroads area one day a number 
of years ago, and I talked to the moms, who literally said their kids 
live in fear. 

I come from an inner-city area in the City of Philadelphia. When 
a gang takes over a neighborhood, it is domestic terrorism. So I 
would hope that the Committee would not close down the National 
Gang Intelligence Center. I think it could be counterproductive, 
particularly with this 48 percent of the crime—violent crime—in 
most jurisdictions coming from gangs. But I was curious if it was 
coming out of the Justice Department or if it came out of OMB. 

COUNTERTERRORISM TRAINING MATERIALS

I kind of covered this, but I will just read the question for the 
record and then I think we will follow-up since you agree with me 
and will help here. But I understand that last fall, the FBI con-
ducted a review of all counterterrorism training materials. Reports 
indicated that this review resulted in the removal of 700 training 
documents that were found to be inappropriate. 

Was this an FBI-only exercise, or was it the Department in-
volved? You have led me to believe that it was the Department in-
volved. You are aware of it. But we want you to submit an answer 
for the record, and we want to get outside people to take a look at 
that. So if you would tell Director Mueller that that is what we 
want to do, there may be some appropriate things you have taken 
out and then there may be some things that are inappropriate. 

I was the author of the National Commission on Terror in 1998. 
That was before 9/11. I had been in Algeria. We had a company of 
Algerian military guarding us. About 200,000–300,000 people died 
of terrorist activities. Two hundred people that died in the Pen-
tagon were from my district. The Bush administration ignored it, 
as did the Clinton administration, and I do not want to see that 
type of activity take place. But with your comments to the Director, 
we can take a look at that. 

PRESCRIPTION DRUG ABUSE

Regarding my question on prescription drug abuse, we may just 
submit it again for the record, but I appreciate really what you did. 
Mr. Rogers told me that you followed up with him. I had forgotten 
about that exchange between you and Mr. Rogers, but it was really 
important.

Attorney General HOLDER. It was. 
Mr. WOLF. We had a young man from Mr. Rogers’ district here 

a number of years ago, and he was the son of a pastor. I remember 
he was sitting in the back of the room, and he was addicted to 
OxyContin. And he testified at the hearing. And then a couple of 
months later I asked how the boy was doing, and they said he had 
died. I think Mr. Rogers is onto something. 
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But anything we can do to help with regard to your setting up 
the national conference I think would be very helpful. So thank you 
for that. 

Attorney General HOLDER. I think that idea of yours is some-
thing that we really should follow up with, because I actually do 
think that that would be a really good project, as I said, to raise 
the consciousness of the Nation. It is not a regional problem; this 
is a national problem. 

Mr. WOLF. You are right, and we can work on that. 
The next question I have, on meth lab cleanups, fits into the 

same. We will submit that for the record. 

NATIONAL DRUG INTELLIGENCE CENTER

In the fiscal year 2012 bill, the Committee included $20 million 
to be used only for the necessary expenses related to the closing of 
the National Drug Intelligence Center and the reassignment of nec-
essary NDIC functions to other entities. Is that on track, and what 
functions did the NDIC transfer other agencies. 

Attorney General HOLDER. Yes, that is on track. We only have 
money to keep the center open until June, but the thought would 
be that at least two of the functions of NDIC would be put in DEA, 
and those two I don’t have in front of me, but I know—right. Two 
NDIC functions, the Document and Media Exploitation, DOMEX, 
and the production of major strategic reports would be realigned 
into DEA. This was a tough decision. It will save money, $12 mil-
lion in 2013, and will also generate efficiencies. And that is why 
we think with regard to those things that are most notable about 
NDIC, they can be done by DEA. 

Mr. WOLF. And you don’t think you will miss a beat? 
Attorney General HOLDER. No. I think that the way in which this 

occurs, we will not have any gaps. I think we will do fine. 

PRISONER ACCESS TO RADICALIZING MATERIALS

Mr. WOLF. There was a lot of talk about prisons earlier in the 
hearing. In the fiscal year 2012 conference report, the Committee 
instructed the Department of Justice to eliminate the ability of 
Federal prisoners to access radicalizing materials. What has the 
Department of Justice done to prevent prisoners from having ac-
cess to radicalizing materials? Have the radical materials that were 
previously identified been removed? 

Attorney General HOLDER. We are working on this. There is a re-
port that we are in the process of preparing. We had a deadline, 
and as I understand it, there is a report that is supposed to be due. 

There is a comprehensive list of material that is acceptable for 
prisoners to have, so one of the things that we can certainly submit 
to you are the list of those acceptable materials. But it is my un-
derstanding that there is a report that we are working on that ap-
parently is due sometime in March, right? Yes, it is due sometime 
in March. We can submit that report to you. 

Mr. WOLF. Okay, if you would. Are you working with the State 
prisons, too? Because some of them are having some of the same 
problems. I know the New York prison system did. And I think it 
would be helpful for the Bureau of Prisons to share this informa-
tion, because you certainly have people that are very capable to 
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look at this, and I think you have FBI people assigned to it. I 
would suggest that you share that report with all of the State and 
local prisons. 

Attorney General HOLDER. Yes. I think that is actually a good 
idea. I think the information flow can go two ways, because there 
are probably programs, analyses that have been done by State pris-
ons as well that can help us with regard to making determinations 
of what actually does tend to radicalize prisoners and what does 
not. So I think the exchange of information would be useful. 

Mr. WOLF. Could you tell the new director to do that. 
Attorney General HOLDER. Right. 
Mr. WOLF. I think there is an association that they have that 

they could share it through. 
Attorney General HOLDER. If he is not already in touch with 

them in that regard, I will make sure that he does. 

PRISON GROWTH

Mr. WOLF. Thank you. The BOP expects an additional increase 
of 11,500 inmates between fiscal year 2012 and the end of fiscal 
year 2013. What is the status of the ongoing and future prison acti-
vation and how will these activations affect your ability to absorb 
the projected prison population growth Incidentally, I was sorry 
you hired somebody from within the Bureau of Prisons. I thought 
you should have gone out and gotten the most creative, dynamic 
person, whether it be from Kansas, Texas or Michigan, that has 
really worked with the Pew Foundation to deal with the issue of 
prison population growth. 

The United States is number one in the world in percapital in-
carceration. I think we have now surpassed China even. And we 
can keep appropriating for more beds and more beds, but— 

Attorney General HOLDER. Well, we actually did have a very 
wide search for the head of the Bureau of Prisons that included 
candidates from outside of the BOP. We actually were affirmative 
in reaching out to people who we thought, at least one person in 
particular, who I thought would be good at the job. So in the deter-
mination that we made, we looked at internal candidates as well 
as people from outside and made the determination that the can-
didate who we selected was the best coming from both of those 
fields.

We have four prisons that are coming online. We finished two 
from fiscal year 2012 in Berlin, New Hampshire and in Aliceville, 
Alabama; and then we have starting two activations in fiscal year 
2013, Yazoo City, Mississippi, and Hazleton, West Virginia. So that 
will help us deal with the issue of these increasing numbers of peo-
ple who are coming into the system. But we still are going to be 
struggling to maintain a safe level. 

Mr. WOLF. And is that it? You don’t expect to bring additional 
prisons online? For instance, what if you had been able to do what 
Texas did or what Michigan did, what would the impact be on the 
Bureau of Prisons? I am sure there are criminals in Texas and 
Michigan that are just as violent. So what would the impact be if 
you were to take that model and transfer it or translate it to the 
Bureau of Prisons? Has anyone looked at that with regard to size? 
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If you did everything that they have done in Texas, a red State, 
as you said—because I think maybe Nixon could go to China when 
Hubert Humphrey couldn’t have gone to China—and put those 
things in practice in the Bureau of Prisons, what impact would 
that have on the Bureau of Prisons and what impact would that 
have on the numbers of the Bureau of Prisons? 

Attorney General HOLDER. You mean in terms of those release 
policies?

Mr. WOLF. Right. If you did everything they have done in Kansas 
and everything they have done in Texas and Michigan and a few 
others, what would that impact be? 

Attorney General HOLDER. It would be a tremendous impact, 
both in terms of the count and in terms of money savings that we 
would have. And I would hope that perhaps we can work together 
in that regard. 

As I have mentioned and I will mention here, if we could reduce 
by seven days the number of days somebody would serve in a Fed-
eral penitentiary, we would save about $41 million per year, with-
out having any appreciable impact on public safety. And we are 
trying to work within the funds that we have to come up with ways 
in which we encourage prisoners to engage in vocational, edu-
cational, drug rehabilitation programs, and have as a carrot for 
that an earlier release, as we have seen in Texas and as we have 
seen in Kansas, I think that would a huge impact on recidivism, 
but also has a huge impact on the cost savings that we would have. 

Mr. WOLF. Well, I agree. I wonder if anyone has looked at it to 
say what it would actually be. They reduced X number of prisoners 
in Kansas, and they have reduced the cost of X in Texas. If we 
translated that to the Bureau of Prisons, what would that mean? 
Another problem, that was raised earlier, is that for the fiscal year 
2012 appropriations cycle, DOJ shared two new proposals designed 
to slow inmate population growth in our Federal prisons. One 
would increase the amount of time an inmate can earn for good 
conduct, and the other would provide sentence reduction credit for 
participation in educational and vocational. They were not em-
braced by the authorizing committee. I would have carried them. 
I think Mr. Fattah would have been supportive. We can’t, if the au-
thorizing committee says no. 

So you really built a $41 million offset in BOP budget that is not 
going to take place, and I am sure your budget people when they 
put it together knew it, but they just put a patch in there so they 
could send something up that made sense. 

I have been involved in prison work over the years. That is not 
a good idea. That is not a good thing. It is not an authentic, honest, 
ethical, decent, moral budget. It doesn’t work. It won’t fix it. I 
think somebody should say, let’s translate what was done in the 
various prisons and let’s do it here and let that be your model that 
you come up with and work with. 

Attorney General HOLDER. Well, one of the things I have told our 
new BOP head is that I want him to be innovative, creative, and 
I want him to look at contemporary solutions to the problems we 
are facing, and told him to look on the outside. That is one of the 
reasons I picked him, because I think he is a person who is not nec-
essarily tied to the old ways, even though he comes from—— 
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Mr. WOLF. Twenty years. I looked at his bio. He has been there 
since I think 1988, I think. 

Attorney General HOLDER. Right. Even though he is an internal 
candidate, he is a person who I think is really going to be a person 
who breaks the mold and is not going to be tied to old ways of 
doing things. And we can’t be, especially given the effectiveness we 
have seen of these other programs, and as I keep coming back to, 
the cost savings that we can generate in these tough budget times. 
I mean, it is a wonderful process where you can save money and 
increase public safety. 

Mr. WOLF. Well, could you ask Pew or could you ask your budget 
people to do a back-of-the-envelope analysis of what has been done, 
not the most extreme, but the average thing that has been done in 
let’s take five of the States and say that if you applied them to the 
Bureau of Prisons, what would the budget impact be and what 
would the impact be on the population and recidivism, if we could 
get you to do that? 

Attorney General HOLDER. I am sure we could probably come up 
with some estimates. And what I would hope that we could get 
among Members of Congress is support for these ideas. You are a 
great supporter. I know Congressman Fattah. I suspect Mr. Schiff, 
Mr. Serrano as well. I am not sure that we would have—it will be 
a tough vote, tough to get the necessary votes to do this, but I 
think it is absolutely the right thing. So what we will put together 
is those estimates. 

[The information follows:] 

ESTIMATES FOR ADOPTING STATE PRISON REFORMS

Prisoner population gowth remains a major driver of prison costs. Small policy 
changes can have a significant impact. For example, a 1% reduction in the current 
federal prison population would equate to an annual cost avoidance of nearly $23 
million for 2,200 inmates. If the federal prison population were reduced at the same 
rate that Texas (¥0.7%) or Michigan (¥6.7%) achieved from 2008 to 2009, then the 
cost avoidance could range from $16 million to $151 million. 

However, many of the authorities states have employed to reduce prison popu-
lations are unavailable to the federal system, as is the case regarding parole rates; 
require significant investments, as is the case with expansion of residential treat-
ment programs; or cannot be taken unilaterally by the Department of Justice, as 
is the case with sentence reductions. Nevertheless, the Department remains com-
mitted to working with Congress and other partners to develop new opportunities 
to reduce the prison population without threatening public safety, as indicated by 
the policies supported by the FY 2013 Budget, such as the $13 million request to 
expand residential drug treatment, and legislative initiatives included in the pend-
ing Second Chance Act reauthorization, such as the earned sentenced reduction 
credits for good conduct and reentry program participation. 

FEDERAL PRISON INDUSTRIES

Mr. WOLF. If you would, I would appreciate it. Last week I wrote 
you asking that you, as the administration official responsible for 
the BOP, work with other Cabinet Secretaries to complete a list of 
items that their agencies purchase that were made in China or 
other countries. The President should then direct that Federal 
agencies work with you to produce these items if they cannot be 
supplied from another U.S. manufacturer. There is ample oppor-
tunity to provide BOP inmates with valuable work opportunities 
producing items for Federal agencies that are no longer made in 
the United States. 
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I think your Bureau of Prisons made a terrible mistake last week 
on this case in which they were taking the jackets that were made 
for the President and other people and giving it the contract to 
Federal Prison Industries. That is not a good idea. There are 
enough products that are no longer made in the United States. 

I think there is only one baseball cap manufacturer left in the 
United States, yet all the Federal agencies give out caps. NASA 
gives out caps. They all give out caps. And when you go and look 
at the cap, if you look at the back of it, it says ‘‘Made in China.’’ 
I had a cap given to me by a very prominent person, not to embar-
rass him, so it wasn’t Mr. Fattah, but it was somebody that served 
with Mr. Fattah, and I just looked in the back, and it said ‘‘Made 
in China.’’ 

Have you ever seen the bags that people have, the grocery bags— 
like World Market and Trader Joe’s and Giant give out—the shop-
ping bags that people take? You cannot get one of those bags that 
is made in the United States. Zero. None. The Bureau of Prisons 
could make that bag and yet not be in competition with an Amer-
ican company, could in essence create American jobs. We are trying 
to repatriate jobs. That I know, there are absolutely none. Then 
you would have the truck driver who drives the supplies up, the 
stitching, the knitting, the fabric, the cardboard cartons. It would 
all be creating domestic jobs. 

So I think it really would take a bold imagination, but I think 
Mr. Schiff and most people on this Committee, would certainly 
stand with you to say we are not taking a job from an American. 
We are actually creating a job for two Americans. We are creating 
a job for the prisoner, because you can’t put a man or woman in 
prison for 15 years and give them no dignity. (Work is dignity and 
training.) Then you would also be creating a job for an American. 

I would hope you would embrace this and get behind this. Make 
sure you are not being criticized in the news. I am not speaking 
for you, but you should say you do not want to take any jobs away 
from American. You want to create jobs for Americans. 

And, lastly, every American university, except for Notre Dame, 
now buys their hats from China. Look at all the hats there are. 
Hats in every college, every high school, every civic group, every 
Rotary Club. 

So I think you could be the Esther for this time to do this. If you 
don’t do it, I think people will be reluctant to do it, and it will not 
happen. So I hope—— 

Attorney General HOLDER. I think the point that you are making 
is a good one, and to the extent we can come up with areas, sectors 
that are not going to have—that will not have a negative impact 
on job creation in this country, I think that is a perfect niche for 
us.

I met with the Board of Directors of BOP about four or six weeks 
ago, to talk about this notion of repatriation. So what we will do 
is endeavor to find—we identified I think four things, but I am 
really fascinated by the caps and the bags possibility. So we will 
look at those as opportunities, as places where we might increase 
the use of prison industry resources. We have lost about 10,000 
spots over the years in that regard, and if reentry is to be serious, 
I think giving people skills has to be an integral part of that. 
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Mr. WOLF. Thank you. We will be glad to work with you and 
stand with you if you do something there. 

PRISON RAPE ELIMINATION ACT

A difficult issue, prison rape elimination. This was a bill that 
passed in 2003. It was Congressman Scott, Senator Kennedy, Sen-
ator Sessions and myself. In our April letter that Mr. Scott and I 
sent to you, we raised a number of concerns. 

We strongly recommended that you revise the draft standard 
pertaining to independent audits of facilities. Specifically, we asked 
to you issue a regulation that requires independent and external 
audits of facilities every three years. Further, the fiscal year 2012 
appropriation report included language urging the strong inde-
pendent audit requirement in the final rules. Does the final audit 
standard comply with the request? 

Attorney General HOLDER. We sent something over to OMB on 
November 30th, and they are in the process of working through 
that now. I don’t know. I am not sure. We will have to get that to 
you, Mr. Chairman. 

Mr. WOLF. Okay. Well, just to complete this, in the letter Mr. 
Scott and I also indicated your draft standards failed to comply 
with congressional intent because they did not apply to immigra-
tion detention facilities. PREA was drafted and passed with the in-
tent to protect immigration detainees. We asked that you work 
with Secretary Napolitano to make sure that the national stand-
ards accomplish this. Did the final standards apply to immigration 
detention facilities? 

Attorney General HOLDER. I have made a recommendation, and 
I am confident that in some form or fashion and consistent with 
the dictates of PREA, and I agree with your analysis of it, that im-
migration facilities will be covered. 

Mr. WOLF. Good. I appreciate that. I don’t know how much 
longer you are going to serve, but you really have to wrap this 
thing up. No, I don’t mean today. I am not going to give you a hard 
time on it, but I have talked to people who have been raped in pris-
on. And this bill passed in 2003. It was signed by President Bush. 
It was one of the few times I ever went to the Oval Office for a 
bill signing because I cared about it. That is nine years. A lot of 
bad things happened to a lot of people during that period of time. 

I know there is resistance in the Bureau of Prisons. There was 
a resistance in the previous administration, too. But I hope we can 
wrap this thing up. It is something that when you walk out of here 
you can say that we accomplished. And I really need you to commit 
to it and say you are going to do it. 

Attorney General HOLDER. As I said, we sent over our rec-
ommendation, what we think ought to be issued on November 30th. 
OMB is in the process of looking at it. My hope would be that 
something will come out relatively soon. I don’t want to have this 
first term end without that being issued. And I think perhaps we 
can do it before that. My hope is that we will see something rel-
atively soon. 

Mr. WOLF. Okay. I have other questions. 
Do you want to ask a couple? 
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Mr. SCHIFF. Thank you, Mr. Chairman. I just have one other 
area I wanted to inquire about. 

VICTIMS OF TERRORISM ACT

Mr. Attorney General, the Victims of Terrorism Act was passed 
to facilitate the prosecution of cases involving the murder of Ameri-
cans by terrorists. I have joined in a letter by two of my colleagues, 
Howard Berman and Joe Walsh, urging that the act be used to go 
after Americans who were murdered by terrorists in and around 
Israel. There have now been I think 54 Americans killed in the re-
gion. And as a result of the forced release of some of the Pales-
tinian terrorists in exchange for Gilad Shalit, some of those respon-
sible for killing or injuring Americans have been released. There is 
no double jeopardy or any other obstacle to our indicting them, 
seeking their extradition and prosecution. 

I would like to get your thoughts on the opportunity to go after 
some of those responsible for killing our citizens and whether you 
will use this act to pursue those in that region. For some reason, 
the act has been employed to go after those that have murdered 
Americans in other parts of the world but for some reason not to 
go after Palestinian terrorists that have killed Americans. 

Attorney General HOLDER. Well, we have open investigations in 
the Washington field office of American citizens who were killed in 
Israel. I expressed concern in a face-to-face meeting with my Israeli 
counterpart about people who were released in connection with the 
release of that Israeli soldier, who were involved in the killing of 
American citizens and was assured that we were going to work 
with them to try to determine where they were released to. 

It is our intention to try to hold accountable, hold responsible, 
anybody who killed an American citizen wherever that occurred. 
There is not a blind spot that we have with regard to killings that 
occurred in Israel. Actually, to the contrary, we are being as ag-
gressive there as we can in other places. And I expressed that to 
my Israeli counterpart. And as I said, there are matters that are 
open in the Washington field office and being looked at by the U.S. 
Attorney’s Office here in Washington, D.C., in that regard. 

Mr. SCHIFF. Thank you, Mr. Attorney General. 
Thank you, Mr. Chairman. 

OFFICE OF THE FEDERAL DETENTION TRUSTEE

Mr. WOLF. The U.S. Marshals Service, the budget request pro-
poses to eliminate the Office of the Federal Detention Trustee and 
merge its activities and resources into the U.S. Marshals Service, 
resulting in the shift of $1.7 billion in budget authority from the 
OFDT to the Marshals. Ten years ago, the Department proposed 
and the Committee approved the establishment of a detention 
trustee in response to inadequate planning and management of de-
tention needs, and unreliable estimates of resources requirements. 
Why are you proposing its elimination, and are there any savings 
that go with it? 

Attorney General HOLDER. Yes. We project savings in the first 
year at about $5.6 million. We actually think that we can stream-
line this process by bringing into the Marshals Service what the 
detention trustee does. It doesn’t mean the detention trustee func-
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tion will cease to occur. It will just happen within the Marshals 
Service where there is co-location, there are efficiencies that hap-
pen there. But we actually think that this will streamline the de-
tention management process and will not have an operational im-
pact and will have a cost savings, as I said, in the first year of $5.6 
million.

OBSCENITY ENFORCEMENT

Mr. WOLF. Okay. Obscenity enforcement. The Committee sup-
ports the work of the Department in investigating and prosecuting 
major producers and distributors of hard core adult pornography 
that meets the test for obscenity as defined by the Supreme Court. 

Last year, the committee expressed concern that merging the re-
sponsibilities of the obscenity prosecution task force into the child 
exploitation and obscenity section of the criminal division might 
weaken adult obscenity enforcement. We await your report on 
adult obscenity investigations and prosecution. But do you have 
any statistics you can share today that can prove that over the past 
year the responsibilities that have been assigned to the task force 
have not been diminished by the reorganization? 

Attorney General HOLDER. I don’t have any statistics that I can 
share with you, but I can come up with some. But I can tell you 
that the merger has not impacted our desires to go after appro-
priate adult obscenity cases. Our emphasis, I will be very frank 
with you, is on cases involving children. I will note that there is 
a major case that is starting, I believe, either today or tomorrow 
in Los Angeles, the Isaacs matter, that involves adult obscenity, 
and that is an example of what we are doing in that regard. I can 
get you more information. But there has not been a diminution of 
our focus on that given as a result of the merger. 

[The information follows:] 

OBSCENITY ENFORCEMENT

The Department of Justice will submit the obscenity-related criminal caseload sta-
tistics report, as requested. Obscenity cases are investigated and prosecuted by the 
United States Attorney’s Offices (USAOs), the Criminal Division’s Child Exploi-
tation and Obscenity Section (CEOs), and—during its existence from May 2005 
through December 2010—the Obscenity Prosecution Task Force (OPTF). The De-
partment has been and remains committed to bringing obscenity prosecutions where 
appropriate. In FY 2011, the Department filed 66 cases, charged 66 defendants, and 
had 74 cases pending, 70 defendants pending, 75 cases terminated and 76 defend-
ants terminated. These cases included an alleged violation of at least one of the fol-
lowing statutes: 18 U.S.C. 1460 (possession with intent to sell, and sale, of obscene 
matter on federal property); 18 U.S.C. 1461 (mailing obscene or crime-inciting mat-
ter); 18 U.S.C. 1462 (importation or transportation of obscene matters); 18 U.S.C. 
1463 (mailing indecent matter on wrappers or envelopes); 18 U.S.C. 1464 (broad-
casting obscene language); 18 U.S.C. 1465 (production and transportation of obscene 
matters for sale or distribution); 18 U.S.C. 1466 (engaging in the business of selling 
or transferring obscene matter); 18 U.S.C. 1468 (distributing obscene material by 
cable or subscription television); and 18 U.S.C. 1470 (Transfer of Obscene Material 
to a Minor). 

With very few exceptions, cases that involved only adults producing, receiving, 
distributing, or otherwise exchanging adult obscenity were prosecuted either inde-
pendently by a USAO or jointly by a USAO in conjunction with either CEOs or the 
OPTF. While there was not a new ‘‘adult-only’’ obscenity case filed in FY 2011, 
(there was a superseding indictment obtained on April 14, 2011, in a pending case), 
this was not a dramatic departure from the number of these cases filed in the pre-
vious two fiscal years. In reincorporating OPTF into CEOs, the Department took 
into account CEO’s long-standing track record in successfully prosecuting child ex-
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ploitation and obscenity cases, its strong relationships with federal law enforcement 
agencies, and its previous work with these agencies (most notable the United States 
Postal Inspection Service and the FBI) on obscenity cases. The Department believes 
that CEOs, in conjunction with the USAOs around the country, has and will con-
tinue to effectively discharge these responsibilities. Finally, we believe the reincor-
poration of OPTF’s responsibilities within CEOS will allow us to most effectively le-
verage our resources. 

Mr. WOLF. Okay. If you would, I would appreciate that. 

HUMAN TRAFFICKING AND SLAVERY PROSECUTION

Human trafficking and slavery prosecution. How much does the 
budget propose to allocate for operation of the human trafficking 
and slavery prosecution unit within the Civil Rights Division for 
fiscal year 2013? In fiscal year 2012, the Committee directed DOJ 
to maintain funding at the fiscal year 2011 level. It is my under-
standing that you may not be currently in compliance with that di-
rection. If I am right, why is that the case? And if I am wrong, ex-
plain.

Attorney General HOLDER. We experienced attrition during fiscal 
year 2011 due to a difficult fiscal year 2011 appropriations bill, in-
cluding continuing resolutions, and late enactment, so that re-
sources and people that they started the year with were less by the 
end of fiscal year 2011. We are maintaining the current level and 
share the committee’s priority in this area. But the unit in the 
Civil Rights Division actually did more with less. We hit record 
numbers of cases charged in fiscal year 2010. In fiscal year 2012 
we got $3.2 million; in fiscal year 2011, $3.7 million. So there was 
a $500,000 difference there, a four attorney difference. 

So I think that we are trying to meet the standard that has been 
set. But the problems that we had with regard to maintaining 
funding were a result of the budget experience that we had in fiscal 
year 2011. 

Mr. WOLF. So there is not any diminishing of interest on your 
part?

Attorney General HOLDER. No. In fact, I plan on giving not a 
major address, but a significant speech on human trafficking some-
time over the next two months or so. 

Mr. WOLF. Where will that be? To what group? 
Attorney General HOLDER. We haven’t picked the place yet, but 

I picked I guess three or four things that I really want to bring at-
tention to. I am going to give a national security speech on Tuesday 
in Chicago, and one of the other ones that I wanted to give and 
that we are going to do has to do with human trafficking. 

Mr. WOLF. Well, I have given Neil MacBride a list of 80 human 
trafficking centers in the Northern Virginia–Shenandoah Valley 
area, and if you talk to the people involved, it is all over. But it 
is also all over New York. It is all over, so it is a big issue and 
one that really doesn’t get the attention. Have you talked to the 
people at the Polaris Project? 

Attorney General HOLDER. I am familiar with them. I have not— 
I don’t think I have—had conversations with them. 

Mr. WOLF. Well, I think before you give your speech, you ought 
to work with the Polaris Project. They run the national hotline. 
And I think if you are going to give a major speech, they can help 
you and make sure you get it right. 
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Attorney General HOLDER. We will touch base with them. And I 
think it is interesting that I think and very appropriate that you 
mentioned Neil MacBride. He had a particular success in a case in-
volving a man who was prostituting a young girl, I think 12–13 
years old. 

Mr. WOLF. MS–13. I saw the case. 
Attorney General HOLDER. And got a very significant sentence. 

I think Neil has done a particularly good job in this regard. 
Mr. WOLF. I think you should do more though. I mean, this is 

someone’s daughter; this is someone’s sister. 
Attorney General HOLDER. Yes. 
Mr. WOLF. I mean, this is really slavery. We go around the 

world, and we tell people that in Kenya or in whatever, but it is 
in River City. It is in the Nation’s Capital. If you talk to Polaris, 
they can give you literally the addresses of where it is in this re-
gion. Polaris could give you the list and tell you how they came up 
with the list. So I think there ought to be a little bit more of pas-
sion to eradicate it. 

HUMAN TRAFFICKING TASK FORCES

Now, in the fiscal year 2012 appropriations bill, we require that 
each U.S. Attorney establish a human trafficking task force or par-
ticipate in a joint U.S. Attorney–led trafficking task force. We 
heard there was some pushback from this. What is the status of 
these task forces and what are you doing to make sure they all get 
the message? I guess your speech could help them get the message. 
Have you put out a—what do you call it when you send something 
out to the U.S. Attorneys? 

Attorney General HOLDER. A directive to the field. 
Mr. WOLF. Have you sent a directive to the field on this issue? 
Attorney General HOLDER. I don’t believe that I have, and I will 

have to check on the status of those, but the passion that you have 
expressed in this area is one that I share, and it is the reason why 
I picked that. In addition to national security, the voting rights 
speech that I gave, this is something that I think is worthy of an 
Attorney General’s speech, and we will try to build up all the at-
tention that we can get surrounding it. It is something that I hope 
will be a legacy for this Justice Department. 

I meet with the Secretary of State on a yearly basis and other 
people and we talk about human trafficking in other countries and 
what our Nation’s efforts are in that regard. But I think you are 
exactly right. I have met with advocates about this issue in my of-
fice and heard horror stories about the way in which young women, 
young girls, are used in this country. 

Among the things that is most disturbing is to see that when you 
have major events, you have women, girls, being brought to those 
events, everything from Super Bowls to political conventions, and 
we work to ensure that at least one publication stopped advertising 
for those kinds of services, and we are working with others as well. 
Again, working with advocates to try to come up with this. That 
is why I said this speech is something very near and dear to my 
heart.
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Mr. WOLF. Well, let us know. There are actually newspapers in 
the country that on the sporting page carry the ads, some promi-
nent papers, too. 

Attorney General HOLDER. That is exactly right. 
Mr. WOLF. What would happen if you were a U.S. Attorney and 

you didn’t follow through with this? Because we have directed that 
everyone be part of a task force. If by June 1st, what would happen 
to a U.S. Attorney that didn’t have this? For the record, if you can 
say that. I might send your comment to every U.S. Attorney. We 
have them in a mailing list. What would happen to a U.S. Attorney 
if he did not have a task force? 

Attorney General HOLDER. Well, I will have to tell you that my 
experience has been, having been a U.S. Attorney, that once you 
get a directive from an Attorney General, you comply with it. I 
have never had an instance where a U.S. Attorney did not comply, 
and I certainly never thought of not complying with an Attorney 
General directive. 

Mr. WOLF. I think there are some that have not, and there is 
language in the bill that requires it. 

Attorney General HOLDER. We will check. 
Mr. WOLF. And if you could let us know if you send out a direc-

tive, too, I would appreciate that. 
Attorney General HOLDER. We will check to see where we are in 

terms of compliance and whether there is the need for a directive. 
[The information follows:] 

U.S. ATTORNEY’S TRAFFICKING TASK FORCES

In order to most effectively implement the directive that each United States Attor-
ney’s Office establish or participate in a U.S. Attorney–led human trafficking task 
force, the Department surveyed all 94 United States Attorneys’ Offices about their 
human trafficking work, including their participation in task forces. At this time, 
approximately two thirds of the United States Attorneys’ Offices are participating 
on or leading task forces that address human trafficking. Many of these task forces 
were developed based on the Department’s Human Trafficking Enhanced Enforce-
ment Initiative that was launched January 2011, including six pilot interagency 
Anti-Trafficking Coordination Teams (ACTeams) designed to streamline coordina-
tion among federal investigative agencies and federal prosecutors. In addition to the 
United States Attorney, participants from the United States Attorneys’ Offices may 
include prosecutors, law enforcement coordinators, and victim assistance personnel. 
The task forces include those that are purely operational with ‘‘on the ground’’ law 
enforcement personnel and prosecutors; task forces comprised of federal, state and 
local leaders focusing on regional coordination and information sharing; and task 
forces primarily addressing trafficking victims’ unique needs. Membership generally 
includes federal law enforcement partners, state and local law enforcement, and var-
ious non-governmental organizations, including those providing victim services. 
Using information gleaned from the survey, the Department’s next step will be to 
work with the other United States Attorneys’ Offices to identify the human traf-
ficking issues in their particular districts and to assist them in developing or partici-
pating in appropriate new or existing task forces. 

Mr. WOLF. And should I tell the Polaris people that you are going 
to call them? 

Attorney General HOLDER. Sure, we will touch base with them 
in anticipation of the speech. 

Mr. WOLF. Right. Okay. 
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INTERPOL RED NOTICES

An INTERPOL red notice is the closest instrument to an inter-
national arrest warrant in use today. In January, MSNBC re-
ported—you must watch MSNBC? 

Attorney General HOLDER. Yes, I confess. 
Mr. WOLF. Okay, I watch Fox. 
They reported that human rights activists believed that dictator-

ships and other oppressive regimes have fabricated criminal 
charges against opposition activists who have been given refuge in 
other countries and then sought their arrest by obtaining red no-
tices from INTERPOL. In light of these allegations, and recog-
nizing that INTERPOL–Washington is merely the official U.S. 
point of contact with the International Criminal Police Organiza-
tion, what measures can DOJ or INTERPOL–Washington employ 
to help prevent rogue states from using the system to harass or de-
tain political dissidents? 

Attorney General HOLDER. Yes. The INTERPOL Constitution 
really explicitly prohibits the use of red notices in that regard. 
There are a system of procedures and safeguards that INTERPOL 
has in place to help ensure compliance with its rules. Now, the 
U.S. is one of the most active members of INTERPOL. Ron Noble 
is the head of INTERPOL—— 

Mr. WOLF. Is he still the head of it? Is he in France? 
Attorney General HOLDER. Still in France, a person whom I 

know quite well. And to the extent there is a problem, I think that 
based on the personal relationship that I have with him, but also 
given the prominence of the United States in the organization and 
given the explicit rules that exist in that regard, that we can bring 
weight to bear to ensure that those notices are not being used in 
that way. 

Mr. WOLF. Would you call him and tell him? I mean, we can 
carry language. How much is the funding—I forget the exact 
amount—for INTERPOL coming from the Congress? But there 
have been a number of other cases. There was one case with regard 
to Saudi Arabia potentially. There was another case with regard to 
maybe the Philippines. There were some other cases. 

Attorney General HOLDER. I would say there are processes with-
in INTERPOL for somebody where a red notice has been issued in-
volving a person for a person to challenge the imposition or the 
issuance of that red notice. But having said all of that, this is 
something that we can look at, and I will talk to our people at 
INTERPOL. Let me talk to our representatives to INTERPOL and 
see what their assessment is. 

Mr. WOLF. It is $30 million in fiscal year 2012. And I think that 
we should carry language in the bill, because I don’t think a good 
thing should be used to do a bad thing. And are all the countries 
of the world part of INTERPOL? 

Attorney General HOLDER. I don’t think so. I am not sure what 
the numbers are. I don’t think all nations are members of 
INTERPOL.

Mr. WOLF. Okay. That pretty much—I have some other questions 
for the record. The financial mortgage fraud you covered. 
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FOREIGN AGENTS REGISTRATION ACT

There is one other one that is very important. I am concerned 
that your Foreign Agents Registration Unit at the Justice Depart-
ment, which is responsible for the enforcement of the Foreign 
Agent Registration Act, is not being as aggressive as it should be 
in enforcing the law. 

As you know, the Foreign Agent Registration Act, FARA, was en-
acted in 1938. FARA is a disclosure statute that requires persons 
acting as agents of foreign principals in a political or quasi-political 
capacity to make periodic public disclosure of their relationship 
with foreign principals, as well as activities, receipts and disburse-
ments in support of those activities, end of quote. 

It is my understanding that a large number of FARA cases were 
brought during the Cold War, and especially during the Reagan 
Administration, but very few have been pursued over the last two 
decades, including during this administration. In fact, this adminis-
tration has allowed the genocidal government of Khartoum and bin 
Laden—they invited bin Laden in, as you know, for four or five 
years—which is responsible for the atrocities in Darfur, where 
about 300,000 people died, and now they have even hired a lob-
byist, Bart Fisher, to represent Sudan in Washington. 

In December, and I wrote Secretary Geithner after Fisher was 
granted a license by the Treasury Department’s Office of Foreign 
Assets Control, OFAC, to represent the government. As the rep-
resentative of a foreign government, has Mr. Fisher registered 
under FARA with the Justice Department, and, if not, why, and 
will your office enforce any violation of FARA? 

Attorney General HOLDER. I am not aware of whether he has or 
has not. Given the fact that you have raised that issue, it will be 
something that we will examine, and then to the extent that we 
can appropriately share information with you, we will do so. It may 
be, and I want to be fair to him, it may be that an investigation 
would ensue and we might not be able to share information, or it 
may be that he has complied, in which case I suspect we could 
probably share that information with you. 

[The information follows:] 

FARA REGISTRATION

The Department of Justice is committed to vigorous enforcement of the Foreign 
Agent Registration Act. With respect to your questions about Mr. Bart S. Fisher, 
the Law Office of Bart S. Fisher, Registration No. 6076, registered pursuant to the 
Foreign Agents Registration Act, as amended, 22 U.S.C. § 611 et seq. (FARA), for 
the Embassy of the Republic of Sudan on November 10, 2011. Mr. Fisher filed a 
short form registration statement under FARA on November 10, 2011 and an up-
dated statement on January 18, 2012. All registration documents, including Mr. 
Fisher’s agreement with the Republic of Sudan, are available for review at http://
www.fara.gov.

Mr. WOLF. Well, I appreciate you want to be fair to him. I want 
to be fair to the women in the camps where I visited last week who 
are literally being bombed and raped and killed. So, in essence, 
Bart Fisher represents the Khartoum government, represents 
Bashir, who is an indicted war criminal. And when I was in 
Darfur, the women told me when they were being raped, they were 
being raped by a man who said they wanted to make a lighter- 
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skinned baby. So Bart Fisher is connected to a pretty bad group 
of people. 

So, in fairness, who represents the women in the camps? And as 
I mentioned a while back, during the Kosovo situation, I was one 
of the Republicans that supported President Clinton in his efforts 
with regard to Kosovo. As the people poured across the border of 
Kosovo, they are pouring across the border now. And the very 
thought—and Geithner will literally have blood on his hands for 
permitting this to take place. The head of OFAC will literally have 
blood on his hands. 

Now, if a tree falls in a forest and nobody sees it and nobody 
hears it, maybe they don’t think it fell. But I know it fell, and so 
I am asking you to kind of look at this thing, because this also 
deals with a lot of other issues. 

They are allowing Bashir to travel. He is an indicted war crimi-
nal. If you remember, Milošević could not travel anywhere. Bashir 
travels to China. He travels to Kenya. He traveled to Turkey. We, 
the world, tracked down Milošević, Karadzic and Mladić. The Clin-
ton administration was committed to that; the Bush administration 
was too. Nobody is trying to do that to this person. And he went 
to Malawi a while back, and we are giving Malawi $300 million in 
a Millennium Challenge Grant. 

So this is really important. You can do a lot of good, and I think 
you are obligated here to kind of look at this thing. So as you talk 
about the fairness to Bart Fisher, if you go on my Web page, you 
can see the women that I would like you to be fair to, too. You have 
an obligation to make sure that a genocidal regime does not have 
somebody that is not in compliance with FARA. And quite frankly, 
when you are at the next Cabinet meeting, you ought to tell the 
President and you ought to tell the Secretary of Treasury that his-
tory will judge; what is coming out will be viewed by the world. 

Ann Curry from The Today Show was up there in the camp, and 
I would ask you to read Nicholas Kristof’s last three columns in the 
New York Times. And then if you could just kind of move on this 
or tell us what you find and what you can tell us and whether or 
not they are going to continue this or not, I will appreciate it. 

We have lost everybody. It is just you and me. So with that, un-
less you have anything else for the record, we will conclude—— 

CONCLUSION

Attorney General HOLDER. No. I would just say I want to thank 
you, Mr. Chairman, for the manner in which this hearing was con-
ducted. I think it was substantive. It was respectful. I certainly 
hope I was respectful. I certainly felt respect coming from the 
Members of the Committee. I think the questions were pointed and 
legitimately so at times. 

I think it was a good exchange of information, and you have left 
me with some thoughts about a couple of issues, not the least of 
which is the last one that you raised. And I hope that we can work 
together on issues that are of mutual concern to us. I think about 
Prison Industries among them and this whole question of new 
ideas in the Bureau of Prisons, that perhaps we can forge a bipar-
tisan alliance to change some old thinking. 



96

Mr. WOLF. Well, my office is always open. I will tell you, some-
times I do write you. I know your mail room mustn’t get the letter 
up to you, but I never get the answer. So on these issues, they are 
issues that I care deeply about. That is why I am on this Com-
mittee and not on other committees. So I don’t think there is any 
partisanship on the Bart Fisher issue or on the Prison Industries 
or on those. So, you know, I would be open to work with you and 
I appreciate your testimony. 

With that, the hearing is adjourned. Thank you. 
Attorney General HOLDER. Thank you, sir. 
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QUESTIONS FOR THE RECORD-MR. WOLF 

DEA METH LAB CLEANUPS 

Question. Unlike last year, this year's budget includes funding for DEA to 
provide assistance to States and localities for Meth lab cleanups. You are 
requesting $12.5 million. In FYll the program was temporarily suspended, 
then late in the year the decision was made to only fund container program 
cleanups. The program is currently funded at $12.5 million. Is $12.5 million 
sufficient to fully meet the lab cleanup needs in FY12 and in FY13? And how 
do you intend to operate the program? Will funding go only to States with a 
container program? 

Answer. If container program expansion continues as planned and there is no 
significant growth in cleanup requests, the $12.5 million will be sufficient to 
meet anticipated state and local meth lab cleanup requests in FY 2012 and 
FY 2013. 

In FY 2011, DEA adjusted how it operated the state and local cleanup 
program and suspended cleanups for approximately 12 weeks for states par­
ticipating in the container program. In FY 2012, DEA is funding cleanups 
for all container states for the entire year and is making contractor cleanup 
services available for other states beginning in March 2012. Currently, eight 
states have operational container programs (Arkansas, Kentucky, Tennessee, 
Oklahoma, Nebraska, Illinois, Indiana and Alabama), and DEA is working 
with five other states (Michigan, Mississippi, North Carolina, Ohio, and 
Virginia) to implement the container program during FY 20l2. DEA expects 
these additional five states to have operational container programs in FY 
2013. 

Under DENs container-based cleanup program, DEA trains and certifies 
law enforcement officers to remove gross contaminates from lab sites; secure 
and package the waste pursuant to state and federal laws and regulations; and 
transport the waste to a secure container where it is stored with additional 
labs until a hazardous waste contractor can remove it for disposal. Thus far, 
the program has resulted in significant cost savings per lab in states that 
have the containers deployed; a contractor cleanup averages $2,230 while a 
container cleanup averages $320. 

As container programs are more cost efficient and more states have opera­
tional container programs in FY 2013, $12.5 million in funding is sufficient 
in FY 20l3. DEA has also contacted an additional eight states for potential 
container program expansion. For those states without container programs, 
DEA assesses whether or not the program is a cost effective option. If the 
state has only limited cleanups, the upfront equipment and training costs can 
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exceed potential container program savings. In these cases, DEA will provide 
cleanup services through its hazardous waste contractors. 

FEDERAL BUREAU OF INVESTIGATION 

Question. What is DOJ's policy regarding U.S. Attorneys attending meetings 
with members of the Council on American-Islamic Relations (CAIR)? 

Answer. The Department of Justice has no formal policy governing the 
engagement of the United States Attorneys' Offices with CAIR representatives 
or members. The U.S. Attorney community, however, is well aware of the 
FBI's policy regarding its own interaction with CAIR and, as a result, before 
engaging with CAIR, U.S. Attorneys' Offices usually consult with their 
respective FBI districts. 

WIRELESS COMMUNICATIONS 

Question. In 1998, Congress directed DOJ's law enforcement components 
to consolidate their separate efforts to replace their respective Land Mobile 
Radio systems. In 2008, the Integrated Wireless Network (IWN) investment 
plan was initiated to direct the planning, deployment, and maintenance of a 
tactical wireless radio system for DOJ law enforcement components. However, 
your budget proposes to decentralize funding for DOTs radio program and 
transfer base operations and maintenance funding back to the components. 
Are we seeing the end of DOJ's strategic plan for a tactical wireless radio? 
Will there still be an interoperability program? 

Answer. The Department remains committed to modernizing its land mobile 
radio capabilities. However, the FY 2008 strategy has been modified to 
accommodate the current budget environment. The Department has adopted 
a modernization plan that upgrades the Federal Bureau of Investigation (FBI) 
existing wireless infrastructure and adds sufficient capacity to allow the Bureau 
of Alcohol, Tobacco, Firearms and Explosives (ATF), the Drug Enforcement 
Administration (DEA), and the U.S. Marshals Service (USMS) to migrate to 
the shared system. Under this new plan, the Justice Management Division 
(JMD) continues providing oversight and strategic direction. Leveraging and 
consolidating onto the FBI's existing infrastructure allows for consolidation 
of engineering resources, with the FBI assuming the role as service provider 
for the Department's shared system for the benefit of all the components. 
The plan also encourages the use of state and local systems, where those 
systems meet Department requirements and it is cost effective to do so. 
Upgrading the FBI infrastructure is more cost effective compared to the 
FY 2008 strategy. Interoperability is a key attribute of the modernization 
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plan. The Department achieves interoperability with other public safety radio 
systems in four ways. First, upgraded systems are compliant with Project 25 
(P25) common standards, which enable interoperability with other agency 
partners using P25-compliant equipment operating in the same frequency 
bands. Second, the Department executes agreements to use radio systems 
operated by state and local agencies. Third, the Department utilizes shared 
mutual aid radio channels, including DOJ's Federal Interoperability Channels, 
in key metropolitan areas such as New York City. Radios from participating 
agencies (e.g., FBI New York City field division, New York City Police 
Department) are programmed to operate on the mutual aid channels, thus 
ensuring personnel from different agencies can communicate radio-to-radio 
when needed. Fourth, the Department achieves interoperability by procuring 
multi-band radios. Multi-band radios enable law enforcement personnel to 
operate on bands used by state and local law enforcement, as well as on bands 
utilized by federal law enforcement. 

Question. Since 2008, the Wireless Management Office has overseen tactical 
wireless communications. What office will oversee the strategic planning, 
spectrum management, and interoperability aspects if operations once again 
become the responsibility of the several law enforcement components? 

Answer. The JMD Wireless Management Office will transition responsibility 
for the modernization and service delivery functions to the FBI. However, 
JMD will maintain a small cadre of employees to oversee strategic planning 
and spectrum management and to support the Wireless Communications 
Board, which will remain in place as the governing body. In its spectrum 
management role, JMD will continue to serve as the single point of contact 
with the National Telecommunications and Information Administration and 
other outside organizations regarding spectrum and wireless communications 
policy and issues including the nationwide Public Safety Broadband Network. 

Question. What value will be gained by decentralizing the efforts to upgrade 
and transition these systems? 

Answer. Leveraging and consolidating onto the FBI's existing infrastructure 
is a more cost effective strategy. This approach takes advantage of the FBI as 
a "center of excellence" and allows for consolidation of engineering resources, 
with the FBI assuming the role as service provider for the Department's shared 
system for the benefit of all the components. By rearranging resources, we 
are able to implement our new strategy taking advantage of and capitalizing 
on the expertise that the FBI already has with this system. Providing the 
operations and maintenance (O&M) funding directly to the components is 
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more efficient because it eliminates the need to set up annual reimbursement 
agreements to pass the O&M funding back to the components. 

Question. Will this realignment prioritize FBI's wireless radio system over 
that of the ATF, Marshals Service, and DEA? 

Answer. As noted, JMD will maintain an oversight role and continue to 
support the Wireless Communications Board (WCB), which will remain in 
place as the governing body. In its oversight role, JMD will work with the 
components to coordinate the prioritization and use of the funds and will 
provide recommendations to the WCB, which will direct how the funds are 
spent. 

Question. How will FBI's shared system serve as a platform for consolidation 
of all four law enforcement components? 

Answer. The FBI's existing infrastructure is being upgraded, with the existing 
wideband equipment being removed and replaced with narrow banded AES­
encrypted infrastructure. In addition, channel capacity is being increased 
to allow for the transition of ATF, DEA, and USMS (where not already 
transitioned) to a consolidated shared system in each of the FBI's divisions. 
Modernization projects are already funded and underway in 13 of the FBI 
divisions. As funding becomes available, the Department's deployment strat­
egy addresses priority areas based upon the age of the existing systems, the 
threats within an area of responsibility, and the availability of funding to 
complete an area with infrastructure upgrades and provide the needed radios. 

Question. Your budget proposes to reduce funding for the Prison Rape 
Prevention and Prosecution Program by $2 million or 16 percent. With the 
standards about to go into effect, why reduce funding for a program that 
supports efforts to prevent and eliminate prisoner rape between inmates in 
state and local prisons, jails, and police lockup facilities? 

Answer. Although our FY 2013 request is lower than the FY 2012 enacted 
level, the total amount of spending is expected to be higher than in FY 2012. 
This is because the National Resource Center for the Elimination of Prison 
Rape, which the Department established via a cooperative agreement to 
provide technical assistance to help states and localities come into compliance, 
has been funded for a three-year period and will spend in FY 2013 a significant 
amount of its previously-appropriated money on such efforts. 
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IMMIGRATION COURTS 

Question. The budget request for the Department of Homeland Security, 
Immigration and Customs Enforcement, would permit ICE to transfer up to 
$5 million to DOJ's Executive Office for Immigration Review "to increase the 
efficiency of the immigration court process." If DHS were to provide these 
funds, how could DOJ utilize them in order to increase immigration court 
efficiencies? What specific activities would be supported? 

Answer. The 2013 budget requests $5 million for U.S. Immigration and 
Customs Enforcement (ICE) that can be transferred to the Department 
of Justice, Executive Office for Immigration Review (EOIR). These funds 
are requested as part of the proposed expansion of the ICE Alternatives 
to Detention (ATD) program to assist EOIR in efficiently processing the 
cases of individuals on the non-detained docket. EOIR has identified several 
ways in which the funding may be used to increase efficiencies in processing 
non-detained cases. EOIR may use the funds to increase the number of 
immigration court and Board of Immigration Appeals support staff, offset 
the growing cost of court interpreters, and fund new information technology 
projects to maximize efficiencies in case filing and processing. In addition, 
EOIR could use some of the funds to increase docket flexibility by increasing 
video teleconferencing capability, so that cases can be heard by judges in 
different locations, and by temporarily deploying judges to hear non-detained 
cases in multiple locations. 

Question. And why not simply ask for an increase in the appropriation for 
immigration courts? Why a transfer from DHS? 

Answer. The 2013 budget requests $5 million for U.S. Immigration and 
Customs Enforcement (ICE) that can be transferred to the Department 
of Justice, Executive Office for Immigration Review (EOIR). These funds 
are requested as part of the proposed expansion of the ICE Alternatives 
to Detention (ATD) program to assist EOIR in efficiently processing the 
cases of individuals on the non-detained docket. EOIR has identified several 
ways in which the funding may be used to increase efficiencies in processing 
non-detained cases. EOIR may use the funds to increase the number of 
immigration court and Board of Immigration Appeals support staff, offset 
the growing cost of court interpreters, and fund new information technology 
projects to maximize efficiencies in case filing and processing. In addition, 
EOIR could use some of the funds to increase docket flexibility by increasing 
video teleconferencing capability, so that cases can be heard by judges in 
different locations, and by temporarily deploying judges to hear non-detained 
cases in multiple locations. 
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U.S. ATTORNEYS 

Question. Did DOJ sent a directive out to U.S. Attorneys regarding human 
trafficking task force participation. Are all U.S. Attorneys complying with 
the requirement? 

Answer. In order to most effectively implement the directive that each 
United States Attorney's Office establish or participate in a U.S. Attorney­
led human trafficking task force, the Department surveyed all 94 United 
States Attorneys' Offices about their human trafficking work, including their 
participation in task forcps. At this time, approximately two-thirds of the 
United States Attorneys' Offices are participating on or leading task forces that 
address human trafficking. :Many of these task forces were developed based 
on the Department's Human Trafficking Enhanced Enforcement Initiative 
that was launched by the Attorney General in January 2011, including six 
pilot interagency Anti-Trafficking Coordination Teams (ACTeams) designed 
to streamline coordination among federal investigative agencies and federal 
prosecutors. In addition to the United States Attorney, participants from the 
United States Attorneys' Offices may include prosecutors, law enforcement 
coordinators, and victim assistance personnel. The task forces include those 
that are purely operational with "on the ground" law enforcement personnel 
and prosecutors; task forces comprised of federal, state and local leaders 
focusing on regional coordination and information sharing; and task forces 
primarily addressing trafficking victims' unique needs. Membership generally 
includes federal law enforcement partners, state and local law enforcement, 
and various non-governmental organizations, including those providing victim 
services. Using information gleaned from the survey, the Department's next 
step will be to work with the other United States Attorneys' Offices to identify 
the human trafficking issues in their particular districts and to assist them in 
developing or participating in appropriate new or existing task forces. 

CRIMINAL DIVISION-INTELLECTUAL PROPERTY PROTECTION 

Question. Your request supports an increase of $5 million and 14 positions­
including six International Computer Hacking and Intellectual Property 
(ICHIP) coordinators-to combat international piracy of intellectual property. 
Six of these positions will be cross-designated as DOJ Attaches at overseas 
posts. How will these positions help DOJ address IP threats and stop attacks 
from abroad? 

Answer. The six International Computer Hacking and Intellectual Property 
(ICHIP) Coordinators would provide critical resources that would enable the 
Department to more effectively combat the increasing IP and cyber crime 
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threats developing overseas, including in cases like Megaupload, through 
enhanced and sustained international engagement. As contemplated by the 
program and described in greater detail below, such efforts would increase 
the number and scope of coordinated international IP and cyber prosecutions, 
build foreign capacity to prosecute such cases abroad, and help prosecutors 
make stronger cases in the U.S. by facilitating information and evidence 
sharing. This would significantly increase our ability to stop the crime at 
its source. The scope of the ICHIPs' responsibilities would build on the 
successful aspects of the Intellectual Property Law Enforcement Coordinator 
(IPLEC) program as well as the domestic Computer Hacking and Intellectual 
Property (CHIP) Coordinator program in which specially trained Assistant 
U.S. Attorneys are available in each district. 

It is incontrovertible that combating IP crime and cyber crime is essential 
to safeguarding our national and economic security, creating economic growth, 
and ensuring integrity, fairness, and competitiveness in the global marketplace. 
In today's environment, however, where virtually every significant IP crime 
and cyber crime investigated and prosecuted in the U.S. has an international 
component, it is impossible to address such crimes adequately without sus­
tained and strong international engagement. Operating from abroad, often 
beyond the reach of U.S. law enforcement, today's IP and cyber criminals 
are more technologically savvy than ever. They exploit new technology to 
develop increasingly sophisticated and diverse methods of committing every 
imaginable type of IP and cyber offense, including widespread online piracy, 
increased sales of counterfeit network hardware and other counterfeit goods 
that can threaten our national security and economic prosperity, corporate 
and state-sponsored economic espionage, and computer intrusions that can 
threaten national security or compromise and exploit personal and financial 
data. These types of crimes are also increasingly the province of organized 
criminal enterprises. In many cases, such crimes also overlap substantially 
with other economic crimes, including fraud, money laundering, tax evasion, 
and smuggling. 

The Department has sought to address the international aspects of IP and 
cyber crime by making its efforts to strengthen international law enforcement 
relationships a top priority. These efforts are designed to increase cooperation 
and evidence sharing in criminal cases and to build capacity in foreign 
countries to prosecute these offenses. Building such foreign capacity would 
reduce the number of safe havens around the world for IP and cyber criminals 
and overcome jurisdictional and resource limitations in prosecuting crimes 
originating overseas. 

The Department has also collaborated with other U.S. agencies and 
foreign law enforcement counterparts in this area through multi- and bi­
lateral working groups as well as through multi-year training and technical 
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assistance programs for foreign law enforcement, judiciary, and law makers. 
These efforts focus not only on law enforcement capacity building, but also 
on improving statutory regimes to ensure that law enforcement has the legal 
tools needed to respond quickly to the threat of Internet-based crime and the 
proliferation of electronic evidence in a wide range of offenses. 

Based on over a decade of experience in these areas, it has become clear 
that being able to address threats at the source is a highly effective method to 
reduce IP and cyber crime. For example, working with foreign law enforcement 
to shut down a factory producing counterfeit pharmaceuticals can provide 
greater protection to the consumer than attempting to seize every individual 
package shipped from that factory into the U.S. Similarly, working closely with 
foreign counterparts to disrupt criminal networks that undertake phishing 
scams or deploy malicious code through viruses in the country of origin will 
often result in quicker results and greater deterrence than seeking to gather 
evidence and extradite defendants through traditional processes. 

Placing ICHIP Coordinators in six critical areas will improve the ability 
to coordinate the Department's international efforts to suppress IP and cyber 
crime. Although instances of international crime may be addressed effectively 
by direct contact between prosecutors and investigators on specific cases, 
to address systemic and pervasive international IP crime and cyber threats 
effectively, greater and more sustained engagement is essential. The ICHIP 
program is an extension of the Department's IPLEC Program, through which 
the Department has deployed experienced federal prosecutors overseas since 
2006 to take the lead on our intellectual property protection efforts in key 
regions including Asia and, until March 2011 (when State Department funding 
expired), Eastern Europe. Through the IPLEC program, the Department has 
seen a substantial increase in foreign enforcement and cooperative casework 
where U.S. law enforcement has had a visible and ongoing presence in the most 
active countries or regions. This budget item would allow for the expansion 
of the program to additional critical regions, and also to cover the rapidly 
developing and overlapping area of international cybercrime. 

Question. How can some of the best state prison reforms/policies be replicated 
to impact Federal prison population and costs? 

Answer. Many of the state reforms and policies with the most beneficial 
impacts on the prison population revolve around successful reentry, which 
is linked to decreased recidivism, increased public safety, and a long-term 
decrease in the prison population. Investments in robust reentry programs 
today will, in later years, directly result in prison cost savings and yield safer 
communities. Unfortunately, the levels of crowding and an increasing number 
of inmates make far more difficult the delivery of effective recidivism-reducing 
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programming. We are working to maximize our investment in these programs 
and the tools that we have to try to increase opportunities and encourage 
inmates to take full advantage of them. 

For example, the Federal Prison Industries (FPI) program, funded by 
revenue generated by the wholly-owned government corporation, provides 
inmates the opportunity to gain marketable skills and a general work ethic­
both of which can lead to viable sustained employment upon release. Though 
FPI experienced a significant decrease in inmates employed over the last five 
years, the Consolidated and Further Continuing Appropriations Act, 2012, 
will allow the Bureau of Prisons (BOP) to engage in interstate commerce of 
prison-produced goods, as state prisons have long done. Additionally Section 
2210f the law authorizes FPI to begin pilot projects to produce items that are 
currently or would otherwise be produced outside of the United States. These 
new authorities will allow BOP to expand this important reentry program to 
reach and benefit more inmates. 

Another state-modeled and evidence-based reentry program we have 
successfully implemented is the Residential Drug Abuse Treatment Program 
(RDAP). RDAP is an intensive 500-hour voluntary treatment program for 
inmates who have a moderate to serious substance abuse problem, which 
includes a community treatment component and has proven effective in 
reducing recidivism and relapse, by 16 percent and 15 percent, respectively. 
The FY 2013 President's Budget requests $13 million to expand RDAP, 
providing a major opportunity to reduce recidivism, save taxpayer dollars 
and make communities safer. 

For several years, BOP has had a good conduct time credits program 
similar to the successful Kansas state program, but we proposed its expansion, 
to increase potential good conduct time credits for federal inmates by 7 days 
for each year of the sentence imposed. In the long term, the proposal would 
increase institution safety, increase inmate reentry programming, and limit, 
somewhat, the growth in the inmate population, as each incoming cohort 
would have slightly (approximately 3.5%) reduced sentences to serve. We 
have also proposed allowing inmates to earn an incentive of up to 60 days 
per year of credit toward completion of their sentence for each year in which 
the inmate is in custody and successfully participates (for a minimum of 180 
days) in programs that have been demonstrated to reduce recidivism. Absent 
changes of this nature, we anticipate a continued increase in the total number 
of prison-years served in BOP, resulting in increased costs to provide safe 
and secure incarceration and to protect public safety-key elements of the 
Department's mission. 
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STATE & LOCAL LAW ENFORCEMENT ASSISTANCE GRANTS 

Question. DOJ has proposed a new program under the Juvenile Justice 
account called an "Evidence-based Competitive Demonstration Program." 
What is this new program designed to accomplish? 

Answer. The new Evidence-Based Competitive Demonstration Program will 
build on the successes of the existing formula and block grants programs and 
provide a mechanism to address those juvenile justice improvements that have 
progressed too slowly under the existing model. This program will provide 
grants on a competitive basis to states, tribes, localities, non-governmental 
organizations, not for profits, and universities willing to invest in evidence­
based and innovative practices that will lead to comprehensive change and 
produce better outcomes. These grants will promote investments that take 
advantage of evidence-based strategies and practices, and promote innovation. 

The program will provide grants on a competitive basis to the entities 
that demonstrate the highest achievement in key juvenile justice reforms and 
go beyond minimal compliance with basic mandates of the Juvenile Justice 
and Delinquency Prevention Act (JJDPA). 

Question. Your budget proposes to zero-out the Juvenile Justice VOCA 
program, under which grants have been used to improve the investigation 
and prosecution of child abuse. Is the newly-proposed "Evidence-based 
Competitive Demonstration Program" intended to fund similar efforts? 

Answer. No. As previously mentioned, the new Evidence-Based Competitive 
Demonstration Program will build on the successes of the existing formula 
and block grants programs and provide a mechanism to address those juvenile 
justice improvements that have progressed too slowly under the existing model. 
This program will provide grants on a competitive basis to states, tribes, 
localities, non-governmental organizations, ilot [or profits, and universities 
willing to invest in evidence-based and innovative practices that will lead 
to comprehensive change and produce better outcomes. These grants will 
promote investments that take advantage of evidence-based strategies and 
practices, and promote innovation. 

The program will provide grants on a competitive basis to the entities 
that demonstrate the highest achievement in key juvenile justice reforms and 
go beyond minimal compliance with basic mandates of the JJDPA. 

The Department considers the activities supported by the VOCA/child 
abuse programs to be very important and the elimination of this funding was 
a difficult decision. 

However, there are resources available to support such activities. For ex­
ample, OJP intends to prioritize this type of training and technical assistance 
for state and local agencies and organizations to provide additional support for 
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judges and practitioners who work with abused and neglected children. OJP 
plans to use existing contracts that support a variety of training activities to 
deliver this assistance. 

Question. Another new initiative-proposed to be carved-out of Second 
Chance Act/Prisoner Reentry funding-is known as "Pay for Success." Would 
you explain how the Pay-for-Success program would work, and what the grant 
funds would pay for? 

Answer. Pay for Success projects represent a new way to potentially achieve 
positive outcomes with the criminal justice population at a lower cost to 
governments. Under a typical Pay for Success model, service providers, either 
directly or through an intermediary organization, secure capital to fund their 
operations and achieve specified outcomes for a pre-defined target population. 
The funding organizations only recoup their investment at such time that the 
outcomes for the target population have been achieved and that achievement 
has been verified via an evaluation methodology mutually agreed upon by 
the government participant and the investors. This model is designed to 
be a low-cost, low-risk way for governments to achieve outcomes for certain 
populations. Under the proposal, BJA would fund state, local, or tribal 
reentry programs that proposed to incorporate a Pay for Success model with 
these funds. Second Chance grants would be used to fund operations if a 
state, local tribal or other organization will pay for outcomes after they are 
achieved; or pay for outcomes achieved within the grant period. Second 
Chance Act funds would be used as working capital to procure or reimburse 
for direct services, and not pay for returns on investment from other sources 
of working capital. All standard financial and administrative restrictions 
will apply. For example, grant funds will be unavailable to promote or fund 
separate financial instruments such as bonds. 

Question. How was the $4 million for domestic radicalization research used? 

Answer. In FY 2012, $4 million is appropriated for domestic radicalization 
research, which will be conducted by NIJ. Funding will be used to support 
the improved understanding of domestic radicalization to violent extremism, 
and to advance evidence-based strategies to effectively prevent and counter 
violent extremism. Results will be obtained through awards made via a 
competitive, peer-reviewed process. NIJ may also fund, if appropriate, in­
teragency reimbursable agreements with other federal agencies, to leverage 
relevant investments or infrastructure of these agencies for criminal justice 
applications in this area. 

NIJ has moved quickly to ascertain the state of knowledge in the field of 
domestic radicalization and to ensure it does not replicate projects already 
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underway in the United States. NIJ is coordinating its efforts with represen­
tatives from the Departments of Homeland Security, Defense, Justice, and 
United States Agency for International Development (USAID). As a result of 
these efforts, it is evident that state, local, and tribal communities require 
research and evaluation studies to help them better understand how to prevent 
and respond to instances of radicalization. To deliver this information, NIJ is 
focusing on two major efforts: 

1. A research solicitation that focuses on domestic radicalization. This 
solicitation, which NIJ expects to release in April 2012, will solicit 
projects that address how domestic radicalization to violent extremism 
develops and the most productive roles criminal justice agencies can 
play in their communities in order to counter radicalization. Especially 
important in this regard is how radicalization leads to "lone wolf" violent 
extremists. 

2. Conducting evaluations to identify evidence-based practices that are 
effective at preventing or addressing violent radicalization in our com­
munities. Likely candidates for these evaluations are community-level 
intervention programs that include training programs for state, local 
and tribal law enforcement agencies. 

FINANCIAL AND MORTGAGE FRAUD 

Question. Your budget requests program increases totaling $55 million to 
support 328 new positions-including 224 attorneys-to expand investigation 
and prosecution efforts in the areas of mortgage and investment fraud, contract 
fraud and consumer fraud. Would this large, seemingly permanent, expansion 
of DOJ's investigating and litigating components supplant any state-level 
efforts to investigate and prosecute crimes and schemes of this nature? 

Answer. These additional resources will enhance our efforts to combat mort­
gage and financial fraud at the federal level, and are not intended to supplant 
state-level enforcement. The Federal Government pursues criminal charges 
and brings affirmative civil cases when a substantial federal interest is served 
by doing so. Considerations for determining if a substantial federal interest 
would be served include, but are not limited to: 

• Federal law enforcement priorities; 
• The nature and seriousness of the offenses; 
• The deterrent effects of prosecution; 
• Culpability in connection with the offense; 
• Whether there has been an impact on the Federal Treasury; and 
• The probable sentence or other consequences if the person is convicted. 
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Based on these factors, much of the mortgage and financial fraud that 
occurs in this country is appropriately pursued by state and local authorities. 
There are instances, however, when a local jurisdiction will not pursue a 
case that involves suspects, victims, or evidence that may be located in 
numerous other jurisdictions, when an investigation or prosecution is beyond 
the resources or expertise of the particular office, or when the fraud involves 
a loss to a federal entity, such as the Federal Housing Administration. In 
these cases, there may be a substantial federal interest in stopping the fraud 
and punishing the perpetrator. Additionally, with the significant amount of 
mortgage and financial fraud that has occurred over the last several years, 
combined with the breadth and complexity we have seen in such cases, these 
additional federal positions are not sought, and are not expected, to supplant 
state and local efforts to combat fraud. 

Question. DOJ has been operating a Financial Fraud Enforcement Task Force 
since 2010. What level of resources has DOJ been allocating to this task force 
annually? And why the need for such a large increase at this point in time? 

Answer. With more than 20 federal agencies, 94 U.S. Attorneys' Offices and 
state and local partners, the Financial Fraud Enforcement Task Force is the 
broadest coalition of law enforcement, investigatory and regulatory agencies 
ever assembled to combat fraud. The task force is improving efforts across the 
government and with state and local partners to investigate and prosecute 
significant financial crimes, ensure just and effective punishment for those 
who perpetrate financial crimes, recover proceeds for victims and address 
financial discrimination in the lending and financial markets. Additionally, 
the task force has established Financial Fraud Coordinators in every U.S. 
Attorney's Office around the country to help make these broad mandates a 
reality on the ground. 

The Department requests program increases totaling $55 million in FY 
2013 for a variety of economic fraud enforcement efforts, including work being 
done by DOJ members of the President's Financial Fraud Enforcement Task 
Force. This increase will support additional FBI agents, criminal prosecutors, 
civillitigators, in-house investigators, forensic accountants, paralegals, and 
other support positions to ultimately improve the Department's capacity to 
investigate and prosecute allegations of financial and mortgage fraud. More 
importantly, this national initiative will pool state and federal resources to 
leverage impact. 

To that end, the FY 2013 Budget requests a total program increase of $55 
million (including $9.8 million for technology tools and automated litigation 
support) for this priority initiative. The request seeks 328 additional positions, 
including 40 FBI agents, 184 attorneys, 49 in-house investigators, 31 forensic 
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accountants, 16 paralegals, and 8 support staff. Of the total $55 million 
program increase, $37.4 million is to increase criminal enforcement efforts 
and $17.6 million is to increase civil enforcement efforts. 

The additional resources will support the Department's investigation and 
prosecution of the broad range of crimes that fall under the definition of 
financial fraud, including securities and commodities fraud, investment scams, 
and mortgage foreclosure schemes. The additional resources will build upon 
the successes of the Financial Fraud Enforcement Task Force that, since its 
inception in FY 2010, has facilitated increased investigations and prosecutions 
of financial fraud relating to the financial crisis and economic recovery efforts. 
While it is not possible to directly measure the direct resources allocated to 
the Financial Fraud Enforcement Task Force because of its expansive and co­
operative arrangements spanning many different agencies, with the requested 
program increase, DOJ plans to dedicate over $700 million to combating 
white collar, mortgage and financial fraud, and other economic crimes in FY 
2013. As cases and white collar crime schemes become increasingly complex 
and sophisticated, it will help to have additional resources to address the 
complexity and increasing number of cases referred from our partner agencies 
and the task force members. 

CAMPUS SAFETY 

Question. As you may know, in light of the terrible 2007 attack at Virginia 
Tech, some of my colleagues from Virginia-Rep. Bobby Scott and Sen. Mark 
Warner-introduced legislation to create a national clearinghouse for campus 
safety at the Department of Justice. They believe that the clearinghouse 
could help develop best practices for campus safety and better disseminate 
information to colleges and universities. Does the department currently have 
a campus safety program or initiative, similar to the one prescribed in their 
legislation? Does any other federal agency currently address campus safety 
training? 

Answer. The Department does not currently have a program or initiative 
similar to that described in the bill, but the COPS Office has pursued 
initiatives to help the approximately 4,400 Institutions of Higher Education 
throughout the United States implement community policing and promote 
public safety. Thl:~re are over 20,000 campus police and security officers, but 
there is no national model for providing safety on college campuses. 

Under OJP, the Bureau of Justice Assistance (BJA) is currently supporting 
the following campus safety training activities: 

• In December, 2011, BJA, in cooperation with the U.S. Department of 
Homeland Security and the FBI Office of Law Enforcement Coordination, 
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convened a Campus Security Roundtable to discuss campus planning 
efforts related to large events. Representatives from schools in the major 
(lports confereoces: (Big 10, Big 12, SEC, and ACe) met in Orlando, 
Florida, to share information on how they plan for major ewnts on 
campus and the steps they take to prepare for everything from major 
weather events to possible t.errorist, attacks that might occur in stadiums 
and sporting arenas. 

• In 2010, BJA funded Margolis, Healy & Associat,es, LLC (MH&A) 
to identify, evaluate, refine. and replicate specific e\'idenc~based ap­
proaches to crime prevention at institutions of higher education. Crime 
prevention program templates will be produced , and technology-based 
delivery strategies identified. A web-based technical assistance center 
will be established to serve as a dissemioatjon point fo r the templates 
and social-networking resource for t hooe seeking furt,her informatiotJ 
and assistance on crime prevcntion strategies. This initiative involves 
collaboration with the International As.o;ociation of Campus Law En­
forcement Administrators (IACLEA); the International Association of 
Chiefs of Police (IACP )-Univc.rsity and College Police Section; and the 
FBI Office of Law Enforcement Coordination. 

• In 2010, SJA provided funding to John.,:> Hopkins University to create a 
campus pUblic safety offieer certification program. At presen~, there is 
no nationally-recognized certification program that meets the unique 
needs and culture of these campus public safety personnel. While 
agency-centered accreditation programs exlst, there are none that certify 
individuals serving the field. The intent of certification is to provide 
campus police and security personnel with a common understanding 
and application of the knowledge, skills ami abilities to effectively 
prevent crime and disorder, protect people and infrastructure, and 
foster and sustain quality of life in the campus environment. This 
initiative involves collaboration with IACLEAj IACP- University and 
College Pol ice Section; the International Association of Emergency 
Managers-Universities and Colleges Caucus; ami Lhe FBI Office of 
Law Enforcement Coordination. 

• Previous campus safety projects funded by BJA also illclude funding 
for the National Crime.Prevention Council to develop a.ud pilot a Basic 
Crime Campus Crime Prevention Course and an Advanced Campus 
Crime Prevention Course. BJA has also provided fuuding to Major 
Cities Cliiefs to croote Campus Security Guidelines, which provided 
sample MOUs a.nd other information to better facilitate cooperation 
between campu.'! public safety and municipal law ellforcenJent . Finally, 
BJA provided funding. t.o lACP for a Citizetl Involvement in Campus 
a.nd School Safety, which created training and outreach materials to 
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incorporate community volunteers' efforts in college and university law 
enforcement. 

The Office on Violence Against Women's Campus Grant Program is 
designed to encourage institutions of higher education to adopt comprehensive, 
coordinated responses to domestic violence, dating violence, sexual assault, 
and stalking. The Campus Program strengthens on-campus victim services 
and advocacy, security, and investigative strategies to prevent and prosecute 
violent crimes against women on campuses. 

Other federal agencies involved in campus safety initiatives are the Office 
of Community Oriented Policing Services (COPS) and the U.S. Department 
of Education, who funds the Higher Education Center for Alcohol and Other 
Drug Abuse and Violence Prevention. The Center serves primarily as a 
clearinghouse focused on alcohol and drug abuse on college campuses. 

The above established collaborative partnerships serve as the foundation 
to the creation of a more formal Campus Public Safety Consortium that could 
produce similar outcomes as a national clearinghouse. 

Question. Does the department support this legislation? 

Answer. The Department acknowledges that the development and dissemi­
nation of best practices could benefit the safety of students, faculty, campus 
employees, and campus law enforcement officers, and would be happy to 
discuss further. 

HONOR KILLINGS 

Question. Victims of honor violence are targeted because of behavior deemed 
by their family or community to be shameful. Honor violence can take 
many forms, including verbal abuse, threats, stalking, harassment, false 
imprisonment, physical violence, and homicide. It is my understanding that 
no law enforcement agency in the United States currently tracks cases of 
honor violence and honor murders; therefore, it is impossible to know how 
frequently this form of violence against women occurs in this country. Do 
you think it would it be beneficial to establish guidelines for the collection of 
such data for research and statistical purposes? 

Answer. The Department agrees that crimes against women described as 
"honor violence" are horrific in nature and ought to be studied. However, the 
recent public recognition of the topic of honor violence and the scarcity of 
cases reported to the police suggest significant difficulties in data collection 
on this topic. The development of guidelines at this stage is premature-the 
Department welcomes the opportunity to work with you to determine the 
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specific research, statistics, and programmatic needs for the criminal justice 
community regarding honor violence. 

QUESTIONS FOR THE RECORD-MR. ADERHOLT 

METH CLEAN-UP FUNDING 

Question. One of the most significant dangers to the communities I represent is 
the scourge of methamphetamine. Not only is its abuse a source of destruction 
and heartbreak, but its manufacturing process leaves serious environmental 
hazards for communities all across America. Meth is not like other drugs. Its 
lack of any natural process and its ability to chemically alter a person's brain 
make it extremely deadly. 

I was pleased to see continued funding for the Meth Clean-Up account 
requested in the FY13 budget request. 

First, I would like to specifically thank your Department; especially the 
folks in the DEA, for helping Alabama get its Container Program up and 
running again and for the assistance in obtaining more Containers to make 
them more accessible in the meth-heavy areas of our State. 

Answer. The Department takes pride in the partnerships with Alabama and 
other state and local agencies in expanding the container program. Thus 
far, DEA estimates states with deployable containers realize a significant 
cost savings of approximately $1,910 per lab. Container cleanups cost $320 
per cleanup, on average, while hazardous waste contractors cost $2,230 per 
cleanup, on average. 

Question. What is your agency doing to help promote and replicate the 
Container Program to additional states? This is the type of innovative work 
that can help save money in the future, both for state, local and federal law 
enforcement. 

Answer. Currently, eight states have operational container programs (Arkansas, 
Kentucky, Tennessee, Oklahoma, Nebraska, Illinois, Indiana and Alabama), 
and DEA is working with five other states (Michigan, Mississippi, North Car­
olina, Ohio, and Virginia) to implement the container program in their state 
during FY 2012. DEA expects these additional five states to have operational 
container programs in FY 2013. DEA has aL,>o contacted an additional eight 
states for potential container program expansion. Beyond this cohort of 21 
states, DEA does not currently anticipate expanding the container program 
because the remaining states have lower cleanup requirements. For those 
states without container programs, DEA assesses whether or not the program 
is a cost effective option. If the state has only limited cleanups, the upfront 
equipment and training costs can exceed potential container program savings. 
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In these cases, DEA will provide cleanup services through its hazardous waste 
contractors. 

CHILD ADVOCACY CENTERS 

It appears that the department has not included funding under the Victims of 
Child Abuse Act. This line has been in the budget since 1994 and has resulted 
in the development of more than 750 children's advocacy centers, 50 state 
chapters, the National Children's Alliance and the four Regional Children's 
Advocacy Centers, among other programs that serve child victims of abuse. In 
2011, more than 269,000 children have been served by the children's advocacy 
centers. 

Question. Given that these evidence-supported, cost effective programs have 
been continuously cited in the Department's Model Program Guide and 
annual budget requests, what is the administration's plan for continuing these 
valuable services? 

Answer. The Department considers the activities supported by the Victims 
of Child Abuse Act (VOCA)/child abuse programs to be important and the 
elimination of this funding was a difficult decision. However, there are still 
resources available to support these activities. For example, OJP intends to 
prioritize this type of training and technical assistance for state and local 
agencies and organizations to provide additional support for judges and 
practitioners who work with abused and neglected children. OJP plans to 
use existing contracts that support a variety of training activities to deliver 
this assistance. 

Question. What is the rationale behind eliminating support for the Victims of 
Child Abuse Act when it is improving our response to child abuse, reducing 
the prevalence of child sexual abuse, and resulting in such dramatic cost 
savings? 

Answer. This request reflects the commitment to cutting the deficit and 
restoring fiscal sustainability. This is a significant challenge, and it required 
the Administration to make difficult funding decisions, including redirecting 
resources from some existing programs to address the most urgent national 
priorities. However, there are still resources available to support these ac­
tivities. For example, OJP intends to prioritize this type of training and 
technical assistance for state and local agencies and organizations to provide 
additional support for judges and practitioners who work with abused and 
neglected children. OJP plans to use existing contracts that support a variety 
of training activities to deliver this assistance. 
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Question. Why does the Administration want to invest in new demonstration 
projects that may work when we have proven methods that are working, and 
are slated to be eliminated? 

Answer. As just mentioned, this request reflects the commitment to cutting 
the deficit and restoring fiscal sustainability. This is a 8ignificant challenge, and 
it required the Administration to make difficult funding decisions, including 
redirecting resources from some existing programs to address the most urgent 
national priorities. Although funding is eliminated for VOCA, OJP plans to 
prioritize technical assistance and training, where possible, to meet this need. 

The new Evidence-Based Competitive Demonstration Program will build 
on the successes of the existing formula and block grant8 programs and 
provide a mechanism to address those juvenile justice improvements that have 
progressed too slowly under the existing model. This program will provide 
grants on a competitive basis to states, tribes, localities, non-governmental 
organizations, not for profits, and universities willing to invest in evidence­
based and innovative practices that will lead to comprehensive change and 
produce better outcomes. These grants will promote investments that take 
advantage of evidence-based strategies and practices, and promote innovation. 

The program will provide grants on a competitive basis to the entities 
that demonstrate the highest achievement in key juvenile justice reforms and 
go beyond minimal compliance with basic mandates of the Juvenile Justice 
and Delinquency Prevention Act. 

TEDAC 

Question. Mr. Holder, I understand that the FBI's Terrorist Explosive 
Device Analytical Center, or TEDAC, has been expeditiously attempting to 
forensically exploit the backlogged IEDs coming in from Iraq and Afghanistan. 
I, along with several of my colleagues on this panel, applaud the FBI's efforts 
in this arena, and encourage them to do everything possible to expedite this 
process. I am also pleased to hear that construction of the TEDAC facility 
begins soon. 

Should there be any remaining funding left after construction efforts are 
concluded, can you assure this Committee that you will fight to ensure those 
balances are dedicated to the next phase of the TEDAC construction, rather 
than proposed for rescission or redirected to another DOJ effort? 

Answer. The current plan fully obligates all available TEDAC funding for 
the construction and outfitting of the new facility. The disposition of any 
remaining funding has not been determined. 
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IMMIGRATION 

Question. Why are you pursuing lawsuits against states that have passed pro­
immigration enforcement laws when no similar actions are being taken against 
jurisdictions that ignore Federal detainers and free dangerous individuals into 
society? 

Answer. The Department takes very seriously the prospect of challenging any 
type of state enactment and evaluates such matters on a case-by-case basis. 
In deciding to file the federal preemption challenges to various state immi­
gration laws, the Department has not limited its review to "pro-immigration 
enforcement laws," but instead has evaluated whether the state law conflicts 
with or otherwise would stand as an obstacle to federal immigration laws. 
Indeed, in seeking to enjoin certain provisions of Utah's immigration statute, 
the Department made clear in its court filings that it also viewed Utah's 
immigration guest worker statutes-which would purport to provide work 
permits to unlawfully present aliens-as preempted by federal law, and that if 
the state did not take steps to comply with federal law in its future legislative 
sessions, the Department would not hesitate to take legal action against these 
provisions as well, before those laws were to go into effect. States may take 
steps to assist the federal government in its enforcement of the immigration 
laws; however, when a state chooses to engage in such efforts, it may not act 
in a manner that is not cooperative with the federal government-whether its 
efforts are viewed as pro-immigration or anti-immigration enforcement-as 
such conduct would be contrary to federal law. The federal government will 
continue to apply these same principles of preemption in evaluating state 
immigration laws, including any laws on detainers or other issues. 

Question. How much money are you requesting in this budget to proceed 
with lawsuits against Alabama and Arizona based on their pro-immigration 
enforcement laws? 

Answer. The Civil Division is litigating these cases. However, the Division 
does not budget by funding reqUirements for specific lawsuits. 

HHS MANDATES 

Question. On August 1, 2011, HRSA issued guidelines mandating that all 
insurance plans cover, without cost-sharing, all of the services recommended by 
the 10M. This mandate includes "All Food and Drug Administration approved 
contraceptive methods, sterilization procedures, and patient education and 
counseling for all women with reproductive capacity." Were you or your offices 
consulted regarding either the constitutionality of this mandate or whether it 
would violate the Religious Freedom Restoration Act? If so, please indicate 
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when you were consulted. Did you provide advice regarding whether the 
mandate, if enforced against a religious objector, would violate the First 
Amendment and/or the Religious Freedom Restoration Act? If so, please 
summarize the analysis provided, and to whom it was provided. 

Answer. The regulations referred to in this question are being challenged in 
at least 8 lawsuits in federal district courts across the country. These lawsuits 
raise a number of claims, including that the regulations violate the First 
Amendment and the Religious Freedom Restoration Act. The Department 
of Justice is representing the Department of Health and Human Services, 
Secretary Kathleen Sebelius, the Department of Labor, Secretary Hilda Solis, 
the Department of the Treasury, and Secretary Timothy F. Geithner in 
these lawsuits. The Department of Justice was first consulted in late July 
2011. The Department of Justice was consulted again on November 15, 
2011, and such consultation is ongoing. Any information on the substance 
of consultations between the Department of Justice and other Executive 
Branch agencies regarding the ongoing litigation and/or the lawfulness of 
the regulations is privileged and protected from disclosure by, among other 
things, the deliberative process privilege, the attorney-client privilege, and 
the work product doctrine. 

Question. On August 1, 2011 HHS issues an interim final rule, creating an 
exceedingly narrow exemption for religious employers. This narrow exemption 
was finalized without change on February 10, 2012. Were you or your office 
consulted regarding either the constitutionality of this exemption or whether 
it would violate the Religious Freedom Restoration Act? If so, please indicate 
when you were consulted. Did you provide advice regarding whether the 
exemption, if found to be too narrow to protect all religious objectors, would 
violate the First Amendment and/or the Religious Freedom Restoration Act? 
If so, please summarize the analysis provided, and to whom it was provided. 

Answer. As noted above, the interim final rule, and related regulations, is the 
subject of litigation currently pending in several federal district courts. The 
Department of Justice was first consulted in late July 2011. The Department 
of Justice was consulted again on November 15, 2011, and such consultation 
is ongoing. Any information on the substance of consultations between the 
Department of Justice and other Executive Branch agencies regarding the 
ongoing litigation and/or the lawfulness of the regulations is privileged and 
protected from disclosure by, among other things, the deliberative process 
privilege, the attorney-client privilege, and the work product doctrine. 
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QUESTIONS FOR THE RECORD-MR. BONNER 

CHILD ADVOCACY CENTERS 

The Victims of Child Abuse Act was initially enacted in the early 1990s to 
help develop and support Children's Advocacy Centers throughout the United 
States. During the past twenty years we have seen these programs develop 
throughout the United States, and the use of these programs has become the 
standard of care for children who have experienced sexual abuse. At this time 
there are more than 800 Children's Advocacy Centers which provided services 
to more than 270,000 children in 2011 alone. The Department of Justice has 
invested in evaluation research on the impact of this CAC model, and the 
findings have been consistent-improved services for children while eliminating 
duplication of services. This public-private partnership is working, and child 
abuse rates are actually declining since the advent of these programs. The 
Victims of Child Abuse funding supports Training and Technical Assistance for 
Child Abuse Professionals throughout the United States so they can intervene 
effectively in these cases, supports a national membership organization to 
assure a standard of care is provided within all CACs, and also provides 
limited financial support for these CACs throughout the United States. These 
programs are helping our children recover from abuse, reducing the prevalence 
of abuse, and through their coordinated multidisciplinary services reducing 
the cost of intervention an average of approximately $1,000 per case. Given 
the number of cases seen last year alone, that is a savings of approximately 
$270,000,000! Based on these facts, I have a couple questions: 

Question. What is the rationale behind eliminating support for the Victims 
of Child Abuse Act when it is improving our response to child sexual abuse, 
reducing the prevalence of child sexual abuse, and resulting in such dramatic 
cost savings? 

Answer. This request reflects the commitment to cutting the deficit and 
restoring fiscal sustainability. This is a significant challenge, and it required 
the Administration to make difficult funding decisions, including redirecting 
resources from some existing programs to address the most urgent national 
priorities. However, there are still resources available to support these ac­
tivities. For example, OJP intends to prioritize this type of training and 
technical assistance for state and local agencies and organizations to provide 
additional support for judges and practitioners who work with abused and 
neglected children. OJP plans to use existing contracts that support a variety 
of training activities to deliver this assistance. 
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Question. Why does the Administration want to invest in new demonstration 
projects (there is a brand new evidence based grant program in this space 
that the Administration funded at $22.5 million) that may work when we 
have proven methods that are working, and these are slated to be eliminated? 

Answer. This request reflects the commitment to cutting the deficit and 
restoring fiscal sustainability. This is a significant challenge, and it required 
the Administration to make difficult funding decisions, including redirecting 
resources from some existing programs to address the most urgent national 
priorities. Although funding is eliminated for VOCA, OJP plans to prioritize 
technical assistance and training to meet this need. 

The new Evidence-Based Competitive Demonstration Program will build 
on the successes of the existing formula and block grants programs and 
provide a mechanism to address those juvenile justice improvements that have 
progressed too slowly under the existing model. This program will provide 
grants on a competitive basis to states, tribes, localities, non-governmental 
organizations, not for profits, and universities willing to invest in evidence­
based and innovative practices that will lead to comprehensive change and 
produce better outcomes. These grants will promote investments that take 
advantage of evidence-based strategies and practices, and promote innovation. 

The program will provide grants on a competitive basis to the entities 
that demonstrate the highest achievement in key juvenile justice reforms and 
go beyond minimal compliance with basic mandates of the Juvenile Justice 
and Delinquency Prevention Act. 

Question. Given that these evidence-supported, cost effective programs have 
been continuously cited in the Department's Model Program Guide and 
annual budget requests, what is the administration's plan for continuing these 
valuable programs? 

Answer. The Department considers the activities supported by the VOCA 
and child abuse programs to be important and the elimination of this funding 
was a difficult decision. However, there are resources available to support such 
activities. For example, OJP intends to prioritize this type of training and 
technical assistance for state and local agencies and organizations to provide 
additional support for judges and practitioners who work with abused and 
neglected children. OJP plans to use existing contracts that support a variety 
of training activities to deliver this assistance. 
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QUESTIONS FOR THE RECORD-MR. YODER 

SECOND AMENDMENT 

Question. The administration proposes to eliminate a provision that prohibits 
the use of funds to ban the importation of "non-sporting" shotguns. It is 
my understanding that this was in response to a study on the subject that 
was released last spring. What was the status of implementing that study's 
proposal before this amendment was enacted? 

Answer. The intent of the Study on the Importability of Shotguns (Report) 
was to publish clear and objective criteria for the sporting purposes test for 
shotguns. On January 18, 2011, ATF fully implemented the criteria presented 
in the Report to determine whether or not a shotgun may be imported into 
United States commerce. ATF has continued to apply the criteria presented 
in the Report. ATF is in compliance with the amendment as enacted in April 
2011. In response to concerns expressed by the regulated firearms industry 
following the release of the report, ATF held a comment period, during which 
it received over 12,000 comments. ATF is analyzing those comments to 
determine whether revisions to the criteria should be made. ATF plans to 
complete this process and publish any amendments to the report prior to the 
end of FY 2012. 

Question. The administration proposes to delete a provision that prohibits 
expenditure of funds for denying import applications for "curio or relic" 
firearms of U.S. origin. The Department says this provision "limits the 
President's discretion in administering foreign policy." Since this provision 
was enacted in 2005, hasn't the Justice Department regularly advised the 
State Department to deny retransfer requests for such firearms, resulting in 
these firearms not being imported anyway? 

Answer. ATF evaluates re-transfer requests for curio or relic firearms of U.S. 
origin on a case-by-case basis and has not regularly recommended denial. 
Rather, ATF's recommendations to the Department of State are based on 
an assessment of the public safety impact and diversion risks posed by each 
model firearm sought for importation. ATF considers the unique physical 
attributes, design, and function of a firearm in reaching its recommendation. 
For example, firearms which are relatively heavy, difficult to conceal, not 
easily converted to fully-automatic fire, and not available at prices that would 
make them a weapon of choice for traffickers have received ATF's support 
for importation. Recent examples of firearms recommended by ATF for 
re-transfer approval include the Springfield, model 1898 Krag-Jorgensen, .30-
.40 caliber, bolt-action carbine rifle; the M1903, 30.06 caliber, bolt action 
Springfield rifle; and the M-l Garand, .30 caliber, semi-automatic rifle. 
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It is also important to note that commercial import by private U.S. 
importers is not the sole means of legal entry for U.S. origin curio or relic 
firearms. The Department of Defense has the authority to acquire curio 
or relic U.S. origin firearms for domestic distribution through the Civilian 
Marksmanship Program and has expressed its interest in exercising this 
authority should qualifying firearms become available abroad. 

HUMAN TRAFFICKING 

Last year, several Committee Members asked a number of questions related to 
efforts to prevent domestic human trafficking and the exploitation of children. 
Some of the discussion centered around efforts of coordinating U.S. Attorney 
Task Forces to work on this issue. 

Qv,e8tion. How are the ta.sk forces working? 

An8wer. Approximately two-thirds of the U.S. Attorneys' Offices are partici­
pating in task forces that address human trafficking. Many of these task forces 
were developed based on the Department's Human Trafficking Enhanced En­
forcement Initiative that was launched by the Attorney General in January 
2011, including six pilot interagency Anti-Trafficking Coordination Teams 
(ACTeams) designed to streamline coordination among federal investigative 
agencies and federal prosecutors. There are currently approximately 28 task 
forces receiving funding in one form or another from the Office of Justice 
Programs. 

These current task forces include those that are purely operational with 
"on the ground" law enforcement personnel and prosecutors. They also 
include task forces made of federal, state and local leaders focusing on 
regional coordination and information sharing, as well as task forces primarily 
addressing trafficking victims' unique needs. Membership generally includes 
federal law enforcement partners, state and local law enforcement, and various 
other governmental and non-governmental organizations, including those 
providing victim services. 

Que8tion. How effective are they? 

An8wer. Most of the United States Attorneys' Offices (USAOs) employ a full 
spectrum approach in their task force participation. In addition to the United 
States Attorney, participants from the USAOs may include prosecutors, law 
enforcement coordinators, and victim assistance personnel. In addition to 
their task force participation, USAO prosecutors and staff are engaged in 
their regular duties investigating and prosecuting human trafficking cases 
that are brought in federal court. Statistics suggest that the task forces are 
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having a positive impact on anti-trafficking efforts. For example, from FY 
2009 to FY 2011, the number of human trafficking cases filed increased 50%. 
While we do not have statistics showing that this increa.'3e is a direct result 
of the work of the ta.'3k forces, it is a logical assumption that the increased 
coordination and information sharing of the task forces is at least partially 
responsible for the rise in cases. 

Question. Is there any resistance to the idea of having it being USAO led if 
not funded by fed? 

Answer. Due to varying local needs, relationships, and dynamics, the task 
forces on which the U.S. Attorneys' Offices are currently participating are 
led or co-led by a variety of federal, state, tribal, or local partners, with 
approximately half of the task forces being led by the United States Attorneys' 
Offices. Because many effective task forces are currently led by state or local 
agencies, instituting a United States Attorney-led task force in those districts 
may be redundant or disruptive to current success. Those task forces that are 
funded by grants from the Department's Office of Justice Programs are all 
led by non-federal entities that closely collaborate with the U.S. Attorneys' 
Offices. Some task forces do not receive funding from any source, federal or 
otherwise. 

Question. How can we ensure participation by victim's service providers and 
by law enforcement? 

Answer. The Department is using several measures to promote participation 
by victim service providers and law enforcement. First, the Office of Justice 
Programs collaborates between these two groups as a condition of receiving 
federal funding. Additionally, the Bureau of Justice Assistance and the Office 
for Victims of Crime collaborated on an Ant i-Trafficking Task Force Strategy 
and Operations e-Guide, which promotes the advantages of victim service 
providers and law enforcement working together in forming and operating anti­
trafficking task forces. United States Attorneys' Offices are also encouraged 
to engage victim assistance personnel to ensure sustainable victim-centered 
practices, as well as to assist with capacity-building and continuity for a 
sustained effort. Victim assistance personnel are valuable members of the 
ta.'3k forces, and draw upon their knowledge of victim issues and statutory 
mandates, as well as their existing coordination with other law enforcement 
personnel and agencies. 

Question. It is my understanding that the criminal division held 29 human 
trafficking outreach and training programs. Does the Department have the 
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necessary resources to training prosecutors, state, and local officials to meet 
the workload through the country? 

Answer. The Criminal Section of the Department's Civil Rights Division and 
the Division's Human Trafficking Prosecution Unit (HTPU), in collaboration 
with U.S. Attorneys' Offices (USAOs) nationwide, have principal responsibil­
ity for prosecuting human trafficking crimes, except for cases involving sex 
trafficking of minors, which the Criminal Division's Child Exploitation and 
Obscenity Section addresses along with the USAOs. In addition to prosecut­
ing significant human trafficking cases, HTPU conducts training, technical 
assistance, and outreach initiatives to federal, state, local, and international 
law enforcement partners and victim assistance NGOs. 

As part of its work, HTPU provides training to law enforcement partners 
and first responders throughout the country. Such training is critical because 
human trafficking is a hidden crime, and efforts to combat it depend on the 
ability of first responders and law enforcement officers to recognize its signs 
and rescue and stabilize victims. The Budget does seek additional funding for 
the Division in FY 2013, which would be used in part to strengthen our work 
to combat human trafficking including providing training for prosecutors and 
other state and local officials to meet national anti-trafficking demands. 

Question. It is my understanding that The Department, in collaboration with 
the Departments of Homeland Security and Labor was planning to launch 
Anti-Trafficking Coordination Teams (ACTeams) in select pilot districts 
nationwide during 2011 to respond to identified human trafficking threats 
with a coordinated, pro-active, interagency Federal law enforcement strategy. 
Did this occur, and if so, can you please provide the Committee with a 
breakdown of the results. 

Answer. The Departments of Justice, Homeland Security, and Labor im­
plemented the Human Trafficking Enhanced Enforcement Initiative in 2011. 
As part of this initiative, we conducted a rigorous, competitive interagency 
selection process that culminated in the selection and launch in July 2011 of 
six Phase I Pilot Anti-Trafficking Coordination Teams (ACTeams) in select 
districts around the country. These six ACTeams are now fully operational, 
developing high-impact human trafficking investigations and prosecutions as 
a result of the enhanced strategic coordination among federal investigative 
agencies and federal prosecutors. The six Phase I Pilot ACTeams are based 
in EI Paso, Texas; Memphis, Tennessee; Atlanta, Georgia; Miami, Florida; 
Kansas City, Missouri; and Los Angeles, California. In their first months 
of operation, they have initiated significant inter-agency investigations into 
multi-district and multi-national human trafficking offenses involving both 
forced labor and sex trafficking. 
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INTERNET CRIMES AGAINST CHILDREN TASK FORCE 

Question. In fiscal year (FY) 2011, the !CAC program trained over 31,000 law 
enforcement personnel, over 2,800 prosecutors, and more than 11 ,000 other 
professional working in the ICAC field. In FY 2011, ICAC investigations 
led to more than 5,700 arrests and over 45,000 forensic examinations, with 
nearly 40 percent of those arrests (2,248) resulting in the acceptance of a plea 
agreement by the defendant in lieu of trial. Since the program's inception in 
1998, the ICAC task forces have reviewed more than 277,000 complaints of 
alleged child sexual victimization resulting in the arrest of more than 29,000 
individuals. Given that protecting our children and getting predators off 
the street is a priority, what percentage of these cases are related to child 
pornography and how much of this is enticement? 

Answer. Since the inception of the ICAC Program in 1998, 71 percent of 
the complaints reviewed were specific to child pornography and 15 percent 
were specific to enticement. Following is a breakout of the more than 277,000 
complaints reviewed by case type: 

Table 1: ICAC cases by type 

Traveler 16,959 
Enticement 42,357 
Obscenity Directed to Minors 17,150 
Child Prostitution 3,114 
Child Pornography 198,280 

TOTAL 277,860 

VICTIMS OF CHILD ABUSE 

Question. It appears that the department has not included funding under 
the Victims of Child Abuse Act. This line has been in the budget since 1994 
and has resulted in the development of more than 750 children's advocacy 
centers, 50 state chapters, the National Children's Alliance and the four 
Regional Children's Advocacy Centers, among other programs that serve 
child victims of abuse. In 2011, more than 269,000 children have been served 
by the children's advocacy centers. What is the administration's plan for 
continuing these valuable services? 

Answer. The Department considers the activities supported by the Victims 
of Child Abuse Act to be important and the elimination of this funding was 
a difficult decision. However, there are resources available to support such 
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activities. For example, OJP intends to prioritize this type of training and 
technical assistance for state and local agencies and organizations to provide 
additional support for judges and practitioners who work with abused and 
neglected children. OJP plans to use existing contracts that support a variety 
of training activities to deliver this assistance. 

VETERANS DRUG COURTS 

Question. The FY 2013 Budget justification recommends consolidation of the 
drug court and mental health court grant programs into a single Problem 
Solving Justice grant program. The justification states, "Under this initiative, 
grant funding will be available to state, local and tribal criminal justice 
agencies to support: drug courts, mental health courts, and development and 
implementation of problem solving courts strategies to address unique local 
concerns." Would Veterans Treatment Courts qualify for funding under this 
new consolidated grant program? 

Answer. Yes, BJA would continue to support veterans treatment courts under 
the proposed consolidated Problem Solving Justice Initiative. 

Question. According to the Rand Corporation, one in five veterans returning 
from Iraq and Afghanistan will experience a stress related mental illness 
and many others fall victim to drug and alcohol dependence. Many of these 
problems can land our veterans in trouble with the law and lost in our criminal 
justice system.1 Given the increasing number of troops returning from the 
wars in Iraq and Afghanistan, do you believe it is a smart idea to invest in 
Veterans Treatment Courts? 

Answer. The Department certainly agrees in investing and building capacity 
for veterans treatment courts. The Department has partnered with the 
National Drug Court Institute, the Substance Abuse and Mental Health 
Services Administration, and the Department of Veterans Affairs to develop 
and pilot a training curriculum for jurisdictions wanting to implement veterans 
treatment courts, and has expanded the delivery of these trainings so that 20 
additional teams will be trained in FY 2012. 

Question. In her July 2011 testimony before the Senate Judiciary Committee, 
Denise O'Donnell, Director for the Bureau of Justice Assistance (BJA) Office of 
Justice Programs, stated that "BJA is helping to expand Veterans Treatment 

1 Adamson, David M., M. Audrey Burnam, Rachel M. Burns, et. al., Invisible Wounds 
of War: Psychological and Cognitive Injuries, Their Consequences, and Services to Assist 
Recovery (Santa Monica, CA: RAND Corporation, 2008) http://www . rand. org/pubs/ 
monographs/MG720. 
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Courts".2 Can you elaborate on how the Department of Justice is involved in 
helping to expand this specific type of problem solving court? 

Answer. As previously stated, BJA has partnered with the National Drug 
Court Institute, the Substance Abuse and Mental Health Services Administra­
tion, and the Department of Veterans Affairs to develop and pilot a training 
curriculum for jurisdictions wanting to implement veterans treatment courts, 
and has expanded the delivery of these trainings so that 20 additional teams 
will be trained in FY 2012. 

Question. Does the Department of Justice plan to support Veterans Treatment 
Courts in the same manner that they support Drug Courts and Mental Health 
Courts-by prioritizing grant funding for state and local governments to 
establish these problem solving courts? 

Answer. Veterans Treatment Courts would be eligible for funding under the 
new consolidated initiative. Part of the purpose for the proposed consolidated 
initiative is to allow local jurisdictions the flexibility to prioritize their own 
needs within their funding requests. 

QUESTIONS FOR THE RECORD-MR. SCHIFF 

DNA 

Question. I have concerns regarding the past administration of Debbie Smith 
Act grants that Congress appropriated for the purpose of addressing the 
problem of backlogs in DNA evidence, particularly sexual assault kits, in 
State and Local crime labs around the country. 

Over the years, there has been a real disconnect between Congress and 
the Office of Justice Programs about how to spend some of that DNA money. 
I'm concerned that much of that funding over the years has been spent on 
programs that are at best ancillary to the purposes of the grant. 

I'm not the only one who feels that way. The Senate Appropriations 
Committee included language in the FY12 CJS committee report stating 
that "The Committee's patience has been exhausted" and "Too often, to the 
Committee's dismay, NIJ appears to fritter away forensic and DNA analysis 
funding by broadly dispersing grants to agencies and entities of dubious merit." 
I share those sentiments. 

Thrning to the Department's FY13 request, the Department proposes 
raising the cap on the Victims of Crime Fund in part to pay for funding for 

2Senate Committee on the Judiciary, Drug and Veterans Treatment Courts: Seeking 
Cost-effective Solutions for Pmtecting Public Safety and Reducing Recidivism, testimony 
of Denise O'Donnell, 112th Cong., 1st sess., July 19, 2011 http://ww . ojp. usdoj .gov/ 
newsroom/testimony/2011/11_07190donnell.pdf. 
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DNA. I want to highlight to you that your budget singles out DNA as a 
worthy purpose area under the VCF's mandate to support victim's services. 
And I agree with that. But that logic only applies if we're actually using 
DNA funding to get justice for past and future victims of sexual assault and 
other violent crimes. 

How does the Department intend to respond to concerns from Congress 
regarding the administration of DNA grants in prior years? 

Answer. The National Institute of Justice (NIJ) takes its responsibility 
for administering all of its DNA and other forensics funds very seriously 
and is strongly committed to reducing the nation's backlog of DNA and 
other forensic evidence in state and local crime laboratories. NIJ's principal 
forensics-related appropriations in recent years have been "for DNA-related 
and forensic programs and activities," of which3-

(A) $151,000,000 is for a DNA analysis and capacity enhancement program 
and for other local, State, and Federal forensic activities including the 
purposes of section 2 of the DNA Analysis Backlog Elimination Act of 
2000 (the Debbie Smith DNA Backlog Grant Program); 

(B) $5,000,000 is for the purposes described in the Kirk Bloodsworth Post­
Conviction DNA Testing Program (Public Law 108-405, section 412); 
and 

(C) $5,000,000 is for Sexual Assault Forensic Exam Program Grants as 
authorized by Public Law 108-405, section 304[.J 

In compliance with these authorities, NIJ has applied substantial funding 
of the DNA and other forensics for grants to state and local crime laboratories 
for DNA analysis (including DNA analysis for sexual assault cases) and 
capacity enhancement activities intended to address current DNA evidence 
backlogs (including backlogs of DNA evidence from sexual assault cases), and 
to prevent new DNA backlogs from occurring. 

For example, in FYs 2010 and 2011, NIJ awarded over 70 percent of its 
appropriations carve-out "for a DNA analysis and capacity program and 
for other local, State, and Federal forensic activities" via grants to state 
and local governments under the DNA Backlog Reduction Program. (See 
https://ncjrs.gov/pdffiles1/nij/sl000948.pdf to review the FY 2011 
DNA Backlog Reduction Program solicitation and http://www.dna.gov/ 
funding/dna-backlog-reduction/funding for a list of FY 2011 awards.) 
Pursuant to the FY 2012 appropriation, which contains language and authority 

3It is important to stress here that the appropriations in these years variously were 
subject to rescission and reprogramming actions, which reduced the amounts actually 
available for programmatic obligations. Funding listed in the second paragraph describes 
FY 2010 funding. 
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virtually identical to last year's, NIJ again expects to allocate over 70 percent 
of the same carve-out to support the DNA Backlog Reduction Program. 

The impact over the past several years of NIJ's investments in support 
of state and local forensic DNA analysis activities is clear. NIJ has been 
studying forensic DNA evidence backlogs, forensic DNA analysis demand, 
and public crime laboratory capacity trends, and there is no doubt that there 
has been a substantially positive impact in addressing current and preventing 
future DNA evidence backlogs. NIJ's program investments have resulted in: 

• A total of 215,609 forensic DNA cases analyzed between January 2005 
and July 2011, and 109,913 forensic case profiles uploaded between FY 
2005 and FY 2010 to the Combined DNA Index System (CODIS), which 
is FBI's software program that operates databases of DNA profiles; and 

• The analysis of over 1.8 million convicted offender and arrestee DNA 
database samples, resulting in 22,871 CODIS hits from calendar years 
2005 to 201l. 

Contrary to the suggestion that NIJ's other forensic program activities have 
"wasted" or "fritter[ed] away forensic and DNA analysis funding by broadly 
dispersing grants to agencies and entities of dubious merit," NIJ has engaged 
in a deliberate, focused approach, to complement its state and local forensics 
grant programs with research, development, evaluation, training, and technical 
assistance activities specifically designed to increase state and local access 
to technologies, techniques, and information to enhance forensic capacity, 
including DNA forensic analysis capacity. Without these complementary 
activities, state and local governments could not hope to keep pace with an 
ever-increasing demand for forensic DNA analysis services, address existing 
DNA backlogs, and prevent new DNA backlogs from occurring. 

Funding only DNA Backlog Reduction Program grants will not solve the 
complex DNA backlog problem. In fact, it would be irresponsible for NIJ not 
to invest in other critical areas to address issues that contribute to this problem. 
To address these other critical areas, NIJ has developed a holistic approach 
that incorporates DNA capacity building for crime labs, DNA testing and 
analysis, cutting edge DNA research and development, rigorous training and 
education for forensic DNA analysts, and "cold case" funding assistance that 
helps state and local governments use DNA to help solve violent crime cold 
cases. The "Solving Cold Cases with DNA" program has been responsible for 
solving numerous cases across the United States, bringing justice to victims 
who thought their cases had long been forgotten and catching criminals that 
continued to offend. (For more information on the FY 2011 program, see 
https://www.ncjrs.gov/pdffiles1/nij/sl000954.pdf.) 

For example, the training and education that NIJ supports with its funding 
investments develops and boosts the skills of forensics professionals working in 
our nation's public crime laboratories, so they are better prepared to handle 
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the constant influx of cases. Direct funding assistance to state and local 
governments has much less impact and cannot be leveraged to full effect 
without a corresponding commitment to training and educating new and 
existing forensic analysts. State and local governments have limited training 
dollars available for their forensic DNA analysts; these technical trainings 
funded with these NIJ funds are offered free of charge and provide a necessary 
and welcome resource. 

Question. Does the Department agree with the Senate Committee's FY12 
report language regarding past DNA spending, alleging that much has been 
wasted on projects unrelated to reducing DNA backlogs? 

Answer. The Department respectfully disagrees with this language, as it has 
administered its forensics funds in compliance with the authorities for these 
appropriations, as described above. 

Question. Do you intend to refocus on grants towards backlog reduction 
and/or capacity enhancement? 

Answer. Our primary focus has always been on addressing forensic DNA 
evidence (including sexual assault evidence) backlogs and increasing capacity 
in our nation's state and local forensic science laboratories. We strongly 
believe that our holistic approach to reducing DNA backlogs is the most 
effective way to move toward our goal of ending the backlog problem. 

Question. How much of the FY12 funding will be spent on activities outside 
of the Debbie Smith Act purpose areas as defined in 18 USC l4l35(a)? 

Answer. As stated in response to question la, NIJ plans to use a substantial 
amount of its FY 2012 forensics-related appropriations for purposes that align 
clearly with the stated purposes of the Debbie Smith DNA Backlog Grant 
Program (42 U.S.C. §14135(a)). Over 70 percent of NIJ's appropriations 
carve-out "for a DNA analysis and capacity enhancement program and for 
other local, State, and Federal forensic activities" will support the DNA 
Backlog Reduction Program, which involves activities that align with all of 
the Debbie Smith DNA Backlog Grant Program purposes stated at 42 U.s.C. 
§14l35(a). 

The "Solving Cold Cases with DNA" program also relates to the following 
purposes of the Debbie Smith DNA Backlog Grant Program stated at 42 
U.S.C. §14135(a): 

• To carry out DNA analyses of samples from crime scenes, including 
samples from rape kits, samples from other sexual assault evidence, and 
samples taken in cases without an identified suspect, for inclusion in 
CODIS (14135(a)(2)); and 



130

• To ensure that DNA testing and analysis of samples from crimes, in­
cluding sexual assault and other serious violent crimes, are carried out 
in a timely manner (14135(a)(5)). 

In FY 2012, NIJ plans to use over $7 ullllion to fund the "Solving Cold 
Cases with DNA" program. Funding for both the DNA Backlog Reduction 
Program and for the "Solving Cold Cases with DNA" program in FY 2012 
account for nearly 80 percent of the appropriations carve-out "for a DNA 
analysis and capacity enhancement program and for other local, State, and 
Federal forensic activities;" these two programs align clearly with the stated 
purposes of the Debbie Smith DNA Backlog Grant Program (42 U.S.C. 
§14135(a)). 

The remaining 20 percent of this carve-out will be used to fund research 
and development on DNA forensics and other forensic disciplines, to help 
solve missing persons' cases with DNA, and for forensics-related training, 
technical assistance, dissemination, outreach, and program support. These 
other activities will be associated with and are supportive of the Debbie Smith 
DNA Backlog Grant Program purposes. Few (if any) of the activities that 
NIJ supports with this appropriation can be said to have no connection to the 
stated purposes of the Debbie Smith DNA Backlog Grant Program, as all are 
intended either to support existing state and local DNA and other forensic 
capacity or build new State and local DNA and other forensic capacity. 

Question. If the Congress agrees to fund the DNA budget from out of the 
Victims of Crime Fund, will the Department be focusing on grants that 
serve victims of crimes, such as reducing backlogged evidence samples and 
backlogged offender samples? 

Answer. Yes. As discussed in the above answers, the Department will con­
tinue to focus much of its FY 2013 appropriations "for a DNA analysis and 
capacity enhancement program and for other local, State, and Federal forensic 
activities" on addressing forensic DNA backlogs by funding grants to state 
and local governments to support the processing of both evidence and offender 
(and, where applicable, arrestee) samples. NIJ's focus will continue to be 
on addressing the DNA backlog problem through a combination of capacity 
building, research and development, funding assistance to continue support 
for victims of crime and help solve cold cases with DNA, and forensics-related 
training. NIJ is working closely with the Office for Victims of Crime to ensure 
that an understanding of and a sensitivity to the needs of crime victims con­
tinues to be the priority in our efforts to help reduce, and ultimately eliminate, 
the forensic DNA backlog problem in state and local crime laboratories. 
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METHAMPHETAMINE 

The production, distribution and sale of Methamphetamine remains a serious 
concern in my State of California and across the nation. In CA, total 
methamphetamine production continues to exceed the combined production 
of the next three largest meth-producing states. 

Meth usage is also increasing, which has serious consequences from a human 
and economic standpoint with the associated increased crime, treatment, and 
other social costs as well as the loss in productivity. All of this is occurring 
while law enforcement resources are being reduced at the state and local level. 

I was pleased to see that Administration, after not requesting funding for 
multiple years, requested $12.5 million in funding in the 2013 budget for the 
Methamphetamine grants initiative (aka Meth Hot Spots program) within 
the COPS office. Unfortunately, given the scope of the problem in states like 
California, $12.5 million is merely a drop in the bucket. In addition, in recent 
years, much of this funding has been transferred to DEA for their meth lab 
cleanup efforts-also a much needed and underfunded initiative. 

Given the scope of the problem, and the meth lab clean up needs at DEA, 
I am hoping that Congress will add additional funding to this effort so that 
DOJ has enough funding to release grants to once again help state not only 
clean up meth labs, but to vigorously investigate, arrest and prosecute meth 
manufacturers and traffickers. 

Question. What programs does the Department hope to support with its 
request for 12.5 million in the Methamphetamine grants initiative? 

Answer. In FY 2013, the Office of Community Oriented Policing Services 
(COPS) requests $12.5 million to provide assistance to help stem clandestine 
methamphetamine production and its consequences, including the cleanup of 
clandestine laboratories. As in previous years, the Department assumes that 
these funds will provide for meth lab clean-up activities. 

Question. Has there been an increase in meth related crimes that led the 
Department to request this funding? 

Answer. Combating the production, distribution and sale of methampheta­
mine has been and continues to be a priority of the Administration and the 
Department of Justice. DEA spends over $2.3 billion on drug enforcement 
activities, of which a portion is for methamphetamine enforcement. A similar 
amount is requested in the FY 2013 President's Budget. Along with funding 
from COPS, Byrne Justice Assistance Grant funding from the Bureau of 
Justice Assistance can be used by state and local agencies for cleanups 
of methamphetamine labs. The FY 2013 funding of $12.5 million is not 
in direct response to an increase in methamphetamine-related crimes, but 
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reflects continued efforts to help states deal with problems associated with 
methamphetamine. 

In FY 2010, DEA spent $19.2 million to perform 10,089 cleanups of small 
toxic labs (a 33 percent increase in the number of cleanups performed in FY 
2009). In FY 2011, DEA spent $8.5 million to perform 5,693 cleanups. In FY 
2012, DEA has available $14.5 million to spend on the cleanup program. 

INTELLECTUAL PROPERTY /MEGAUPLOAD 

As we continue to recover from the global economic downturn, job creation is 
my top priority and a top priority for many of my colleagues in this body. 
That is why I feel so strongly about the need to address rampant copyright 
theft online, which kills job and hurts our competitiveness. Addressing these 
issues effectively is not easy or uncontroversial. We have to carefully weigh due 
process concerns and ensure that the Internet is kept a free and open space. 
Yet there is no doubt that rampant piracy is fundamentally unfair to creators, 
and that it destroys jobs and robs us of our economic competitiveness. 

On that topic, I want to commend you and the Department for the 
January indictment of the New Zealand based cyberlocker, Megaupload. 
The indictment of Megaupload's founder and several of his employees on 
charges of criminal copyright infringement and racketeering is an example of 
a complicated criminal investigation yielding lasting and meaningful results. 

Megaupload was not a small player. At one time, it was the 13th most 
vi..,>ited site on the Internet by one measure. It got that enormous popularity 
by unscrupulously hosting copyrighted content, and in doing so it earned 
millions of dollars in advertising profits and subscription fees. It's clear from 
the indictment that the owners knew full well that they were in the piracy 
business, and hoped to do the bear minimum necessary to avoid prosecution. 

This investigation and indictment are the direct result of the work of 
the FBI agents and AUSAs that have been dedicated by the Department, 
with the support of this Committee, to IP enforcement. And we're seeing 
the results of this investigation resonating, with other cyberlockers with 
questionable business practices voluntarily shutting down operations rather 
than face investigation. 

Question. What are some of the challenges of dealing with online entities 
that are actively profiting from piracy? How about those that set up their 
operations overseas specifically to avoid US jurisdiction? What happens 
when a site is based in a country that, unlike New Zealand in the case of 
Megaupload, refuses to cooperate with US law enforcement? 
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Answer. Thank you for your recognition of the Department of Justice's 
efforts leading to the indictment of the seven individuals and two corporations 
charged with running an international criminal enterprise responsible for 
massive copyright infringement through Megaupload.com and other related 
sites. While much work still needs to be done in that case, the Department is 
committed to combating intellectual property (IP) crime in all its forms and 
will continue to vigorously pursue IP criminals wherever they reside. 

The challenges ill dealing with online entities that are actively profiting 
from piracy are significant. Many of these challenges were apparent during 
the recent takedoWll of the Megaupload criminal enterprise, even though New 
Zealand and Hong Kong were cooperative. As the question correctly infers, 
most of the infringing operations are overseas. The international nature of 
these operations enhances the difficulty of identifying the subjects and their 
organizational structure, tracing illegal funds, obtaining and analyzing digital 
evidence. In addition, there can often be specific legal obstacles (e.g., lack 
of criminal statues in the hosting country for online piracy). Unfortunately, 
in instances where sites are in non-cooperative or hostile countries, there 
may not be an avenue for U.S. law enforcement action. There may be other 
options, such as civil remedies by victims and efforts by the Office of United 
States Trade Representative (USTR) through its Special 301 process, which 
is an annual review of the global state of intellectual property rights protec­
tion and enforcement. The Special 301 process also identifies a wide range 
of concerns, including troubling "indigenous innovation" polices that may 
unfairly disadvantage U.S. rights holders in China; the continuing challenges 
of copyright piracy over the Internet in countries such as Canada, Spain, Italy, 
and Russia; and the ongoing, systemic intellectual property rights enforcement 
issues presented in the many trading partners around the world. 

Question. The Department's budget requests 14 new positions and $5 million 
to place DOJ attaches in strategic countries to work on intellectual property 
crime. How will those positions improvf' our efforts to fight piracy and protect 
American jobs? 

Answer. The additional resources we are seeking in FY 2013 would allow 
us to place six attaches, designated as International Computer Hacking and 
Intellectual Property (ICHIP) Coordinators, in key regions around the world. 
These ICHIP Coordinators would provide critical resources that would enable 
the Department to more effectively combat the increasing IP and cyber crime 
threats developing overseas through enhanced and sustained international 
engagement. As contemplated by the program and described in greater detail 
below, such efforts would increase the number and scope of coordinated 
international IP and cyber prosecutions, build foreign capacity to prosecute 
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such cases abroad, and help prosecutors make stronger cases in the U.S. 
by facilitating information and evidence sharing. This would significantly 
increase our ability to stop the crime at its source. The scope of the ICHIP 
Coordinator's responsibilities would build on the successful aspects of the 
Intellectual Property Law Enforcement Coordinator (IPLEC) program as 
well as the domestic Computer Hacking and Intellectual Property (CHIP) 
Coordinator program in which specially trained Assistant U.S. Attorneys are 
available in each district. 

Combating IP crime and cyber crime is essential to safeguarding our 
national and economic security, creating economic growth, and ensuring 
integrity, fairness, and competitiveness in the global marketplace. In today's 
environment, however, where virtually every significant IP crime and cyber 
crime investigated and prosecuted in the U.S. has an international component, 
it is impossible to address such crimes adequately without sustained and strong 
international engagement. Operating from abroad, which poses additional 
challenges for U.S. law enforcement, today's IP and cyber criminals are more 
technologically savvy than ever. They exploit new technology to develop 
increasingly sophisticated and diverse methods of committing every imaginable 
type of IP and cyber offense, including widespread online piracy, increased sales 
of counterfeit network hardware and other counterfeit goods that can threaten 
our national security and economic prosperity, corporate and state-sponsored 
economic espionage, and computer intrusions that can threaten national 
security or compromise and exploit personal and financial data. These types 
of crimes are also increasingly the province of organized criminal enterprises. 
In many cases, such crimes also overlap substantially with other economic 
crimes, including fraud, money laundering, tax evasion, and smuggling. 

The Department has sought to address the international aspects of IP and 
cyber crime by making its efforts to strengthen international law enforcement 
relationships a top priority. These efforts are designed to increase cooperation 
and evidence sharing in criminal cases and to build capacity in foreign 
countries to prosecute these offenses. Building such foreign capacity would 
reduce the number of safe havens around the world for IP and cyber criminals 
and overcome jurisdictional and resource limitations in prosecuting crimes 
originating overseas. 

The Department has also collaborated with other U.S. agencies and 
foreign law enforcement counterparts in this area through multi- and bi­
lateral working groups as well as through multi-year training and technical 
assistance programs for foreign law enforcement, judiciary, and law makers. 
These efforts focus not only on law enforcement capacity building, but also 
on improving statutory regimes to ensure that law enforcement has the legal 
tools needed to respond quickly to the threat of Internet-based crime and the 
proliferation of electronic evidence in a wide range of offenses. 
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Based on over a decade of experience in these areas, it has become clear 
that being able to address threats at the source is a highly effective method to 
reduce IP and cyber crime. For example, working with foreign law enforcement 
to shut down a factory producing counterfeit pharmaceuticals can provide 
greater protection to the consumer than attempting to seize every individual 
package shipped from that factory into the U.S. Similarly, working closely with 
foreign counterparts to disrupt criminal networks that undertake phishing 
scams or deploy malicious code through viruses in the country of origin will 
often result in quicker results and greater deterrence than seeking to gather 
evidence and extradite defendants through traditional processes. 

Placing ICHIP Coordinators in six critical areas will improve the ability 
to coordinate the Department's international efforts to suppress IP and cyber 
crime. Although instances of international crime may be addressed effectively 
by direct contact between prosecutors and investigators on specific cases, 
to address systemic and pervasive international IP crime and cyber threats 
effectively, greater and more sustained engagement is essential. The ICHIP 
program is an extension of the Department's IPLEC Program, through which 
the Department has deployed experienced federal prosecutors overseas since 
2006 to take the lead on our intellectual property protection efforts in key 
regions including Asia and, until March 2011 (when State Department funding 
expired), Eastern Europe. Through the IPLEC program, the Department has 
seen a substantial increase in foreign enforcement and cooperative casework 
where U.S. law enforcement has had a visible and ongoing presence in the most 
active countries or regions. This budget item would allow for the expansion 
of the program to additional critical regions, and also to cover the rapidly 
developing and overlapping area of international cybercrime. 

GUN TRAFFICKING 

The mutually destructive trade of guns and drugs with Mexico is a tragedy for 
both nations, and I believe we must do more to help. Mexican President Felipe 
Calderon last week took the remarkable step of erecting an enormous billboard 
on the border, facing the United States, with the simple request "No More 
Weapons." The sign was built with the crushed remains of destroyed firearms, 
just a few of the 140,000 seized from the Cartels by Mexican authorities since 
2006. 

I'm working on legislation that would establish a two year mandatory 
minimum for straw purchasers if they purchased two or more weapons on 
behalf of a person prohibited from buying a gun and if they did so with the 
intent to conceal the identity of the true purchaser. This is in response to 
hearing from many ATF agents and federal prosecutors that straw purchasing 
is treated as a mere paperwork violation. Straw purchasers are the first step 
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in the chain that leads guns from law abiding American gun dealers to violent 
criminals. We need penalties commensurate with the damage. 

Question. What are some of the difficulties you've heard from law enforcement 
working on gun trafficking issues? 

Answer. The trafficking of firearms to violent criminals, gangs, and drug 
trafficking organizations-whether between or into our cities or across the 
Southwest border-presents a grave threat to public safety. Straw purchasers­
individuals without a criminal record who purchase firearms for drug dealers, 
violent criminals, or other prohibited persons-are the lynch pins of most 
firearms trafficking operations. Straw purchasers, who often acquire a rel­
atively small number of firearms in each transaction, make it possible for 
firearms traffickers to effectively circumvent the background check and record­
keeping requirements of Federal law to get guns into the hands of criminals. 

Because there is no federal statute that specifically prohibits straw pur­
chasing, prosecutors rely primarily on 18 U.S.C. §922(a)(6), which prohibits 
making a material false statement, typically on a Firearms Transaction Record, 
ATF Form 4473, in connection with the purchase of a firearm from a Federal 
Firearms Licensee (FFL), and 18 U.S.C. §924(a)(I)(A), which prohibits mak­
ing a false statement with regard to any information that FFLs are required 
by law to keep on file. In such prosecutions, the government generally must 
rely on written statements to the licensed dealer on a Form 4473. Although 
each of these offenses is a federal felony (10 years for 922(a)(6); 5 years for 
924(a)(1)(A)), the actual penalties meted out for such violations-which often 
are perceived as simple "paperwork" offenses-are typically far too low to 
serve as a meaningful deterrent, provide for consistent and proportionate 
sentences, or accurately reflect the violence associated with gun trafficking. 
Due in large part to the low penalties they face, defendants arrested for straw 
purchasing or related conduct have little or no incentive to cooperate with law 
enforcement, which frustrates efforts to identify other members and leaders 
of trafficking schemes and to build cases against those individuals and their 
organizations. 

In addition to false statements about whether a purchaser is prohibited 
from possessing a gun, or whether the purchaser is in fact the true purchaser 
of the firearm, there are other types of statements on Form 4473 that are 
material to the lawfulness of a sale and that, if false, would support a 
prosecution under section 922(a)(6). For instance, the purchaser's identity, 
age (in particular, whether the buyer is under 18 or 21, depending on the 
type of firearm involved), and place of residence (Federal law prohibits an 
FFL from transferring a handgun to an out-of-state buyer) are all material 
to the completion of a firearms transaction. This information is essential, not 
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only to prevent prohibited persons from obtaining firearms, but also to trace 
firearms used in criminal activities. Unless the information in FFL records 
is accurate, ATF cannot later identify and locate the actual purchasers of 
crime guns or develop leads to locate criminals. However, some courts have 
declined to find false statements about such matters to be "material." This 
has resulted in the dismissal of indictments charging 922(a)(6) and made it 
difficult for law enforcement officers to bring charges against straw purchasers. 
In many cases, these straw purchasers are working for middlemen who may 
not themselves be prohibited persons, but who are working to supply firearms 
to violent criminal organizations. 

Question. Do you believe we have sufficient statutes and penalties in place, 
or is there a need for Congress to look at what is on the books and how it 
can be improved? 

Answer. As described in the previous answer, there are several critical chal­
lenges limiting law enforcement's ability to identify and prosecute persons and 
organizations engaged in illegal firearms trafficking, including the statutes 
under which such offenses typically must be charged and sentenced. Never­
theless, the Department remains committed to ensuring that firearms are not 
purchased by prohibited persons or used for illicit purposes and will continue 
to use all available tools to prevent firearms trafficking and gun violence. We 
do believe that there are several concrete steps that Congress could undertake 
that would assist that effort: 

1. Enact a Federal Firearms Trafficking Statute.-As noted above, there 
is no federal statute that specifically prohibits straw purchasing or 
firearms trafficking itself. Instead, prosecutors rely primarily on "paper­
work" provisions in Title 18 that prohibit making false statements in 
connection with the purchase of a firearm. We ask Congress to enact a 
comprehensive firearms trafficking statute to directly target criminal 
enterprises that utilize straw purchasers to assemble arsenals and supply 
weapons to criminal organizations. 

2. Strengthen Penalties for Straw Purchasing of Firearms.-Also as de­
scribed above, the penalties imposed for the paperwork violations de­
scribed above often are too low to serve as a meaningful deterrent or to 
account for the violence associated with gun trafficking. Due in large 
part to the low penalties they are likely to face, defendants arrested 
for straw purchasing or related conduct have little or no incentive to 
cooperate with law enforcement, which frustrates prosecutors' efforts 
to build cases against the leaders of gun trafficking schemes. Although 
the Sentencing Commission recently adopted changes to the Sentencing 
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Guidelines applicable to straw purchasing, Congress should amend Title 
18 to provide stiffer penalties in gun trafficking cases. 

3. Do Not Block ATF from Receiving Useful Intelligence About Gun Traf­
ficking.-Last year, ATF established a common sense requirement that 
gun dealers in the border states report multiple sales of certain long 
guns to law enforcement, just as they have long been required to report 
multiple sales of handguns. The House of Representatives voted to 
withhold funding for this requirement, notwithstanding the fact that a 
court subsequently concluded that the requirement is "properly limited 
in scope." The National Shooting Sports Foundation, Inc. v. B. 
Todd Jones, Acting Director, Bureau of Alcohol, Tobacco, Firearms & 
Explosives, Civil Action No. 11-1401 (RMC), slip op. at 2 (D.D.C. Jan. 
13, 2012). 

Question. Will you work with Congress and the authorizing committees to 
recommend changes to the law to support prosecutions of gun traffickers? 

Answer. Yes, the Department would be pleased to work with Congress and 
the authorizing committees to discuss possible changes to the law that would 
support our efforts to investigate and prosecute persons engaged in firearms 
trafficking. 

Question. How does the Department intend to confront gun trafficking on our 
border? What steps and funding are provided in this budget to accomplish 
that? 

Answer. The Department is working diligently to address and interdict 
firearms trafficking to Mexico. Each year, the Department spends nearly $2 
billion for law enforcement and prosecutorial initiatives along the Southwest 
Border. The FY 2013 Budget request includes a similar amount for these 
efforts. The Department's efforts include identi(ying the sources of firearms 
trafficking, enforcing the rule of law in the Southwest Border region, and 
working with the border states and the Government of Mexico to enhance 
their law enforcement capabilities. Some examples of the Department's efforts 
and successes are highlighted below . 

• Starting in FY 2006, the ATF formed teams of agents specifically to 
address gun trafficking on the Southwest Border. Their investigations 
have led to the seizure of more than 10,000 firearms and 1.3 million 
rounds of ammunition destined for Mexico . 

• The DEA's EI Paso Intelligence Center (EPIC) supports law enforcement 
and interdiction components through timely analysis and dissemination 
of intelligence on criminal organizations throughout the country, but 
with a specific focus on criminal activity along the Southwest Border. 
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The DEA also continues to equip and train Mexican Special Investiga­
tive Units (SIUs) to enhance Mexico's police and prosecutor capacity, 
investigate money laundering, and improve interdiction capability . 

• The FBI has established nine hybrid squads in key border offices to 
develop investigations and intelligence across field offices. The FBI has 
also enhanced its Border Liaison Officer (BLO) program to facilitate 
the exchange of intelligence with Mexican law enforcement . 

• In FY 2011, the U.S. Attorneys' Offices in the Southwest Border region 
charged over 86,000 defendants with federal immigration, firearms, 
violent crime or drug trafficking offenses. The Department has also 
sought the extradition of the most serious cartel members from Mexico 
to face justice in the U.S. As the Department's lead in combating firearm 
trafficking, ATF brings a tremendous amount of resources and a variety 
of tools to this effort, including: 

- eTrace.-A law enforcement tool used to identify potential firearms 
traffickers. 

- Integrated Ballistics Identification System (IBIS).-A national sys­
tem for ballistic imaging that enables the capture and comparison 
of images of bullets and cartridges to aid in solving violent crimes 
that involve the use of firearms; ATF and the Mexican Federal 
Police (PGR) have established an IBIS Memorandum of Under­
standing, which will facilitate the sharing of important ballistics 
information. 

- Training and Technical Support.-Firearms trafficking enforcement 
training courses, recently revised to focus on providing the skills 
and knowledge necessary to identify, investigate and prosecute 
firearms traffickers. In addition to ATF personnel, these courses 
are provided to prosecutors, state and local law enforcement, and 
foreign partners. 
Bilateral (U.S.-Mexico) Firearms and Explosives Trafficking Ass­
essment.-A bilateral effort with the Government of Mexico to draft 
a comprehensive assessment of firearms and explosives trafficking 
between the two countries. 

QUESTIONS FOR THE RECORD-MR. HONDA 

Question. In the FY13 request, the funding for SCAAP has been cut in half. 
At what point do we as a country have to come to a solution on this issue that 
goes beyond just partial reimbursement? Last year when you were before this 
subcommittee you pointed to immigration reform as an answer, but barring 
that, what is the Department doing to help these states beyond, what in my 
view, is clearly insufficient funding for reimbursement? 
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Answer. The funding for the State Criminal Alien Assistance Program 
(SCAAP), while reduced, still provides for a baseline level of funding for 
states and localities in order to defray detention costs related to criminal 
aliens. In FY 2013, the Department requests funding for programs that 
provide for evidence-based public safety programs and capacity building. 

The United States Attorneys' Offices (USAOs) continue to prosecute a 
high number of immigration-related criminal offenses. From FY 1999 to FY 
2011, the USAOs increased their prosecution of felony immigration offenses 
from 11,580 cases against 12,650 defendants to 28,806 cases against 29,873 
defendants. During that period, the USAO community more than doubled the 
number of felony immigration cases filed in federal courts. In fact, in FY 2011, 
immigration enforcement accounted for 41.8% of the nation's total felony 
case filings. These numbers do not include the additional 53,900 defendants 
prosecuted in U.S. Magistrate Courts for misdemeanor immigration criminal 
offenses. In FY 2011, a total of 83,773 defendants were prosecuted for 
immigration criminal offenses by the USAO community. 

Question. It has been reported that since 9/11 the New York City Police 
Department and the CIA have engaged in overbroad and discriminatory efforts 
to collect information on the Muslim community without the establishment 
of reasonable suspicion and outside the scope of joint operating agreements. 
There have been reports that Muslim college students are now afraid to 
attend prayer services or speak at organizational meetings that the NYPD 
conducted surveillance on. I believe this shows that the NYPD's actions have 
had a "chilling effect" on First Amendment activities. What is the process 
the Department of Justice takes to investigate claims such as these and what 
is the general timeframe? 

Answer. The Attorney General has authority to bring litigation to address 
patterns or practices by law enforcement agencies that deprive persons of 
rights, privileges, or immunities secured or protected by the Constitution 
or laws of the United States. 42 U.S.C. sec. 14141. This authority has 
been delegated to the Civil Rights Division of the Department of Justice, 
and the Division often works with the local U.S. Attorney's Office. The 
Division receives thousands of allegations of misconduct by law enforcement 
officials each year. Each allegation is reviewed and, in a portion of cases, a 
formal investigation or another response is authorized. Investigations typically 
involve site visits, hundreds of interviews and the review of tens of thousands 
of pages of documents. In addition to Division attorneys and investigators, the 
Division engages experts, typically well-respected law enforcement executives, 
to assist in the investigation. There is no way for us to provide a general 
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timeframe for a preliminary inquiry or a formal investigation. Timelines for 
inquiries and investigations are controlled by the facts found. 

Question. 2011 was a difficult and unusually violent year to be a law enforce­
ment officer, and California was no exception. 66 officers were murdered in the 
line of duty with firearms-a 10% increase in firearms-related deaths for those 
in the line of duty, as compared with 2010. Is DOJ or the FBI keeping track 
of whether the shooters in these cases were prohibited firearms purchasers? 
Or whether they went through a background check for the weapon used in the 
police shooting? If not, why not? What changes in federal gun laws would be 
helpful as you seek the address these increased shootings with your VALOR 
program? 

Answer. The unfortunate reality is that---despite measured improvements in 
the overall crime rate--incidents of violence against law enforcement officers 
are approaching the highest levels we've seen in nearly two decades. Last year, 
according to statistics maintained by the National Law Enforcement Officers 
Memorial F\md, a total of 177 federal, state, and local law enforcement officers 
lost their lives in the line of duty-a 16 percent increase over 2010. This 
represents a devastating and unacceptable trend-and a cause that demands 
our best and most innovative efforts. The Department's efforts to protect law 
enforcement officers include critical programs like VALOR and the Bulletproof 
Vest Partnership. VALOR is a Bureau of Justice Assistance (BJA) program 
designed to prevent violence against law enforcement officers and ensure officer 
resilience and survivability following violent encounters during the course of 
their duties. VALOR responds to the precipitous increase in ambush-style 
assaults that have taken the lives of many law enforcement officers in recent 
months. More than 2,900 law enforcement professionals have received VALOR 
training, in 16 sessions across the country; every VALOR training session to 
date has had some federal law enforcement representation. 

The Department takes gun crimes very seriously, particularly when it is 
directed against law enforcement. We use all the tools available to us to 
vigorously enforce the laws that Congress has passed to protect the public. 
The Department will continue to work closely with Members of Congress to 
provide the very best tools to the law enforcement community to address 
violent crime. 

While we are required by law to destroy transaction content related to 
firearms transfers within 24 hours when a background check determines that 
the transaction may proceed, we are permitted to retain records indicating 
a denied firearm purchase from a Federal Firearms Licensee. Consequently, 
while we do not routinely conduct reviews after fatal shootings to determine 
whether a suspect has been denied a firearm purchase because of a statutory 
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disqualification, if an investigation warrants it we would be able to do so. 
We would not, though, be able to determine if the suspect was previously 
permitted to purchase a firearm. Determining how a suspect acquired a 
firearm would likely depend on the use of traditional investigative techniques, 
including a trace of the firearm by the ATF. 

Question. In June 2011, Al Qaeda issued a video message featuring Adam 
Gadahn, an American-born member of the terrorist group, urging followers 
to commit violent acts by exploiting weaknesses in U.S. gun laws and the gun 
background check system. California has robust state laws which now require 
a background check regardless of where the gun is sold. But in many of our 
neighboring states, it is very easy for a terrorist, former criminal or domestic 
violence abuser to circumvent the system and buy a gun from a gun show or 
occasional seller. Do you consider these weaknesses in our background check 
system to be a national security threat? What is the department doing to 
ensure that only legal buyers are purchasing guns? 

Answer. In many states, private sales do present an opportunity for persons 
prohibited by state or federal law from possessing firearms to bypass the 
background check system. Although the FBI is not permitted by law to 
process firearm background checks for a person not licensed through the 
Bureau of Alcohol, Tobacco, Firearms and Explosives (ATF), the National 
Instant Criminal Background Check System (NICS) regulations, Title 28, 
Code of Federal Regulations, Part 25, do authorize states to access the NICS in 
connection with firearm and explosives-related background checks for permits 
and licenses. This use of the NICS does assist states in ensuring compliance 
with both federal and state firearms laws by their citizens and within their 
boundaries. 

The FBI is committed to processing firearm background checks and 
rendering timely and accurate transaction determinations within the scope 
of the law. The Brady Handgun Violence Prevention Act of 1993, Public 
Law 103-159, allows up to three business days within which to complete a 
background check, after which time the firearm may be transferred if the 
transaction has not been denied. Accordingly, the FBI works diligently within 
those three business days to research all available criminal history and other 
disqualifying information to ensure that only lawful purchasers are allowed to 
obtain firearms from licensees. The FBI considers this to be a critical part of 
its mission to ensure national security and public safety. 

There are generally two types of firearms sellers who operate at gun shows: 
Federally licensed firearms dealers and non-licensed private sellers. ATF 
inspects licensed firearms dealers to ensure they are conducting background 
checks and maintaining records of their firearms transactions. If dealers are 
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found to have willfully sold firearms to persons prohibited by federal law from 
receiving them, ATF will take corrective action, which may include initiating 
a license revocation proceeding, denying a license renewal, or in appropriate 
cases, referring the dealer for federal prosecution. ATF also investigates 
and refers for prosecution persons who are engaged in the business of selling 
firearms without a license, which is a violation of the Gun Control Act, Title 
18 U.S. Code, Chapter 44. With respect to private sellers who are not engaged 
in the business, there is no federal requirement to conduct a background 
check on a prospective purchaser of one of their firearms. Persons who only 
occasionally sell firearms or liquidate their personal collections-whether at 
gun shows or otherwise-are not required to obtain a federal license, and are 
not required to abide by the ATF regulations that apply to licensed dealers, 
such as maintaining records of the firearms they sell. 

Question. As you may already know, there have been multiple reports 
of sexual abuse in U.S. immigration detention facilities. I am concerned 
that this has become a growing crisis that continues to be inadequately 
addressed. I believe the best way to ensure the safety of all detainees is 
to fully implement the Prison Rape Elimination Act national standards 
by not only your Department, but DHS and HHS as well. How have you 
collaborated with Secretary Napolitano and Secretary Sebelius to ensure 
that their respective Departments will also implement these regulations in 
immigration detention facilities? 

Answer. The PREA final rule, which will be published soon, will address this 
question. 
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WEDNESDAY, MARCH 7, 2012. 

FEDERAL BUREAU OF INVESTIGATION 

WITNESS
ROBERT S. MUELLER III, DIRECTOR, FEDERAL BUREAU OF INVES-

TIGATION

OPENING STATEMENT—MR. WOLF

Mr. WOLF. The hearing will come to order. 
Director Mueller, you are here this morning to testify regarding 

the fiscal year 2013 budget request for the Federal Bureau of In-
vestigation.

I want to take this opportunity to express our deep appreciation 
that you agreed to extend your service and continue in the out-
standing job you have done as the Director of the Bureau. We are 
well aware of the difficult job it is and the sacrifices it requires, 
and we want to thank you and thank your family. 

I also want to thank the men and women of the FBI who work 
to keep this country safe and secure. I am grateful for their service, 
and I hope you will convey that to them. 

In fiscal year 2013, you are seeking an appropriation of $8.2 bil-
lion, an increase of $114 million or 1.4 percent. However, the re-
quest also proposes to rescind $162 million from your existing fund-
ing. So, in reality, the administration is proposing a net reduction 
of almost $50 million for the FBI. 

For the first time in many years that I can remember, there are 
no increases being requested for any of your national security func-
tions. Preventing terrorism and promoting national security is the 
top strategic goal of the Justice Department, so the committee will 
be interested to hear why the budget does not seem to reflect that 
priority. Or perhaps you have reached a point that enough is 
enough.

Your request is modest in comparison with recent years, but that 
reflects the fiscal climate in which we are operating, and we appre-
ciate your assistance in finding ways to economize and limit spend-
ing.

We look forward to your testimony on your budget request as 
well as on the FBI’s continuing transformation activities to fulfill 
its role as the key domestic counterterrorism and intelligence agen-
cy. The committee will also be pleased to hear about your imple-
mentation of various initiatives carried in fiscal year 2012 appro-
priations, including important increases in funding for surveillance, 
the High-Value Detainee Interrogation Group, and the continuing 
efforts to control violent gang crime. 

Before I recognize you to present your testimony, I would like to 
recognize my colleague, Ranking Member Mr. Fattah, for any com-
ments he would like to make. 
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OPENING STATEMENT—MR. FATTAH

Mr. FATTAH. Thank you, Mr. Chairman. 
Let me welcome the Director again to the committee, and we look 

forward to your testimony. 
Let me say that it has been since the beginning of this adminis-

tration that we have had an opportunity to see this work in process 
in which the FBI has continued to focus in on the reduction of 
crime. And crime is down. In fact, crime has been down since your 
tenure started, and you have done a tremendous service to the 
country. The preliminary numbers look like there is another 6.5 
percent decrease since the 2011 numbers. 

And so I know that a lot of spotlight is on terrorism and other 
issues that I will talk about in a second, but in terms of violent 
crime in America, it continues to go down, contrary to the normal, 
conventional wisdom that when we have a downturn in the econ-
omy you would see an uptick in crime. I would like to think that 
based on the 34,000 or so people who follow your leadership at the 
FBI, that has had a lot to do with it. 

I know when we left here on a break a few weeks ago, there was 
a major arrest, someone who had it in their mind, at least, to blow 
up the Capitol, create some havoc here. And so we all know that 
you are doing tremendous work. 

I had an opportunity to visit the Terrorist Screening Center out 
in Virginia. The Chairman gave me a pass for the day and let me 
go to Virginia. It was just amazing to see the collaborative relation-
ships and the work that is being done. A lot of credit has to be 
given to you personally, because since 9/11 you have been in the 
hot seat and the burden of the safety of the country has really 
been, in large measure, on your shoulders as the FBI has shifted 
into preventing terrorist attacks—different from, perhaps, catching 
criminals after they have committed a crime. So it is a different 
type of work, but the team that you have put in place has done an 
excellent job in that respect. 

I do want to apologize on the front end. I have double duty this 
morning at Energy and Water around the Nuclear Regulatory 
Commission’s report because our ranking member there can’t be 
here today, so I have to go. But there will be another Member here 
before I leave, Mr. Chairman, who will stand in for me. 

So when I leave, it is not because of anything you said; it is just 
that I have other responsibilities. 

And I thank the Chairman for conducting this hearing today. I 
think it is important as part of the transparency of our process. 
Thank you. 

Mr. WOLF. Thank you, Mr. Fattah. 
Mr. Director, you are welcome to read your testimony or summa-

rize as you see fit. 

OPENING STATEMENT—DIRECTOR MUELLER

Mr. MUELLER. I just have a short summary, Mr. Chairman. I 
thank you for having me here today, and Ranking Member Fattah 
as well. I appreciate the opportunity to appear before this com-
mittee and discuss our 2013 budget. 
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As both of you and the committee know, the FBI continues to 
face unprecedented and increasingly complex challenges. We must 
identify and stop terrorists before they launch attacks against our 
citizens. We must protect our government, our businesses, and our 
critical infrastructure from espionage and from the potentially dev-
astating impact of cyber-based attacks. We must root out mortgage 
fraud, fight white-collar and organized crime, stop child predators, 
and protect civil rights. And we must uphold civil liberties and the 
rule of law while carrying out this broad mission. 

For fiscal year 2013, the FBI has requested a budget of $8.2 bil-
lion to fund more than 13,000 special agents, more than 3,000 in-
telligence analysts, and more than 18,000 professional staff. This 
funding level will allow the FBI to maintain our base operations, 
with a small increase for financial and mortgage fraud investiga-
tions.

Let me, if you would, Mr. Chairman, summarize the key national 
security and criminal threats that this funding will address. 

Over the past year, the Bureau has faced an extraordinary range 
of threats from terrorism, espionage, cyber intrusions, and tradi-
tional crime. Let me talk first about the terrorist threat. 

Although Osama bin Laden and other key leaders have been re-
moved, al-Qaeda and its affiliates remain the top terrorist threat 
to the United States. Core al-Qaeda operating out of Pakistan re-
mains committed to high-profile attacks against the West. Mean-
while, al-Qaeda affiliates and adherents have attempted several at-
tacks on the United States. 

We are also concerned about the threat from homegrown violent 
extremists. As the ranking member pointed out, last month we ar-
rested Amine El Khalifi, a 29-year-old Moroccan immigrant, who 
was allegedly, according to the indictment, attempting to detonate 
a bomb in a suicide attack on the U.S. Capitol Building. Over the 
past year, we have seen similar attempts by homegrown extremists 
in Florida, Massachusetts, Texas, and Washington State. And these 
cases exemplify the need to continue to enhance our intelligence ca-
pabilities to get the right information to the right people before any 
harm is done. 

Turning to the foreign intelligence threat. The foreign intel-
ligence services continue their traditional efforts to obtain military 
and state secrets, but they also seek technology and intellectual 
property from companies and universities. For example, last year, 
a long-time Northrop Grumman engineer was sentenced to 32 
years in prison for selling secrets related to the B–2 stealth bomber 
to several nations, including China. And last fall, a former Dow 
Chemical scientist pleaded guilty to transferring stolen trade se-
crets to individuals in Europe and China. These are just a few ex-
amples of the growing insider threat from employees who may use 
their access to commit economic espionage. 

Let me focus for a moment on the cyber threat. This is going to 
be an area of particular focus for the FBI in coming years, as cyber 
crime cuts across all of our programs. 

Terrorists are increasingly cyber-savvy. Like every other multi-
national organization, they are using the Internet to grow their 
business and to connect with like-minded individuals, and they are 
not hiding in the shadows of cyberspace. 
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Terrorists using the Internet are not our only national security 
concern, however. State-sponsored computer hacking and economic 
espionage pose significant challenges as well. Just as traditional 
crime has migrated online, so too has espionage. Hostile foreign na-
tions seek our intellectual property and our trade secrets for mili-
tary and competitive advantage. The result is that we are losing 
data, money, ideas, and innovation. And, as individual citizens, we 
are increasingly vulnerable to losing our private information. 

Over the last several years, we have built substantial expertise 
to stay ahead of these threats, both at home and abroad. This has 
been with the help of this committee in financing and augmenting 
our resources to address it. We now have cyber squads in every one 
of our 56 field offices and more than 1,000 specially trained agents, 
analysts, and forensic specialists. We have individuals located in 
many of our 63 legal attaché offices with cyber expertise. And we 
have agents embedded in our counterpart police departments in 
places like Romania, Estonia, Ukraine, and the Netherlands. And 
here at home, we lead the National Cyber Investigative Joint Task 
Force, which brings together 18 law enforcement, military, and in-
telligence agencies to stop current and to prevent future attacks. 

Together, we are making progress. I might point out that yester-
day ourselves and DOJ announced charges against six hackers who 
aligned themselves with the group known as ‘‘Anonymous.’’ Accord-
ing to the charges, they were responsible for a broad range of high- 
profile cyber intrusions targeting companies, the media, and law 
enforcement since 2008. A number of these individuals were ar-
rested yesterday in Ireland, the United States, and the U.K. And 
this case was successful, I should point out, because we worked ex-
tensively with our overseas partners and used our traditional in-
vestigative and intelligence techniques in the cyber arena. 

In the FBI, we must continue to ensure that cyber agents and 
analysts have the greatest possible skill set to address cyber crimes 
and that all of our special agents have the fundamental skills to 
operate in the cyber environment. And just as we did after Sep-
tember 11th, we must continue to break down the walls and share 
information to succeed in combating the cyber threat. Just as we 
do with terrorism, we must identify and stop cyber threats before 
they do harm. It is not enough to build up our defenses and inves-
tigate the harm after the fact. 

Lastly, let me spend a moment discussing the most significant 
threats in the criminal arena. 

From foreclosure fraud to subprime scams, mortgage fraud re-
mains a serious problem. In fiscal year 2011, the FBI had more 
than 3,000 pending mortgage fraud investigations—more than four 
times the number of cases we had in 2005. And nearly 70 percent 
of these investigations included losses of more than $1 million. In 
our budget, we are requesting a program increase of $15 million 
and 44 new positions to address the mortgage and financial frauds 
at all levels. 

The focus on healthcare fraud is no less important. The Federal 
Government spends hundreds of billions of dollars every year to 
fund Medicare and other healthcare programs. Together with our 
partners at the Department of Health and Human Services, the 
Bureau has more than 2,600 active healthcare fraud investigations. 
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In fiscal year 2011, these efforts led to the recovery of more than 
$4 billion in taxpayer dollars. 

Turning to gangs and violent crime, they continue to exact a high 
toll on our communities. According to the National Gang Intel-
ligence Center, there are more than 30,000 gangs with more than 
1 million active members in the United States today. Through Safe 
Streets and Safe Trails Task Forces, the Bureau identifies and tar-
gets the most serious gangs operating as criminal enterprises and 
continues to disrupt those enterprises, in conjunction and working 
with our State and local law enforcement partners. 

The continued violence along the Southwest border remains a 
significant threat. We rely on our collaboration with the Southwest 
Intelligence Group, OCDETF Fusion Center, and El Paso Intel-
ligence Center to work together to track and disrupt this particular 
threat.

Finally, the FBI remains vigilant in its efforts to remove preda-
tors from our communities and to keep our children safe. We have 
ready response teams stationed across the country to respond 
quickly to child abductions. Through our Child Abduction Rapid 
Deployment Teams, Innocence Lost National Initiative, and Inno-
cent Images National Initiative, the FBI and its partners are con-
tinuing to make the Nation safer for our children. 

As I said, the FBI budget proposal for fiscal year 2013 seeks to 
maintain our current base resources and capabilities in a re-
strained fiscal environment. These resources are critical for us to 
continue responding to the broad range of national security and 
criminal threats I have outlined today. 

Chairman Wolf, Ranking Member Fattah, members of the com-
mittee, I would like to close by again thanking you for your leader-
ship and support of the FBI and its mission and thank you, in par-
ticular, for your support of each of the 34,000 FBI personnel, 
agents, analysts, professional staff who work day-in and day-out to 
protect the country. 

Your investments in our workforce, our technology, and our in-
frastructure continues to make a difference in our ability to protect 
the American public day-in and day-out. Whatever transformation 
there has been in the FBI in the wake of September 11th is in 
large part attributable to the funds that have been provided 
through this committee and other committees in Congress. And for 
that, each of us thanks you. 

I would be happy to answer any questions you might have. 
Mr. WOLF. Thank you, Mr. Director. 
[The information follows:] 
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STATEMENT OF ROBERT S. MUELLER, III 
DIRECTOR OF THE FEDERAL BUREAU OF INVESTIGATION 

BEFORE THE UNITED STATES HOUSE OF REPRESENTATIVES 
COMMITTEE ON APPROPRIATIONS 

SUBCOMMITTEE ON COMMERCE, JUSTICE, SCIENCE AND RELATED AGENCIES 

March 7, 2012 

Good morning Chairman Wolf, Ranking Member Fattah, and members of the 
Subcommittee. On behalf of the over 34,000 men and women of the FBI, I would like to thank 
you for the years of support you have provided to the Bureau. 

The FBI remains focused on defending the United States against terrorism, foreign 
intelligence, and cyber threats; upholding and enforcing the criminal laws of the United States; 
protecting civil rights and civil liberties; and providing leadership and criminal justice services to 
federal, state, municipal, and international agencies and partners. Our continued ability to carry 
out this complex and demanding mission reflects the support and oversight provided by this 
Subcommittee. 

More than 10 years after the terrorist attacks of 911 I, the FBI continues to be a threat­
focused, intelligence-driven organization that is guided by clear operational strategies. And we 
remain firmly committed to carrying out these strategies under guidelines established by the 
Attorney General that protect the civil liberties of those entrusting us with the authorities to carry 
out our mission. 

As our Nation's national security and criminal adversaries constantly adapt and evolve, 
so must the FBI be able to respond with new or revised strategies and operations to counter these 
threats. The FBI continues to shift to be more predictive, preventative, and actively engaged 
with the communities we serve. The FBI's evolution has been made possible by greater use of 
technology to gather, analyze, and share information on current and emerging threats; expansion 
of collaboration with new partners, both domestically and internationally; and investments in 
training, developing, and maximizing our workforce. TheFBI continues to be successful in 
maintaining this momentum of transformation even during these challenging times. 

The FBI's fiscal year (FY) 2013 budget request totals $8.2 billion in direct budget 
authority, including 34,083 permanent positions (13,018 Special Agents, 3,025 Intelligence 
Analysts, and 18,040 Professional StatI)o This funding level continues increases provided to the 
Bureau in the past, most recently in FY 2012, allowing the FBI to maintain its forward progress, 
including targeting additional resources on investigating financial and mortgage fraud. 

Let me briefly summarize the key national security threats and crime problems that this 
funding supports. 

National Security Threats 

Terrorism: The terrorist threat facing the United States remains complex and ever­
changing. We are seeing more groups and individuals engaged in terrorism, a wider array of 
terrorist targets, greater cooperation among terrorist groups, and continued evolution and 
adaptation in tactics and communication. 
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While Osama bin Laden and certain other key leaders have been removed, al Qaeda and 
its affiliates and adherents continue to represent the top terrorism threat to the United States 
abroad and at home. Core al Qaeda remains committed to high-profile attacks against the United 
States. Additionally, al Qaeda affiliates and surrogates, such as al Qaeda in the Arabian 
Peninsula (AQAP), represent significant threats to our Nation. These groups have attempted 
several attacks against the homeland and our citizens and interests abroad, including the failed 
Christmas Day airline bombing in 2009 and the attempted bombing of U.S.-bound cargo planes 
in October 2010. 

In addition to al-Qaeda and its affiliates, the United States faces a terrorist threat from 
self-radicalized individuals. Self-radicalized extremists - often acting on their OWl1- are among 
the most difficult to detect and stop. For example, just last month, the FBI arrested Amine El 
Khalifi, a 29-year-old Moroccan immigrant, for the suspected attempt to detonate a bomb in a 
suicide attack on the U.S. Capitol Building. According to court documents, Khalifi believed he 
was conducting the terrorist attack on behalf of aI Qaeda and had become radicalized even 
though he was not directly affiliated with any group. The Khalifi case exemplifies the need for 
the FBI to continue to enhance our intelligence capabilities - to get critical information to the 
right people at the right time - before any harm is done. 

The basis from which acts of terrorism are committed - from organizations to 
affiliates/surrogates to self-radicalized individuals - continue to evolve and expand. Of 
particular note is al Qaeda's use of on-line chat rooms and web-sites to recruit and radicalize 
followers to commit acts of terrorism. And they are not hiding in the shadows of cyber space: al 
Qaeda in the Arabian Peninsula has produced a full-color, English-language online magazine. 
Terrorists are not only sharing ideas; they are soliciting information and inviting communication. 
Al Shabaab, the al Qaeda affiliate in Somalia, uses Twitter to taunt its enemies - in English - and 
encourage terrorist activity. 

To date, terrorists have not used the Internet to launch a full-scale cyber attack, but we 
cannot underestimate their intent. Terrorists have shown interest in pursuing hacking skills. And 
they may seek to train their own recruits or hire outsiders, with an eye toward pursuing cyber 
attacks. 

These adaptations of the terrorist threat make the FBI's counterterrorism mission that 
much more difficult and challenging. 

Foreign Intelligence. While foreign intelligence services continue traditional efforts to 
target political and military intelligence, counterintelligence threats now include efforts to obtain 
technologies and trade secrets from corporations and universities. The loss of critical research 
and development data, intellectual property, and insider information poses a significant threat to 
national security. 

For example, last year, Noshir Gowadia was sentenced to 32 years in prison for selling 
secrets to foreign nations. For 18 years, Gowadia had worked as an engineer at Northrop 
Grumman, the defense contractor that built the B-2 stealth bomber. Gowadia, a naturalized 
United States citizen from India, decided to offer his knowledge of sensitive design aspects of 
the B-2 to anyone willing to pay for it. He sold highly classified information about the B-2's 
stealth technology to several nations, and made six trips to China to assist them in the 
development of stealth technology for their cruise missiles. 

2 
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Last fall, Kexue Huang, a tormer scientist for two of America's largest agriculture 
companies, pled guilty to charges that he sent trade secrets to his native China. While working at 
Dow AgriSciences and later at Cargill, Huang became a research leader in biotechnology and the 
development of organic pesticides. Although he had signed non-disclosure agreements, he 
transferred stolen trade secrets from both companies to persons in Germany and China. His' 
criminal conduct cost Dow and Cargill millions of dollars. 

And just last month, five individuals and five companies were indicted in San Francisco 
with economic espionage and theft of trade secrets tor their roles in a long-rmming effort to 
obtain U.S. trade secrets for the benefit of companies controlled by the government of the 
People's Republic of China (PRC). According to the indictment, the Chinese government sought 
to obtain a proprietary chemical compound developed by DuPont to be produced in a Chinese 
factory. 

These cases illustrate the growing scope of the "insider threat" from employees who use 
their legitimate access to steal secrets for the benefit of another company or country. Through 
our relationships with businesses, academia, U.S. government agencies, and with other 
components of the Department of Justice, the FBI and its counterintelligence partners must 
continue our efforts to identifY and protect sensitive American technology and projects of great 
importance to the United States government. 

Cyber: Cyber attacks and crimes are becoming more commonplace, more sophisticated, 
and more dangerous. The scope and targets of these attacks and crimes encompass the full range 
and scope of the FBI's national security and criminal investigative missions. Our national 
security secrets are regularly targeted by foreign and domestic actors; our children are targeted 
by sexual predators and traffickers; our citizens are targeted for fraud and identity theft; our 
companies are targeted for insider information; and our universities and national laboratories are 
targeted for their research and development. Since 2002, the FBI has seen an 84 percent increase 
in the number of computer intrusions investigations opened. Hackers whether state sponsored, 
criminal enterprises, or individuals - constantly test and probe networks, computer software, and 
computers to identifY and exploit vulnerabilities. 

Just as the FBI has transformed its counterterrorism program to deal with an evolving and 
adapting threat, the Bureau is enhancing its cyber program and capabilities. To counter the cyber 
threat, the FBI has cyber squads in each of our 56 field offices. The FBI now has more than 
1,000 specially trained agents, analysts, and digital forensic examiners that run complex 
undercover operations and examine digital evidence. Along with 20 law enforcement and 
intelligence agency partners, the FBI is the executive agent of the National Cyber Investigative 
Joint Task Force. The task force operates through Threat Focus Cells-smaller groups of agents, 
officers, and analysts from different agencies, focused on particular threats. 

In April of this year, the FBI brought down an international "botnet" known as 
Coreflood. Botnets are networks of virus-infected computers controlled remotely by an attacker. 
To shut down Coreflood, the FBI took control of five servers the hackers had used to infect some 
two million computers with malware. In an unprecedented step, after obtaining court approval, 
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we responded to the signals sent from the infected computers in the United States, and sent a 
command that stopped the malware, preventing harm to hundreds of thousands of users. 

Over the past year, the FBI and our partners have also pursued members of Anonymous, 
who are alleged to have coordinated and executed distributed denial of service attacks against 
various Internet companies. To date, 16 individuals have been arrested and charged in more than 
10 states as part of this ongoing investigation. According to the indictment, the Anonymous 
group referred to the DDoS attacks as "Operation Avenge Assange" and allegedly conducted the 
attacks in support ofWikileaks founder Julian Assange. The dcfendants are charged with 
various counts of conspiracy and intentional damage to a protected computer. 

U.S. law enforcement and intelligence communities, along with our international and 
private sector partners, are making progress. Technological advancements and the Internet's 
expansion continue to provide malicious cyber actors the opportunity to harm U.S. national 
security and the economy. Given the consequences of such attacks, the FBI must bc able to keep 
pace with this rapidly developing and diversc threat. 

Criminal Threats 

Criminal organizations - domestic and international and individual criminal activity 
also represent a significant thrcat to our security and safety in communities across the Nation. 
The FBI focuses on many criminal threats, from while-collar crime and health care fraud to 
organized crime and gang violence to corruption and violence along the Southwest border. 
Today, I would like to highlight a number of these criminal threats for the Subcommittee. 

Financial and Mortgage Fraud: From foreclosure frauds to sub-prime scams, mortgage 
fraud is a serious problem. The FBI continues to develop new approaches and techniqucs for 
detecting, investigating, and combating mortgage-related fraud. Through the use of joint agency 
task forces and working groups, the FBI and its partners work to pinpoint the most egregious 
offenders and identifY emerging trends before they flourish. In FY 20 II, these efforts translated 
into roughly 3,000 pending mortgage fraud investigations - compared to approximately 700 
investigations in FY 2005. Nearly 70 percent of FBI's pending investigations involve losses of 
morc than $1 million. The number of FBI Special Agents investigating mortgage fraud cases has 
increased from 120 in FY 2007 to 332 Special Agents in FY 2011. The multi-agency task force 
and working group model serves as a force-multiplier, providing an array of interagency 
resources and expertise to identify the source of the fraud, as well as finding the most effective 
way to prosecute each case, particularly in active markets where fraud is widespread. 

The FBI and its law enforcement partners also continue to uncover major frauds, insider 
trading activity, and Ponzi schemes. At the end ofFY 2011, the FBI had more than 2,500 active 
corporate and securities fraud investigations, represellting a 47 percent increase since FY 2008. 
Over thc past three years, the FBI has obtained approximately $23.5 billion in recoveries, fines, 
and restitutions in such programs, and during FY 20:.1, the FBI obtained 611 convictions, an 
historic high. The FBI is pursuing those who commit fraud at every level and is working to 
ensure that those who played a role in the recent financial crisis are brought to justice. 

For FY 2013, the FBI is requesting a program increase totaling $15 million and 44 
positions (40 Special Agents and 4 Forensic Accoumants) to further address financial and 
mortgage fraud at all levels of organizations both senior executives and lower level employees. 
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These resources will increase the FBI's ability to combat corporate fraud, securities and 
commodities fraud, and mortgage fraud, and they will enable the FBI to adapt as new fraud 
schemes emerge. 

Health Care Fraud: The focus on health care fraud is no less important. The federal 
government spends hundreds of billions of dollars every year to fund Medicare, Medicaid, and 
other government health care programs. In 2011, the FBI had approximately 2,700 active health 
care fraud investigations, up approximately 7 percent since 2009. Together with attorneys at the 
Department of Justice and our partners at the Department of Health and Human Services, the FBI 
is aggressively pursuing fraud and abuse within our nation's health care system. 

The annual Health Care Fraud and Abuse Control Program report showed that the 
government's health care fraud prevention and enforcement efforts recovered nearly $4.1 billion 
in taxpayer dollars in FY 2011. This is the highest annual amount ever recovered from 
individuals and companies who attempted to defraud taxpayers or who sought payments to 
which they were not entitled. 

Gangs and Violent Crime: Violent crimes and gang activities exact a high toll on 
victimized individuals and communities. There are approximately 33,000 violent street gangs, 
motorcycle gangs, and prison gangs with about 1.4 million members who are criminally active in 
the U.S. today. A number of these gangs are sophisticated and well organized; many use 
violence to control neighborhoods and boost their illegal money-making activities, which include 
robbery, drug and gun trafficking, fraud, extortion, and prostitution rings. Gangs do not limit 
their illegal activities to single jurisdictions or communities. FBI is able to work across such 
lines and, therefore, brings particular value to the fight against vio lent crime in big cities and 
small towns across the Nation. Every day, FBI Special Agents work in partnership with state 
and local officers and deputies on joint task forces and individual investigations. The FBI also 
has a surge capacity that can be tapped into during major cases. 

FBI joint task forces -- Violent Crime, Violent Gang Safe Streets, and Safe Trails Task 
Forces - focus on identifying and targeting major groups operating as criminal enterprises. Much 
of the Bureau's criminal intelligence comes from our state, local, and tribal law enforcement 
partners, who know their communities inside and out. Joint task forces benefit from FBI 
surveillance assets and its sources track these gangs to identify emerging trends. Through these 
multi-subject and multi-jurisdictional investigations, the FBI concentrates its efforts on high­
level groups engaged in patterns of racketeering. This investigative model enables us to target 
senior gang leadership and to develop enterprise-based prosecutions. 

In addition, while the FY 2013 budget proposes to eliminate the National Gang 
Intelligence Center (NGlC), this will not hinder the FBI's ability to perform the analytical work 
done there. The FBI will continue to produce intelligence products and threat assessments, 
which are critical to reducing criminal gang activity in our communities. The FBI will also 
continue to examine the threat posed to the U.S. by criminal gangs and will focus on sharing 
intelligence at the field level, where intelligence sharing and coordination between DOJ agencies 
and state and local partners already exist. For example, our Field Intelligence Groups regularly 
produce intelligence products covering criminal threats, including gangs. It is through these 
existing resources that wc will continue to produce gang-related intelligence in the absence of 
NGlC. In fact, the responsibility for the production of that material will happen now at the field 
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level where gangs operate in neighborhoods, districts and communities. The field otlices are the 
closest to the gang problem, have a unique understanding of the gang problem and are in the best 
position to share that intelligence. 

Violence Along the Southwest Border: The escalating violence associated with drug 
trafficking in Mexico continues to be a significant issue. In addressing this crime problem, the 
FBI relies on a multi-faceted approach for collecting and sharing intelligence an approach 
made possible and enhanced through the Southwest Intelligence Group, the El Paso Intelligence 
Center, OCDETF Fusion Center, and the Intelligence Community. Guided by intelligence, the 
FBI and its federal law enforcement partners are working diligently, in coordination with the 
government of Mexico, to counter violent crime and corruption that facilitates the flow of illicit 
drugs into the United States. The FBI is also coopcrating closely with the government of Mexico 
in their efforts to break the power ofthe drug cartels inside the country. 

Most recently, the collective efforts of the FBI, the Drug Enforcement Administration 
and other U.S. and Mexican law enforcement partners resulted in the identification and 
indictment of35 leaders, members, and associates of one ofthe most brutal gangs operating 
along the U.S.-Mexico border on charges of racketeering, murder, drug offenses, money 
laundering, and obstruction of justice. Of these 35 subjects, 10 Mexican nationals were 
specifically charged with the March 2010 murders in Juarez, Mexico, ofa U.S. Consulate 
employee and her husband, along with the husband of another consulate employee. 

Organized Crime: Ten years ago, the image of organized crime was of hierarchical 
organizations, or families, that exerted influence over criminal activities in neighborhoods, cities, 
or states. That image of organized crime has changed dramatically. Today, international 
criminal enterprises run multi-national, multi-billion-dollar schemes from start to finish. These 
criminal enterprises are flat, fluid networks and have global reach. While still engaged in many 
of the "traditional" organized crime activities ofloan-sharking, extortion, and murder, new 
criminal enterprises are targeting stock market fraud and manipulation, cyber-facilitated bank 
fraud and embezzlement, identify theft, trafficking of women and children, and other illegal 
activities. This transformation demands a concentrated effort by the FBI and federal, state, local, 
and international partners to prevent and combat transnational organized crime. 

For example, late last year, an investigation by the FBI and its partners led to the 
indictment and arrest of over 70 members and associates of an Armenian organized crime ring 
for their role in nearly $170 million in health care fraud. This case, which involved more than 
160 medical clinics, was the culmination of a national level, multi-agency, intelligence-driven 
investigation. To date, it remains the largest Medicare fraud scheme ever committed by a single 
enterprise and criminally charged by the Department of Justice. 

The FBI is expanding its focus to include West African and Southeast Asian organized 
crime groups. The Bureau continues to share intelligence about criminal groups with our 
partners, and to combine resources and expertise to gain a full understanding of each group. To 
further these efforts, the FBI participates in the International Organized Crime Intelligence 
Operations Center. This center serves as the primary coordinating mechanism for the efforts of 
nine federal law enforcement agencies in combating non-drug transnational organized crime 
networks. 
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Crimes Against Children: The FBI remains vigilant in its efforts to removc predators 
from our communities and to keep our children safe. Ready response teams are stationed across 
the country to quickly respond to abductions. Investigators bring to this issue the full array of 
forensic tools such as DNA, trace evidence, impression evidence, and digital forensics. Through 
globalization, law enforcement also has the ability to quickly share information with partners 
throughout the world and our outreach programs play an integral role in prevention. 

The FBI also has several programs in place to educate both parents and children about the 
dangers posed by violent predators and to recover missing and endangered children should they 
be taken. Through our Child Abduction Rapid Deployment teams, Innocence Lost National 
Initiative, Innocent Images National Initiative, Office of Victim Assistance, and numerous 
community outreach programs, the FBI and its partners are working to make our world a safer 
place for our children. 

Offsets 

The FBI's FY 2013 budget request proposes offsets totaling approximately $63 million, 
including program reductions. Proposed offsets, which are expected to result in little if any 
impact on the missions and responsibilities of the FBI, include: elimination of the National Gang 
Intelligence Center; reduction of one training day and equipment provided for federal, state and 
local bomb technicians and the Special Weapons and Tactics (SWAT) and Hostage Rescue 
Team (HRT) training; reduction of contractor workforce funding supporting national security 
programs; reductions in funding for permanent change of station transfers, which relocates staff 
to meet organizational needs and carry out mission requirements; and reducing funding for 
information technology, facilities, and other administrative initiatives. We will work to sustain 
our efforts in these program areas and minimize the impact of these proposed reductions. 

Conclusion 

Responding to this complex and ever-changing threat environment is not new to the FBI; 
in fact, it is now thc norm. The budget proposed for the FBI for FY 2013 seeks to maintain 
current capabilities and capacities achieved through increases provided in the past, as well as 
target additional resources to address financial and mortgage fraud. These resources are critical 
for the FBI to be able to address existing and emerging national security and criminal threats. 

Chairman Wolf, Ranking Member Fattah, and members of the Subcommittee, I would 
like to close by again thanking you for this opportWlity to discuss the FBI's priorities and detail 
the FBI's FY 2013 Budget request. Mr. Chairman, let me again acknowledge the leadership that 
you and this Subcommittee have provided to the FBI. The transformation the FBI has achieved 
over the past ten years would not have been possible without your support. Your investments in 
our workforce, our technology, and our infrastructure make a difference every day at FBI offices 
in the United States and around the world, and we thank you for that support. 

I look forward to any questions you may have. 
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CYBERSECURITY

Mr. WOLF. I have a large number of questions. What we are 
going to do is go through the other members, and then we can 
spend a lot of time on these. Your testimony triggered a couple 
quick ones, though. 

We are going to do a briefing for the members of the sub-
committee on cybersecurity. It will be up here—I think your people 
will cooperate—on March 27th. My feeling is, when I meet with 
university presidents, they don’t know how significant this issue is. 
Would you consider putting a briefing on for university presidents? 
I guess the classification level would be up to you to determine. But 
if we were able to encourage them to come, would you be able to 
put something on for university presidents? 

Mr. MUELLER. Yes, I will tell you that maybe 5, 6, 7 years ago 
we started an advisory committee of university presidents—— 

Mr. WOLF. Right. 
Mr. MUELLER [continuing]. As I think you are familiar, who come 

in periodically and are briefed on this issue, as well as other issues 
that are affecting our universities and colleges. We would be happy 
to brief you both on that program and whatever additional brief-
ings can be arranged for others, we would be more than happy to 
discuss the impact on universities and colleges of what is hap-
pening in this new cyber arena. 

Mr. WOLF. Okay, thank you. I think the head of UVA is on that. 
Mr. MUELLER. I am not certain of the current membership. 
Mr. WOLF. Okay. We will follow up on that. 
Secondly, you talked about the cyber attacks and also the espio-

nage. I don’t think we have updated our criminal penalties lately. 
Lamar Smith has a bill on this. 

Would you favor increasing, as I would—I am a cosponsor of this 
bill—to increase the penalties both for espionage, particularly with 
regard to China, and also with regard to cyber? 

Mr. MUELLER. Absolutely. Yes. 
We tend to focus on protecting our databases, protecting our in-

frastructure, which is absolutely an appropriate focus, but we 
should not forget that you want to identify these individuals who 
are responsible for these crimes, investigate them, prosecute them, 
and put them in jail for a substantial period of time. It is only with 
doing that will we have the penalties that will deter others from 
undertaking the same activity. 

Mr. WOLF. Okay. Because I notice that some of the penalties 
with regard to espionage with regard to China have been very, very 
weak and they have been varied across country. But I appreciate 
that.

NATIONAL SECURITY PROGRAMS

Director Mueller, this is the first FBI budget request in a post- 
9/11 era that does not seek any increases in the national security 
program areas. Is that a result of the tough spending climate, or 
does it reflect that the FBI has reached its desired end-state levels 
in these programs and it is simply a matter of requesting the funds 
necessary to keep the current capabilities operational? 
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Mr. MUELLER. I think it is principally attributable to what you 
outlined at the outset, which is the budget climate now. When we 
face the budget constraints we now face, then we have to prioritize. 
That is what we are doing, prioritizing the money that is given to 
us.

But that in no way means that we have reached our end state, 
particularly when it comes to developing our intelligence capacity 
and developing our capacity to address cyber crime as it grows in 
the years ahead. 

Mr. WOLF. Well, that is good to know, because a small increase 
in certain areas may look like an increase, but when you look at 
the impact to our Nation of 9/11, both economically but also with 
regard to the personal loss of almost 3,000 people, the very thought 
that we could deny the Bureau or some other agency a small 
amount of money whereby they could prevent something. I think 
we have to be careful that we don’t say we are going to cut this 
thing back to the bone, and in the process we allow an attack like 
9/11 to take place. Almost 200 people from my district were killed 
in the attack on the Pentagon. I know what you people have done. 
So I would not want to see the committee say, we can save $1 mil-
lion or $2 million here and I think we should do that. 

Frankly—not to get involved in politics, but I will say this—I 
think we are going to have to modify and reform the entitlements 
in this country and close these tax loopholes. GE paid no taxes in 
2010. They were one of the largest taxpayers in China. So if we 
want to solve this economic thing, we have got to reform the enti-
tlements—Social Security, Medicare, Medicaid—and we have to 
close these tax loopholes. But I worry that when you start arguing 
over domestic discretionary spending with regard to a million here 
with regard to the FBI, we may end up inviting another attack. So, 
you know, I appreciate your comments. 

Preventing terrorism is very clearly stated as the Justice Depart-
ment’s top strategy. Yet, if you look at what has been increased in 
the fiscal year 2013 budget both department-wide and in the FBI, 
it is not national security. There is a department-wide increase for 
financial fraud, of which the FBI has a piece. There are significant 
increases in prisons and detentions and a smattering of other 
minor increases. 

Were there any high-priority—and I don’t want to get you across 
the breakers with OMB—but were there any high-priority counter-
terrorism or intelligence increases that were considered but were 
not included in the budget request? 

Mr. MUELLER. Well, you actually are more familiar with this 
process than perhaps I am because you have been involved in the 
process longer than I have. But as I am sure, Mr. Chairman, you 
know, that in developing the budget there are a number of things 
that are pushed forward, and there are discussions had at the Jus-
tice Department level and OMB level every year on the platter. 

I will tell you that we haven’t lost our desire to increase in areas 
such as surveillance, which is tremendously important, and train-
ing when it comes to cyber and cyber forensics, but we have gotten 
resources in the last several years in those particular areas. We are 
going to continue to need them in the future. My expectation is 
that the budget environment is probably not going to change that 
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much as we go down the road, but I think you will see some of 
these areas that we have in the last several years pushed will 
again be pushed in the future. 

Mr. WOLF. Two more questions, then I will go to Mr. Schiff. 

IMPACT OF UNOBLIGATED BALANCE RESCISSION

The biggest reduction in your budget is the proposed rescission 
of $162 million from prior-year balances in your S&E account. I un-
derstand this funding is currently allocated to an assortment of ac-
tivities. What specific FBI activities would be impacted by this re-
scission?

Mr. MUELLER. We look at three areas. 
The first is funding allocated to protect our internal cyber infra-

structure against attack—the type of WikiLeaks phenomenon 
where you either have an insider or somebody from the outside 
who seeks to extract or exfiltrate our data. Pieces of that will be 
impacted to the tune of approximately $37 million. 

Secondly, we have the process of evaluating IEDs that have been 
discovered in Iraq and now Afghanistan. We take those IEDs and 
process them through our laboratory for fingerprints, for DNA, for 
the designs, and we have a backlog. Our ability to get through that 
backlog will be impacted by that rescission. 

And, finally, as I believe the committee knows, we have for a 
number of years been seeking to consolidate our records and make 
them more readily available both to us in terms of the ability to 
exchange information with our brothers and sisters in the intel-
ligence community and law enforcement community, and to consoli-
date records from 400 locations in a records center. The balance of 
the funds would be going to the development of that records center. 

Again, I might point out there, the development of the records 
center is not only important in terms of our ability to obtain infor-
mation quickly because part of it results in the digitization of the 
records, but it also enables us to be more responsive when it comes 
to name checks or be responsive to FOIA requests as well. 

So it is not just putting the records in one place, but for us, as 
an intelligence organization, it substantially increases our ability to 
do our job if we were able to consolidate those records from 400 
separate locations around the world. 

Mr. WOLF. Four hundred, wow. 

CRITICAL INCIDENT RESPONSE GROUP OFFSET

The last question then here, this cycle, is your budget also cuts 
$3.4 million from the Critical Incident Response Group. This is the 
elite group of agents who are experts in crisis management, hos-
tage rescue, hazardous devices response. 

The justification says only that this cut will be taken through 
training and equipment. What percentage cut does this represent? 
And will there be any impact on the operation with this reduction? 

Mr. MUELLER. Well, there would be an impact, but we would try 
to cover that elsewhere in the budget process. I would have to get 
back to you on the percentage figure. 

Mr. WOLF. Okay. 
[CLERK’S NOTE.—Information provided subsequently by the Bu-

reau indicates that the proposed offset will reduce the Critical Inci-
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dent Response Group’s training and equipment budget related to 
the Hazardous Devices School, Special Agent Bomb Technicians, 
SWAT, and Hostage Reserve Team by 24 percent.] 

If I can skip—I will go to Mr. Serrano. He was here first. No, I 
will go to—since you came in first, I think we will do it that way. 

And so, Mr. Serrano. 
Mr. SERRANO. Thank you, Mr. Chairman. 
And welcome, Mr. Director. Nice to see you. 

NATIONAL INSTANT CRIMINAL BACKGROUND CHECK SYSTEM (NICS)

I understand that there continue to be difficulties keeping the 
National Instant Criminal Background Check System up to date, 
that States and other Federal agencies are not all providing the 
necessary data in a timely fashion. 

Are you working with your partners on ways to improve compli-
ance? And do you have the resources to ensure that this is fully 
functional so that gun sellers have an accurate list of prohibited 
buyers when they sell weapons to people? I mean, there seems to 
be a concern that this is not as up to date as it should be. 

Mr. MUELLER. I will check on that. I have not heard about that 
concern. I had thought we were up to date in terms of the informa-
tion that we have received. If it is a delay in information getting 
to us, then I will explore that and see how we can reduce that. 

But in terms of records checks, we had 2, 3 years ago a substan-
tial increase and we did have a backlog, but we had pretty much 
reduced that. 

Mr. SERRANO. Okay. I would appreciate that, because I have 
heard that that is a real concern. And we should—— 

Mr. MUELLER. We will check on that and get back to you, sir. 
Mr. SERRANO. Thank you. 

FINANCIAL FRAUD ENHANCEMENT

Also, in your testimony I am pleased to see that in your request 
for 2013 you are asking for an additional $50 million to add 40 
agents and 4 accountants to address financial and mortgage fraud. 
Do you believe that this will adequately address your needs in this 
area?

And I am also interested to hear how your work in this area has 
been affected by the addition of the CFPB. How are you working 
with the new agency, and how has it affected your relationship 
with the SEC? 

Now, please understand that on the subcommittee that I am 
ranking member on there is that whole thing between the SEC and 
the new consumer board and who is going to do what and what are 
the new regulations, and we are all trying to figure out how it all 
fits. So I think the proper question to ask you is, how does it fit 
with you? 

Mr. MUELLER. I think it is too early to tell, because we have had 
a longstanding relationship with the SEC. In fact, over the last 2 
or 3 years we have had breakthroughs in terms of our working to-
gether with the same document databases so that we didn’t have, 
in a particular investigation, a separate database, the SEC had a 
database of documents, and then the prosecutors have yet another 
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database. So the efficiencies of our investigations have improved 
substantially with the SEC over the last few years. 

I would have to check, because I have not asked this specific 
question, but I would imagine that we are at the starting gates in 
terms of developing a relationship with the new agency. And as the 
new agency sorts out its relationships with other regulatory agen-
cies, we will hope to develop the same type of relationship that we 
have developed over a period of time with the SEC. 

INVESTIGATING TERRORISM VS. TRADITIONAL CRIMES

Mr. SERRANO. Thank you. 
A question that I asked you quite a while ago, and it is one that 

still is on the minds of some folks: During the time that I have 
been on this subcommittee and the time I was off and came back, 
there was a big emphasis since September 11th with the FBI to go 
after terrorism, and we all supported that. We supported it with 
dollars, we supported it in spirit. We were all on board with that 
and continue to be on board. 

One of my concerns, then, that you always address was the 
whole issue of how do we deal with other crimes in society. You 
know, were we paying attention as much as we should to white- 
collar crime, as we call it, and so on. 

Can you tell us what you see happening there? I mean, is the 
emphasis on the fight against terrorism taking away from the em-
phasis on the other issues? 

Mr. MUELLER. Well, we have such a broad range of crimes to in-
vestigate within our jurisdiction that we have to prioritize. 

On the national security side, it is counterterrorism, espionage, 
and cyber. Those are the three top priorities, and every special 
agent in charge understands that those have to be addressed first. 

On the criminal side, we prioritize with public corruption and 
civil rights, because if we did not focus on that, quite often those 
particular investigations would not be undertaken; and then 
transnational, international organized crime, because it cuts across 
the jurisdictions of local departments and the like; white-collar 
crime and violent crime. 

We have prioritized—every year we go back and look at those 
priorities and determine whether or not they should change, and 
every year we come to the conclusion that currently those are the 
priorities.

I would say that we have more cases involving public corruption 
now than we did back in 2001 because we prioritized. We make 
certain that any civil rights complaint is quickly investigated and 
resolved. We have had substantial success in addressing various or-
ganized criminal groups within the United States because it is a 
priority.

Then, when it comes to white-collar crime, when you have a 
mortgage fraud crisis or a securities fraud crisis, we put the per-
sons on it to get us through. If you will recall, back in 2002 you 
had Enron, HealthSouth, and WorldCom. We had a number of 
cases that we had to prioritize, and we did so. Right now, mortgage 
fraud, which is a result of what happened in 2008, is a priority. 
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So we prioritize. Are there things we are not doing as much of? 
Yes, the bank robberies, fugitives, and other things. But we have 
had to prioritize to maximize our impact on the particular threats. 

Mr. SERRANO. Good. 
Thank you, Mr. Chairman. 
Mr. WOLF. Thank you. 
Mr. Bonner. 
Mr. BONNER. Thank you, Mr. Chairman. 
Director, it is great to have you back here. Thank you again for 

your service. 
The fact that this panel is not full of Members is not indicative 

of the importance of this hearing. It is that the Republicans are 
having a conference with all of our Members. We have other com-
mittee members that are on the Democrat side that have other 
committee meetings, as well. So please don’t take offense at the 
fact that we are not all here to listen to you because not only—— 

Mr. MUELLER. Not to worry. 
Mr. WOLF. He might be just as glad. 
Mr. BONNER. He might be just as glad. 

VIOLENT CRIMES

Last week, we had the Attorney General sitting at that table be-
fore this subcommittee. And I am not going to try to get you at 
odds with the Attorney General, but he was talking about how 
crime is down, and he was giving the administration a pat on the 
back for that. And, obviously, when things go well, you take credit 
for it, and when things don’t go well, you don’t want any of the 
blame for it. 

But here is my question. Cyber attacks are a new threat that a 
few years ago we didn’t even know existed. Clearly, the type of— 
just in your testimony today, healthcare fraud, certainly the threat 
of terrorism here on these shores since 9/11. What the FBI under 
your leadership has done to help keep us safe is something that we 
owe a profound debt of gratitude to. 

Ponzi schemes, meth labs. 
We had a—I hate to even say this in public, but we had a man 

and woman in my district who were arrested last week for cooking 
meth next to the crib of an 8-month-old child that they had vio-
lently sexually abused. Officer Steven Green in Mobile, Alabama, 
where I am from, was killed as he was taking someone who had 
been arrested at a Dollar General store. Another officer, just the 
other day, was shot who came off-duty to try to go in and thwart 
a robbery at a local grocery store. 

So my question to you: Are we really safer, or do we just have 
different threats today that FBI and local and State law enforce-
ment are working on in addressing that we didn’t have 15 or 20 
years ago? 

Mr. MUELLER. Well, I think the statistics, particularly the ones 
that we push out, show that generally violent crime as well as 
property crimes have gone down over the last several years, any-
where from 2 to 4 to 5 to almost 6 percent. 

I don’t think there is any person or entity that can conclusively 
identify the contributing factors to that. Quite obviously, it would 
be increases in capabilities in policing. Community policing and 
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what a number of chiefs have done to focus on crime hot spots I 
believe have contributed to that. 

But by the same token, I am sure the Attorney General under-
stands and is tremendously concerned about—and I know because 
we have talked and met with police chiefs, the number of police of-
ficer killings, which have been up over the last 2 years. We are tre-
mendously concerned about that and looking to try to understand 
that phenomenon but are also working to do whatever we can to 
contribute to the protection of the officers on the streets, whether 
it be ours or state and local law enforcement. 

You also see in certain towns, particularly many of the larger cit-
ies, that violent crime has gone down, but that is not true in all. 
And there are a combination of factors that contribute. It is not 
necessarily just the police department, but contributing factors in 
particular communities. 

We get some solace from the fact that violent crime has gone 
down, but we cannot take our eye off those figures and off the ne-
cessity to continuously press to make certain that it stays down 
and we drive it down even more. 

GANG VIOLENCE

Mr. BONNER. Well, as a follow-up, in your testimony you said 
that there were more than 33,000 gangs and more than 1.4 million 
members of those gangs. Clearly, that has to be a real concern for 
all levels of law enforcement but especially the FBI. 

What can you tell us, what can you tell the American people, the 
taxpayers who pay all of our salaries, that they can do to be more 
aware and more involved in helping law enforcement, again, at 
every level but especially the FBI, in identifying gangs and the po-
tential violence that comes from that? 

Mr. MUELLER. Let me talk just for a second about the growth in 
gangs and what it has represented in the last several years. 

It used to be that gangs were somewhat localized within the 
United States, but that has changed over the last 8, 9, 10 years. 
You have the MS–13, and 18th Street gangs coming out of Los An-
geles who have spread across the United States and are found in 
a number of countries in the hemisphere. MS–13, an El Salvadoran 
gang in Los Angeles, is in a number of your communities at this 
point but also in Honduras, Guatemala, Mexico, as well as El Sal-
vador.

One of the reasons that that is a priority for us is because we 
have the jurisdiction to do those investigations and work with our 
counterparts in those particular countries to address gang mem-
bers who go in and out of the United States daily. So, whereas it 
used to be that the focus would be on a locality to address a par-
ticular gang, or several localities, now it is global. 

For instance, we have a fingerprint initiative down in El Sal-
vador where we exchange database information with our counter-
parts. We have to do that. For the citizens and the public, it is, 
whether anonymously or otherwise, giving us information that will 
identify the most violent individuals in these gangs—the shooters, 
the ones who are very willing, with no restraint, to kill another 
person. You give us that information, whether it be the local police 
or the FBI, and we will run with it. 
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I am a firm believer in task forces; that we cannot do it alone. 
And so, consequently, much of the funding I have requested over 
the years is to support task forces, where we have our Federal 
agencies as well as State and local law enforcement as participants. 

COMPARISON OF CYBER AND SOUTHWEST BORDER THREATS

Mr. BONNER. Two more quick questions. 
With the leadership of Chairman Wolf, Chairman Rogers of the 

full committee, Mr. Dicks, the ranking member, and others, a lot 
has been discussed recently about cyber threats, cybersecurity, the 
concerns about China, among others, being one of the leading na-
tions that we have to worry about in terms of stealing technology 
and trade secrets. 

Which do you think—and maybe this is not a fair question; you 
can tell me. But which do you think is a more direct threat to our 
way of life: the cyber threats and the threat of foreign countries 
stealing our secrets and technology, or—the State of Texas yester-
day, I think for the third year in a row, is advising spring breakers 
not to go across the border and vacation in Mexico because they 
say it is not safe—our southern border and the issues we are facing 
there? Or are they both—different types of threats but both threats 
to our way of life? 

Mr. MUELLER. Well, certainly, they are both threats. Terrorism 
is a threat, and, as I have said and will repeat, for the Bureau the 
threat of terrorism will be the number-one priority for the foresee-
able future. If a terrorist is successful, people die. And one has to 
prevent that from happening. 

Certainly, a long-term threat is by nation-states who are finding 
new and ingenious ways to exfiltrate information that will give 
them a jump ahead in terms of developing, on the one hand, new 
technology for any future conflict or, on the other hand, enabling 
them to disable our technology in a time of war. That is a very sub-
stantial threat of a different order. 

The violence in Mexico, because it entails the death of persons, 
is an immediate and very dangerous threat. One of our concerns 
is that it does not spread over the border. 

So, I would have to say those where there is a loss of life and 
more immediate—people tend to think of that as the immediate 
threat. But down the road, if a country steals those secrets that 
will enable that country to overwhelm us on the field of battle 
someplace, that is something that is a threat and ultimately may 
be a more serious threat. 

Mr. BONNER. Well, my last comment is really not a question, it 
is just a favor. You thanked Congress and the American people on 
behalf of the 34,000 men and women that you represent for the 
funding that has been provided to you, especially since 9/11. If you 
would convey the message back from all of us to the men and 
women in the field, they are certainly on the front lines and risking 
their lives to keep our country safe, and I know I speak for all of 
our Members of Congress, we appreciate their work every day. 

Mr. MUELLER. Thank you, sir. I will pass that on. 
Mr. BONNER. Thank you, Mr. Chairman. 
Mr. WOLF. Thank you, Mr. Bonner. 
Mr. Schiff. 
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Mr. SCHIFF. Thank you, Mr. Chairman. 
Director, welcome back. 
Mr. MUELLER. Thank you. 
Mr. SCHIFF. It is hard for me to believe that you have been at 

this for 10 years now. I am sure it is hard for you to believe. 
Mr. MUELLER. It is. 
Mr. SCHIFF. You have done just an extraordinary job. We have 

been very lucky to have you as long as we have had you. 

FAMILIAL DNA

I wanted to follow up with our conversation about familial DNA. 
As you know, I have a deep interest in extended use of DNA in 
criminal investigations. It has tremendous power to take violent 
people off the street. 

We had success with our familial DNA efforts in California in ap-
prehending the suspect in the Grim Sleeper case. We were only 
able to bring it together because of the extraordinary technique of 
being able to use familial DNA. 

I have introduced legislation that would authorize familial 
searching of NDIS, with protections for privacy and limiting the 
situations under which familial searches can be used for the most 
heinous violence crimes. I worked with the committee to obtain re-
port language in the CJS conference report last year encouraging 
the FBI to undertake activities to facilitate familial DNA searches 
of the Combined DNA Index System database of convicted offend-
ers.

Last year, you expressed support for familial search. The Attor-
ney General, last week, said familial search is an idea whose time 
has come. And I wanted to follow up to see if the Bureau has taken 
steps toward implementing a familial search procedure for NDIS 
and whether you see any reason not to move forward with that. 

And if you believe we need authorizing legislation, I wanted to 
ask if you would work with our staff on that legislation that we 
have introduced. 

Mr. MUELLER. Yes, as I have indicated before, I am a supporter 
of using familial DNA and see the results, particularly in the U.K. 
but also in the instances it has been used here. 

Legislation will be helpful, but it is complicated in the sense that 
developing a software capability that could be used across various 
States is a challenge. Putting together the appropriate algorithms 
to be utilized in this is a challenge. And, finally, the funding of it 
is also a challenge. 

All of that goes to say that I have had several meetings on it in 
which I have explored what is the framework for going forward. 
One of the areas that I want to explore is to put it in the context 
of our advisory board that advises CJIS, which is an advisory 
board, as I think you are aware, of State and local law enforce-
ment, so that as we develop the capability, we have the input from 
State and local law enforcement as well. 

So what I am looking for is a way forward in terms of what kind 
of software we need and what kind of infrastructure we need in 
order to be able to do that across and beyond the four or five States 
that currently have that. My hope is that in the next several 
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months we will be able to come back to you with some sort of 
framework.

I had thought, in my somewhat naı̈ve way, that it would be fairly 
easily put together. I am fairly convinced now it is not as easy as 
I originally thought. But we ought to be taking the leadership role 
on this and putting together a program to get us to the end state 
where you want us to be. 

Mr. SCHIFF. Well, thank you. And I would love to meet with your 
staff and see if we can help with any of the challenges you are en-
countering.

What we understand from California is that it really wasn’t that 
difficult in terms of their software and it wasn’t that expensive. 
Now, everything, of course, is easier in the Golden State, except 
our budget. But I would love to follow up with you and see if—— 

Mr. MUELLER. I would be happy to follow up with you on that. 

NATIONAL DEFENSE AUTHORIZATION ACT

Mr. SCHIFF. Director Mueller, in December, when the Congress 
debated the National Defense Authorization Act, you expressed 
some concerns about provisions dealing with military custody for 
certain classes of terrorism suspects. Those were concerns that I 
shared. To summarize, I think you felt that there was a lack of 
clarity that could inhibit interrogations of suspects and possibly 
hinder investigations by creating potential turf wars between law 
enforcement and the military. 

On February 28th, the President issued a policy directive regard-
ing the NDAA, specifically Section 1022. The President’s directive 
implementing Section 1022 reads the law to deal with a narrow 
class of suspects: non-U.S. citizens closely linked to al-Qaeda who 
were planning on carrying out an attack against the U.S. or coali-
tion partners. 

The President’s directive also notes that Section 1022 of the 
NDAA specifically authorized the President to waive the military 
custody requirement at any time when doing so serves U.S. na-
tional security interests, and makes broad use of that authority to 
make civilian custody the default for many types of cases. And I 
think the President was right to make this clarification. 

Do you feel that the President’s policy directive provides suffi-
cient clarity to the FBI regarding how to deal with terrorism sus-
pects? Do you have remaining concerns that this section of the 
NDAA will interfere with your investigations in any way? 

Mr. MUELLER. I had two concerns at the outset. One was the im-
pact of that section in terms of our authorities. That was remedied 
by the statute itself, with the specific provision about the continu-
ation of our authorities regardless of what happened. And then the 
second area of concern I had, as you point out, was what happens 
at time of arrest. The provisions in the Presidential order have re-
solved those concerns. 

Of course, we have to see how it operates in practice. But, as you 
will see, we are given authority to maintain that investigation, 
maintain that interrogation, and maintain the investigation of oth-
ers who may not fit into the category. There is substantial def-
erence given to our ongoing investigation at the time in which the 
decision initially will be addressed. 
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MEGAUPLOAD INTELLECTUAL PROPERTY ENFORCEMENT

Mr. SCHIFF. Let me turn to one last area. I want to commend you 
and the Bureau for the January indictment of the New Zealand– 
based cyber locker Megaupload. The indictment of Megaupload’s 
founder and several of his employees on charges of criminal copy-
right infringement and racketeering is an example of a complicated 
criminal investigation yielding lasting and meaningful results. 

Megaupload was not a small player. At one time, it was the thir-
teenth most visited site on the Internet, at least by one measure. 
It got that enormous popularity by unscrupulously hosting copy-
righted content illegally, and, in doing so, it earned millions of dol-
lars in advertising profits and subscription fees. It is clear from the 
indictment that the owners knew full well that they were in the 
piracy business and hoped to do the bare minimum necessary to 
avoid prosecution. 

This investigation and indictment are the direct result of the 
work of FBI agents and AUSAs that have been dedicated by the 
Department with the support of this committee to IP enforcement. 
We are seeing the results of this investigation resonating, with 
other cyber lockers with questionable business practices voluntarily 
shutting down operations rather than face investigation. 

Can you share with us some of the challenges of dealing with on-
line entities that are actively profiting from piracy, particularly 
those that set up operations overseas specifically to avoid U.S. ju-
risdiction? And what happens when a site is based in a country 
that, unlike New Zealand in the case of Megaupload, refuses to co-
operate with U.S. law enforcement? 

Mr. MUELLER. Well, taking the last point first, quite obviously, 
if a country refuses to cooperate, that shuts the door on any inves-
tigation in a particular country. 

What is significant about the Megaupload case and the case 
against Anonymous and LulzSec where arrests were made yester-
day, and Coreflood botnets, which was a takedown we had several 
months ago, the essence was the ability to work with our counter-
parts overseas, which is why we have strategically placed agents 
with our counterparts in countries like Romania, Ukraine, Estonia, 
and the like, where much of the activity takes place. Our ability 
to work internationally is absolutely essential in order to address 
the cyber arena. 

NATIONAL ACADEMY

One of the things that often is overlooked is that the develop-
ment of our relationships often is in large part attributable to the 
National Academy, where we bring in State and local law enforce-
ment for a 10-week course on, it can be terrorism, but it is the lat-
est issues. We also bring in, when we do that, middle-level police 
officers from countries around the world. Out of every class of 250, 
there will be 20–30 individuals from around the world. 

And then when you have a case in a New Zealand or a Ukraine 
or even a France or a Morocco, you have persons there who have 
gone through the FBI Academy whom you can call up. Since you 
know they have had the 10 weeks of training, you know they have 
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already gone through some sort of security check. It gives us a net-
work of people around the world. 

I am saying this to put in a plug for the National Academy. It 
is one of the gems that has been in the Bureau for a period of time 
but will be even more important in the future when so much of our 
work is international work. One of the things I do want to do in 
the next year to year and a half, is enhance the capabilities of the 
National Academy to train our counterparts from police depart-
ments overseas as we continue to train State and local law enforce-
ment.

Our ability to have those contacts overseas is instrumental in 
successfully doing a case such as Megaupload or Coreflood botnet 
where you saw yesterday as the arrests were made in Ireland and 
U.K., and they were coordinated here because we have those con-
tacts that have been developed through our training process. 

Mr. SCHIFF. Thank you, Mr. Director. 
Thank you, Mr. Chairman. 
Mr. WOLF. Thank you. 
Mr. Yoder. 

SEQUESTRATION/PRIORITIZATION OF REDUCTIONS

Mr. YODER. Thank you, Mr. Chairman. 
And thank you, Director, for being here today. And, certainly, we 

appreciate your tenure. My understanding, you are staying on 
longer than maybe originally intended, and we appreciate the fact 
that you are willing to continue to serve and do your very best for 
the American people, who expect us in this country to provide top- 
notch law enforcement. 

We know that, given some of the testimony you have already 
given and some of the challenges our country is facing, you have 
a diverse agenda of items that cause you to have to juggle a lot of 
balls. As we work in this committee and across Congress, one of 
the biggest challenges we face is how to fund all of the priorities 
that the American people want amongst limited resources. And it 
is a constant challenge for any governmental entity, and certainly 
cities, States, counties, the whole thing. 

And the Federal Government has done a particularly poor job of 
managing its resources. We now have a $16 trillion national debt, 
we are running trillion-dollar deficits every year. And the Chair-
man spoke a little bit about some of those causes, but we also need 
to note that spending on our domestic programs has gone up dra-
matically in recent years. 

And so, any time we have an opportunity to sit down with some-
one who is responsible for critical functions of the Federal Govern-
ment, we would like to talk about what our priorities are, how we 
can better attune our financial resources. And so I want to just en-
gage you a little bit in a discussion of trying to understand—I am 
new to the committee, new to the Congress. And the national debt 
is a big concern of mine, and so we are trying to find ways to cut 
spending in all areas. 

What in terms of the agency’s efforts administratively are we 
doing to reduce expenditures? 

And, certainly, when it comes to making our priorities in Con-
gress, I think national defense, criminal justice are top priorities. 
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And so we have to decide what is the high priority and the low pri-
ority. What sort of process have you gone under, sir, as you have 
attempted to say—we may have limited resources in future, and we 
know we are looking at sequestration and potentially some deeper 
cuts for all agencies. To the extent that any of those cuts might af-
fect the FBI, sir, what sort of process have you gone through to de-
termine what is your top priority and, if you had to make reduc-
tions, where those reductions would come from first? 

And, also, I note that your agency is asking for a $114 million 
increase, which it certainly is challenging to increase any budgets 
right now. And if we went the other direction, what sort of things 
would the FBI look at reducing first? 

Mr. MUELLER. Well, as I think I expressed earlier, we have the 
programs relating to particular threats, such as counterterrorism, 
espionage, and cyber on the national security front, and then the 
four or five that I listed on the criminal side of the house. To the 
extent that we get caught up, we are not doing as much in terms 
of addressing violent crime. We will not get to those mortgage 
fraud cases we want to get to. 

But going to the essence of your question of what are we doing 
to husband our resources, one of the things we did maybe 6, 7, 8 
years ago is, as opposed to having the Bureau’s management run 
by agents as had been traditionally the case, we started a program 
where we bring in recent graduates from business schools who 
start at sort of the bottom rung. We brought in about 20 or 30 of 
those, and we assign them to particular projects throughout the 
Bureau. The purpose of this was to streamline our operations. Over 
the years we have saved millions of dollars on simple things such 
as rental car contracts, wireless contracts, as well as how we han-
dle our vehicles, and the various administrative functions of the 
Bureau, consolidating where we can consolidate. 

We are currently looking at consolidating offices, because we 
have 56 field offices and 400 resident agencies around the country. 
We have gone through a process to determine where we can make 
savings there. 

Another factor is in the area of utilizing contractors, which can 
be far more expensive. We have a program to diminish the number 
of contractors and bring them in house, because it is a lot cheaper. 
So at the same time that we are prioritizing what we are doing in 
terms of making the public safe, we are also utilizing this cadre of 
individuals with a particular focus on identifying ways that we can 
save money in the Bureau. They have done a remarkable, remark-
able job. Many of them now are moving to the upper ranks of the 
Bureau with that business acumen coming from outside. Many of 
them have had experience before they ever went to business school 
in businesses, and that has made a substantial difference. 

Mr. YODER. I appreciate that process and effort in that regard. 
If we were to make additional reductions, what approach would 

you take? Would you use an across-the-board effort? Would you tar-
get it specifically at administration? I guess I just want to get a 
sense of, as we begin to look at ways to constrain budgets in every 
department, I think it is incumbent upon us to sort of go through 
this interchange with agency heads, directors, et cetera, about how 
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each agency would look at reductions and what approach you 
would take. 

Mr. MUELLER. I certainly would not do it across the board. My 
belief is you have to prioritize, and there are things that we just 
would not do. But if we do not do them, there is an enhanced risk. 

An example that we talked about earlier was TEDAC process, 
where we take IEDs from Iraq and Afghanistan, and run them 
through our laboratories, and send the information back to our sol-
diers on the field. We have a backlog. I have resources allocated to 
address that backlog. If we are cut, I cannot do that backlog, and 
that enhances the risk that we will not have a fingerprint of an in-
dividual on an IED, and that individual may get into Europe or 
may get into the United States because we have not addressed that 
backlog. But that is less important than making certain that we 
follow every lead on every potential terrorist in the United States. 
So I have to prioritize, but with the prioritization comes an en-
hanced risk. 

Mr. YODER. And in terms of one of the issues that certainly came 
before I was in Congress related to September 11 and the concern 
about the coordination of various intelligence agencies and the De-
partment of Homeland Security was developed, and as we have 
headed down that road, to the extent we can discuss that, in terms 
of communication we have obviously grown the amount of individ-
uals. Have we seen the types of things that we wanted to see from 
that over the years? And has it allowed the administration to re-
duce expenditures in areas because of duplication with the Depart-
ment? And how does that all work? 

Mr. MUELLER. Well, I would have to leave the description of 
what is occurring in DHS in the hands of DHS. 

Mr. YODER. Sure. In terms of how it affected your agency, sir. 
Mr. MUELLER. I will tell you that the PATRIOT Act and breaking 

down the walls between ourselves and the Intelligence Community 
has reaped substantial benefits. I am not certain in terms of finan-
cial. But I will tell you the sharing of information now is instanta-
neous between ourselves and the CIA and NSA. 

The development of NCTC, National Counterterrorism Center, 
has been tremendously effective. It is one of the more effective tools 
that have come out in the wake of September 11 in terms of giving 
an overarching view of terrorism, because terrorism is not limited 
by borders. The threat to us may come from Pakistan, Somalia, 
Yemen and the like, and you need that picture. 

So, first of all, the exchange of information is as it should be, and 
it will continue, and needs to continue, in the cyber arena as we 
establish it and continue in the counterterrorism arena. And there 
are certain aspects certainly of the mechanisms and institutions 
that were put into place in the wake of September 11th that have 
been invaluable and need to continue as we address the cyber 
arena.

SENTINEL

Mr. YODER. I appreciate that. And then as we are looking at spe-
cific areas we can cut, certainly one area I know you are aware of 
that has come under scrutiny with the FBI, and you spoke about 
it earlier, is the Sentinel project, and some of the efforts to stream-
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line the recordkeeping. And we had the inspector general in last 
year, who was fairly critical of the cost overruns, and tried to get 
to the heart of where that was from. And my recollection of that 
conversation with the inspector general is he laid much of that con-
cern at the feet of the FBI. My initial thought was, okay, this is 
a third party that is not coming in under budget, and, you know, 
we need to change third parties. His response, my recollection, was 
it was more FBI making later decisions, making changes towards 
the end of projects that were already run. 

That may be a blame game. But I guess what are your thoughts 
on what we learned from that, how it is going forward? And cer-
tainly as we are trying to cut administrative costs, you know, over-
runs in the hundreds of millions certainly is not something that en-
hances safety or helps solve the debt, which are two of our goals 
here in this room today. 

Mr. MUELLER. The Sentinel project was a four-phase project, 
started maybe 4 or 5 years ago, and the cap on it, I think, is $451 
million. We got to phase two with the contractor, and what had 
been produced by the contractor was not satisfactory. We cut it off 
and restructured to take much of it in house. 

There are three aspects to the contract. One is the timeframe of 
getting it completed, where we push it out; second is the funding; 
and third, to make it work. I have emphasized, number one, mak-
ing certain that it works when it goes out. Our expectation is this 
will occur this summer or fall. And as we speak today, it is being 
tested in three of our offices around the country. So, I am fairly 
confident that it will work. 

Secondly is the budget. We are still under budget. And we are 
under budget because we restructured the contract to focus on 
what should be accomplished and make certain that we tried to ac-
complish it under budget. We are currently under budget. Now it 
has been delayed because I focused on the other two aspects. I 
wanted to make certain it works, and I wanted to keep it under 
budget. So it is delayed until I get it out there and I get it out 
under budget, or close to budget. We may be just over. Right now 
we are under budget. 

Mr. YODER. Well, and I certainly appreciate that, because the 
concern, obviously, is as you go over budget, it is hard to explain 
to our constituents. It is hard to explain that when we are making 
tough decisions and we have projects going over budget. It appears 
from the things I am reading that the FBI has taken note of the 
concerns and, as you are stating, has made changes to the project 
to put it in a more positive position. So that seems to be moving 
in the right direction. 

Mr. MUELLER. If you want me to talk for a while, I could talk 
about the procurement process in the Federal Government and the 
constraints that it has on our ability to make projects and modify 
projects and the like. 

Mr. YODER. Let me actually, Mr. Chairman, if one may for one 
more minute here, I noted in my notes here somewhere that the 
FBI’s authorization has not occurred for some time period in Con-
gress in terms of the authorizing committee; that through the fi-
nancial process we have been doing it through appropriations. And 
that may be incorrect, I guess. 
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What can Congress do to give better guidance to the FBI? And 
certainly we need to always continue to try to keep our house in 
order. It is easy for us to sort of criticize your work. How can we 
be more clear or more direct about prioritization, or remove obsta-
cles that we place in your way, such as the procurement process 
or other things, that would create better opportunities for you to 
better manage your department? 

Mr. MUELLER. Well, the procurement process is larger than prob-
ably any of this in terms of getting things in this day and age mov-
ing more quickly than we would like. What this committee has 
done is to visit the Terrorist Screening Center, or the National 
Cyber Investigative Joint Task Force, and by visiting these entities, 
you have some idea of what we are doing. 

To the extent that one is interested in familial DNA, it is very 
beneficial and useful for us to have that interest, and it makes us 
come back and be responsive in terms of briefings and have a path 
forward. So the process of working together, understanding your 
focus in terms of your constituency, but your understanding of 
what we are trying to do to address the threats, I think, is a valu-
able exchange, but also to understand that we are different. We are 
not like every other agency. The decisions we make affect persons’ 
daily lives. But some of them, not all of them, quite obviously, re-
late to life and death as well. So we are different than other agen-
cies. And understanding that difference and giving us the budget 
support, recognizing that difference, is important. 

I want to say that we are on the law enforcement side, but we 
are now an intelligence and law enforcement agency and should be 
perceived as such in the same way that the CIA, NSA, or DOD is 
perceived as the kind of agency that protects the United States. We 
do the same thing. When it comes to decisions, I would hope that 
people would keep that in mind. When we do not do something, 
there is a certain risk that is undertaken, and understanding that 
risk in the budget process, I think, is important. 

Mr. YODER. Thank you, Director. 
Thank you, Mr. Chairman. 

TERRORIST SCREENING CENTER/CONTRACTOR REDUCTION

Mr. WOLF. The Terrorist Screening Center is responsible for 
maintaining the integrity of known terrorist identities data for the 
Federal terror watch list. I think we can agree that it is a pretty 
important function. I was out there last week to visit them. What 
work being done at the center would be terminated under this pro-
posal of the change with regards to the budget that the administra-
tion has submitted? And where would that work then be taken up? 
Who would take up whatever would be reduced out there? 

Mr. MUELLER. It was a question as to what—— 
Mr. WOLF. There is a reduction in the budget of $7 million from 

selected national security activities. They are proposing to shrink 
the contractor workforce at the Counterintelligence Strategic Part-
nership Program, the Terrorist Screening Center. What would be 
terminated? What roles, what activity would be eliminated based 
on this? 

Mr. MUELLER. Would you just give me a second? 
Mr. WOLF. Sure. 
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Mr. MUELLER. That particular reduction is something we are 
going to have to cover by bringing that which is being done by con-
tractors now in house. Our expectation is we will be able to cover 
that.

Mr. WOLF. And you will miss nothing with a result of that? 
I would urge Members, if they get a chance, to go out and see 

the center. It is a place where, based on the Christmas Day bomb-
er, you know, the activity, and had the center not been there—it 
is like one of those things that you can say if the center had not 
been there, was not there, what might take place in this country 
is so devastating. But yet you will never know what never hap-
pened because the center is there. Had the Christmas Day bomber 
been successful, had there been—had the Times Square bomber 
been successful. 

So I guess I would urge every Member—and we are going to 
bring the cyber briefing up here on the Hill—but I think it would 
be helpful to go out and visit the center. And also I think it would 
be helpful for everybody to go out and visit the counterterrorism 
center so you can see stovepipes have been broken down. There is 
communication between them all. 

So you think there will be no loss of any—— 
Mr. MUELLER. We will have to cover because of the prioritization 

we give it. 
Mr. WOLF. Okay. Have you ever considered, since you have ev-

erybody there together, the possibility of using the same process to 
screen for foreign war criminals, human rights violators, and major 
organized crime? In your view, would it be feasible to add these 
data sets to the TSC? Because once someone gets in, organized 
crime, Russian Mafia, criminal activity if somebody has been in-
volved in atrocities whether it be in the former Yugoslavia, or Si-
erra Leone, or Liberia, it is very difficult to get them out. And you 
have organized crime people who are committing crimes, that are 
killing Americans. Have you ever thought of using that? 

Like Charles Taylor’s son, who was involved in atrocities in Libe-
ria and Sierra Leone, got into the country. There is a unit in the 
Justice Department, as you know, that tracks Nazi war criminals, 
some of whom got into the country. Have you thought of using this, 
which was a very impressive process, to see if we could prohibit 
people like that from coming into the country? And like when there 
is a TACA flight coming out of San Salvador loaded with a couple 
MS–13 guys that are going to come up and cut the hands off of peo-
ple in the northern Virginia, or the L.A. area, or wherever, would 
it not be better to keep the guy in San Salvador and off the TACA 
flight rather than coming into Dulles airport and then coming in 
and doing what they are doing? I think we could eliminate a lot. 
So have you looked at that from doing that? 

Mr. MUELLER. Well, yes, it would be good to keep them out. And 
the focus has been terrorism for a variety of reasons, but that does 
not mean we should not look and see if there are possibilities of 
using other data sets. 

I know there are other data sets, for instance State has one, 
which would have that kind of information that would preclude 
somebody from getting a visa or a document that would enable 
them to come into the United States. I would have to go back and 
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look at how that data set is currently being used, and then look 
at it from the perspective of how we can enhance the Terrorist 
Screening Center to perhaps address those objectives, and we are 
willing to do that. 

Mr. WOLF. Okay. If you would look at that and let us know if 
you need new legislation, because there are known war criminals 
who have come into the Nation, come into the country, and they 
are very difficult to remove them. If we could keep them out. 

Also I understand the TSC has never been formally authorized. 
Is this something you are seeking a remedy to? Has there been any 
draft legislation up here to authorize it? 

Mr. MUELLER. I am not familiar. I know it was established, you 
know, 6, 7, 8 years ago, and it has worked very well. 

Mr. WOLF. I think it was done by Executive Order, though, 
wasn’t it? 

Mr. MUELLER. It was. An Executive Order by President Bush. 
Mr. WOLF. I was there when he did it. So would it be good to 

put that in legislation? 
Mr. MUELLER. I would have to look at that issue. I have not 

spent some time looking at it. I can tell you that it has worked sat-
isfactorily to date, but I know there are concerns about what might 
happen in the future. 

Mr. WOLF. So if you could, and let us know. 
Mr. MUELLER. Yes. 

DOMESTIC RADICALIZATION/COUNTERING VIOLENT EXTREMISM

Mr. WOLF. Domestic radicalization. Last year we discussed do-
mestic radicalization as a growing terrorist threat, particularly 
radicalization over the Internet, which you cited as a major factor 
in the uptick. In 2011, we saw a significant number of attacks, or 
attempted attacks, by people radicalized in this country. Chesser, 
who was a young man from Oakton, Virginia—Oakton was in my 
congressional district—was radicalized. We see the five Pakistanis 
from Alexandria. We see the guy from Sterling who was going to 
attack the Metro. What are the latest trends, and what successes 
and challenges are you having in countering this threat? 

Mr. MUELLER. Well, the latest trend is an uptick, I would say, 
in individuals who are self-radicalized in the United States without 
touching someone, whether it be from overseas or somebody domes-
tically. These individuals are self-radicalized in the sense that they 
become immersed in the Internet, find their calling on the Internet, 
can contact and work with other people on the Internet, can be 
trained on the Internet, and can undertake their attacks based on 
what they have learned by themselves without operating in a con-
spiratorial way with others. 

Over the last 2 years we have had a number, I would have to 
get you the explicit number, of the homegrown radical extremists. 

Mr. WOLF. For the record, we would like to have that. 
Mr. MUELLER. We will get you that. And I am not certain wheth-

er it is in my full statement or not, but we will get you that. 
[The information follows:] 
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HOME GROWN RADICAL EXTREMISTS

The number of Homegrown Radical Extremists is classified and will be provided 
separately in a classified setting. 

Mr. MUELLER. So that is our greatest concern. 
Now, we have had some success in terms of identifying those in-

dividuals, both off the Internet, but also using sources. We have 
had success in terms of arresting those persons, and they have got-
ten very substantial sentences. But I expect that to continue. The 
latest one was Khalifi, the individual two weeks ago, who was ar-
rested. His target ultimately, not at the outset, was the Capitol. He 
was arrested on his way to undertake that act. 

Mr. WOLF. Well, I think the Bureau—you and the Bureau have 
done a good job, and I want to make sure that the record shows 
that I believe you all really have done an excellent job. 

I guess the concern that I have when I look, Awlaki was an 
imam in a mosque in northern Virginia. As a result of Awlaki, 13 
people were killed in Fort Hood. The major was radicalized with re-
gard to Awlaki. If you read the history of the Chesser case, he was 
radicalized, he was in communication with Awlaki. Is there not a 
way to prevent that? Because I know there are two theories: One, 
let’s access and see, and monitor and follow, and then intercept and 
then convict. But if Chesser, who was taken in as a young boy, if 
he did not have the access to Awlaki, I am sure he would not have 
gone wrong. If the major at Fort Hood had not been in communica-
tion constantly—so I know you use it for investigative tools. 

Is anyone looking at how do you stop this? And I know the Inter-
net can move around. But is there any way of stopping this, when 
you see an Awlaki come up on the radar, to shut it down and 
knowing that it is coming back in two weeks? 

Mr. MUELLER. The Internet is such now that it is very, very dif-
ficult to shut down one video, or a number of videos, or a person’s 
capability to get up on the Internet and upload that which they 
want. It is not that there have not been instances where that has 
occurred, but from Awlaki, his death removed from the Internet an 
individual who was able to reach out and touch any number of peo-
ple by reason of the Internet. When he was here in the United 
States, he would touch people himself by talking to them, and by 
lectures and the like. His removal from the scene removed from the 
Internet his ability to draft additional treatises and publish them 
on the Internet. But that does not mean that his impact is totally 
removed, because and we have the older sermons, and the older 
material he had posted on the Internet way back when that are 
continuously utilized to date. It is a very difficult issue to try to 
eliminate something from the Internet. 

Mr. WOLF. Is there any way of looking at how you can? 
Mr. MUELLER. I can tell you that there are a number of agencies 

who are looking at that, yes. I cannot get into in public the efforts 
that have been undertaken to do that but there are efforts, and 
some of them have been successful. 

Mr. WOLF. Has anyone taken Awlaki’s place? I mean, he spoke 
English.

Mr. MUELLER. People would say there are some aspirants, but 
no. He had a place that he had developed over a period of time 
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where he had some charisma, he had organizational ability, and he 
was a leader that would be very, very difficult to replace. 

Mr. WOLF. In December, the President’s national security staff 
issued a strategic plan for countering violent extremism. The plan 
talks about the establishment of a countering violent extremism co-
ordination office in the FBI. Is this included in your fiscal year 
2013 budget request, or are you planning to submit the required 
reprogramming to establish such an office? 

Mr. MUELLER. To the extent that we have that, it is the consoli-
dation of our outreach efforts, and we have not sought a separate 
budget for it. 

Mr. WOLF. Will there be an office then? Will there be an office 
of—countering violent extremism coordination office? 

Mr. MUELLER. I would have to check back with you on that, uti-
lizing that phrase, and where that is at this juncture. 

Mr. WOLF. Okay. Because then the next question would have 
been if the answer was yes, what will the new office do? And what 
role do you expect the FBI to play in it? So maybe you can just give 
us the answer first. 

Mr. MUELLER. I will get back to you on both those questions. 
[The information follows:] 

COUNTERING VIOLENT EXTREMISTS OFFICE

The FBI has recently established a formal Countering Violent Extremists (CVE) 
Office within the National Security Branch. In an effort to better understand and 
counter the growing threat of homegrown violent extremism, and in response to the 
August 2011 White House report titled Empowering Local Partners to Prevent Vio-
lent Extremism in the United States, the CVE Office has been designed with the rea-
sonability for developing, promulgating, and executing the DVE strategy for the 
FBI, as well as coordinating all CVE-related activities across the FBI enterprise. 

This office does not perform a new function, but merely consolidates responsibility 
and coordination for this effort in one central location, reporting to the Executive 
Assistant Director for National Security. 

Mr. WOLF. Okay. On the Awlaki incident, as you will recall, I 
wrote you several years ago regarding a Fox News investigative re-
port looking at the Bureau’s role in allowing Anwar Awlaki back 
in the U.S. And it troubles me when I hear some of the family 
members from Fort Hood. It is painful, because I think there were 
things missed by certain segments of the government. And there 
are 13 people that are no longer alive. It is not just kind of he did 
a demonstration or something. He killed people. And so allow-
ing——

Mr. MUELLER. Let me just say that I am painfully aware of that. 
Mr. WOLF. I know you are. 
Mr. MUELLER. And our sympathy goes to the victims’ families. It 

is very, very painful. And every one of us feels badly that it oc-
curred and that we could not stop it. 

Mr. WOLF. So we wrote about allowing Anwar Awlaki back in the 
U.S. in October 2002 despite an outstanding arrest warrant. Now 
that Awlaki has been killed, I believe the Bureau, hopefully, could 
be more forthcoming with regard to the 2002 incident. It is impor-
tant that we look at how past incidents were handled so we are 
better prepared for the future. And I cannot help but think how 
history could have been different, especially at Fort Hood, if Awlaki 
had been arrested and prosecuted in October of 2002. Just like 
maybe if the computer had been opened by your agent down in 
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Phoenix. I mean, you cannot go what-ifs, but I think now that 
Awlaki is dead, I think it would be helpful—certainly if you could 
not do it publicly you could do it privately—to see what impact that 
had.

On October 10, 2002, an FBI agent ordered Anwar Awlaki re-
leased from Federal custody early that morning when there was an 
active arrest warrant. So we would like to see, if we could, or 
maybe if you could let Mr. Rogers know, but is there something 
that went on there that we learned by so that it never happens 
again?

Mr. MUELLER. I know a number of committees and committee 
members have been interested in the facts of what happened early 
on with Anwar Awlaki, and we would be happy to give you a brief-
ing of what we know. We have done it before; we will do it again. 

Mr. WOLF. Okay. Thank you. 
Mr. Honda, you want to? 
Mr. HONDA. Can I pass? 
Mr. WOLF. Sure. Sure. 

COUNCIL ON AMERICAN-ISLAMIC RELATIONS

I understand that for the last few years, the FBI has suspended 
any formal engagement with the Council on American-Islamic Re-
lations, CAIR. The fiscal year 2012 appropriations indicated sup-
port for that policy and directed the FBI to notify the committee 
if there were any violations of the policy. We have not received any 
notifications, so we can conclude that all FBI offices have been fol-
lowing that policy without exception. 

And let me just say also, I appreciate the Attorney General testi-
fied here last week and said he did not meet with CAIR either. But 
since we have not received any notifications, can we conclude that 
all FBI offices have been following that policy without exception? 

Mr. MUELLER. The policy relates to the CAIR, the organization 
and leadership of it. 

Mr. WOLF. Right. There is language in the appropriations report. 
Mr. MUELLER. Yes. I understand. The difficulty comes when 

there are individuals in communities who may be members of 
CAIR or in some way affiliated with CAIR that are substantial 
leaders in the community with which we otherwise may have some 
interaction. So I think our policy is clear to all special agents in 
charge, but the way you phrased the question, I am not certain I 
can give you an assurance. In fact, I am sure I could not give you 
an assurance that we have not intersected with persons who may 
have some association with CAIR around the country, because they 
are individuals who are substantial members of their communities 
who may have some association with CAIR, but not necessarily the 
CAIR leadership, which is our principal concern. 

Mr. WOLF. Well, as I understand it, that one of the reasons why 
the FBI has a specific policy regarding CAIR is that CAIR was list-
ed as an unindicted coconspirator in the Holy Land Foundation 
case.

Mr. MUELLER. That is correct. 
Mr. WOLF. Yeah. Do you have other nonengagement policies with 

others who were unindicted coconspirators in the Holy Land Foun-
dation case? 
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Mr. MUELLER. At this juncture I do not think so. 
Mr. WOLF. Well, I am a little troubled here because we do have 

specific language in. And obviously, if you were investigating a 
crime or something, you would. But I thought there was a fairly 
blanket policy of not meeting with CAIR. And there is specific lan-
guage in the appropriations bill. And if we are going to do over-
sight, I mean, I think that is an important part. I think it is very 
important. CAIR was an unindicted coconspirator. 

Mr. MUELLER. What I am saying is we absolutely understand 
your concern and share the concern. I believe we have had discus-
sions with your staff in terms of incidents where there have been 
persons that have met with individuals who may have had some 
association with CAIR. But in terms of a relationship with CAIR 
as an entity, we have not had that, to my knowledge. 

Mr. WOLF. Well, could you just share, because—— 
Mr. MUELLER. Surely. 
Mr. WOLF [continuing]. Because if an office around the country 

were meeting with CAIR, they would be in violation of FBI policy 
and our report language. 

Mr. MUELLER. I will check on that. 
[CLERK’S NOTE.—Information provided subsequently by the Bu-

reau indicates that the FBI has not participated in any CAIR-spon-
sored events.] 

Mr. WOLF. Okay. Mr. Honda, do you want to—— 
Mr. HONDA. Well, I was going to ask another question. But since 

you brought up this subject, Mr. Chairman, are you saying that the 
law prohibits folks to meet with CAIR, Members of Congress to 
meet with CAIR? Is that what I am hearing? 

Mr. WOLF. Excuse me. I was talking. 
Mr. HONDA. With this line of questioning, am I to understand 

that we have a law on the books that says that folks like my-
self——

Mr. WOLF. No, absolutely not. Positively, categorically, abso-
lutely, positively, categorically you can meet with anybody you 
want to. It impacts on absolutely no one other than the FBI be-
cause they were an unindicted coconspirator. But, Mr. Honda, you 
can meet with anyone. And it has nothing do with anybody else, 
period. It was report language in the bill that passed here. 

Mr. HONDA. Okay. Thanks. I appreciate that clarification. 
And, Director Mueller, thank you for being here. And I appre-

ciate the work that you are doing for our country. And I know it 
is not the easiest, and probably been targets of quite a few criti-
cisms. But I guess that is what keeps us on our toes. My mother 
used to say, if you are in hot water, you better come out clean. I 
love my mother. 

CORRECTIVE TRAINING REGARDING ISLAM

One of the questions I had was one of civil rights. As you know, 
the media has reported over the past year on the use of FBI train-
ing materials that stereotyped some Muslims or contained factual 
errors about Islam. In this regard I really appreciate your commit-
ment to purging your department of these materials, and I think 
that is the right thing to do. 



179

Can you tell me what measures you are taking to ensure that 
agents who were exposed to the materials or presentations received 
corrective training, given the amount of material you found on 
Muslims, approximately 300 presentations among other things? 
You are conducting a similar review of your training materials re-
lating to other minorities. I was just wondering what is being done 
on the corrective training, because as a schoolteacher, we have a 
saying that if we teach misinformation, it takes 30 more times and 
effort to correct that misinformation. So I was wondering what ac-
tions you are taking right now. 

Mr. MUELLER. Well, when this came to our attention, I believe 
it was last summer, we took a number of steps. The first was to 
put a panel together of five individuals with substantial credentials 
in the area, both within the FBI and outside the FBI, to put to-
gether the guidelines and protocols for training in this arena, 
counterterrorism. Then we went through our training materials 
since September 11 which equates to approximately 160,000 pages 
of training materials. We matched up those training materials with 
the guidelines regarding appropriate training that should be given 
in this arena, and came up with far less than, I think, 1 percent 
where the training material was inappropriate and was pulled. 

In the course of that process, we also looked at who had been ex-
posed to those training materials and, to the extent necessary, 
went and rectified that. Because the inappropriate training mate-
rials were such a relatively small portion of the training materials 
we had given, this was not an inordinately large or difficult task. 
So we will use those guidelines in the future. 

In terms of the broader consequence to other communities with 
whom we operate, we have changed the process so that there is an 
approval process for training materials that we did not have before. 
In other words, we have 34,000 persons and 56 field offices, we are 
often asked to train. We did not want to burden the process, so ev-
erybody had to go through headquarters to get approval. But we 
now have a process in place that better monitors what we are doing 
around the country, particularly when it comes to sensitive areas. 

Mr. HONDA. Thank you. 

NYPD SURVEILLANCE

I wanted to touch on the New York Police Department surveil-
lance issue. As you know, it has been reported that since 9/11, the 
New York City Police Department and the CIA have engaged in 
overbroad and discriminatory efforts to collect information on the 
Muslim community without the establishment of reasonable sus-
picion and outside the scope of joint operating agreements. As you 
know, the President’s national strategy to prevent violent extre-
mism in the United States says that al-Qaeda uses instances like 
these as a recruiting tool. 

Considering the comment that your own general counsel, Valerie 
Caproni, made regarding the possible unconstitutionality of these 
investigations, what effect do you believe that these overbroad in-
vestigations are having on our national security? 

Mr. MUELLER. Let me start by saying at the outset that Ray 
Kelly and the New York Police Department have done a remark-
able job in protecting New York. The fact of the matter is that New 
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York has been and will continue to be a target. We have worked 
closely, very closely together with them. We operate under a par-
ticular set of guidelines issued by the Attorney General. My under-
standing is that the New York Police Department has a separate 
set of guidelines, I believe court-imposed, under which they oper-
ate. Any set of guidelines has a combination of requiring the predi-
cation for undertaking investigative action coupled with an ap-
proval level for undertaking that particular action. I am not famil-
iar with the internal NYPD guidelines or those guidelines that 
have been imposed by the court or the oversight bodies in New 
York, so I am really not a good person to evaluate the application 
of the guidelines to NYPD. 

Mr. HONDA. So if the guidelines are court-imposed, are those de-
tails available in public, for the public to see for examination or for 
some sort of constitutional test? 

Mr. MUELLER. I think it is probably internal to New York. I am 
not certain to what extent they are public guidelines. I know that 
Ray Kelly gave a speech at Fordham, I believe last week, in which 
he alluded to some of that. Frankly, I had not been familiar with 
it but quite obviously, he and those from New York are more famil-
iar than I. 

Mr. HONDA. I am not going to argue about, you know, the job 
that the New York Police Department has done to be contrary. But 
the discomfort I feel, even if it is court ordered, is in the history 
of this country back prior to Pearl Harbor and after Pearl Harbor, 
there was a lot of court orders that were given that sort of tram-
pled on some communities’ constitutional rights. And I do not know 
whether we have changed much in terms of responding to hysteria 
because of war or our racial sentiments, but certainly I think some-
one has to have some responsibility to check the behavior and 
check it against some sort of template that reflects constitutional 
snuff. And I am just wondering whether the FBI or any depart-
ment, especially at DOJ or the Attorney General’s Office, have 
looked at that and considered it? 

Mr. MUELLER. Well, let me just start by saying I think things 
have changed. Since September 11, I believe the Bureau has main-
tained the balance between being effective against terrorism, but at 
the same time adhering to our values of assuring civil rights, civil 
liberties, and privacy concerns. In every decision we make, they 
come into it. 

We have made mistakes. When we make mistakes, there is an 
inspector general, there are a number of panels of Congress that 
look at us, and the media, in ways that you did not have in the 
past. I think everybody in the Bureau understands that we will be 
evaluated in the future not just on whether we were successful in 
protecting the American public, but if we did so within the con-
straints of the Constitution, the statutes, and the Attorney General 
Guidelines.

As to New York, as I say, I cannot really speak to that. Whether 
the Department of Justice is doing something with regard to the 
newspaper articles I know you are talking about, I just am not cer-
tain.

Mr. HONDA. Thank you. I thought I would take another swipe at 
it anyways. Thank you. 



181

Mr. WOLF. Mr. Graves. 
Mr. GRAVES. Director, thank you for being here today. And sorry 

I am a little bit late coming in. 
I appreciate the good work you and your team are doing to pro-

tect our citizens from the various threats that exist out there. And 
I imagine that it is beyond our imagination the various threats 
that you have to deal with on a regular basis, and a tremendous 
job has been done, clearly, over the last several years. 

FOOD SECURITY

And I had one question as it relates to livestock. It seems that 
years ago there was a direction by the Department to I guess take 
a look at terrorist attacks with livestock, in relation to livestock, 
or into the livestock supply across our country. Can you give us an 
update on that, what you have seen as a Department, and how you 
work with other agencies in that area as it relates to livestock, and 
any attacks that might come in that area? 

Mr. MUELLER. Several years ago, Congressman, we established a 
Weapons of Mass Destruction Division within the Bureau whose 
focus is exactly on that, biological, chemical, and nuclear threats 
that we face. I know we, also address that through our 56 field of-
fices. Not only that, but also in terms of the intelligence that we 
get from overseas. If people are looking at anthrax, whether it be 
against persons or against livestock, we make certain that we fol-
low any leads in that regard. 

There also is an annual, I want to say, convention. It is not a 
convention, but an annual study, generally in the Midwest, that is 
done, which is a focal point for the newest and best information one 
has in terms of the possible threats to the food chain, livestock and 
the like, throughout the United States. DHS, quite obviously, has 
a substantial role here. It is being addressed. To the extent, knock 
on wood, that you do not have an incident, then it does not come 
to the fore and is not much publicized, but I can tell you people 
have been and continue to be concerned about that potential 
threat.

Mr. GRAVES. That is great. I appreciate your work on that, be-
cause you are right, it seems that there is—the traditional terrorist 
attack mode is what our focus always is, but the food supply out 
there as well, and something that has been under threat, I imag-
ine, at some point or another. So I want to thank you for your work 
there and working with other agencies. I just wanted sort of an up-
date on that, because I know it was something that was imple-
mented a few years ago. Thank you. 

Thank you, Mr. Chairman. 
Mr. WOLF. Sure. Thanks. 

HIGH-VALUE DETAINEE INTERROGATION GROUP

In fiscal year 2012 the Congress approved your requested pro-
gram increase of $16.8 million to formally establish the High-Value 
Detainee Interrogation Group (HIG). Is the HIG up and running at 
full strength? And do you have a full complement of staffing and 
cooperation from other agencies? 
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Mr. MUELLER. Yes. It has been effective. Over the last two years, 
I think we have had 14 instances where we have deployed elements 
of the HIG to conduct interrogations. So it is up and running. 

I would have to get back to you specifically on whether we are 
up to full complement, but I know when I looked into it a month 
or two ago, it was very effective and is being utilized. 

Mr. WOLF. Okay. So the other question, which you sort of an-
swered, are you satisfied with the results? But how many deploy-
ments has the HIG—— 

Mr. MUELLER. If I am not mistaken, 14 in the last two years. 
Mr. WOLF. Okay. The committee asked you for a report, which 

is due on March 17, detailing the research activities of the HIG, 
the results of such research, and any recommendations for the de-
velopment of new interrogation techniques for use by the U.S. Gov-
ernment. I assume we will get that report. Do you have any pre-
view of it? 

Mr. MUELLER. I have not seen a draft, but I will check on that. 

NATIONAL DEFENSE AUTHORIZATION ACT

Mr. WOLF. Okay. Section 1022 of the National Defense Author-
ization Act mandates military detention for noncitizen terrorism 
suspects. The President has now issued a policy directive which ap-
pears to interpret the waiver provisions broadly so that military de-
tention may very well not occur. 

Can you summarize for us, for the members of the committee, 
the major points of this new directive? And what are the impacts, 
if any? You mentioned earlier, would you expect any impacts on the 
FBI at all? 

Mr. MUELLER. Very generally, what it does is set forth a set of 
procedures so that when an individual comes into the United 
States, who is not a U.S. person, not a U.S. citizen, but is affiliated 
with al-Qaeda and in the process of or is participating in under-
taking a terrorist attack, that military custody is evaluated. 

Our concern at the outset was that when you have a fast-break-
ing terrorist incident, that this may cause some concern. What the 
President’s statement does is assure that if we are in the midst of 
an investigation, and we have a number of people, one of whom 
may not be a U.S. citizen, that that investigation is not disrupted; 
that if we are in the process of interrogating an individual or start-
ed the interrogation, that process is not interrupted; and that to 
the extent that we have an ongoing investigation, we will be able 
to maintain that investigation without it being interrupted or 
stopped while persons decide whether or not the individual should 
go to military custody or stay with Article III. 

So, as I responded earlier, I think it satisfies concerns I have 
about the disruption of an ongoing, very fast-moving investigation 
while persons determine where the person ultimately will end up, 
either for trial or for further investigation or interrogation. 

Mr. WOLF. And is the primary purpose still intelligence? 
Mr. MUELLER. Yes. The primary purpose for when we detain 

somebody involved in terrorism, whether they are U.S. citizens or 
not, is intelligence and to determine whether that person has infor-
mation on other plots. That is the primary purpose. 
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Mr. WOLF. Under these new regs would the Christmas Day 
bomber have been treated any differently? 

Mr. MUELLER. I do not believe so. 
Mr. WOLF. So that pretty much played out the way that it did? 
Mr. MUELLER. I believe so. We certainly conducted the initial in-

terrogation without Miranda warnings. Later that evening they 
were given. Now, it may have delayed those Miranda warnings de-
pending on the circumstances. 

Mr. WOLF. Okay. This may delay? 
Mr. MUELLER. It may have had some impact on the Christmas 

Day bombing. It is hard to tell in retrospect. 
Mr. WOLF. I would assume somebody will look at this to see what 

the impact would have been. 
Mr. MUELLER. Yes. 

FINANCIAL AND MORTGAGE FRAUD

Mr. WOLF. Okay. Financial fraud. The one and only program in-
crease requested in your fiscal year 2013 budget is $15 million and 
44 positions to combat financial fraud. Can you describe the FBI’s 
role in the Financial Fraud Enforcement Task Force and why more 
resources are necessary in this area? 

Mr. MUELLER. We have, as I think I indicated, many mortgage 
fraud cases. Any additional resources help us address the 3,000 
mortgage fraud cases that we have. The $15 million will enable us 
to establish an additional two hybrid squads, which we use to ad-
dress the most complex financial crimes. This will enable us to be 
able to bring in additional expertise in terms of analyzing and 
cross-referencing complex financial documents. I will increase our 
case production by probably up to 240, 250 cases. So the additional 
resources will be utilized to continue to address the inventory of 
cases we have. 

Mr. WOLF. We understand that you currently have over 1,200 
FBI employees working on economic fraud cases. How many agents 
work on that, and how many agents do you have total in the FBI? 

Mr. MUELLER. Well, I would have to get back to you. We have 
between 13,000 and 14,000 agents at this juncture, and I would 
have to get back to you on the numbers. 

Mr. WOLF. Okay. How many agents are working on—— 
Mr. MUELLER. I would have to get back to you on that specific 

number.
Mr. WOLF. If you would. 
[The information follows:] 

NUMBER OF AGENTS WORKING ECONOMIC FRAUD

The FBI dedicated approximately 900 special agents to investigating more than 
8,900 complex financial crime cases during FY 2011 and dismantled more than 179 
complex financial criminal enterprises. Additionally, the FBI has approximately 470 
reimbursable agents dedicated to Heath Care Fraud investigations. 

Mr. WOLF. Has there been a new burst of fraudulent activity 
that is driving this? Is there something out there that is driving 
this?

Mr. MUELLER. No, this is the problem that started in 2008 in 
terms of—— 

Mr. WOLF. Just a continuation? 
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Mr. MUELLER. Yes. 

ECONOMIC SECURITY

Mr. WOLF. Okay. Economic security. As you may know, about 10 
years ago, two senior officers in the People’s Liberation Army wrote 
a book called Unrestricted Warfare. The U.S. Intelligence Commu-
nity eventually got a copy and translated it to English. The book 
outlines how the Chinese could use asymmetric warfare to weaken 
the United States, including economic warfare and cyberwarfare. 

I recently met with a group that was asked to do research on this 
by the Defense Department a few years ago. Their conclusion is 
that the U.S. is unprepared to deal with the threat of economic 
warfare which could occur when a foreign country or actor uses its 
sovereign wealth funds or other financial tools to try to undermine 
the U.S. market, literally impact the stock market. With the grow-
ing number of sovereign wealth funds and foreign state-backed in-
struments, some believe that our open markets could be vulnerable 
to manipulation by a foreign government or even a terrorist group. 

Has the Bureau looked at this threat in the past, and do you 
have any current strategic reviews or cases involving economic se-
curity involving foreign players? And lastly, will you be willing to 
have the Bureau lead an interagency group, including the Treas-
ury, the SEC, and others, to look at the threat and potential pre-
ventive measures that the U.S. could take? This could potentially 
have a major impact on the stock market, which would therefore 
have a major impact on the economic situation of the country. We 
saw what took place in 2008. 

Mr. MUELLER. Well, I had not been familiar, until you alerted 
me, to the possibility of the manipulation of sovereign funds as an 
element of attack or war. So having alerted me, we will follow up 
on that. To my knowledge, it is one of a number of theories out 
there. But it certainly warrants us sitting down and trying to 
evaluate whether it is a threat of the future that we ought to be 
taking precautions against now. 

Mr. WOLF. Okay. Maybe I can have the people—if you could con-
tact us to tell us who we can have them speak to your agents. They 
were recommended by former Attorney General Mukasey I think. 
So if you can tell us who, we will then put them in touch—— 

Mr. MUELLER. We will have the right people sit down and look 
at this. 

Mr. WOLF. Okay. Thank you. 
Mr. Serrano, do you want to—— 
Mr. SERRANO. Thank you, Mr. Chairman. 

CIVIL LIBERTIES

Let me just piggyback a second on what Mr. Honda brought up. 
I also join those folks who commend you for your service and stay-
ing on longer. As far as I am concerned, you can stay on for as long 
as you want to. You are not supposed to shake your head during 
a hearing. You are supposed to be agreeable to everything. But 
anyway, that is out of the respect we have for you. 

But you and I have discussed this many times, the delicate bal-
ance between doing what is right for the country and making sure 
that we protect people and respect people’s civil rights and civil lib-
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erties. And I commend you for the fact that you have always been 
conscious of that and trying to work on it. And as I said many 
times to you, especially after September 11, if, in the process of get-
ting the bad guys, we trample on the rights of the good guys, then 
at the end of the day, we may have lost out and they may have 
won by changing our behavior. So even if we do not make a big 
deal about it, we are all conscious of that and all wish that that 
stays on the minds of all folks. 

ENTRY PRECAUTIONS/PROTECTIONS

Let me ask you a question. Last month there was an FBI raid 
in Massachusetts, and there was an issue of a chainsaw and so on. 
In talking about balance again, how does the FBI deal with the fact 
that for the safety of the innocent, for the safety of the agents 
themselves, how do you try to balance? And what do you look at 
going forward to make sure that incidents like those are not nec-
essarily commonplace? 

Mr. MUELLER. I am not certain of the incident, but the way you 
relate it would seem to me that we used a chainsaw in terms of 
an entry. 

Mr. SERRANO. Right. 
Mr. MUELLER. And that is a balance as to what kind of protec-

tion or precautions do you take in terms of an entry? I am not fa-
miliar with the facts of the case. I did allude earlier to the fact that 
we have lost more police officers in the last year than we have lost 
in comparable timeframes before. Consequently, the hardest thing 
for me or the hardest thing for a leader of an agency is to lose an 
agent and deal with the victim’s families, and to question if you 
could have done more to protect that particular agent. With the in-
crease in capabilities of criminals, the types of firearms that are 
available, the type of velocity, the type of damage that can be done, 
yes, we take substantial precautions. But in my mind, I think they 
are appropriate. 

I would have to look at this particular incident. Though in every 
one of these incidents we do an after-action report. 

Mr. SERRANO. Right. 
Mr. MUELLER. And I would have to look at that and see if there 

was something in that after-action report that we had determined 
that we should change in the future. But any time we are involved 
in a shooting or any time we have an entry in which there are 
issues, we do an after-action report to make certain that not only 
did we do everything to protect our agents, but also we did so in 
understanding and protecting those who may be in that house at 
the time we make an entry. 

Mr. SERRANO. Thank you. And I appreciate that. 
Recently the Supreme Court ruled—— 
Mr. MUELLER. If I may add one thing. 
Mr. SERRANO. Go ahead. 
Mr. MUELLER. What comes to mind also is an agent in Pitts-

burgh 2 years ago who made an entry in the morning involving a 
drug dealer the drug dealer runs downstairs. The wife is upstairs. 
The agent comes in at the bottom of the stairs. The wife at the top 
of the stairs shoots him and kills him. Those images live with you. 

Mr. SERRANO. Right. 
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Mr. MUELLER. So the after-action report is what did we do wrong 
in not protecting that agent, as well as could we have done things 
better so that we did not get in the circumstance? 

Mr. SERRANO. And I appreciate it. I certainly appreciate that. 

GPS TRACKING

Let me tell you that recently the Supreme Court ruled that the 
use of GPS trackers without a warrant was illegal. As a result of 
that, I understand that you had to turn off and retrieve some 3,000 
trackers. The high number of trackers makes it seem like you were 
heavily relying on this tactic. How does that ruling change the way 
you now approach these issues, since the issue seems to be how fre-
quently it was used? And secondly, this may call into—does this 
call into question for you to review some of those activities? 

Mr. MUELLER. I would say in regard to the last, no, because I 
believe when we used the tracking devices, there is a rationale and 
approval process we go through to assure that it is being appro-
priately done. 

I cannot speak to the numbers, but a substantial number of 
trackers we have had to turn off. One ought to balance, on the 
other hand, the fact that it often saves us from physical surveil-
lance. Putting a physical surveillance team out with 6, 8 or 12 per-
sons is tremendously time-intensive. So it will inhibit our ability to 
use this in a number of surveillances where it has been tremen-
dously beneficial. 

We have a number of people in the United States who we could 
not indict. There is not probable cause to indict them or to arrest 
them, but who present a threat of terrorism. These individuals may 
be up on the Internet, may have purchased a gun, but have taken 
no particular steps to take a terrorist act. We are stuck in the posi-
tion of surveilling that person for a substantial period of time. 
Trackers enabled us to utilize resources elsewhere. 

So it is going to have an impact on the work that we do. But, 
of course, we will comply with the ruling of the Supreme Court and 
make certain that whatever test is ultimately adopted, that we will 
adhere to that in terms of utilizing this device. 

Mr. SERRANO. Yeah. 

HOLOCAUST MUSEUM

One last point. I have gotten you on the record saying something 
on a couple of occasions, because I think it merits to be repeated, 
and I am alluding to part of the training where you would have the 
agents visit the Holocaust Museum. 

Mr. MUELLER. Yes. 
Mr. SERRANO. Is that still part of the training? 
Mr. MUELLER. Yes, it is. 
Mr. SERRANO. Could you just once again this year—— 
Mr. MUELLER. Louis Freeh, my predecessor—— 
Mr. SERRANO. Exactly. 
Mr. MUELLER [continuing]. Believed—and I share that belief, but 

he gets the credit for establishing this practice—assured that every 
agent that went through our Academy also visited the Holocaust 
Museum so that they have a vivid example of what can happen 
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when a police agency goes rogue, does not adhere to the Constitu-
tion, the applicable statute or the Attorney General guidelines. 

Mr. SERRANO. Well, I commend you for that. And as I have said 
in years past, I think that that is a very important sign of what 
the Bureau is trying to do. And I think you are right, we have to 
remind ourselves at all times, as we do, what we need to do, of 
what can happen when it is not done properly and when people go 
berserk.

So I thank you, and I thank you for your service. 
Mr. MUELLER. Thank you, sir. 
Mr. SERRANO. Thank you, Mr. Chairman. 
Mr. WOLF. Mr. Schiff. 
Mr. SCHIFF. Thank you, Mr. Chairman. 

DNA BACKLOG

I wanted to mention—I should have mentioned it during the first 
round—a note of congratulations on eliminating the DNA backlog. 
I understand that the Federal backlog is gone completely, and the 
time to turn around a case sample is 30 days, which is just remark-
able. So, congratulations. 

Mr. MUELLER. Can I mention one thing in that regard? 
Mr. SCHIFF. Yes. 
Mr. MUELLER. And that is, it is resources. We were able to do 

that because the resources were given to us to, on the one hand, 
hire additional examiners that would address the backlog, and also 
invest in technology that would also assist. So I thank you for the 
resources to eliminate that backlog. 

Often, we are criticized for not eliminating a backlog or some-
thing we have not done, but, again, it takes resources, often, to get 
it done. So our thanks to the committee, because we would not be 
in the position we are today without the support of the committee 
on that particular issue. 

Mr. SCHIFF. And we saw a perfect illustration of why I think it 
was so important to do. In California, in 2003, a 17-year-old high 
school student was raped. In 2006, the rapist was arrested and his 
DNA was taken, but because of the backlog, it wasn’t uploaded 
until 2010. And when it was uploaded in 2010, he was appre-
hended.

And around the country, there are a great many backlogs in local 
jurisdictions. It is wonderful that we have now gotten rid of the 
Federal backlog, but we are still combating this at the local level. 
And there are cases that could be quickly solved with a simple 
upload. And every year that we wait in those States, more per-
petrators can go on to rape other victims. 

So, in any event, congratulations, and thank you for your good 
work.

We have focused a lot on DNA because of its power, but I know 
there are analogous problems with backlogs in other ballistic and 
other forensic labs, at least at the State and local level. Are there 
any other backlogs within the Federal system that you think we 
should be aware of or that you need resources to address? 

Mr. MUELLER. I will tell you, there was one that was remedied 
in the last 6–8 months, and that is in the Federal prison systems, 
making certain that we had swabs. That was a backlog for a period 
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of time that we worked with the Bureau Department of Prisons to 
have reduced. 

TEDAC IED BACKLOG

There are other backlogs. I mentioned TEDAC. Running those 
IEDs through our labs, there are backlogs there. And, again, it is, 
to a certain extent, a question of resources to get it addressed. But 
I would have to do a canvas of other areas where we might have 
backlogs, particularly if it is outside the laboratory. 

Mr. SCHIFF. Well, I would love to get that information, and I am 
sure the chair would as well, particularly as it involves something 
like IEDs. So if you could share that with us, we would love to do 
all we can to make sure you have the resources to address that. 

I want to ask you how the relations are these days between the 
FBI field offices and the U.S. Attorneys’ offices. I know historically 
there has been a very strong partnership, but even with strong 
partnerships there are occasionally frictions. As I recall, sometimes 
frustrations among Bureau agents that certain cases don’t get ac-
cepted, and frustrations in the other direction for other reasons. 

Are there any categories of cases that your agents tell you they 
wish that the U.S. Attorneys would be pursuing that they aren’t for 
either policy guideline reasons or resource reasons? 

Mr. MUELLER. I would say, the traditional areas you and I know 
are white-collar criminal cases that one would think languish too 
long because you are looking for the maximum amount of money 
or umpteen mail fraud/wire fraud counts. But that is only sort of 
a lingering issue that is generally there. 

I don’t think there is anything substantial where we are on dif-
ferent pages. If there is, I am going to hear about it tomorrow, be-
cause the U.S. Attorneys are meeting and I am addressing all of 
them. I am sure they will have a few questions afterwards. Maybe 
I ought to talk to you Friday, because there are areas that I am 
sure will be brought to my attention by the U.S. Attorneys where 
they would appreciate me doing something different than perhaps 
we are doing. 

Mr. SCHIFF. Well, please let us know if something comes up that 
we can help with. 

Mr. MUELLER. I will. 

MENTAL HEALTH RECORDS IN THE NICS

Mr. SCHIFF. Last question. In November of last year, your col-
league, David Cuthbertson, the Assistant Director of the Criminal 
Justice Information Services Division, FBI, testified before the Sen-
ate Judiciary Committee about progress being made to ensure that 
State and Federal agencies are reporting relevant mental health, 
drug abuse, and other records to the NICS background check sys-
tem. Mr. Cuthbertson testified that, while the number of mental 
health submissions to NICS from State agencies had increased sig-
nificantly, a significant percentage of those records were from a 
small number of States. 

While I applaud the progress and am pleased that California has 
been a leader in submitting the relevant records, it is my under-
standing that the NICS database is still very incomplete. An anal-
ysis by the Mayors Against Illegal Guns shows that 23 States and 
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the District of Columbia had submitted fewer than 100 mental 
health records. In addition, Federal agencies are not reporting 
records despite the fact there is a Federal law requiring all Federal 
agencies to report records of any person who is prohibited from 
purchasing firearms to the FBI. For example, 52 out of 61 Federal 
agencies have not reported any mental health data to NICS. 

Can you share with us what steps the FBI can take to better en-
force the laws that require reporting of records of prohibited fire-
arm purchasers? And is the administration budget request of $5 
million enough to accomplish the goal of ensuring that the records 
of all prohibited firearm purchasers are in the NICS background 
check system? 

Mr. MUELLER. Well, if I break it up into the other Federal agen-
cies, that is something we ought to have more leverage in terms 
of compliance with. That is something I would have to go back and 
check.

When it comes to particular States and localities and jurisdiction, 
it is, as you can understand, very, very difficult. Particularly in 
States that do not have the computerization, say, that California 
has and are facing budget deficits. We can encourage, we can ca-
jole. We don’t have a hammer. So we can encourage, but ulti-
mately, I am not familiar with the leverage we would have to make 
States and other localities comply. 

I share your concern. I wish there were a mechanism that we 
could, on the one hand, leverage or enforce the requirement and, 
on the other hand, have the funds available so that the localities 
could hire that person that was responsible for reporting these. 

Mr. SCHIFF. Mr. Director, is it your sense that most of the lethar-
gic response from the State and local jurisdictions is a resource 
issue or a computerization issue, or are you encountering some 
States that simply refuse to comply? 

Mr. MUELLER. I would have to get back to you, but I don’t think 
it is a refusal to comply. I think people understand, particularly in 
the wake of what happened at Virginia Tech, the necessity for com-
pliance with the law. I think it is something that you have to put 
into place, fund, and make it a discrete responsibility to do. 

It is also very difficult because monitoring what happens in 
court, which can change, if not weekly, monthly, is difficult also. 
So you put a person on or a person off for a period of time, if you 
don’t have the personnel that are monitoring this, then the records 
are not updated. And it is frustrating. 

I don’t think any of the persons we deal with are saying, ‘‘No, 
I don’t want to do it, I am just not going to do it because it is the 
Federal Government,’’ or something like that. It is just another 
burden, an unfunded mandate. I would have to check on this, but 
I think that is the biggest hurdle. 

Mr. SCHIFF. Thank you, Mr. Director. 
Thank you, Mr. Chairman. 
Mr. WOLF. Thank you, Mr. Schiff. 

STIMULUS FRAUD

Another major activity of your white-collar crime program is the 
investigation of fraud related to the $787 billion provided in the 
2009 stimulus. Your document states that, quote, ‘‘The FBI has al-
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ready seen examples of how stimulus funding has resulted in a 
myriad of fraudulent schemes,’’ end of quote. 

The stimulus bill included almost $16 billion under the jurisdic-
tion of this subcommittee. Can you give us some examples of stim-
ulus fraud that you have seen? 

Mr. MUELLER. I would have to get back to you with particular 
examples——

Mr. WOLF. Okay. 
Mr. MUELLER [continuing]. And tie it down, particularly to the 

stimulus funding. 
Mr. WOLF. Okay. 
Mr. MUELLER. I have to cull through and make that attachment. 
Mr. WOLF. Okay. 
Ideally, on some of these things, we can sort of have another— 

you don’t have to come—but a meeting on the different things, so 
we can go back. And I am making little notes here. 

Mr. MUELLER. We would be happy to take the list and get back 
to you on those issues, Mr. Chairman. 

[CLERK’S NOTE.—Additional information on this subject is in-
cluded in the Questions for the Record at the end of this tran-
script.]

COMPUTER INTRUSIONS/CYBER THREATS

Mr. WOLF. Computer intrusions: Your fiscal year 2012 appropria-
tion included an increase of $18.6 million to investigate computer 
intrusions, including making your National Cyber Investigative 
Joint Task Force a 24/7 operation. Is it now operating 24/7? 

Mr. MUELLER. I would have to check on that. 
Mr. WOLF. Okay. I visited—— 
Mr. MUELLER. I believe it is. But, again, I would have to check. 
[CLERK’S NOTE.—Information provided subsequently by the Bu-

reau indicates that the NCIJTF will be opening on a 24/7 basis be-
fore the end of calendar year 2012.] 

Mr. WOLF. Okay. I visited there and was very impressed. And we 
have asked the Bureau to host—we are going to do it on March 
27th, and we will be doing a letter to every Member inviting them 
to come and see. 

Do you think there is enough awareness in the government about 
the extent of the cyber threat to our economy and to our country? 

Mr. MUELLER. Do I think there is awareness? Yes, I do think 
there is awareness. 

Mr. WOLF. Do you think there is enough awareness? I mean, if 
you do, I am not trying to change your mind. I don’t. Because we 
had the head of the White House Office of Science taking his laptop 
and his BlackBerry to China, and he is the top guy in the White 
House. So I just—— 

Mr. MUELLER. If you are talking about awareness in terms of 
personal travel to various countries, I would agree with you, there 
probably is inadequate awareness of the threats that you have, in 
terms of having your cell phone, your laptop, your iPad hacked into 
by entities in particular countries. I do not think there is sufficient 
awareness on that. 

Mr. WOLF. Yes. 
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The committee directed you to increase training to develop the 
capabilities of field agents to investigate national security cyber in-
trusions. Has that been done? 

Mr. MUELLER. Could you ask that again, sir, if you would? 
Mr. WOLF. The committee directed you to increase training to de-

velop the capabilities of field agents to investigate national security 
cyber intrusions. 

Mr. MUELLER. Yes. We are in the process, as I said before, for 
not only the specialists on the cyber squads, where we have gotten 
enhanced training for all of those individuals, but for the workforce 
as a whole. We need to be computer-literate. We are in the process 
of doing that. 

Mr. WOLF. How would a cyber attack with national security im-
plications be investigated at the field level? Do you have a cyber 
squad that specializes in national security cases in each field divi-
sion? And if not, would that make sense in light of the caseload 
and the importance of the cases? 

Mr. MUELLER. Well, we have combined elements of our Counter-
intelligence Division, along with our Cyber Division, to address the 
particular national security threats that the cyber realm poses. But 
if there were some form of cyber attack—and there have been. I 
mean, NASDAQ, AT&T—there have been a number of attacks. In 
every one of our field offices, we have a cyber squad that has the 
capability of looking at it, investigating the cyber attack and then 
starting the process of making a determination of the attribution 
either to a nation-state, an organized criminal group, or to the 18- 
year-old high school student who has the hacker capabilities. So 
that squad is the entity on the ground with the capability to start 
that process. 

Then we look at backup in terms of Homeland Security or NSA 
or others, particularly NSA or CIA, if it looks like it is offshore. So 
the first persons on the grounds will be the elements of the cyber 
squads in each of our 56 field offices, but very quickly after that 
we will bring in additional expertise. 

In the meantime, the National Cyber Investigative Joint Task 
Force that you visited will be monitoring it and passing the infor-
mation on to DHS, to NSA, to CIA, and others, and the military. 

Mr. WOLF. If there were a cyber attack against a company, how 
soon would that company be told by the FBI that their computers 
had been stripped or there had been a cyber attack against them? 

Mr. MUELLER. I think we would want to alert them at the ear-
liest possible moment to prevent any further damage. 

Mr. WOLF. But is there policy in—because I have had some peo-
ple say, if I had only known earlier. One company was saying it 
was taking place and had I known—and maybe the Bureau didn’t 
tell us because they were still investigating it, but during that pe-
riod of time the amount of material that went out the door was 
pretty amazing. 

Is there a formal policy? 
Mr. MUELLER. I would have to check. Well, not a formal policy 

that I know of, but it is like any victim that is being victimized: 
We would, at the outset, stop the victimization. And I have heard 
instances——
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Mr. WOLF. This company said it was not. Then I asked them to 
come forward. They did not want to come forward because they re-
spect the Bureau and didn’t want to get across the breakers and 
everything. They said, ‘‘Well, you know, I don’t think we want to 
go there.’’ So if they couldn’t tell me, then we were not able to pur-
sue it. But I have heard that sometimes it is allowed to go on for 
a period of time. 

Mr. MUELLER. I will check on this. 
Mr. WOLF. No, well, I—— 
Mr. MUELLER. No, we would not let it go on for a period of time 

as the company continues to lose information without the com-
pany’s knowledge and participation in monitoring the exfiltration. 

Now, we will go to a company and say, ‘‘Look, your data is being 
stolen. It would be tremendously beneficial to us to go online while 
it is being stolen to identify the persons behind it.’’ But that is with 
the consent. 

Mr. WOLF. Sure. But relatively soon thereafter, they are told? 
Mr. MUELLER. Yes, sir. 
Mr. WOLF. Okay. The trends are obviously up. The trend is up? 
Mr. MUELLER. Yes, absolutely. Absolutely. 

DOMESTIC COMMUNICATIONS ASSISTANCE CENTER

Mr. WOLF. Your fiscal year 2012 appropriation included $12 mil-
lion for the FBI to address electronic surveillance challenges. Have 
you established the Domestic Communications Assistance Center 
that has been described in the last year’s budget? 

Mr. MUELLER. We are in the process of doing it. It is not oper-
ational at this point. We are also looking at the possibility of legis-
lation to assist us in assuring that we don’t go dark. And by that, 
I mean that we are still able, pursuant to court orders, to obtain 
the communications of individuals for whom we have court orders, 
to conduct an interception, not necessarily by us but by the commu-
nications carrier. 

Mr. WOLF. And that would be the Intelligence Committee that 
would put that in their authorization? 

Mr. MUELLER. I believe so. 
Mr. WOLF. Okay. 

VIOLENT CRIME AND GANGS

You mentioned in your testimony one million gang members. At 
last year’s hearing, we discussed the priority of combating gang vi-
olence. At that time, you stated, quote, ‘‘I cannot really anticipate 
any diminished effort when it comes to addressing violent gangs.’’ 
Well, the fiscal year 2013 budget does just that. Obviously, I don’t 
believe it came from the FBI; I believe it came from OMB. But the 
administration is proposing to terminate—not cut, but terminate— 
funding for the National Gang Intelligence Center. 

What has changed since last year? Obviously, gangs are still a 
priority or you wouldn’t have raised it. But can you help clarify 
this? I don’t think the committee will go along with that, to be hon-
est with you. 

I think a neighborhood that is infested with organized crime or 
a gang—I once talked to a parent out at a neighborhood in north-
ern Virginia. She basically said she was afraid to send her children 
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to school, and MS–13 were in the neighborhood. And to that par-
ent, that is an act of terrorism against them. 

And so I think to eliminate the office would be a mistake. You 
agree with that, I take it? 

Mr. MUELLER. You are talking about the National Gang Intel-
ligence Center. We will try and cover it elsewhere. We will get the 
intelligence out. We have built up our intelligence capacity over a 
period of time. So I know that is what you are discussing. 

Mr. WOLF. Well, yeah, but there are a lot of other questions that 
I will submit. And I am not trying to put you in a—this committee, 
if my memory serves me, we established it. And—— 

Mr. MUELLER. I think that is true. 
Mr. WOLF [continuing]. My area was heavily impacted. I mean, 

we had MS–13 people doing horrible things. And no neighborhood, 
no citizen, whether they have been here for one month in this coun-
try or they came over on the Mayflower, ought to be impacted by 
gang violence. A neighborhood that is controlled by a gang is just 
wrong. It is unacceptable. 

I understand we received a revised version of your testimony late 
yesterday and that the OMB inserted language making the absurd 
claim that the elimination of the National Gang Intelligence Cen-
ter—$7.8 million and 15 positions—will not hinder the FBI’s ability 
to perform the analytical work done there. 

If the Center is eliminated and all gang intelligence is done at 
the field level, won’t the analysis be focused on what is happening 
in that particular field office? 

Mr. MUELLER. Yes. 
Mr. WOLF. Will field intelligence officers scattered across the 

country produce the annual National Gang Threat Assessment that 
today is done by the Gang Center? 

Mr. MUELLER. It will be by the Directorate of Intelligence at 
headquarters, which will combine the information from the various 
56 field offices and the field intelligence groups to produce the as-
sessment.

Mr. WOLF. But are there not other agencies that the gang intel-
ligence——

Mr. MUELLER. There are. 
Mr. WOLF. And so, how will they—— 
Mr. MUELLER. We will incorporate and we will reach out to them 

to incorporate what intelligence they have that would and should 
be included. 

Mr. WOLF. Well, you know, I just think that will be very difficult. 
With 1 million gang members—‘‘The National Gang Intelligence 
Center provides intelligence products that identify international, 
national, regional, and local gang trends and works with law en-
forcement and correctional officers at all levels to help them better 
understand these trends.’’ 

Is OMB really claiming that this same level of service to non-FBI 
entities will continue even after the Center is eliminated? 

Mr. MUELLER. I am not familiar with the views. 
Mr. WOLF. I don’t think anybody would believe that, that it will 

continue after the Center goes. 
Since the proposal to eliminate the Gang Center has become pub-

lic, I have already begun to hear opposition. I have received letters 
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from the National Alliance of Gang Investigators’ Associations and 
several State associations. They say the National Gang Center is 
the only Federal agency that produces in-depth reporting on na-
tional gang issues and that the Center’s analyses contributed not 
only to preparedness but also to specific successful prosecutions. 

Do you or does the FBI or Justice Department believe, as OMB 
seems to, that this same level of gang intelligence assistance will 
continue despite the elimination of the Center? 

Mr. MUELLER. All I can say is that we will attempt to reach the 
same level of capability—— 

Mr. WOLF. Yeah. 
Mr. MUELLER [continuing]. That we had at the National Gang 

Intelligence Center. 
Mr. WOLF. Well, I know you would attempt to. But I think it 

would be really a mistake to do it. Maybe OMB did it with the idea 
that they knew that, you know, the Congress would put the money 
back. But when I see what is taking place down in Mexico, and you 
referenced that. 

Are you requesting additional resources for the Safe Street Task 
Forces in fiscal year 2013? 

Mr. MUELLER. We are not. 
Mr. WOLF. No. Okay. 

SENTINEL

You had a long struggle to develop and implement the FBI’s case 
management system, Sentinel. Since late 2010, Sentinel has been 
managed in-house, and a target for deployment was January of this 
year. That has now been delayed. Why? And when is the new de-
velopment date? And how firm is that? 

Mr. MUELLER. It was my decision to delay it from this last fall 
for implementation. We did a test; I wanted to make certain that 
when we put it out there and switch over that it works. What we 
found in the course of the test—it was several hundreds of users 
at the same time—is that, while the software appeared to work 
well, the infrastructure needed to be upgraded. It had not been re-
freshed in a period of time, to handle the numbers of users that 
we anticipated. 

So, as opposed to moving it forward in September or October, I 
delayed it until we could get the infrastructure rebuilt. That has 
been done. We got the additional servers, the switches, and the like 
in February, and they are undergoing tests now. My expectation is 
sometime by the end of this fiscal year, summer or fall, we will 
switch it over. 

And I might add that bringing in-house has kept it at the budget 
line figure that we originally had. 

Mr. WOLF. So it will be fully operational in the fall? 
Mr. MUELLER. My expectation is yes. Now, when fully oper-

ational, there are still some forms that we do have to work on, but 
it will be used day-in and day-out. We actually have several thou-
sand users use it day-in and day-out now. When I talk about fuller 
implementation, I am talking about every agent utilizing this par-
ticular capability for their everyday work. 
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Mr. WOLF. What are the differences in what was originally envi-
sioned under the previous contract versus what your new approach 
is envisioned to deliver within the existing budget? 

Mr. MUELLER. Well, one of the problems was that you entered in 
2004–2005 into this contract with business practices at a particular 
level and with the technology at a particular level with a dollar fig-
ure. What we came to find is that over a period of time in a con-
tract like this, your business practices change. Our Attorney Gen-
eral guidelines have changed, which requires a difference, a change 
in the software. 

At the same time, technology comes on board that will save you 
some in some areas of contract. For instance, we originally antici-
pated that we would migrate all the data from ACS into Sentinel. 
Well, you don’t have to do that now. There are other capabilities 
that will enable you to take that information you need and utilize 
it with the Sentinel shell. 

So, over a period of time, there have been adjustments in terms 
of capabilities—enhanced capabilities in some areas, and some 
other capabilities that aren’t as important now but were in the 
original contract. What we have come up with is, I think, a very 
effective and efficient case management system given our business 
practices as modified over the years and utilizing the modern tech-
nology.

When we go active on this, summer or early fall, there will still 
be elements of it that we need to add to, additional capacities. So 
there will be, as you would have with any software package, a 1.1, 
a 1.2, a 1.3, a 2.2. It will continue to be improved over a period 
of time. 

Mr. WOLF. If your original program was going to reach 100 per-
cent—this is what you expected, this is what you are going to get 
out of it—based on the truncated version, where do you think you 
will get? And I know that is a hard question, but 75? 

Mr. MUELLER. No, I think it is above that. But I would really be 
hard-pressed to say, okay, we had this capacity back then, because 
we have additional capacities that we did not envision back then 
that are made possible by the new technology that will jump us for-
ward. So it is really hard to, sort of, make a comparison to what 
was on the drawing boards 5 years ago. 

The one thing that I think that—it wasn’t me, it was the people 
under me that made the decision—we would take it in-house, be-
cause after we had the problems with phase two, the sums that 
were anticipated to finish it off were off the charts. My hope is that 
we will do it at or about the original contract price, albeit some-
what delayed. 

Mr. WOLF. Okay. 
The last question is, the IG’s comments on Sentinel budget con-

clude, quote, ‘‘Because of uncertainties associated with the decision 
to extend Sentinel’s schedule and the newly planned procurement 
of additional hardware, we remain concerned about the FBI’s abili-
ties to remain within the $451 million budget, even when including 
the use of Sentinel’s operations and maintenance funds for the de-
velopment and deployment of Sentinel.’’ So that is—— 

Mr. MUELLER. I am not going to tell you I don’t share that con-
cern. I share that concern. We look at it weekly or every other 
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week, and I believe it is on track. But in projects such as this, 
there are always things that jump out at you. So I don’t dispute 
that.

Mr. WOLF. When you leave and you buy a dog, you can name the 
dog Sentinel. 

Mr. MUELLER. I may have come up with that name. But if it is 
successful, of course I will name the dog Sentinel. 

Mr. WOLF. And you can take walks with the former IG. Okay. 
Mr. MUELLER. I mean, that is what the IGs do; they raise con-

cerns.
Mr. WOLF. I know. I know. Well, I thought the former IG raised 

some concerns, but I think, in the raising, I think it was almost 
sometimes more ‘‘gotcha’’ than it was cooperative, I felt at times. 
But I think it is important, and I think it is—you know, let the 
committee know. And, you know, we have a report required here 
on March 17th, which I guess has been overtaken by events. 

Mr. MUELLER. I would have to check on that. 
Mr. WOLF. Okay. 

CENTRAL RECORDS COMPLEX

The Bureau has been trying for many years to construct an FBI 
central records complex. The committee has supported your efforts 
to centralize and automate records so agents and analysts can bet-
ter share information. Last year, funds were requested by GSA to 
fund the construction of an FBI central records complex. However, 
that funding was not included in the fiscal year 2012 omnibus. 

Why is this facility needed? And are there other options besides 
going through GSA, since they don’t have the money? 

Mr. MUELLER. Well, let me just recount again. We are an infor-
mation agency, and a number of entities depend on us for providing 
swift information. We have records in 400 separate locations 
around the country. We have already digitized something like 162 
linear miles of records to make them much more accessible. 

The records complex is necessary for us to do our job better, have 
not just the digital records but also the paper records that we peri-
odically need to go into a central location. And it is also important 
because we are required to do records checks and FOIA responses. 
For those persons who rely on us having access to those records, 
the CRC, Central Records Complex, has been something that, since 
I have been here, I have sought as tremendously important for the 
Bureau.

Mr. WOLF. We understand that you currently have balances from 
prior-year appropriations on hand that you have allocated for the 
project. How much have you allocated? And if you were to construct 
the building on your own, how much additional funding do you be-
lieve you would need to proceed with the construction plan? 

Mr. MUELLER. Well, I know we have approximately $100 million 
that was set aside for this. And I would have to get back to you 
on the other figures. 

I know we are looking at several sites. The agency that locates 
sites has given us several, and we would like to push ahead with 
the construction and identification of the final site. 

Mr. WOLF. Okay. If you can have your staff work with the com-
mittee, we will have some questions. 
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Mr. MUELLER. Yes, sir. 

EXPLOSIVES INVESTIGATIONS

Mr. WOLF. In 2011, GAO identified explosives investigations as 
an area of duplication and overlap. In their follow-up report, GAO 
has determined that the Department has addressed their rec-
ommendations.

Can you bring us up to date on how you have resolved the over-
lap with the ATF in the area of jurisdiction, training, labs, and 
other things like that? 

Mr. MUELLER. The principal issue was response to the crime 
scene. That is where you had the most confusion. 

Under the deputy’s office and resolving it with both ourselves 
and ATF, we determined that anything that conceivably looks like 
it has a relationship to terrorism will be handled by us. 

If it is clear from the outset that it does not relate in any way 
to terrorism or a potential terrorist attack, then it will go to ATF. 
Or in the course of our investigation if it looks like it may have 
been a terrorist attack but turns out not to be, then quite often it 
will go to ATF. 

Mr. WOLF. And how quickly is that decision made? 
Mr. MUELLER. I speak every week or every other week to our 

special agents in charge, and one of the questions I have is, how 
are we getting along with ATF in terms of the allocation of respon-
sibilities? And I haven’t heard in the last probably 6 months, a 
year, any concern about the issue. 

Mr. WOLF. Well, how quickly would a decision be made—I know 
it varies—— 

Mr. MUELLER. When the call comes in. If there is a bomb that 
is found in a heavily trafficked mall, you don’t know what it may 
be but you would assume that it is terrorism at the outset. We re-
spond, ATF would respond, but we would be in charge of the scene. 

If it turns out that it is a disgruntled husband, wife, or some-
thing like that who has a pipe bomb and that has no relationship 
to terrorism, quite often it would go to ATF. But you just don’t 
know at the outset. 

Mr. WOLF. So the guidelines now you think are good? 
Mr. MUELLER. Yes, I think they are good. I think they take care 

of the equities. And my concern throughout was that there are a 
number of things that happen if it is a terrorist attack, and we 
have the capabilities in our lab and in our 56 field offices to re-
spond immediately—some of the capabilities that ATF does not 
have. We have had cases in the past where other agencies would 
move with it for a period of time but handled it differently than 
we would and perhaps lose some of the forensics evidence that we 
may have been able to get if we had been there at the outset. 

Mr. WOLF. So it is not a question of savings. Have there been 
any savings, financial savings? It has more been a policy issue of 
investigation?

Mr. MUELLER. I am not certain there are any real savings. I 
mean, because there is clarity now as to who goes to the scene, 
there may be some modest savings in terms of either ourselves or 
ATF not responding to every scene, as had been the case in the 
past.
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Mr. WOLF. Okay. 
Mr. Graves, do you have any questions? 
Mr. GRAVES. Yes, sir. Thank you, Mr. Chairman. 

CYBERSECURITY

Director, I know earlier that you had made some comments in 
regard to cybersecurity and some of the websites out there. Can 
you help us or maybe go a little bit deeper into what the process 
is? The Department deems a website as something that needs to 
be taken down or taken over. What is the process, the due process 
of that? And how do you try not to impact sites that really were 
not the intended targets in the first place of the agency there? 

Mr. MUELLER. Well, to the extent domestically that there are 
sites that we believe are maintained for criminal purposes, to the 
extent that we want to address that, we will go through a court 
and get a court order enabling us to substitute servers and the like. 
We have done this in botnet cases and the like, but we will do it 
with court authority. 

Overseas, you don’t have the First Amendment, often. So those 
who operate overseas, not ourselves, would have different protocols 
in terms of taking down sites. 

Mr. GRAVES. And are there cases in which innocent sites are 
taken down or impacted? And if so, what is the remedy for them? 

Mr. MUELLER. Well, go to court. If there is some belief that the 
Federal Government, whether it be ourselves or others, has taken 
down a legitimate site, then the response would be, come to us and 
say, ‘‘Hey, we are legitimate.’’ We would try to accommodate them. 
But if there was a disagreement and we believed that the site was 
appropriately taken down, perhaps with a court order, then the 
persons who maintained the site could go to court. 

Mr. GRAVES. And I guess to bring it to that point of where you 
seek a court order to do that, is it something that—do you have a 
team, a cybersecurity team, that is seeking out these criminal 
sites? Or is it something that is brought to your attention from con-
sumers or other folks? Or how do you—— 

Mr. MUELLER. Oh, no. It is like developing intelligence to prevent 
a terrorist attack. We will identify those sites. We will investigate 
and develop intelligence. To the extent that we can prove a crimi-
nal violation, we will, not just with ourselves but working with our 
counterparts overseas, take it to the prosecutors, have an indict-
ment, conviction, and sentence, and attempt to identify and 
prioritize those sites that we think are most dangerous. 

DECISION TO USE LETHAL FORCE ON A U.S. CITIZEN

Mr. GRAVES. Right. Well, thank you. 
And if I could just get your thoughts on some comments that the 

Attorney General made this week. He was speaking to a university 
and made the comments about how his department or other de-
partments had the ability to make the decision to kill a U.S. citizen 
if suspected of terrorist activity. 

And he said there was sort of a three-part test in which I guess 
he went through or whomever makes that decision. What role does 
your agency have in that decision-making? 
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Mr. MUELLER. Our role would be limited to providing the evi-
dence on the particular individual based on our investigation. It 
may well be based on intelligence and information that is provided 
by the intelligence community in addition to whatever we might 
have provided. 

Mr. GRAVES. Is this something new, or has this been practiced 
in the past? Is it common practice, or is it— 

Mr. MUELLER. May I ask what—— 
Mr. GRAVES. The three-part test that he outlined or the activity 

that took place. I mean, is it something that has occurred in the 
past?

I mean, when he made the comments, it was somewhat of a rev-
elation, I think. A lot of folks had been asking about this; there had 
been really no public comment from the President or the adminis-
tration. And so it was new, in the way he had displayed it and 
brought it to light. 

Is that something that has been common practice in the past? 
Mr. MUELLER. Well, I can’t speak to the legal analysis that I 

think he went through in the course of the speech that he gave. 
What I can say is that our role has been to provide to prosecutors 

and to policymakers the information and evidence we may have on 
the illegal activities of an individual who has or is contemplating 
terrorist acts. Then depending on a number of factors, there is a 
range of responses that may be appropriate, whether it be in the 
law enforcement arena or the defense arena. 

Mr. GRAVES. And then lastly, thinking about the three-part test 
that he mentioned, does that only apply to a U.S. citizen that is 
overseas, or does that apply to a U.S. citizen that is here? 

Mr. MUELLER. I would have to go back. I am not certain whether 
that was addressed or not. 

Mr. GRAVES. Okay. So I guess, from a historical perspective, does 
the Federal Government have the ability to kill a U.S. citizen on 
United States soil or just overseas? 

Mr. MUELLER. Again, I am going to defer that to others in the 
Department of Justice. 

Mr. GRAVES. Okay. Thank you, Director. 
Thank you, Mr. Chairman. 
Mr. WOLF. Mr. Honda. 
Mr. HONDA. Thank you, Mr. Chairman. 
And I appreciate your—I am not sure what the word is—your 

reservoir of energy in going through a couple hours of questioning. 
But I wanted to ask two questions. 

PROHIBITED FIREARMS PURCHASERS

You know, 2011 was a pretty difficult year and unusually violent 
for law enforcement officers since many of them have been killed 
by firearms. There is probably about a 10 percent increase over the 
previous year, 2010. 

The firearms that were used by the alleged shooters in these 
cases of law enforcement agents, law enforcement officers that have 
been murdered by these folks, do we know or do you look into these 
cases to see whether a prohibited firearm purchaser was involved 
in it? 
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And if not, are you aware of any division of the Department of 
Justice that would be investigating the backgrounds of these shoot-
ers—you know, whether they went through a background check or 
not?

Mr. MUELLER. I think that is the type of thing that we are, at 
least, and, if not we, others would do in terms of all the conceivable 
data relating to the death of a police officer, including whether the 
shooter was a prohibited person or not. I am just not familiar with 
what has been done with that data, where it exists, and what you 
can tell from it. But we can get back to you on that. 

Mr. HONDA. Yeah. It is of interest to me because gun shows 
allow certain purchasers to purchase firearms without going 
through a process. And then there are those who are prohibited 
firearms purchasers also. So, in terms of the issue, I would be in-
terested in that data. 

IMPACT OF LOCAL BUDGET CUTS/TASK FORCE PARTICIPATION

On the issue of resources, I know that a lot of the local law en-
forcement agencies, especially in the Bay Area, San Francisco Bay 
Area, that work with you on the gang and gang-related drug task 
force, one of the long-term consequences of budget cuts at all levels 
is a serious lack of capacity at our local and State and Federal 
agencies in being able to respond to threats. In California, it has 
resulted in special units or joint ventures being considered a luxury 
when the police department is having trouble even with taking 
calls, 911 calls. 

So, since the FBI has a role in monitoring crimes and looking at 
the future of our national response to criminal threats, what kinds 
of effects do you believe are occurring, that the cuts at the local 
level are having and the cuts that you are experiencing are having 
also?

Mr. MUELLER. Well, one of the concerns we would have, given 
the economic climate and the cuts to police departments, is that 
there would be a withdrawal of officers from the various task forces 
that we have—Safe Trails, Safe Streets, gang task forces, and the 
like.

I must say, around the country, we have seen very little of a 
withdrawal from those task forces or, for that matter, the Joint 
Terrorism Task Forces. I believe that is because most police chiefs 
think they can leverage their personnel on the task forces as op-
posed to making better use of that person back with the police 
force.

In many of these task forces, you may have one or two police offi-
cers from a particular entity that leverage the resources the task 
forces bring to the problem from other Federal agencies and other 
State and local agencies far more than the police Department itself 
can bring to the problem. 

Mr. HONDA. Sure. 
Mr. MUELLER. So the participation in the task force gives them 

access when there is a particular threat—it may be a particular 
homicide or set of homicides or a longstanding gang—and gives 
them resources they otherwise would not have. I think that, in 
part, explains why we have not seen a number of police depart-
ments draw back more of their personnel from the task forces. 
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Mr. HONDA. Okay. So it sort of speaks to how well we can invest 
some of our scarce resources at this level so that we can extend 
that or create that synergy and the efficiencies that we would be 
looking for to combat gang crimes and things like that. 

So any information that you could generate for us at the appro-
priation level that would be helpful for us to be able to sustain and 
support that, I would like to see happen for your department. 

Mr. MUELLER. Well, I have always been a great believer in task 
forces. And I do believe that, as Federal funds go to State and 
locals, there should be mechanisms of tying it to cooperation be-
tween the Federal authority as well as State and local law enforce-
ment, so that in the budget process there are incentives to work 
together on task forces. 

Mr. HONDA. Okay. Thank you. 
Thank you, Mr. Chairman. 

LEWC REORGANIZATION

Mr. WOLF. The Department’s budget request eliminates the sepa-
rate appropriation account for inoperable radio systems and im-
provements for all DOJ law enforcement components and instead 
requests all that money under FBI salaries and expenses accounts. 

What new responsibilities would this place on the FBI? 
Mr. MUELLER. My understanding is, we have for a number of 

years, labored under inadequate modernized radio capacity. It is 
our responsibility for those entities within the Department of Jus-
tice to come up with recommendations and a package that would 
modernize our radio capabilities. 

We have an engineering facility. I think the perception is that we 
have the capabilities within the Bureau to make this happen, given 
our engineering capabilities and perhaps also some of our internal 
administrative processes. So we have undertaken to do this. 

Mr. WOLF. Okay. Well, in addition to funding for operations and 
maintenance of current radio systems, the fiscal year 2013 request 
includes $10 million for radio systems modernization that you just 
referenced. Modernization has been previously viewed by the De-
partment as a project costing over $1 billion over many years. No 
funding was requested or provided in fiscal year 2012. 

Since it appears that the full modernization project has been 
abandoned, what would the $10 million buy in fiscal year 2013? 
And why is that more important than counterterrorism, gangs, 
cyber—none of which receive any additional funds? 

Mr. MUELLER. Well, having encrypted radios, for instance, is ab-
solutely essential to the work that we do on the streets. Any agent 
or surveillance person will tell you that one of the essentials that 
we have, whether it be in national security or otherwise, is the ne-
cessity for surveillance. And we need upgraded radios. 

Now, $10 million is going to be a drop in the bucket, and what 
I hope to come up with is a way forward. I understand the sums 
that you have given us, but we desperately need those radios, and 
we would like to come up with a way forward. And that will in-
clude funding down the road. 

Mr. WOLF. Okay, so it would be more ideas than it would be ac-
tual implementation? 
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Mr. MUELLER. Not in my mind. It is beyond ideas. We need 
them. We need them now. We need a way forward. We need a plan 
to get there and be able to tell the Department, OMB, and your-
selves what it is going to cost and with a plan that is effective, effi-
cient, and will get us those radios. 

Mr. WOLF. Okay. 

HUMAN TRAFFICKING

In the fiscal year 2012 bill, Congress directed you to increase ac-
tivities related to the investigation of severe forms of trafficking in 
persons.

Have you increased the resources devoted to trafficking? And 
what are the trends in terms of the caseload and types of cases you 
are finding? 

Mr. MUELLER. Over the last year, we have had substantial take-
downs when it comes to human trafficking. I would have to get you 
the specific additional numbers we have that we have put on that, 
but we have made a substantial dent. But, again, in terms of the 
figures and the prosecutions we have had and successful investiga-
tions over the last year, I would have to get back to you on that. 

[CLERK’S NOTE.—Information provided subsequently by the Bu-
reau indicates that in fiscal year 2012, as of June 26, 2012, the Bu-
reau recorded the following statistics related to human trafficking 
investigations and prosecutions: 147 arrests; 104 informations/in-
dictments; 81 convictions; 77 agents working human trafficking; 
191 investigations initiated; and 412 cases pending.] 

Mr. WOLF. Well, the committee directed you to report by March 
17th on agent utilization and overall staff resources dedicated to 
trafficking. Are you on track to complete the report? And can you 
give us an idea of how your current trafficking resources compare 
to previous years and what results you are seeing from these inves-
tigations?

Mr. MUELLER. Let me check on one thing, if I could. 
The answer is, yes, the report will be coming up soon. 
Mr. WOLF. Okay. Do you have any idea of what results you are 

seeing?
Mr. MUELLER. I have not reviewed it. 
Mr. WOLF. Okay. We also put language in that every U.S. Attor-

ney has to have a task force. I would assume that the FBI would 
be part of all those task forces. 

Mr. MUELLER. I would presume. 
Mr. WOLF. Do you know if they have actually—— 
Mr. MUELLER. I don’t know. I will have to check on that. 
Mr. WOLF. Could you check on—— 
Mr. MUELLER. Yes, we will. Absolutely. 
Mr. WOLF [continuing]. Whether any U.S. Attorney has asked 

anyone in the FBI to participate? 
Mr. MUELLER. I will follow up on this. 
Mr. WOLF. This is an important issue. There are people’s wives, 

daughters, sisters being trafficked. It is a modern-day slavery. I 
mean, you saw the movie, I hope, William Wilberforce. We abol-
ished the slave trade; now we have modern slavery in northern Vir-
ginia. When I looked at some of the places—and the very thought 
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that someone’s sister or daughter would be in those places. So you 
ought to go after these places. This is bad. And, you know, I—— 

Mr. MUELLER. And we have. 
Mr. WOLF [continuing]. Sense there has not been really a com-

mitment at times. And the Attorney General said he was com-
mitted, and I believed him. But I think—well, I have heard rumors 
that a lot of U.S. Attorneys are saying, you know, ‘‘What are we 
doing on this thing? This is not our priority.’’ I mean, the language 
has asked everyone to set up a task force, and we expect that they 
would, but we also expect that the FBI would be a major partici-
pant in it. 

Mr. MUELLER. We are, and we have task forces that have ad-
dressed it before, even before the funding that we got in 2012. 

I also know you sent us a letter maybe a year ago or so with in-
formation on a number of entities in the area. We followed up on 
that, followed up with the entities that—I don’t want to describe 
it here, but information that had been provided. 

I take it exceptionally seriously. And I can tell you, the agents 
and the analysts and others who work in this area do it day-in and 
day-out, and they are absolutely dedicated to eradicating human 
trafficking in all the various forms that you articulate. 

Mr. WOLF. Okay. Well, if you could tell us how many of the U.S. 
Attorneys in their task force that they have all been told to set up 
and the Attorney General said he would agree with, how many 
have asked you, the FBI, to participate and how many have. 

Mr. MUELLER. I will have to get back to you. 
Mr. WOLF. Okay. 
[CLERK’S NOTE.—Information provided subsequently by the Bu-

reau indicates that the FBI participates in 32 Bureau of Justice As-
sistance Human Trafficking Task Forces and six Anti-trafficking 
Coordination Teams (ACTeams). For more information on U.S. At-
torneys participation, see the Question for the Record submitted by 
Chairman Wolf included in this volume at the end of the Attorney 
General hearing transcript.] 

CHINESE ESPIONAGE

Over the last month, Washington Times national security re-
porter Bill Gertz has done a number of articles on the Chinese es-
pionage operation that, ‘‘uses a private exchange program for re-
tired U.S. and Chinese generals to influence the U.S. Government 
and downplay Beijing’s large-scale military buildup.’’ This was ac-
cording to a recent U.S.-China Economic and Security Commission 
report.

Is the FBI aware of the U.S.-China Economic and Security Com-
mission report? 

Mr. MUELLER. I had not heard of it. You mentioned it; now I 
would have to go back and see whether we have any knowledge of 
that particular entity. 

Mr. WOLF. Okay, well, I tell you what, can you send your top 
person up—— 

Mr. MUELLER. Sure. 
Mr. WOLF [continuing]. Who is involved in it? And then we will 

bring the U.S.-China commission in, which I serve on, and their 
staff and your top people to sort of look at it—— 
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Mr. MUELLER. We could do that, yes. 
Mr. WOLF [continuing]. Rather than us going into it here. 
I think that is—there are several others which I think we will 

just submit for the record. Let me just see if there are any that I— 
one thing I wondered at the outset, during the 1980s, I was in-
volved with a group called the Jamestown Foundation, and there 
were many defectors. I don’t know if you were not in town then. 
Bill Geimer, you remember Bill Geimer? He had been Assistant 
Secretary of State. 

The Jamestown Foundation was set up to be a place that wel-
comed defectors from the former Soviet Union, and Poland. The 
Polish Ambassador, Spasowski, walked out of the Polish Embassy, 
walked into the White House, and President Reagan—who I think 
was one of greatest Presidents we have ever had, who understood 
this freedom issue—welcomed him in. 

When I would talk to the defectors, they would tell me, in work-
ing with people, they liked to work with FBI agents. They felt very 
comfortable. Actually, they said they would rather work with the 
FBI than they did the CIA. 

I never hear of defectors anymore. I mean, maybe we should—— 
Mr. MUELLER. I can’t answer the implied question. I am not cer-

tain what the story is. 
Mr. WOLF. Well, you know, I don’t want to put you on—could you 

have someone come up to tell us whether or not there are still the 
efforts with regard to defectors—— 

Mr. MUELLER. Yes. 
Mr. WOLF [continuing]. Coming in, whether they be high-level of-

ficials in X, Y, Z government coming in? We have had—you know 
Pacepa?

Mr. MUELLER. I have heard the name, yes. 
Mr. WOLF. Pacepa was head of the Romanian intelligence. He 

came in, gave us tremendous information. We had different people. 
I never hear about it. It seems that there is almost—in the 1980s, 
they were defecting left and right. And I never hear it. And I just 
wondered if the program has maybe—— 

Mr. MUELLER. I actually should defer to other agencies on that 
particular aspect. Although we play a role with defectors, in terms 
of interrogation and the like, yes. 

Mr. WOLF. I mean, the defectors that I talked to said they would 
much rather deal with the FBI than deal with the CIA. 

Well, maybe whoever is involved in that program in the FBI can 
come up and explain to us what is currently being done. 

Mr. MUELLER. We would be happy to do that. 
Mr. WOLF. And maybe—— 
Mr. MUELLER. Can’t do it in open session, quite obviously. 
Mr. WOLF. I understand. 
I think that is—we will just submit the rest of the questions. 
Again, I want to thank you. I want to thank your wife. But I 

think you have really done a great job. 
And I also want to thank the men and women that work at the 

Bureau. When I hear different things and knowing what you all 
have done—and it is one of those things, as I said earlier, people 
will never know the lives that were saved and things that didn’t 
happen because of people that work for the agency and work for 
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other places that have done. So I hope you will go back and thank 
the men and women of the Bureau—— 

Mr. MUELLER. I will do that. 
Mr. WOLF [continuing]. For the job and the service to the coun-

try.
And unless Mr. Serrano or Mr. Graves has a question the hear-

ing will be adjourned. Thank you very much. 
Mr. MUELLER. Thank you. 
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QUESTIONS FOR THE RECORD-MR. WOLF 

STIMULUS FRAUD 

Question. A major activity of your White Collar Crime program is the 
investigation of fraud related to the $787 billion provided in the 2009 Stimulus 
bill. Your budget document states that "the FBI has already seen examples 
of how stimulus funding has resulted in a myriad of fraudulent schemes." 
The Stimulus bill included almost $16 billion under the jurisdiction of this 
Subcommittee. Can you give us some examples of stimulus fraud that you 
have seen? Where are the general areas of vulnerability to fraud in these 
programs? And how many active stimulus fraud eases do you have'? 

Answer. 
General Areas of Stimulus Fraud Vulnerability.-The receipt of stimulus 

funds by government agencies at the local, state and federal level can lead 
to a variety of fraudulent activities. For example, public officials with the 
authority / capacity to obligate the funds are uniquely positioned to extort 
bribes from government contractors in return for issuing government contracts 
and potential government contractors/vendors may seek to bribe public 
officials in return for the issuance of government contracts. In addition, public 
officials may falsify contract documents or otherwise manipulate contracts 
for personal benefit. Some frauds may have been accomplished under the 
provisions of the American Recovery and Reinvestment Act (ARRA) related 
to the expedited obligation of funds for stimulus projects. 

Under these provisions, state and federal agencies were required to identify 
specific projects ready to start within 90 days and to expend the funds within 
120 days, and this expedited processing may have led to reduced administra­
tive oversight. For example, public education-one of the largest recipients 
of ARRA funding-can be vulnerable to corruption and fraud. Funding 
and contracts for public schools are typically managed by an independent 
board with full spending authority and minimal or no oversight, leading to 
opportunities for corruption and fraud. Vulnerabilities associated with the 
use of ARRA funds may be found in funding increases for existing programs, 
as test scores or other performance measurements are fraudulently adjusted 
to qualify for funding. 

Examples of Stimulus Fraud.-
• The FBI conducted an investigation of a county commissioner in charge 

of Stimulus Funds following allegations the commissioner issued con­
tracts to businesses in exchange for bribes. He was convicted of bribery, 
mail and wire fraud, and conspiracy . 

• The former president of Park Avenue Bank attempted to fraudulently 
obtain millions of TARP funds. He pled guilty to this scheme. 
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• In 2011, more than a dozen co-conspirators were charged in a collabora­
tive multi-agency investigation. The group was charged with committing 
various crimes arising from their abuse of the Federal Government's 
stimulus program by filing false tax returns after obtaining identity 
information from third parties under false pretenses. The information 
was used to create false W-2 forms for a fictitious company and resulted 
in the subjects obtaining approximately $1 million in stimulus-funded 
first-time homebuyer tax credits between 2008 and 2009. 

• A former Director of a local county Department of Housing and Com­
munity Development was charged with accepting bribes in return for 
awarding over $4 million in federal HOME funds, a block grant adminis­
tered by the Department of Housing and Urban Development. In 2011, 
he pleaded guilty to conspiracy to commit extortion. 

• Two asbestos removal contractors in Michigan pleaded guilty to con­
spiracy to bribe a public official, stemming from a $10,000 bribe they 
paid a city manager to influence the award of a Neighborhood Stabi­
lization Program contract. The total intended fraud was approximately 
$300,000. 

Table 1: Total Pending Stimulus Fraud Cases (as of 03/20/2012) 

Year Cases 

2010 70 
2011 84 
2012 147 

COMPUTER INTRUSIONS 

Question. Your FY12 appropriation included an increase of $18.6 million 
to investigate computer intrusions, including making your National Cyber 
Investigative Joint Task Force a 24-7 operation. Is the NCIJTF now operating 
24-7? 

Answer. The FY 2012 Appropriation included positions and non-personnel 
funding for contract analysts to enable the NCIJTF to operate 24 hours 
a day, 7 days a week. Since the appropriation passed, the FBI has been 
actively working to hire the necessary FBI personnel, coordinate with other 
government agencies, and establish the required contracts to staff the facility 
on a 24 x 7 basis. The FBI recently received concurrence from the House 
and Senate Appropriations Committees on its FY 2012 Spending Plan and 
therefore anticipates being able to begin 24x7 operations by the end of 2012. 
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Question. The increase was also intended to reduce the backlog of digital 
forensics cases by one-third. What is the current backlog and are you on 
track to achieve that backlog reduction? 

Answer. From January 20, 2011 through February 29, 2012, the Computer 
Analysis Response Team's (CART) backlog has decreased by 17 percent and 
currently stands at 1,201 requests (as of March 2012). As new Examiner 
personnel are hired and trained, it is expected that they will contribute sig­
nificantly in addressing the backlog. The CART Program is also working to 
streamline the training and certification curriculum, allowing new Examiners 
to process/examine data incrementally as they are trained rather than requir­
ing the full certification training of approximately 12 months before processing 
data. The training initiative also provides technician-level training, which 
allows a broader FBI population to handle the less technically challenging 
requests. 

Question. How would a cyber attack with national security implications be 
investigated at the field level? Do you have cyber squads that specialize in 
national security cases in each field division? And if not, would that make 
sense in light of the caseload, and the importance of the cases? 

Answer. Over the past several years, the FBI has developed substantial 
expertise to address the cyber threat. This expertise resides both at the 
NCIJTF as well as in each of the FBI's 56 Field Offices. The FBI has cyber 
squads in each field division, which specialize in national security cases as well 
as other cyber cases. The personnel on the cyber squads receive specialized 
training so that they can address national security cyber threats as well as 
criminal cyber issues. The FBI now has more than 1,000 specially trained 
Agents, Analysts, and Forensic Specialists who can address cyber issues. 
Depending on the circumstances involved in the intrusion, the FBI could use 
any of these resources to address the threat. 

Additional details can be provided in a classified setting. 

ELECTRONIC SURVEILLANCE CAPABILITIES 

Question. Your FY12 appropriation included $12 million for the FBI to 
address electronic surveillance challenges. The Department has proposed 
using a portion of this funding to reimburse other DOJ entities for their 
participation in these efforts. How much of the $12 million is going out 
to reimburse other agencies? Is there money in your request to continue 
reimbursing other agencies in FYI3? If so, how much? Or are the costs of 
their participation built into their own budgets? 
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Answer. The formation of the Domestic Communications Assistance Center 
(DCAC) was approved with the passage of the FY 2012 Appropriation, 
which specifically identified funding and positions for the DCAC. However, 
$4.5 million requested by other DOJ agencies (ATF, DEA, and USMS) 
to fund positions to support their respective roles in the DCAC was not 
appropriated as requested for FY 2012. Given the importance of having 
other DOJ component agencies represented in the DCAC, the FBI plans to 
use appropriated funding to establish reimbursable positions. The amount 
available to reimburse other agencies depends on costs of the facility required 
to house the DCAC. The FBI expects the DCAC facility will be operational 
by the end of calendar year 2012. Upon establishment of the DCAC facility, 
other DOJ component agencies will assign personnel through reimbursement 
agreements with the FBI. The FBI currently anticipates reimbursing five 
positions from the DOJ component agencies at an annual cost of approximately 
$1.2 million. This level of reimbursement would continue in FY 2013 for 
DOJ component agencies to maintain participation in the DCAC. However, 
the ultimate number of positions is dependent upon the operational costs 
associated with the DCAC and will be determined by the DCAC roc and 
working groups. 

SENTINEL 

Question. Are you still planning to finish the Sentinel project within the 
current project budget of $451 million? And have you used money from the 
operations and maintenance budget to supplement development? If so, how 
much? 

Answer. The FBI is still planning to finish the Sentinel project within the 
current projected budget of $451 million. The current anticipated total cost of 
Sentinel through the Go-Live transition is $441 million, or $10 million under 
budget. However, should testing prove that the deployment of the Sentinel 
application onto the refreshed infrastructure requires mitigation due to an as­
yet-unknown operational risk; the $10 million may be required to implement 
a corrective action option. Additionally, the FBI has not used money from 
the operations and maintenance budget to supplement development. 

Question. The Inspector General continues to monitor progress on SENTINEL. 
The latest report from December indicated that performance problems were 
stemming from insufficient hardware capacity and that new hardware pur­
chases would be necessary for proper operation. Has that hardware been 
purchased and installed? 
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Answer. On October 6, 2011, the FBI conducted a nationwide Sentinel 
Functional Exercise with more than 700 employees. This exercise proved 
invaluable because it allowed the field to have hands-on experience with the 
application and its available functionality. Furthermore, it helped leadership 
determine that although the application was well-received, the equipment 
used to support Sentinel required a refresh. In January 2012, the FBI ordered 
the new hardware to accommodate the Sentinel application and it is currently 
in the process of being installed. 

Question. How much will the hardware cost, and does that add into the 
overall project development cost? 

Answer. The Sentinel application purchased new hardware for $6.2 million 
due to previously acquired hardware nearing the end of its useful life. It was 
appropriate to assign this cost to the Sentinel operations and maintenance 
recurring budget and not to the overall project development costs as it was 
in line with equipment refresh as a function of O&M. 

QUESTIONS FOR THE RECORD-MR. ADERHOLT 

FBI TRAINING DOCUMENTS 

It has been reported that the FBI recently purged its training documents 
based on "inaccuracies and other problems" in the descriptions of Muslims. 

Question. Please tell the Committee what process was used for the review of 
the documents? 

Answer. In September 2011, the FBI assembled a team to conduct a detailed 
review of over 160,000 pages of training materials to identify any inappropriate 
documents or presentations. As part of this review, the FBI developed 
"guiding principles" for the standards to be applied in reviewing documents, 
as well as for determining appropriate training in the future. The guiding 
principles were used in conducting the review. After an exhaustive review, the 
team identified 876 documents that did not adhere to the guiding principles. 
The 876 documents were either edited or removed from circulation so they 
could no longer be used during presentations or training. 

Question. \\That individuals and/or organizations had input in making these 
decisions? Who decided what individuals and/or organizations were involved? 
Were others invited to participate or specifically excluded? 

Answer. The review team was led by an FBI Inspector. The team consisted 
of 25 personnel from the FBI's Inspection Division, and a five-member panel 
of subject matter experts (SMEs), identified and selected by the FBI. Three 
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of the SMEs were from outside the FBI but were affiliated with the U.S. 
Government. All the SMEs are recognized as experts on Islam based upon 
extensive training, academic, and/or practical backgrounds in relevant fields 
of study. 

Question. Were the trainers allowed to participate in the review? If so, 
specifically what role did they play? 

Answer. Although those who developed and/or presented material that was 
deemed by the review to be inappropriate did not participate in the review, a 
majority of the presenters were interviewed after the review to discuss why 
the material was removed from circulation. 

QUESTIONS FOR THE RECORD-MR. HONDA 

FBI INTERVIEWS OF MUSLIMS 

Director Mueller, it has been reported to me that during volunteer interviews 
with Muslims, your agents often ask questions about First Amendment 
activities. Some of the more troubling reported questions include: What 
mosque do you go to? Who is the imam (prayer leader)? What do you think 
about him? How many times a day do you pray? Who else goes to the 
mosque with you? Which Islamic scholars do you follow? 

Question. Can you help me understand how such questions, which appear 
to strike at religious devotion rather than violent extremism, help identify 
threats to our nation? 

Answer. Inquiries by FBI agents are not intended to determine the reli­
gious devotion or question the religious practices of those being interviewed. 
Interviews conducted by law enforcement during any investigation require 
the agent to ask questions that provide context for the individual, allowing 
the agent to better assess the interviewee. FBI interviews do not routinely 
include the questions referenced above, but without knowing the context in 
which such questions might have been asked or specific instances in which 
these questions were posed, we are unable to address how they might have 
contributed to a particular investigation. Pursuant to FBI guidelines, the FBI 
does not infringe upon the First Amendment rights of persons it interviews. 

FIREARMS TRAFFICKING 

As you know, there is currently no federal statute that criminalizes firearms 
trafficking. Instead, traffickers are often prosecuted under 18 U.S.C. 922, 
which prohibits "engaging in a firearms business without a license." Last July, 
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ATF agents testified before Congress about the need for a federal firearms 
trafficking statute and stiffer penalties. They told the House Government 
Reform Committee that a dedicated firearms trafficking statute would give 
ATF agents the ability to go after traffickers directly who divert firearms from 
legal to illegal commerce activities. 

Question. Do you agree that a federal firearms trafficking statute would be 
helpful in significantly disrupting firearms and drug trafficking in the U.S. 
and along the U.S.-Mexico border? 

Answer. The FBI defers to the Department regarding the value of a federal 
firearms trafficking statute. However, the FBI shares the Attorney General's 
view that disrupting the dangerous flow of firearms along the Southwest 
Border and putting an end to the violence that has claimed far too many 
lives are, and will continue to be, top priorities. In pursuit of this goal, the 
FBI will continue to exercise the full scope of our statutory authority to 
investigate and dismantle the criminal organizations that traffic in weapons 
and drugs, and are involved in the commission of violent crimes. In many 
instances, the FBI has primary jurisdiction for enforcement of the relevant 
statutes; however, the primary investigative jurisdiction for enforcement of 
the National Firearms Act and the Gun Control Act rests with the Bureau of 
Alcohol, Tobacco, Firearms and Explosives (ATF). The FBI's jurisdiction for 
enforcement of these statutes is secondary and premised on the connection to 
a violation within the FBI's primary investigative authority. 

MORTGAGE FRAUD 

From my understanding of the recent 49 states mortgage settlement, the 
federal government did not provide immunity for mortgage servicers who 
committed criminal violations. 

Question. Can you tell me if this means the FBI will continue its investigations 
against mortgage servicers that illegally foreclosed on homeowners? If so, is 
it possible this information will be turned over to the US Attorney's Office 
for possible litigation? 

Answer. The above referenced mortgage settlement agreement will not affect 
the FBI's pursuit of criminal violations against mortgage servicers with 
criminal exposure in the foreclosure process. This agreement, which was a 
joint federal-state civil settlement entered into with the nation's five largest 
loan services, was focused on providing financial relief to homeowners and 
establishing significant new protections for homeowners going forward. The 
agreement does not, and will not, prevent the FBI from pursuing investigations 
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against individuals and entities in the mortgage industry that have violated 
federal criminal statutes. 

SERVICEMEMBERS CIVIL RELIEF ACT 

It is reported that over 5,000 foreclosures of servicemembers are being inves­
tigated for being in violation of the Servicemembers Civil Relief Act (SCRA). 
Previously, Bank of America, JP Morgan and Morgan Stanley have all admit­
ted to wrongfully foreclosing on veterans in violation of the SCRA, and have 
agreed to pay fines. As I understand it, beyond the civil remedies available, 
each violation of SCRA represents a criminal misdemeanor offense which is 
punishable by a sentence of up to one year of imprisonment. Responsibility 
for SCRA falls within the jurisdiction of the Department of Justice. 

Question. Is the FBI pursuing its investigations against those servicers who 
have violated the SCRA beyond the civil remedies? In your opinion, should 
the U.S. government, or the state attorneys general, pursue the remedies 
available to them under the SCRA when it comes to criminal penalties? In 
your opinion, do civil sanctions alone represent an acceptable remedy? 

Answer. The Department of Justice, Civil Rights Division, Housing and Civil 
Enforcement Section is responsible for enforcement of the SCRA. Currently, 
the FBI does not have involvement in violations of the SCRA under the 
criminal misdemeanor aspect of the statute. If evidence were developed 
indicating willful violation of the SCRA in which criminal sanctions may be 
appropriate, the FBI would work with the Department of Justice to determine 
whether investigation by the FBI is appropriate. 

RESIDENTIAL MORTGAGE-BACKED SECURITIES WORKING GROUP 

In January, the Attorney General announced the creation of the Financial 
Fraud Enforcement Task Force's Residential Mortgage-Backed Securities 
(RMBS) Working Group. The new Working Group has been assigned 10 FBI 
agents and analysts. During the Savings & Loans crisis of the 1980s and 
1990s, which was much smaller, there were roughly 1,000 FBI agents involved 
in the investigations. 

Question. Do you believe that 10 FBI agents is an adequate amount for, in 
the Attorney General's words, "investigating the financial misconduct-and, 
specifically, misconduct in the market of mortgage-backed securities-that 
contributed to our nation's recent economic crisis?" How do you justify 
1,000 FBI agents for investigating the S&L crisis, and only 10 FBI agents for 
investigating the recent crisis dealing with mortgage-backed securities? 
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Answer. In January 2012, the Attorney General announced the creation of 
the Residential Mortgage-Backed Securities (RMBS) Working Group, which 
included the assignment of 10 FBI agents and analysts. These 10 personnel 
contribute to the Working Group's effort to assess the failed collateralized debt 
obligations identified by the RMBS Working Group for potential criminality 
and to ensure they are resourced accordingly by the FBI. The stated purpose 
of this working group is to assist state and federal law enforcement offices 
in achieving justice for the victims of misconduct relating from the creation, 
sale, and ultimately, the failure, of RMBSs. 

In addition to the resources assigned to the RMBS working group, in FY 
2011, approximately 900 Special Agents and approximately 100 non-agent 
accountants worked more than 11,000 criminal cases focused on the violations 
contributing to the RMBS crisis. These cases led to approximately 1,600 
convictions and $11.6 billion in fines, recoveries, and restitutions. This level 
of resources dedicated to RMBS-related violations is similar to the level of 
investigative resources dedicated to the S&L crisis. 
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TUESDAY, MARCH 6, 2012. 

BUREAU OF PRISONS 

WITNESS

CHARLES E. SAMUELS, JR., DIRECTOR, BUREAU OF PRISONS 

OPENING STATEMENT—MR. WOLF

Mr. WOLF. I am sorry we are late. We had a vote and then there 
was a ceremony for the passing of Congressman Donald Payne, and 
so I do apologize. I am just going to skip the opening statement in 
the interest of time because we have a lot of questions. And Mr. 
Serrano, do you have anything you want to say? 

Mr. SERRANO. No. Just welcome and I join you in saying that we 
can skip the opening statement because we are short on time. 

Mr. WOLF. Your full statement will appear in the record and you 
can summarize as you see fit. 

OPENING STATEMENT—MR. SAMUELS

Mr. SAMUELS. Good afternoon, Chairman Wolf, Ranking Member 
Fattah, and members of the subcommittee. It is a pleasure to ap-
pear before you today to discuss the President’s fiscal year 2013 
budget request for the Federal Bureau of Prisons. 

Although this is my first appearance before this subcommittee as 
Director of the BOP, I have been with the Bureau for nearly 24 
years, having started as a correctional officer and then holding 
many positions including warden, senior deputy assistant director, 
and assistant director. 

Continuing increases in the inmate population pose ongoing chal-
lenges for our agency. In fiscal year 2011, the inmate population 
increased by 7,541 net new inmates which was approximately 
88,000 inmates being admitted and 80,000 being released for the 
year. And by the end of fiscal year 2013 the Bureau expects a net 
growth of an additional 11,500 inmates. We believe the inmate pop-
ulation will continue to increase for the foreseeable future. But we 
will continue to take a variety of steps to mitigate the effects of 
crowding in our facilities. 

While managing these challenges, we continue to exercise sound 
judgment in executing the budgets you provide. As good stewards 
of the public’s trust we will continue to contain costs while main-
taining a high level of service. 

The President’s fiscal year 2013 budget for the BOP is $6.82 bil-
lion for the salaries and expenses account. The request includes 
program enhancements to begin the activation at USP Yazoo City, 
Mississippi and FCI Hazelton, West Virginia, and to acquire 1,000 
additional contract beds. It also includes offsets, including $41 mil-
lion for a proposed legislative initiative which, if passed, would 
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allow additional good conduct time credit for inmates and $11 mil-
lion for realignment of regional and administrative operations. 

For the buildings and facilities account, $99.2 million is re-
quested for base program needs, and a rescission of $75 million in 
prior years’ new construction unobligated balances is proposed. 

The BOP’s highest priorities have continued to be ensuring the 
safety of federal inmates, staff, and surrounding communities; in-
creasing on board staffing at BOP correctional institutions; adding 
bed space to reduce inmate crowding to help prevent violence in 
our prisons; maintaining existing institutions in an adequate state 
of repair; maximizing the use of inmate reentry programs, such as 
education and drug treatment, in order to reduce recidivism; and 
seeking long term strategies to control population growth. 

Crowding is of special concern at higher security facilities. These 
facilities confine a disproportionate number of inmates who are 
prone to violence. The BOP employs many management interven-
tions in an attempt to prevent and suppress inmate violence. These 
interventions are resource intensive and include paying overtime to 
increase the number of custody staff available to perform security 
duties; utilizing staff from program areas which detracts from in-
mate programs and other vital institutional functions; locking down 
an institution after a serious incident and performing intensive 
interviews to identify perpetrators and causal factors; performing 
comprehensive searches to eliminate weapons and other dangerous 
contraband; and designating and housing inmates in special man-
agement units. 

The mission of the Bureau of Prisons is challenging. While there 
are many facets to our operations, the foundation for it all is safe, 
secure, orderly institutions and each and every staff member in the 
Bureau is critical to this mission. Through the continuous, diligent 
efforts of our staff we collectively work 24 hours each day, 365 days 
per year, weekends and holidays, to protect the public. By main-
taining high levels of security and ensuring inmates are actively 
participating in evidence based reentry programs we serve and pro-
tect society. 

Chairman Wolf, this concludes my formal statement. As I have 
indicated in my testimony, the BOP faces many challenges as the 
inmate population continues to grow. For many years now the BOP 
has stretched resources, streamlined operations, and contained 
costs to operate as efficiently and effectively as possible. I want to 
thank you and the subcommittee for your continued support. I look 
forward to working with you and the committee on this request 
and will be happy to answer any questions. 

[The information follows:] 
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Good aftemoon, Chairman Wolt~ Ranking Member Fattall, and Members of the 
Subcommittee. It is a pleasure to appear betllre you today to discuss the President's Fiscal Year 
2013 Budget request for the Federal Bureau of Prisons (BOP). 

Although this is my first appearance before this Subcommittee as Director of the BOP, I 
have been with the Bureau for nearly 24 years, having started as a correctional officer and then 
holding many positions including Warden, Senior Deputy Assistant Director, and Assistant 
Director. Let me begin by thanking you, Chairman Wolf, Congressman Fauah, and other 
members of the Subcommittee for your strong support of the BOP. I look forward to continuing 
our work with yOll. 

Our mission is to protect society by confining offenders in the controlled environments of 
prisons and community-based facilities that are saft;, humane, cost-efficient, and appropriately 
secure, and that provide work and other self-improvement opportunities to assist offenders in 
hecoming law-ahiding citizens. As the Nation's largest corrections system, the Bureau is 
responsible for the incarceration of almost 217,000 inmates. Currently, the Bureau confines 
more than 176,000 inmates in 117 facilities that collectively were designed to house only 
128,000 individuals. More than 18 percent offederal inmates arc housed in privately operated 
prisons, residential reentry centers, and local jails. 

Continuing increases in the inmate population pose ongoing challenges for our agency. 
In fiscal year 2011, the inmate population increased by 7,54 I inmates, and by the end of fiscal 
year 2013 the Bureau expects a net increase of 11,500 inmates. System-wide, the Bureau is 
operating at 38 percent over rated capacity and crowding is of special concem at higher security 
facilities, with 53 percent crowding at high sccurity facilities and 49 percent at medium security 
facilities. We believe the inmate population will continue to increase for the foreseeable future, 
but we continue to take a variety of steps to mitigate the ellects of crowding in our facilities. 
The safety of our staff is always a top P110rity, and we usc all available resources to ensure our 
institutions arc secure. 

While managing these challenges, we continue to exercise sound judgment in executing 
the budgets you provide. As good stewards of the public's trust, we will continue to contain 
costs, while maintaining a high level of service. 
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FY 2013 Budget Request 

The President's FY 2013 Budget fix the BOP is $6.820 billion for the Salaries and 
Expenses (S&E) account. For the Buildings and Facilities (B&F) account, $99.2 million is 
requested. and a rescission of $75 million in prior years' new constructiou balances is proposed. 

Thc BOP's highest priorities continue to be: 

• Ensuring thc safety of fedcral inmates, staff. and surrounding communities; 
• Increasing on-board staftlng at BOP correctional institutions; 

Adding bedspacc to reducing inmate crowding to help prevent violence in prisons; 
Maintaining existing institutions in an adequate state of repair; 

• Maximizing the use of inmate reentry programs such as education and drug treatment in 
order to reduce recidivism; and 

• Seeking long-teml strategies to control population growth. 

S&E Program Changes 

The request includes S81.4 million in program enhancements to begin the activation 
process for two institutions. the United States Penitentiary (USP) at Yazoo City. Mississippi and 
the Federal Correctional Institution (FCI) at Hazelton. West Virginia, and to acquire 1,000 
private contract beds. 

Also includcd. are $58.0 million in offsets: $41 million for a proposed legislative 
initiative. which. ifpassed, would allow additional Good Conduct Time credit for inmates; $3.2 
million for expanding the compassionate release program; $2.8 million for information 
technology savings; and S 11.0 million for realignment of regional and administrative operations. 
The inmate population is projected to continue to increase for the foreseeable future. As such, 
the BOP continues to require increased resources to provide for safe inmate incarceration and 
care. and the safety of BOP staff and surrounding communities, which is why the requested 
funding is vital. 

The Administration has proposed legislation that would provide inmates with enhanced 
incentives for good behavior and for participation in programming that is proven to reduce the 
likelihood of recidivism. The first proposal increases good conduct time credit availability by 
seven days per year for each year of the sentence imposed. This would result in a reduction, 
within a year, of approximately 4.000 federal inmates in custody, resulting in a significant 
savings of taxpayer dolhtrs. This proposal could result in a significant cost avoidance of up to 
$41 million. This proposal would not only slow the rate offuture crowding, it would also 
increase the incentives for inmates to comply with institution mles. Inmates who refuse to 
comply with institution rules could lose some or all of the available credits, thereby prolonging 
their time spent in custody. 

The second proposal creates a new scntence reduction credit that inmates could earn for 
successful participation in recidivism-reducing programs, such as Federal Prison Industries. 
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education, and occupational/vocational training. Participation in these programs is voluntary to 
inmates so we arc unable (0 estimate the specit1c amount of cost avoidance that this proposal 
might generate. We can, however, confidently assume this proposal would reduce the future 
anticipated growth in the inmate population while encouraging participation in programs proven 
effective at reducing recidivism, and thereby improve public safety. 

B&F Budget Request 

For FY 2013, a total of$99.2 million is requested for the B&F appropriation. 
Additionally, a rcscission of $75 million in priOlo years' New Construction unobligated balances 
is proposed. The rescission eliminates $64.7 million from the planned "Acquire Existing 
Institution for Higher Security FCI" project and reduces four partially funded projects planned 
for Leavenworth, KS; Letcher County, KY; Fonest City, AR; and EI Reno, OK. The proposed 
rescission will leave $500,000 or less in available funding for these projects. 

With the continued and future projected inmate growth and age of existing prisons, the 
BOP continues to allocate Modernization and Repair (M&R) funds primarily for emergencies as 
major infrastructure and life safety systems begin to fail and to address a limited number of high 
priority major projects, annually. Approximately one-third of BOP's 117 institutions are 50 years 
or older. The aging and fail ing infrastmctme at these locations exacerbates our challenges in 
maintaining our federal prisons. 

The Federal Inmate Population 

Continuing increases in the inmate population pose substantial ongoing challenges for 
our agency. In FY 20 11, the inmate population increased by 7,541 net new inmates, and an 
additional 11,500 inmates arc expected betwecllllow and the end ofFY 2013. This growth is 
anticipated in large part because of the upward trend in drug offenders indicted, convicted, and 
sentenced to federal prison over the last few years. Drug offenders comprise the largest single 
offender group admitted to Federal prison and sentences for drug offenses arc much longer than 
those for most other offense categories. We believe the inmate population will continue to grow 
for the foreseeable future, and so will the BOP's challenges to provide for safe inmate 
incarceration and care, and for the safety of BOP staff and surrounding communities. 

The BOP is responsible for the incarceration of about 217,000 inmates. Approximately 
8 [ percent of the inmate population is confined in Bureau-operated institutions, while almost 19 
percent arc under contract care, primarily in privately operated prisolls. Most ofthc inmates in 
BOP facilities (51 percent) arc serving sentences for drug trafficking offenses. The remainder of 
the population includes inmates convicted of weapons offenses (15 percent), immigration 
offenses (12 percent), violent offenses (7 percent), fraud and other property offenses (8 percent), 
and sex otl'enses (5 percent). The average sentence length for inmates in BOP custody is 9 Yz 
years. Approximately 26 percent of the federal inmate population is comprised of non-U.S. 
citizens. 

It is particularly challenging to manage the federal prisoner population at higher security 
levels. The combined inmate population confined in medium and high security facilities 

-3-



220

represents over 45 percent of the inmate population houscd in BOP facilities. It is important to 
note that at the medium security level, about 66 percent of the inmates are drug offcnders or 
weapon offenders, approximately 76 percent have a history ofviolcnce, 42 percent have been 
sanctioned for violating prison rules, and half of the inmates in this population have sentences in 
excess of 8 years. At the high security level, more than 70 percent of the inmates are drug 
offenders, weapons offenders, or robbers, another 10 percent have been convicted of murder, 
aggravated assault, or kidnapping, and half of the inmates in this population have sentences in 
excess of 12 years. 

Moreover, approximately 70 percent oehigh security inmates have been sanctioned for 
violating prison rules, and more than 90 percent of high security inmates havc a history of 
violence. One out of every six inmates at high security institutions or USP's is gang affiliated. 
There is a much higher incidence of serious assaults by inmates on staff at medium and high 
security institutions than at the lower security level facilities. Serious assaults are defined as 
assaulting any person, or an armed assault on the institution's secure perimeter (a charge for 
assaulting any person at this level is to be used only when serious physical injury has been 
attempted or accomplished). In FY 2011, 78 percent of serious assaults against staff occurred at 
medium and high security institutions. Highs made up 61 percent of serious assaults on staff, 
and 17 percent occurred at Mediums. Very few assaults occur at low and minimum security 
institution which house inmates who are less pronc to violence. 

Institution Crowding 

The BOP confines over 176,O()0 inmates in Bureau-operated facilities, which have a total 
rated capacity of about 128,000 beds. Crowding is of special concern at higher sccurity facilities 
including penitentiaries (operating at 53 percent over capacity) and medium-security institutions 
(operating at 49 percent over capacity). These facilities confinc a disproportionate number of 
inmates who are prone to violence. The BOP has managed overcrowding by double and triplc 
bunking inmates throughout the system, or housing them in space not originally designed for 
inmate housing, such as television rooms, open bays, program space, etc. 

To manage crowding, we have taken a number of steps to help mitigate some of the 
effects in our facilities. For example, we have improved the architectural design of our newer 
facilities and have taken advantage of improved technologies in security measures such as 
perimeter security systems, surveillance cameras, and equipment to monitor communications. 
Thesc technologies support BOP employees' ability to provide inmates the supervision they need 
in order to maintain security and safety in our institutions. We have also enhanced population 
management and inmate supcrvision strategies in areas such as classification and designation, 
intelligence gathering, gang management, use oCpreemptive lockdowns, and controlled 
movement. While wc continue to look for ways to address crowding in our facilities, the 
challenges continue to increase as we face an ever growing inmate population. 

In 2005, the BOP performed a rigorous analysis of the effects of crowding and staffing on 
inmate rates ofviolencc. Data was used from all low-security, medium-security, and high­
security BOP facilities for male inmates for the period July 1996 through Dccember 2004. We 
accounted for a variety oftactors known to influence the rate of violence and, in this way, were 
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able to isolate and review the impact that crowding and the inmate-to-staff ratio had on serious 
assaults. This study found that increases in both the inmate-to-staff ratio and the rate of 
crowding at an institution (the number of inmates relative to the institution's rated capacity) are 
related to increases in the rate of serious inmate assaults 1 

The analysis revealed that an increase of one inmate in an institution's inmate-to-custody­
staffratio increases the prison's annual serious assault rate by approximately 4.5 per 5,000 
inmates. This demonstrates through sound empirical research that there is a direct relationship 
between crowding, staffing, and institution safety. 

The BOP employs many management interventions in an attempt to prevent and suppress 
inmate violence. These interventions are resource-intensive and include: paying overtime to 
increase the number of custody stail available to perfonn security duties, utilizing staff from 
program areas (detracting £i'om inmate programs and other vital institution functions), locking 
down an institution after a serious incident and performing intensive interviews to identify 
perpetrators and causal factors, perfonning comprehensive searches to eliminate weapons and 
other dangerous contraband, and designating and housing inmates in Special Management Units 
(SMU). SMU inmates consist of sentenced offenders who participated in or had a leadership role 
in geographical group/gang-related activity, or those who have a history of disruptive, 
disciplinary and/or misconduct infractions. The BOP designates inmates to SMUs because 
greater management of their interaction is necessary to ensure the safety, security, and orderly 
operation of BOP facilities, and protection ofthe public. SMU inmates require a more restrictive 
confinement than general population inmates. The BOP currently has 5 SMUs in operation. 

Stalling 

The mission of the Bureau of Prisons is challenging. While there are many facets to our 
operations, the foundation for it all is safe, secure, orderly institutions, and each and every staff 
member in the Bureau is critical to this mission. Through the continuous diligent efforts of our 
statI, who collectively work 24 hours each day, 365 days pCI' year-- weekends and holiday&-we 
protect the public. By maintaining high levels of security and ensuring inmates are actively 
participating in evidence-based reentry programs, we serve and protect society. 

As of December 31, 2011, the BOP has 36,172 S&E stafTon-board, which is 88 percent 
of the FY 2012 authorized level. The FY 2013 President's Budget Request proposes to increase 
staffing at existing institutions by 210 persons, and would bring the on-board staffing to 90 
percent of the FY 2013 authorized level. The challenges have never been greater. The BOP is 
managing overcrowded institutions and taking on more gang-affiliatcd inmates, who are prone to 
violence. 

1 Federal Bureau of Prisons (2010). The Eff"c!s of Changing Crowding on Inmate Violence and Administrative 
Remedies Granted. Office of'Rcscarch and Evaluation. Federal Bureau of Prisons, Washington, DC. 
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Inmate Reentry 

We are committed to both pm1s of the BOP's mission - security and reentry. The 
Attorney Genera I has made clear his strong commitment to reentry as a critical component of 
public safety. Maintaining high levels of security and ensming inmates are actively participating 
in evidence based reentry programs are equally important to ensure the safety of our staff and to 
serve and protect society. It's our philosophy that "reentry begins on the day of incarceration," 
and we work with inmates to address identified skill deficiencies and weaknesses, provide 
appropriate treatment programs and assist with preparation for reintegration. Over the past few 
years we have made great strides in enhancing collaboration both within and outside our agency 
to ensure we are providing offenders the best opportunities for success once back in the 
community. 

Our agency has no control over the number ofimnates who come into Federal custody, 
the length of their sentences, or the skill detlcits they bring with them. We do have eontrol, 
howcver, over the programs in which inmates can participate while they are incarcerated; and we 
can thereby affect how inmates leave our custody and return to the community. Almost all 
federal inmates will be released back to the community at some point. Each year, over 45,000 
federal inmates return to our communities, a number that will continue to increase as the inmate 
population grows. Most need job skills, vocational training, education, counseling, and other 
assistance such as drug abuse trcatment, anger management, and parenting skills ifthey are to 
successfully reenter society. 

Fedcral prisons offer a variety of inmate programs to address reentry needs, including 
work, education, vocational training, substance abuse treatment, observance of faith and religion, 
psychological services and counseling, release preparation, and other programs that impart 
essential life skills. We also provide other structured activities designed to teach inmates 
productivc ways to use their time. 

Rigorous research bas demonstrated that inmates who participate in FPI or vocational 
training arc 24 percent less likely to recidivate than similar non-participating inmates; inmates 
who participate in vocational or occupational training are 33 percent less likely to recidivate; 
inmates who p31iicipatc in education programs are 16 percent less likely to recidivate; and 
inmates who complete the residential dmg abuse treatment program are 16 percent less likely to 
recidivate and 15 percent less likely to relapse to drug use within 3 years after release2

• Also, 

2 Federal Bureau of Prisons (1985). !'~t;,!';j'osl R~!£'h'iLfenmlQYm,]li!'LQj£ct Interim Report, Office of Research 
and Evaluation, Federal Bureau of Prisons, \Vashington, DC. 

Federal Bureau of Prisons (2000). TRIAD Drug Treatment Evaluation Project rinal Report of Three-Year 
Outcomes~p.il.ILL Oftice of Research and Evaluation, Federal Bureau of Prisons, Washington, DC. 

Harer, M. D. (1995). Prison EducatiQll.!'I!2lli:m]l!'m.tkimillQ!Lml\U~~_,jdivisl1l: A Test (lfthe Normalization 
Hypothesis. Office of Research and Evaluation, Federal Bureau of Prisons, Washington, DC. 

Saylor, W. G. and Gaes, G. G. (1947). PRE!': Training Inmates Through Industrial Work Participation and 
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inmates who participate in work programs and vocational training are less likely to engage in 
institutional misconduct, thereby enhancing the satety of staff and other inmates. 

In 200 I, the Washington Stale Institute for Public Policy evaluated the costs and benefits 
of a variety of correctional, skills-building programs. The study examined program costs; the 
benefit ofreducing recidivism by lowering costs for arrest, conviction, incarceration, and 
supervision; and the benefit by avoiding crime victimization. 

The study was based on validated evalnations of crime prevention programs, including 
the BOP's assessment of our industrial work and vocational training programs (the Post Release 
Employment Project study) and our evaluation of the Residential Drug Abuse Treatment 
program (the TRIAD study). The "benefit" is the dollar value of criminal justice system and 
victim costs avoided by reducing recidivism, and the "cost" is the funding required to operate the 
cOiTectional program. The benefit-to-cost ratio of residential drug abuse treatment is as much as 
$2.69 for each dollar invested in the program; for adult basic education, the benefit is as much as 
$5.65; for correctional industries, the benefit is as much as $6.23; and for vocational training, the 
benefit is as much as $7.13. The study clearly indicates these inmate programs result in 
significant cost savings through reduced recidivism, and their expansion is important to public 
safety3 

Substance Abuse Treatment 

The BOP is mandated by statute (the Violent Crime Control and Law Enforcement Act of 
1994) to provide drug abuse trcatment to inmates. Our substance abuse strategy includes a 
required drug education course, non-residential drug abuse treatment, residential drug abuse 
treatment, and community transition treatment. 

Drug abuse cducation is available in all BOP facilities. Drug abuse education provides 
inmates with infOimation on the re1ationsbip between drugs and crime and the impact of drug use 
on the individuaL his or her family, and the community. Drug abuse education is designed to 
motivate appropriate offenders to participate in nonresidential or residential drug abuse 
treatment, as needed. 

Non-residential drug abuse treatment is also available in every BOP institution. Specific 
offenders whom we target for non-residential treatment services include: 

inmates with a relatively minor or low-level substance abuse impairment; 
inmates with a more serious drug use disorder whose sentence does not allow sufficient 
time to complete the residential drug abuse trcatment program; 

Vocational and Apprenticeship Instruction. Corrections Management Quarterly, 1(2). 

3 Aos, Steve. Phipps, P., l3arnoski, R. and t.ieb, R. (2001) The Comparative Costs and Benefits of Programs to 
Reduce Crime. Washington State Institute for Public Policy_ 
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inmates with longer sentences who are in need of and are awaiting placement in the 
residential drug abuse treatment program; 
inmates identified with a drug use history who did not participate in residential drug 
abuse treatment and are preparing for community transition; and 
inmates who completed the unit-based component of the residential drug abuse treatment 
program and are required to continue trcatment until placement in a residential reently 
center, where they will receive transitional drug abuse treatment. 

Participants in the residential drug abuse treatment program live together in a unit 
reserved for drug abuse treatment in order to minimize any negative effects of interaction with 
the general inmate population. Residential drug abuse treatment is provided toward the end of 
the sentence in order to maximize its positive impact on soon-to-be-released inmates. 

It is important to note that under our statutory mandate, the BOP is required to provide 
residential drug abuse treatment to all inmatcs who voluntcer and are eligible for the program. In 
FY 2007 and FY 2008, the BOP could not meet this requirement due to inadequate funding for 
program expansion; however in FY 2009, FY 2010 and FY 2011, the BOP was able to provide 
residential drug abuse treatment to 100 percent of thc federal inmate population eligible for 
treatment. 

Because celiain non-violent offenders who successfully complete all components of this 
recidivism-reducing program arc eligible for an incentive of up to one year off their sentence, 
inmates are strongly motivated to participate. Due to limited capacity, however, inmates receive, 
on average, only an eight month reduction. The FY 2013 budget request of$13 million would 
fund an expansion of the residential drug treatment program. An expansion of the drug treatment 
capacity will allow more inmates to participate in the program and eam an early release, thereby 
reducing crowding and costs. Specifically, such expansion will allow the BOP to treat all 
eligible inmates and extend the sentence rcductions for those who qualify from the current 8 
months average to the full 12 months allowed by statute. 

Drug abuse treatment in the BOP includes a community transition treatment component 
to help ensure a seamless transition from the institution to the community, and inmates are 
monitored and managed across systems by BOP community corrections staff. As part of the 
community transition, the BOP provides a treatment summary to the residential reentry center 
where the inmate will reside, to the community-based treatment provider who will treat the 
inmate, and to the U.S. Probation Officer before the inmate's arrival at the residential reentry 
center. Participants in community transition drug abuse treatment typically continue treatment 
during their period of supervised release after they leave BOP custody. 

Specific Pro-Social Values Programs 

Based on the proven success of the residential substance abuse treatment program, we 
have implemented additional cognitive-behavioral programs to address the needs of other 
segments of the inmate population (including younger oiIenders and high-security inmates). 
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These programs focus on inmates' emotional and behavioral responses to difficult situations and 
emphasize life skills and the development of pro-social values, respect for self and others, 
responsibility for personal actions, and tolerance. Many of these programs have already been 
found to significantly reduce inmates' involvement in institution misconduct. The positive 
relationship hetween institution conduct and post-release success makes us hopeful about the 
ability of these programs to reduce recidivism. 

Inmate 'York Programs 

Prison work programs teach inmates occupational skills and instill in offenders sound and 
lasting work habits and a work ethic. All sentenced inmates in federal correctional institutions 
are required to work (with the exception of those who for security, educational, or medical 
reasons are unahle to do so). Most inmates afC assigned to an institution job such as food service 
worker, orderly, painter, warehouse worker, or groundskeeper. 

Additionally, approximately 13,500 inmates work in FPl. FPI is one ofthe BOP's most 
important correctional programs because it has been proven to substantially reduce recidivism. 
FPI provides inmates the opportunity to gain marketahle work skills and a general work ethic -­
both of which can lead to viable, sustained employment upon release. It also keeps inmates 
productively occupied; inmates who participate in FPI are substantially less likely to engage in 
misconduct. 

At present, FPI reaches only 8 percent of the inmate population housed in BOP facilities; 
this is a significant decrease from previous years. For example, in 1987 FPI employed 
32 percent of the inmate population. This decrease is primarily attributable to various provisions 
in Department of Defense authorization hills and appropriations bills that have weakened FPI's 
standing in the Federal procurement process. We are very thankful for the additional authorities 
provided in the FY 2012 appropriation, and are working to begin new programs. 

Education, Vocational Training, and Occupational Training 

The BOP offers a variety of programs for inmates to enhance their education and to 
acquire skills to bell' them obtain employment after release. Institutions offer literacy classes, 
English as a Second Language, adult continuing education, parenting classes, recreation 
activities, wellness education, and library services. 

With few exceptions, inmates who do not have a high school diploma or a General 
Educational Development (GED) certificate must participate in the literacy program for a 
minimum of 240 hours or until they obtain the GED. TIle English as a Second Language 
program enables inmates with limited proficiency in English to improve their English language 
skills. Also, a number of institutions offer inmates the opportunity to enroll in and pay for more 
traditional college courses that could lead to a bachelor's degree. 

We also facilitate vocational training and occupationally-oriented higher education 
programs. Occupational and vocational training programs arc hased on the needs of the specific 
institution's inmate population, generallahor market conditions, and institution labor force 
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needs. On-the-job training is afforded to inmates through formal apprenticeship programs, 
institution job assignments, and work in the FPI program. 

Life Connections 

The Life Connections Program is a residentialmulti-faith-based program that provides 
the opportunity for inmates to deepen their spiritual life and assist in their ability to successfully 
reintegrate following release from prison. 

Life Connections programs are currently operating at FCr Petersburg, USP Leavenworth, 
FCr Milan, USP TelTe Haute, and the Federal Medical Center Carswell. BOP's Office of 
Research and Evaluation has completed several preliminary analyses of the program and found a 
reduction in serious institutiou misconduct among program participants. 

Inmates who are not eligible for the residential Life Connections Program may volunteer 
to participate in a modified version of the program called Threshold. This is a non-residential 
spiritual/values based program taught by chaplains and volunteers over a six to nine month time 
period. This program is designed to strengthen inmate community re-entry and reduce 
recidivism. Currently 75 institutions are planning Of offering Threshold in FY 2012. 

The Second Chance Act 

The Second Chance Act of2007 required several changes to BOP policies and practices. 
The BOP is committed to providing opportunities for offenders to prepare for a successful 
reentry to the community. We have made significant progress toward meeting the mandates of 
the Second Chance Act, which is pmticularly noteworthy given the funding challenges we have 
faced in the past. 

Inmate Skills Development Initiative 

The Inmate Skills Development initiative refers to the BOP's targeted efforts to unify our 
inmate programs and services into a comprehensive reentry strategy. The three principles ofthe 
Inmate Skills Development initiative are: (1) inmate participation in programs must be linked to 
the development of relevant inmate reentry skills; (2) inmates should acquire or improve a skill 
identified through a comprehensive assessment, rather than simply completing a program; and 
(3) resources are allocated to target inmates with a high risk for reentry failure. 

The initiative includes a comprehensive assessment of inmates' strengths and deficiencies 
in nine core areas. This critical information is updated throughout each inmate's incarceration 
and is provided to probation officers as inmates get close to their release from prison so as to 
assist in the community reentry plan. As part of this initiative, program managers have been 
collaborating and developing pmincrships with a number of governmental and private sector 
agencies to assist with inmate reentry. 
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Specific Release Preparation ElIorts 

In addition to the wide array ofinmate programs described above, the BOP provides a 
Release Preparation Program in which inmates become involved toward the end of their 
sentence. The program includes classes in resume writing, job seeking, and job retention skills. 
The program also includes presentations by officials from community-based organizations that 
help ex-inmates find cmployment and training opportunities after release from prison. 

Release preparation includes a number of inmate transition services provided at our 
institutions, such as mockjob fairs where inmates learn job interview techniques and community 
recruiters learn of the skills available among inmates. At mock job fairs, qualified inmates are 
afforded the opportunity to apply for jobs with companies that have job openings. Our facilities 
also help inmates prepare release portfolios, including a resume, education and training 
certificates, diplomas, education transcripts, and other significant documents needed for a 
successful job interview. 

The BOP has established employment resource centers at most federal prisons to assist 
inmates with creating release folders to usc in job searches; soliciting job leads from companies 
that have participated in mock job fairs; identifying other potential job openings; and identifying 
points of contact for inf0J'l11ation on employment references, job training, and educational 
programs. 

We use residential reentry centers (RRCs) -- also known as community corrections 
centers or halfway houses -- to place inmates in the community prior to their release from 
custody in order to help them adjust to life in the community and find suitable post-release 
employment. These centers provide a structured, supervised environment and support in job 
placement, counseling, and other services. As part ofthis community-based programming, some 
inmates are also placed on home detention (statutorily limited to 10 percent of an inmate's 
sentence). They are at home under strict schedules with telephonic and electronic monitoring. 

RRCs arc most cHcctive, in terms of recidivism reduction, for higher-risk inmates, 
especially those who have demonstrated a willingness to participate in education, vocational 
training, and treatment programs while they arc in BOP institutions. Consistent with researeh 
findings, we continue to move the BOP toward a risk-reduction model in RRC programming, 
which recognizes that lower-risk inmates may need few RRC services and may, therefore, 
receive relatively short RRC placements and instead transition more rapidly to home detention; 
some may be placed directly in home detention with no time in an RRC. In eontrast, higher-risk 
inmates who have shown they are ready to address their crime-producing behaviors may be 
appropriate for longer RRC stays. These changes will not decrease the number of inmates who 
will be placed in RRCs. Indeed, we anticipate they will result in greater numbers of placements 
in community-based programs and a more effective Lise of our limited RRC resources. 

Conclusion 

Chairman Wolf, this concludes my fonnal statement. Again, I thank you, Mr. Fattah, 
and Members of the Subcommittee for your continued support of our agency. As I have 

-11-
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indicated in my testimony, the BOP faces many challenges as the inmate population continues to 
grow. For many years now, the BOP has stretched resources, streamlined operations, and 
constrained costs to operate as effIciently and effectively as possible. 

The FY 2013 President's Request will allow us to add bedspace for the constantly 
growing inmate population and expand drug abuse treatment programs. I look forward to 
working with you and the Committee on this request, and would be happy to answer any 
questions. 

-12-
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RADICALIZING MATERIALS

Mr. WOLF. Thank you, Mr. Samuels. In the fiscal year 2012 con-
ference report the Committee instructed DOJ to eliminate the abil-
ity of Federal prisoners to access radicalizing materials, and the re-
port on this topic is due March 7. Can you give us a preview of 
what BOP has done to prevent prisoners from having access to 
radicalizing materials? Have the radical materials that were pre-
viously identified been removed, and have you put in place proce-
dures for ensuring that such materials cannot come into the prison 
collections?

Mr. SAMUELS. Yes, sir. Good question. What we have done in the 
Bureau of Prisons is put procedures in place for our religious serv-
ices staff to review any material that is attempted to be introduced 
in the facility and any purchases we have made. And we have a 
national chaplain library review. And so all of the material is 
screened. Our staff are also—— 

Mr. WOLF. When was all that screened? Beginning when, what 
date did you begin screening all of that? Because I have seen mate-
rial that has not been screened. So as of when—— 

Mr. SAMUELS. 2007. 
Mr. WOLF. 2007? 
Mr. SAMUELS. Yes, sir. The staff go through the screening proc-

ess to review the material and they also work with our staff who 
work with identifying any issues of concern within the intelligence 
community. And if we determine that there is material that poses 
any threat to the safety and security of our facilities, we do not 
allow that material to be introduced. Because our goal is to detect 
and deter any type of form of radicalization, to prevent it. 

Mr. WOLF. Well, will you be making the report available on the 
7th? The report on the topic is due March 7th. 

Mr. SAMUELS. The report? 
Mr. WOLF. Yes. 
Mr. SAMUELS. Well we—— 
Mr. WOLF. Will it be here on the 7th? We asked for a report, in 

the conference report—— 
Mr. SAMUELS. It has been forwarded to—— 
Mr. WOLF [continuing]. Report on the topic, it is here? 
Mr. SAMUELS. It has been forwarded to DOJ. 
Mr. WOLF. Okay. But I think it is supposed to be here on, what 

is today’s date? The 6th. Will we get it tomorrow? 
Mr. SAMUELS. We will follow up. I will follow up. 
Mr. WOLF. Okay. How long have they had it, DOJ? How long has 

DOJ had it? 
Mr. SAMUELS. Approximately two weeks. 
Mr. WOLF. And how long is the report? 
Mr. SAMUELS. It is not long. 
Mr. WOLF. Three pages? Thirty-eight pages? One hundred and 

two pages? 
Mr. SAMUELS. Approximately three. But I will follow up. 
Mr. WOLF. Three? It cannot be very much of a report then, if it 

is three pages. 
Mr. SAMUELS. We will follow up and submit it for the record. 
[The information follows:] 
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RADICALIZATION MATERIALS

The final report on Radicalization in Federal Prisons, which was due March 17, 
2012 to the Committees on Appropriations, is expected to be two to three pages in 
length. The report was transmitted to Congress on May 16, 2012. 

FEDERAL PRISON INDUSTRIES

Mr. WOLF. Meaningful work opportunities. While BOP cannot 
control the number of inmates sentenced to prison it can impact 
how inmates occupy their time while incarcerated. Increasing work 
opportunities for Federal prisoners continues to be an important 
priority for the Committee. What is the status of BOP’s efforts to 
increase the meaningful work opportunities available to inmates? 

Mr. SAMUELS. The Bureau of Prisons recognizes, sir, the impor-
tance of, and is committed to, enhancing public safety, and reduc-
ing recidivism, through inmate work programs. Inmate work oppor-
tunities, as you know, are a key component to the agency’s release 
preparation efforts. As you are aware, Federal Prison Industries, 
one of our most important correctional programs, has been proven 
to substantially reduce recidivism. We are working towards having 
many of the jobs within Federal Prison Industries converted to 
part-time jobs so we can increase the number of participants within 
our institutions. We are also ensuring that the inmates who are in-
volved in work programs, have time to participate in programs dur-
ing the day as well as allowing them to work in jobs in the evening 
to ensure that we are maximizing the number of inmates who are 
employed within the Bureau. 

Mr. WOLF. How many people work now in UNICOR? 
Mr. SAMUELS. 14,000 are currently employed. 
Mr. WOLF. And at their high point, what was it? 
Mr. SAMUELS. At the high point it would average about 24,000. 

We have lost within the last few years 10,000 jobs in UNICOR. 
Mr. WOLF. And what are the statistics showing that if a person 

participates they are less likely to go out and commit a crime when 
they leave? 

Mr. SAMUELS. Individuals who participate by working in 
UNICOR, the statistics show that they are 24 percent less likely 
to recidivate when compared to those who are not working in Fed-
eral Prison Industries. 

Mr. WOLF. You know I have been disappointed in the Bureau of 
Prisons. I was out in a national park and I bought a hat. And when 
I looked in the hat, the hat was made in China. And I am finding 
that most of the Federal caps are made in China. Most of the uni-
versity caps are, too. We provided language, both sides supported 
it, to give you the ability to have more people working and doing 
it in such a way that creates jobs for Americans—to partner up 
with American companies. I saw that Fox News piece with regard 
to the jacket, which I think was very unfortunate. The purpose of 
our language was to create more jobs in America for American 
workers outside of prison and for American workers inside of pris-
on. Where are the BOP hats made? Your Bureau of Prison hats, 
where are they made? 

Mr. SAMUELS. We engrave, or the monogramming on the hats is 
done by the Bureau of Prisons. And we purchase—— 
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Mr. WOLF. The hat itself is made where? Where are the the Bu-
reau of Prisons hats made? 

Mr. SAMUELS. I would say the hat more than likely is made in 
China, sir. 

Mr. WOLF. You know, this is crazy. 
Mr. FATTAH. We can do something about it, Chairman. 
Mr. WOLF. Well, we are trying. We have given language. Also, I 

went to a federal installation, you have been there too, and they 
gave me this coin. And I am going to hold it up and put it away 
so nobody can see it, because I am not blaming them, but it was 
made in China. Do you give coins out? Do you have coins that you 
give? Is there a Bureau of Prisons coin? There is or there is not? 

Mr. SAMUELS. Yes. Yes, sir. 
Mr. WOLF. And where are they made? 
Mr. SAMUELS. I would have to find out, sir. 
Mr. WOLF. Well could somebody call down while the hearing is 

going on? Just call the office and say can we get a coin out? Are 
they made in China or are they made in—can somebody call down? 

The Committee has been trying to help. I believe very deeply 
that you cannot put a man or a woman in prison for ten or fifteen 
years and give them no dignity. The whole thing of what the Com-
mittee was trying to do was to repatriate jobs. We did not want you 
to compete with any American manufacturers. We did not want 
you to take any job away from an American worker. We actually 
wanted you to create jobs for an American worker, because if you 
were making hats then whoever drives the truck up to drop the 
fabric by, or drop the machine that does the stitching by, is an 
American, an American worker. And also to combine in cooperation 
with an American hat manufacturer, and there is only one or two 
left in the country, that would create jobs in the private sector but 
also create jobs in the Bureau of Prisons to give men work and dig-
nity. And I bet if you go back and look at this record, Mr. Serrano 
was there I think, we have been talking about this and nothing 
ever happens. Where were they made? 

Mr. KANE. I am checking right now, sir. 
Mr. WOLF. Oh, okay. 
Mr. SAMUELS. Mr. Chairman, we appreciate the new authorities. 
Mr. WOLF. Yeah, I—— 
Mr. SAMUELS. And I can assure you since my appointment that 

this is one of the highest priorities that I have as the director for 
the Bureau. And I believe that if we continue to be aggressive in 
this area that we can benefit by utilizing the new authorities to 
create more jobs within Federal Prison Industries. And to echo, sir, 
as you stated, to bring back, repatriate these products back to the 
United States and in effect help create jobs within this country. 

Mr. WOLF. Well but you, and it is not your fault so you are off 
the hook to a certain degree. How long have you been in the job? 

Mr. SAMUELS. I was appointed December 21, 2011. 
Mr. WOLF. It is partially your responsibility, but the language 

has been there for quite a while. And I think you are just missing 
an opportunity. I mean—— 

Mr. SAMUELS. And sir, I take full responsibility for—— 
Mr. WOLF. Well no, it is not your full responsibility. 
Mr. SAMUELS [continuing]. The agency. 
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Mr. WOLF. The Attorney General was here the other day. He 
seemed very interested, very sympathetic to what the Committee 
is trying to do. Again, I want to preface this. We are not taking 
a job, we do not want the Bureau of Prisons to take a job from an 
American worker. We want the Bureau of Prisons to create posi-
tions whereby we can have more American workers and repatriate 
the jobs back from China, or wherever the case may be, and do 
them here. Now we had asked, and let me ask you publicly, would 
you ask the Justice Department to convene a meeting of all of the 
agencies and ask them where they are making their products. 
Their hats, their coins. And then try to get a cooperative arrange-
ment with several American companies so that you can legiti-
mately, honestly, ethically, decently say that you are honestly try-
ing to create jobs in the private sector as well. And then ask NASA, 
every agency, would they work with you and with this private com-
pany, or with a consortium of companies. Maybe work with the 
American Apparel Association, to bring this industry back into the 
United States. I mean, would you, within the next 30 days, convene 
every Federal agency there is in the government and ask them. 
How many hats do you think you have in your house? I have five 
kids. I have so many baseball caps. 

Mr. SAMUELS. Mr. Chairman, probably 15. 
Mr. WOLF. And every college. Do you know where all the college 

hats are made? They are made in China. 
Mr. SAMUELS. Yes, sir. 
Mr. WOLF. And so if we could have those hats be made in the 

Shenandoah Valley, or Pennsylvania, or New York City, and then 
work a cooperative arrangement and do it in a way that is very 
open. Not secretive. I think you should make it very clear. You all 
were on the defensive on that show. It was wrong, and I do not 
want to get into the details, to be taking a job from an American 
company. But I think what you could do is to create more jobs for 
those American companies by asking them to repatriate, to bring 
jobs back. 

I mean, I would be prepared to write every college in the 
Commonweath of Virginia. I spoke to the President of one college 
and they were open, a very large college, a very big college, a very 
well known college, they were open to using the Bureau of Prisons. 
And if we did it in such a way that we were not just making this 
through UNICOR but we were also making it with a private com-
pany kind of coming alongside. And then when that worker got out 
of prison, there would be an industry that he could be involved 
with. Do you have an answer regarding the coins? 

Mr. SAMUELS. Yes, sir. The Director’s coins are made in the 
U.S.A.

Mr. WOLF. U.S.A.? Well then can you tell us who makes them 
and we are going to write all these other agencies and tell them 
they ought to be switching rather than having the slave labor in 
China make their coin. They ought to be making the coin, whoever 
the company is, so we can create more jobs. So I think you get a 
gold star for having yours made in the U.S. The hats, you have not 
gotten an answer back yet. I am kind of hoping your hats are made 
in the U.S. Is somebody checking on the hats? 

Mr. KANE. I will ask right now, sir. 
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Mr. WOLF. Yeah, if we could just check. Mr. Fattah. 

MR. SAMUELS’ BACKGROUND

Mr. FATTAH. Thank you, Mr. Chairman. Let me welcome you and 
congratulate you on your appointment. And you have been on the 
job for three months now? Is that—— 

Mr. SAMUELS. Yes, sir. 
Mr. FATTAH. Okay. But you have been at this for some 24 years, 

and you started out as a correctional officer? 
Mr. SAMUELS. Correct. 
Mr. FATTAH. And just for the record, you are from Birmingham, 

Alabama and you have risen up through the ranks. And I under-
stand you also went through the Senior Executive Program at Har-
vard?

Mr. SAMUELS. Yes. 
Mr. FATTAH. At the Kennedy School? 
Mr. SAMUELS. Yes, sir. 
Mr. FATTAH. I went through that program. It is a great program. 
Mr. SAMUELS. I agree. 

OVERCROWDING

Mr. FATTAH. So I want to welcome you to the committee. And ob-
viously the chairman and I have an interest in trying to help you 
as you think through these responsibilities. Obviously you have an 
overcapacity issue of something approaching 40 percent. I think 39 
percent, 38 percent overcapacity. And I note in the budget submis-
sion you do not have any new construction requests. Is that cor-
rect?

Mr. SAMUELS. Correct. 

DRUG TREATMENT

Mr. FATTAH. Right. So this challenge is going to have to be han-
dled in other ways. And part is through a legislative initiative 
around earned time, or good time. We are very interested, and the 
committee has been supportive of some state efforts using evidence- 
based approaches to reduce prison populations but not increase 
challenges related to public safety. I mean, what we want to do is 
have a process in which they can leave places where you look out 
for them and not have to reenter. And there are a number of ways, 
such as through drug treatment programs, which are cost effective. 
I think they actually save money over the long term. This is empir-
ical information. And some 51 percent of your inmates are in on 
drug charges? 

Mr. SAMUELS. Yes, sir. 
Mr. FATTAH. So what availability of drug treatment programs ex-

ists relative to those who might need to take advantage of them? 
Mr. SAMUELS. Okay. Currently, with our drug programs we have 

drug education offered at all Bureau institutions. For the Presi-
dent’s fiscal year 2013 request we are asking for an additional $13 
million and 120 additional positions so we can ensure that all in-
mates have an opportunity to participate who are eligible. And we 
also believe that that will help us give inmates an opportunity to 
maximize the length of time that they can get off their sentence. 
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Right now we are averaging about nine months for inmates who 
complete that program. 

Mr. FATTAH. And it is about $2.60 savings for each dollar in-
vested?

Mr. SAMUELS. Yes, sir. 
Mr. FATTAH. Now Governor Christie of New Jersey has just or-

dered in his state that drug treatment be made available to all in-
mates. And I think that the National Institute of Justice in many 
of their data show that this is a very significant effort that if un-
dertaken could maybe move the country out of the unfortunate po-
sition where we now imprison more people than any other country 
in the world, which is a very unfortunate circumstance. 

NON-U.S. CITIZEN INMATES

Now 25 percent, 26 percent of your inmates are non-U.S. citi-
zens?

Mr. SAMUELS. Correct. 
Mr. FATTAH. And are there trade offs between having them serve 

their time in their own country versus here? Or is that just some-
thing that under our set of circumstances is not an allowable 
choice?

Mr. SAMUELS. We have a treaty transfer program within the 
Federal government, and our goal is to identify and work with in-
mates who are willing and interested, and if the countries will take 
them back. Our efforts are to increase the utilization of that. So if 
inmates meet the criteria we would like to pursue having them re-
turn to their countries to serve their time, for inmates that fall 
within that category. We have about 94 agreements with various 
countries.

Mr. FATTAH. And is this an area where additional legislative or 
other resources could be helpful to you? Or is this something that 
pretty much tracks based on these treaties, and it is working as 
well as it can work? 

Mr. SAMUELS. It is working as well as it can. However, again, it 
is an education process that our staff have to be diligently involved 
with explaining the procedures and how the inmates can apply for 
consideration. And ultimately the country who would be willing to 
take the individuals back. 

Mr. FATTAH. Because I assume that even if we paid for it it 
would be cheaper for them to be imprisoned in their own country 
than to be in prison here? 

Mr. SAMUELS. Yes, sir. 

INMATE PROGRAMS

Mr. FATTAH. Okay. Now you know, the interest in work and work 
training is connected to this issue of generally how they got there 
in the first instance, right? Because there is a correlation between 
educational attainment and incarceration. To what level are GED 
and other educational opportunities available in the federal prison 
system?

Mr. SAMUELS. All inmates, when they are placed in the Bureau 
of Prisons are screened to determine their skill sets and/or deficits. 
And if there is a need for educational participation, our staff works 
with the inmates, and we encourage the inmates to obtain a GED 
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if they do not have a GED. There is a requirement that they spend 
a certain amount of time in the process of obtaining a GED. If 
there are reasons, due to their mental capacity, where they cannot 
obtain it, then there are recommendations for, or waivers consid-
ered for that. But we require all inmates to participate in edu-
cational programs. 

Mr. FATTAH. So on average they stay with you for about nine 
years, which is a considerable amount of time. Right? And the 
question is at the end of the nine years have we moved them down 
some continuum which might be helpful about what their result 
might be for the rest of their lives? Not only do we not want them 
to have to be at one of your facilities again, we do not want them 
to have to victimize other people in order to get a ticket back to 
one of your institutions. There seems to be some synergy across 
party lines and across philosophical lines. Very conservative people, 
very liberal people are very interested now in how we can do more 
to lock up fewer people and for less time and make our commu-
nities safer at the same time. The empirical evidence funded 
through this committee shows that in many instances this can be 
done.

Now there are people who have to be locked up for very long 
times and cannot function safely in society. But what percentage 
of the people that you have are going to be released at some point? 

Mr. SAMUELS. The percentage of inmates incarcerated? 
Mr. FATTAH. That will eventually be released. 
Mr. SAMUELS. I think the percentage is somewhere around 94 

percent, of all inmates incarcerated. 
Mr. FATTAH. Right. So society should have some interest in try-

ing to make sure that upon their release they are slightly less or 
hopefully even better than slightly less likely to recidivate than 
when they originally got introduced to the federal system. 

So we want to work with you. We understand that you have got 
tremendous challenges. Last year I think the chairman did extraor-
dinary work in making sure that your budget was fully funded. Ob-
viously this is an area in which there is no doubt about federal re-
sponsibility. These are federal inmates. But it is $6.8 billion. And 
at the end of the day there are a lot of lives involved. And we 
would have to figure out how to do it just a little bit differently 
than we have been doing it. 

I think the chairman is passionate on this. It may seem simple 
about the hats. But it is not just the hats. The fact is that on lower 
end goods that are needed but are not going to be manufactured 
in America—even though we are the leading manufacturer in the 
world and we do very well on high end products such as jet en-
gines, and all kinds of other things—if there are items that do not 
create competition for the private sector but can give people some 
work to do, and hopefully some training, and beyond that, some op-
portunity to prepare themselves for eventual life outside the prison 
walls, then we want to find opportunities to help you do that. That 
is really the point. And as appropriators the way we help, usually, 
is we provide resources, or we provide language that allows you to 
access what it is that you need to access to do this. 

As a correctional officer, you know that it makes live safer for 
correctional officers if inmates have something to do. 
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Mr. SAMUELS. Yes. 
Mr. FATTAH. And if they feel as though they can even reduce the 

time that they might have to be in your care, by either earning 
educational credits, or drug treatment, or working, and at the same 
time, not just federal agencies but also little league teams and ev-
erybody can have baseball caps, t-shirts, that otherwise are going 
to made somewhere else anyway, then we need to find a way to do 
that. And, you know, the lynchpin for working up here on the Hill 
with the Appropriations Committee is that when members have an 
interest we want to work with people who have an interest in fol-
lowing through on those things. So we look forward to working 
with you. Thank you, Mr. Chairman. 

Mr. WOLF. Mr. Serrano. 

FEDERAL PRISON INDUSTRIES

Mr. SERRANO. Thank you, Mr. Chairman. Welcome and congratu-
lations on your appointment. You know, I want to join the Ranking 
Member Fattah and Chairman Wolf on the issue of what can be 
done to have some of those products made in this country, those 
items. And also without stepping on anybody’s toes. Recognize 
there are many of us who feel that that is a proper thing to do. 
And the chairman has been a strong advocate for this. I mean, he 
has been on this subject for a long time. 

You know, it reminded me, Mr. Chairman, if I take a moment 
here, of 15, 20 years ago. There was a discussion about a constitu-
tional amendment on flag desecration, flag burning. And I was one 
of those who were saying, look I have no love for anybody who 
burns my flag. But a constitutional amendment to say you cannot 
do it, that is a whole different issue. And so on and so forth. 

During that debate what I found out that was most stunning to 
me at that point was that most of the little flags being waved on 
the House floor by those who were supporting the amendment were 
not made in this country. And that in itself seemed dramatic to me. 
That the argument maybe should have been a constitutional 
amendment, I am kidding, to say they must be made in this coun-
try, you know, rather than some person deciding they could burn 
the flag. 

But this is a serious issue. The chairman takes it seriously. Mr. 
Fattah supports him. And I join in saying within what we are al-
lowed to do, it is not a bad thing if some of these items begin to 
be made right here. 

CENSUS COUNTING OF PRISONERS

Director Samuels, I have discussed in the past the fundamental 
unfairness of the Census Bureau counting prisoners at their place 
of incarceration for reapportionment purposes, which is a subject 
that is very hot in this country right now, rather than at their 
home of record where they are likely to return after their sentence 
is finished. Several states have now mandated that for redistricting 
purposes prisoners be counted at their residences prior to incarcer-
ation rather than at their place of incarceration. And that usually 
goes to a state prison. In upstate New York, for instance, and the 
folks get counted there for creating new congressional districts 
rather than in New York City, or in Buffalo, or where they belong. 
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When the Bureau of Prisons has a federal prison in a state with 
this policy, does the Bureau work with these states to help identify 
a prisoner’s home address from prior to incarceration? And the fol-
low up to that would be how do you, under current policy, keep 
records of the original address, or the initial address, and what 
kind of records do you keep on that? But do you work, when you 
have a federal prison in one place that has that law in place, how 
do you work with them? Or do you work with them? 

Mr. SAMUELS. Congressman Serrano, I would have to follow up 
on the first question to find out in fact if this is something that we 
are working with the state departments of corrections to track. And 
for your second question, we would have any information per-
taining to those individuals—— 

Mr. SERRANO. Right. 
Mr. SAMUELS [continuing]. For their residence of record. 
Mr. SERRANO. Right. I usually do not do this, but do you think 

there would be someone on staff now that would know if for in-
stance when New York’s new law that says you must use your 
original address, or the initial address, or the address where they 
live, if the Bureau is working with them on that? 

Mr. KANE. I do not know. I will find out. 
Mr. SERRANO. Okay. Please do because that has been a very big 

issue and it is coming to a head by these laws that are being 
passed.

[The information follows:] 

CENSUS BUREAU COUNTING OF INMATES

The relevant laws regarding census in New York are: N.Y. Correct. Law § 72 
(McKinney) and N.Y. Legis. Law § 83–m (McKinney), first passed in 2010, but the 
current versions became effective March 31, 2011. However, the law specifically ex-
cludes federal prisoners by stating that ‘‘all persons confined in a federal correc-
tional facility on census day, the task force shall consider those persons to have 
been counted at an address unknown and persons at such unknown address shall 
not be included in such data set created pursuant to this paragraph.’’ 

HISPANIC INMATES

According to the most recent data, 30.47 percent of federal pris-
oners are now Hispanic. What impact has this had on the federal 
prison system? What challenges are raised when so many of these 
prisoners are imprisoned because of immigration violations? And so 
there are language issues. So many are for immigration violations. 
I understand also that the majority, seven of every ten Latinos sen-
tenced in federal courts in 2007 did not have U.S. citizenship. So 
how do all these things come into play? And how does this stress 
your system, or not? You know? 

Mr. SAMUELS. The challenges we face, Congressman, as you stat-
ed, the language barrier with some of our institutions being located 
in remote areas. And a significant number of the inmates, depend-
ing on their security level, and if they are criminal aliens looking 
at deportation, we have placed a significant number of those indi-
viduals in our private facilities. And we work towards ensuring 
that programming opportunities that we would need to provide, I 
mean, that is something we have to weigh in on as well. Because 
we believe that for any inmate placed in our system, we should be 
working towards providing them reentry opportunities as well. 
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So we, again, look at the number of staff. And if there are issues 
with language, we have to ensure that we are staffing appro-
priately to deal with those concerns within the population. 

Mr. SERRANO. And does it become, obviously then you need in-
structors and other folks who speak languages other than English. 
Have we done better in that throughout the years? I mean, this is 
a question I have asked in the past. And at times it seemed like 
we were not making real progress on that. 

Mr. SAMUELS. It is something we are continuing to work towards. 
You know, to improve our efforts with it. We do try to make avail-
able the programs that individuals can use through education type 
courses, to assist with them. But it is a challenge. I have to tell 
you, within our facilities, spread throughout the United States and 
ensuring that recruitment efforts and getting the staff that can ac-
tually come in and provide these services. And at the same time, 
we work through our contracting efforts to ensure that we can 
bring in contractors to provide the services where we cannot. 

Mr. SERRANO. Right. All right. Well, any further information you 
could give the committee on that, I am sorry, you could give us on 
that. The chairman will tell you when he wants something for the 
committee. I will be, I think we would all be pleased with that. 

MARIEL CUBANS

Mr. Chairman, I have one further last question. And it is some-
thing to do with my curiosity. When I first came to Congress in 
1990 one of the big issues, if you recall, was the Mariel boatlift. 
And that was 125,000 folks that came over from Cuba. And I do 
not remember exactly why but many of them were in federal pris-
ons after that. I do not know if it is because we found out that they 
had been in fact let out of a Cuban prison? It was during the 
height of that Cold War with Cuba, where we and Radio Martı́,
which was funded by this committee, were being accused of telling 
people from Cuba to leave, leave, leave. And so the Cuban govern-
ment says, oh yeah? Well, go. And not everybody who was going 
to leave left. Some other folks left, supposedly. So those people 
were in federal prison. And I could never really figure out why they 
were in federal prison, or why they were in prison at all. My ques-
tion would be, and I do not know who is old enough in the crowd 
to remember that, in the staff, are these folks all back in Cuba? 
Are they still in federal prison? Are they part of the regular popu-
lation of this country? What happened to all those folks from the 
Mariel boatlift that were in prison? 

Mr. SAMUELS. Many of the individuals through the immigration 
process have been vetted and an outcome provided. However, we do 
have some individuals within our system who still fall within that 
category.

Mr. SERRANO. Vetted how? I am sorry. They were found not to 
have been—— 

Mr. SAMUELS. Well when I say vetted, I mean to go through the 
immigration process to determine their status. 

Mr. SERRANO. So the reason they were in prison was because 
they were undocumented if they will? Because Cubans have the 
Adjustment Act. All they have to do is touch ground and they can 
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stay. So I am not, I mean, maybe if you could just for my curiosity 
get back to the committee and tell us what happened there. 

Mr. SAMUELS. Okay. 
Mr. SERRANO. As I sink in this chair. Look at this. This happens 

all the time. Yeah. 
[The information follows:] 

MARIEL CUBANS—CURRENT NUMBER AND REASON THEY ARE IN CUSTODY

The Mariel Cuban Boatlift officially began April 15, 1980 and ended October 31, 
1980, with the arrival of over 125,000 Cubans to Southern Florida from the port 
of Mariel, Cuba. More than 23,000 of the arriving Mariel Cubans revealed previous 
criminal convictions to Immigration and Naturalization Service (INS) officials. Many 
of those convictions were for offenses that would not ordinarily warrant detention. 
The majority of Mariel Cubans were granted parole and released shortly after their 
arrival in the United States. 

In 1980, the Attorney General directed the Bureau of Prisons (BOP) to provide 
detention space for criminal and mentally ill Mariel Cubans who could not be safely 
detained in INS temporary detention centers or at any of the resettlement camps 
established to process the Mariel Cubans. As a result, the BOP was responsible for 
a significant number of Mariel Cubans who committed crimes while in the United 
States and who had returned to INS custody after serving sentences in federal, state 
and local correctional facilities. 

As of March 20, 2012, only two Mariel Cuban inmates remain in BOP custody. 
Immigration and Customs Enforcement (ICE) is responsible for determining when 
they would be released. The BOP has no authority in this matter. 

Mr. SAMUELS. We will submit. 
Mr. SERRANO. Okay, please. Because Mr. Chairman, I—— 
Mr. WOLF. No, I—— 
Mr. SERRANO. Do you remember that subject? We totally, every-

body forgot about it. 
Mr. WOLF. I do. 
Mr. SERRANO. And I am not saying that is a negative, you know, 

but——
Mr. WOLF. They were involved in a major riot down in Orlando. 
Mr. SERRANO. Yes. Yes. 
Mr. WOLF. And so are there some of them still in prison? 
Mr. SAMUELS. Yes, sir. 
Mr. WOLF. In Federal prison? 
Mr. SERRANO. And for crimes committed in this country? Or be-

cause we suspect they came out of prison in Cuba? 
Mr. SAMUELS. For various reasons, I think. I mean, what their 

status is— 
Mr. SERRANO. But it cannot be the status. Cubans do not have 

an immigration issue. 
Mr. SAMUELS. When I say status, I mean determining how the 

judicial system or the country is looking at their status for where 
they stand being confined within the prison system. 

Mr. WOLF. But I think what, I think Mr. Serrano, and I do 
not——

Mr. SERRANO. Right. 
Mr. WOLF [continuing]. That are they in there because they came 

here and they committed a crime? They robbed a 7-11? Or were 
they criminals in Cuba and they came here, and now they are here 
because Cuba will not take them back and they are in limbo? That, 
that——

Mr. SERRANO. Yeah. Because part of that Cold War rhetoric, if 
you remember, was that we claimed, or some of us claimed, not me, 
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that everybody in a Cuban prison was a political prisoner. And so 
we found out that that was not true. That every country has folks 
who broke the law. And I, it always—— 

Mr. SAMUELS. We will sort of look at the individuals within 
that——

Mr. SERRANO. Yeah, I would like to know. It is sort of an 
unclosed chapter for this committee and for your Bureau. So I 
would like to know what happened to these folks. 

Mr. SAMUELS. I can certainly give you their legal status and how 
many.

Mr. SERRANO. Yes. 
Mr. SAMUELS. Yes, sir. 
Mr. SERRANO. Thank you. 

FEDERAL PRISON INDUSTRIES

Mr. WOLF. We are not going to keep hitting the UNICOR thing. 
I just wanted to wrap it up because I was not sure if you said yes 
or no. Will you help convene a meeting, or convene a meeting, and 
bring all the agencies together to ask them to use UNICOR in co-
operation with the private sector, and do kind of a public/private 
partnership so we can kind of jump start this and have more jobs 
in Federal prisons working to create more jobs outside. 

Mr. SAMUELS. Yes, sir. This is one of the goals that we want to 
pursue and we will make every effort—— 

Mr. WOLF [continuing]. All the Federal agencies together? That 
is what, I want the department, and I think the Attorney General 
was supportive, to bring all of the Federal agencies together that 
use different items to see how we can get UNICOR working again. 
I want to stress: I do not want UNICOR to take a job away from 
a company in Alabama, where you are from, or Pennsylvania, or 
Virginia, where I am from. I want them to work with the American 
Apparel Association to develop a cooperative arrangement. But 
would you not agree to bring all of the Federal agencies together 
to talk about this? 

Mr. SAMUELS. Yes, sir. We will make the effort to bring as many 
people together as we can to showcase what UNICOR has as far 
as products and what we are able to do. And we also want to take 
advantage, as you have given us the ability to in the new authori-
ties, and work within that to partner with businesses. Because as 
Congressman Fattah stated, the ability to have inmates working in 
the prisons is very, very important for a number of reasons. I 
mean, it really helps with recidivism. It makes our institutions 
safe. We do not want inmates in large numbers sitting around in 
the institutions with nothing to do. I think the benefit that it gives 
to the taxpayers overall is that it does help reduce the deficit if we 
can get these individuals out and they do not come back. And the 
basic skills that we are giving them, you know, through working. 
So this is something that I can assure you as the Director that I 
believe is very, very important. It is one of the highest agendas 
that I have in working with the department as you have stated, 
you know, with the Attorney General to see what we can do to ex-
plore every opportunity that we can. 

We realize that with the new authorities it will require some 
start up costs and planning for that. However, for the 14,000 that 
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we currently have working I can assure you, Mr. Chairman, that 
our goals, and my goal as the Director, is not to take jobs away 
from American citizens. I mean, we want to find the niche that is 
out there, where we can capitalize on it, and really work with the 
businesses so they can in turn show that, by working with the Fed-
eral system and partnering, that we are helping them have skilled 
workers. When they leave the Federal system, they can go out and 
can obtain jobs. That is our overall goal. 

And I want to thank you and the entire committee for the sup-
port that you all have given. Because this is something that is cru-
cial for our prison system. With the number of inmates that we 
have, we have to have job opportunities and things for them to do 
within the prison. 

Mr. WOLF. And there is less likelihood that when they are re-
leased at the end of their time they will commit a crime. True or 
false?

Mr. SAMUELS. True. And more likely, sir, that they will be gain-
fully employed for an extended period of time. So it’s very impor-
tant.

DRUG TREATMENT

Mr. WOLF. On their reentry, almost all Federal inmates will be 
released back into the community at some point, 94 percent as you 
were telling Mr. Fattah. Most need job training, work experience, 
education, counseling, and other assistance such as anger manage-
ment, drug abuse treatment, other behavioral if they are to suc-
cessfully reenter. What types of programs designed to reduce re-
cidivism does BOP offer? And how many prisoners—when Mr. 
Fattah asked I was curious—how many prisoners are in the Fed-
eral Bureau of Prisons who want to participate in a drug rehab 
program and cannot get in? 

Mr. SAMUELS. Right now we are able to provide participation for 
all inmates. 

Mr. WOLF. So no one in Federal prison who wants to get into a 
rehab program is denied? 

Mr. SAMUELS. No, sir. The issue we are dealing with is that we 
want them to get the maximum amount of time with the year off. 
So by being able to increase our staff we can assure that we are 
running the program so there is no delay, so they can start at an 
appropriate time, with time remaining on their sentence so they 
can capitalize on getting—— 

Mr. WOLF. And how long is the program? 
Mr. SAMUELS. The program starts at about 18 months out. And 

so when they are living within the residential community we are 
ensuring that we can get them in. And it is a community where 
they actually have to live together within the housing unit, so we 
do not have others who would go in and do things to disrupt the 
integrity of the program. So it is having the ability to get them in 
so they can start in time to maximize the number of months that 
they can get off their sentence. And that is our goal, because it 
helps us as well as helping them when they get out. 

Mr. WOLF. Are they good programs? I was in a prison where they 
had a drug rehab program, it was down at Lorton, and boy was it 
a nightmare. They were just showing a movie. And is this one ac-
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credited? I mean, you believe this is a very good program and has 
a high success rate? 

Mr. SAMUELS. Yes, sir. I believe the program is very good for a 
number of reasons. I have served in different capacities, as stated 
for the record, in my career. As a warden who had the program in 
the facility, there is a change, I mean, with the inmates. You can 
see individuals that actually go in, and I think many who start out 
just for the main reason of the opportunity to get time off their sen-
tence. You know, that is typically the carrot to get them in. But 
when they actually get into the program, the change that you see 
in the individual is very positive. Not only that, there is the likeli-
hood that they are not going to be involved in disruptive behavior. 
It really changes individuals, and I think for the good. With these 
types of programs that we have, it is so important to get the in-
mates in to participate. I think the other incentive that we can uti-
lize is the opportunity with the proposal for the programs, where 
individuals are participating, but right now they cannot receive any 
significant time off of their sentence. Because if we can get these 
individuals in for these evidence based reduction programs in larg-
er numbers, it will benefit the inmates as well as society, and it 
helps us with our crowding. Because we do not under any cir-
cumstances want individuals after they are released coming back 
to the prison. This is something that I have stressed to the staff. 
And I know prior directors have done it as well. 

RECIDIVISM REDUCTION AND PROGRAMS

Since my appointment one thing I have done, sir, is that I have 
personally written to every inmate in the Bureau of Prisons and 
expressed my desire to work with them and give them opportuni-
ties. Because we want to see them succeed. I sent it out, and in 
Spanish, to ensure that I was capturing the most inmates. Because 
I want them to know that this is very important. And we do not 
want this revolving cycle of them coming into the system after they 
are released. I have explained to every staff member who works for 
the Bureau of Prisons that is our law enforcement as well as non- 
law enforcement staff, that we have an obligation and a duty to do 
what we can. Not just safely and securely housing inmates within 
the federal system, but our primary mission is to reduce recidivism 
and ensure that when individuals are released that there is no fur-
ther victimization against American citizens. 

Mr. WOLF. What is the recidivism rate now in Federal prisons? 
And what is the recidivism rate in probably the best run state pris-
on?

Mr. SAMUELS. I think our, it would be comparable to—— 
Mr. WOLF. What is your percentage now? Of those who are in 

prison, how many will come back? 
Mr. SAMUELS. It is about 40 percent. 
Mr. WOLF. And what was it in the year 2000? In the year 1990? 

In the year 1980? And the year 1970? Are we making progress 
or——

Mr. SAMUELS. It has been stable. 
Mr. WOLF. Stable? 
Mr. SAMUELS. Yes. 
Mr. WOLF. But no better, no worse? 
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Mr. SAMUELS. Correct. 
Mr. KANE. It actually improved from ’90 to 2000 from 44 percent 

down to 40 percent. So about a relative decrease of 10 percent. 
Mr. WOLF. What was the reason for that? What do you attribute 

that——
Mr. KANE. Increasing the focus on programs. 
Mr. WOLF. Like work? 
Mr. KANE. Like work. Like on residential drug abuse treatment 

and——
Mr. SAMUELS. Education, Federal Prison Industries. 
Mr. WOLF. Yeah. I walked through one of your prisons a couple 

of years ago and a lot of guys were kind of hanging around. And 
I think everybody there should be pushed to work. Also there was 
something else, too. By paying them a salary there is the oppor-
tunity for restitution. There is also the opportunity to send money 
home to their loved ones to buy their children a gift, to have some 
resources that belong to them. And lastly, there is the opportunity 
for when they leave prison to leave with a sum of money. Not a 
lot of money, but some money that is theirs. When a guy gets out 
of prison, you let him go, what do you give him? Fifty bucks and 
a set of clothes? I talked to a prisoner the other day, I was men-
tioning. What do you actually give them? If I am being let out of 
prison today, what do I get if you let me out? What do I, what am 
I given? A set of clothes? 

Mr. SAMUELS. Well Mr. Chairman, we give them clothing. And 
we also, if they have not saved any money while they have been 
incarcerated, we would give them a gratuity. But I can tell you, one 
thing that we really stress to the inmates throughout their incar-
ceration is saving. And my staff meet with the inmates routinely. 
We look at their account to determine how much money they are 
actually spending within the institution. 

Mr. WOLF. It is hard to save if you are not working. I mean, 
there is not any other way to make money, is there? 

Mr. SAMUELS. Right. And we expect for the inmates, every in-
mate in the Bureau of Prisons, we expect for them to work. There 
should only be a few occasions where they are not working, relative 
to security concerns or medical. 

Mr. WOLF. Is it just like sitting around picking up butts. 
Mr. SAMUELS. Mr. Chairman, I would add that even if the job ap-

pears to be something that is not significant but the basic 
skills——

Mr. WOLF. They should be so busy, and then treated with an op-
portunity and dignity. What if you are let out of prison in Harri-
sonburg now, and you live in Boston. How do you get home? 

Mr. SAMUELS. If the individual needs transportation for that, if 
the family, and this depends on—and you are saying, so I am cor-
rect, they are being released directly to the community and they 
are not going to an RRC? 

Mr. WOLF. Right. 
Mr. SAMUELS. Okay. We have a couple of choices for the inmate. 

If their family members are willing to pick the inmate up from the 
facility we can give authorization for that. If not, then we will work 
towards establishing transportation to their release destination. 
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And the follow up question, sir, regarding recidivism in states aver-
ages 67 percent. 

Mr. WOLF. So they are, they have a higher rate. What is the best 
state in the union? That is the best State? 

Mr. KANE. The best jurisdiction, actually, is the Federal Bureau 
of Prisons. 

Mr. WOLF. No, other than the Federal Bureau of Prisons. 
What——

Mr. KANE. That I do not know offhand, sir. 

JUSTICE REINVESTMENT EFFORTS

Mr. WOLF. Organizations like the Pew Center on the States and 
the Council of State Governments are promoting innovative justice 
reinvestment efforts in populations and jurisdictions. States like 
Kansas, Texas, Ohio and North Carolina have demonstrated how 
data-driven justice reinvestment strategies can have a remarkable 
impact on prison population and cost. Kansas emphasized pre-re-
lease treatment programs. Texas expanded the capacity of mental 
health. Ohio strengthened supervision of high-risk offenders. North 
Carolina—and they did many other things as well—empowered 
probation officers to employ swift and certain sanctions. If the Bu-
reau of Prisons did everything that all these people were doing, 
what would the results be? I mean, could you basically take all the 
recommendations of the Pew Foundation and the Council of State 
Governments and overlay them on the Bureau of Prisons and do 
them?

Mr. SAMUELS. Yes, sir, and I would add that some of the initia-
tives that the states are doing are initiatives that the Bureau has 
been doing for years. I mean, for example, the treatment programs 
and good conduct time credits that have been identified for Kansas. 

But the significant savings that the states realized were through 
other changes in areas such as pre-trial diversion programs and su-
pervised release, and these are areas outside the scope of authority 
for the Bureau of Prisons. 

Mr. WOLF. Because of statutes? 
Mr. SAMUELS. Yes, sir. 
Mr. WOLF. Have you asked for a legislative package or change? 
Mr. SAMUELS. These are conversations that I know are occurring, 

and theoretically they are issues and concerns that we believe, if 
there’s going to be a reduction in our prison population regarding 
crowding, that we are doing as of right now, everything within our 
authority to do. GAO acknowledged that, with their procedures 
that we have in place, that we have done just about everything. 

Mr. WOLF. But there’s nothing, and I’m not asking, but so there’s 
nothing in the Pew and Council of State Governments that you 
guys found creative, different, exciting, interesting, that can really 
help make a difference in the Bureau of Prisons? 

Mr. SAMUELS. I believe there are things within the study that 
would be of benefit to the Bureau of Prisons. 

Mr. WOLF. Why wouldn’t you do it? I mean, now that you’re a 
new director, why wouldn’t you do that? Why wouldn’t you just—— 

Mr. SAMUELS. The front end initiatives would definitely help, you 
know, with alternatives to incarceration. As director of the Bureau 
of Prisons, obviously, sir, I don’t have the authority for those. 
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Mr. WOLF. I understand that. Right. Some of that couldn’t be 
done by executive order? Could you have a pilot or something to 
see? You know, I guess what I’m trying to drive at is that I think 
you guys are doomed forever if you don’t take advantage of this op-
portunity of Pew and Council of State Governments and the lan-
guage that the Committee gave you. 

Prisoners really don’t have a lobby. I mean, obviously, they have 
committed crimes. My dad was a Philadelphia policeman. I believe 
in being very tough on criminals. But I also believe the purpose of 
prisons is rehabilitation, and to assure that when offenders get out, 
they do not commit a crime against citizens. 

So I think this is an opportunity. The Pew people and the Coun-
cil of State Governments did a good job. I don’t know if the Com-
mittee looked at a lot of their work. I know Mr. Fattah did, and 
I think you ought to take a look at everything there that could pos-
sibly work. Again, I’m a conservative, a Republican. I believe in 
being very tough on crime. I believe in justice, but also in rehabili-
tation, and I’ve been a long-time admirer of Chuck Colson. 

FAITH-BASED PROGRAMS

It almost seems true that the Bureau of Prison’s fear is faith. I 
mean, I remember we did some language to do some faith-based 
programs. Do you still have a good faith-based program down in 
Petersburg?

Mr. SAMUELS. Yes, sir, and I—— 
Mr. WOLF. Is it working? 
Mr. SAMUELS. Yes, sir, and I’m very supportive of faith-based 

programs because they do work. 
Mr. WOLF. Yeah, how much does a faith-based program, if you 

can generalize, reduce recidivism? 
Mr. SAMUELS. We’re in the process of conducting a study to iden-

tify that. 

FEMALE INMATES

Mr. FATTAH. Mr. Chairman, can I get a quick question? Women. 
Female inmates. What’s the growth rate? Is this a significant grow-
ing population in the Federal prisons as it is in the state prisons? 

Mr. SAMUELS. Right now they make up six percent of our total 
population.

Mr. FATTAH. So we were looking at that over the last ten years. 
Has it gone up? Has it gone down? Is it staying the same? 

Mr. SAMUELS. It’s stable. 
Mr. FATTAH. Okay, and some of these analyses have been looking 

at women in relationship to their children and access to their chil-
dren, particularly in the drug treatment realm. You don’t have to 
get into it now, but if you could submit to the Committee informa-
tion about what the programming is vis-á-vis women inmates. 

[The information follows:] 



246

BOP PROGRAMS FOR FEMALE INMATES 

111e Burcau of Prisons offers several national and local programs to support the needs of 
the female offender population. These programs, as described below, are dcsigned to 
address a variety of issues to include institutional adjustment, reentry skill development, 
cognitive deticits, and mcntal illness. 

• Mothers and Inlants Nurturing Together Program. The program allows eligible 
minimum security level pregnant offenders to residc at a Residential Reentry 
Center with their newborn to allow thc offender to bond with the child and learn 
parenting skills. 

• Parenting Program. The program provides offenders with basic parenting skills 
to develop and maintain the ability to foster a healthy relationship with their 
children during incarceration and release. 

• Life Connections Program. A residential faith-based reentry program to fostcr 
personal growth and responsibility through interactive journaling, one-on-one 
mentoring and group sharing which is oflered at FMC Carswell. 

• Threshold Program. A non-residential faith-based reentry program addressing the 
holistic needs of female offenders preparing for release, which is offered at seven 
female institutions. 

• Mental Health Treatment. Basic outpatient mental health services are offered at 
all BOP facilities. Inpatient mental health services are offered at FMC Carswell. 

• The Resolve Program. This program provides psycho-educational and group 
counseling to female offenders with a history of trauma-related mental illnesses. 
The Resolve Program was expanded in FY 2010 to operate in a total often female 
institutions. 

• Drug Education. This program encourages offenders with a history of drug use to 
review the choices they have made and the consequences of their choices 
including their choice to use drugs. 

• Residential Drug Abuse Program. This program operates at ten female facilities 
providing intensive residential treatment to all women in BOP who qualify and 
volunteer for the program. 

• Dual Diagnosis Residential Drug Abuse Program. This program is operating at 
FMC Carswell, and offers treatment to those who suffer with dual disorders of 
mental health and drug addictions. 
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• Sex Offender Management Program. This program provides cognitive-behavioral, 
sex offender treatment services for female sex offenders (operational in FY 2012 
at FMC Carswell). 

• Federal Prison Industries. This program otTers female otTenders opportunities for 
employment in a variety of positions in operations such as: call center operators, 
data processing centers, fulfillment centers, clothing and textile factories. 

• Education. All facilities offer classes in English-As-A-Second Language, General 
Educational Development, and Adult Continuing Education classes. 

• Vocational Training. Various vocational programs are offered locally at female 
institutions depending on local resources. Programs may include: Culinary Arts, 
Horticulture, Law Clerk, Cosmetology, Plumbing, HV AC, Electrician, and 
Teachcr's Assistant. 

• Canine Programs. Several institutions offer dog training programs (Paws4prisons 
or Puppies Behind Bars) in conjunction with local colleges and universities. 
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SUBCOMMITTEE SUPPORT OF BOP CHALLENGES

Mr. FATTAH. I know this is probably not the most pleasant work 
in the world but it’s got to be done and you’re the one who’s doing 
it. I’m sure there are other challenges, and the Committee’s inter-
ested in helping you. I’m going to restate that. 

I don’t know how this works with OMB, but if there are things 
that we can do to help you think through this process, we’d like 
to do it. I’m very interested in what the educational attainment 
rate is of these 217,000 people you have. How many have grad-
uated high school? We have more than 10,000 courses online now 
available. You don’t need an instructor. It’s available information 
that’s accessible and whatever level a person may be at they can 
make tremendous progress. 

So, there are things that we can do, that we want to do, and I 
just want to invite you again to feel free within the strictures of 
how the Department operates to share that information with us, 
with the Chairman. Thank you. 

PRISON FELLOWSHIP

Mr. WOLF. I’ve been to some of the Prison Fellowship programs 
and I’ve been very impressed, and I don’t know why this govern-
ment is so afraid of faith. People talk about their faith and people 
get nervous. They say the word ‘‘Jesus’’ and they just kind of want 
to go to the door. I’ve talked to prisoners who really felt that the 
fact that there was a Bible study made a difference. The fact that 
Prison Fellowship got active with them and made a difference. 

The Angel Tree program, I almost think government is afraid of 
that. I hope you’ll keep me up to date on the faith-based programs 
to see. I would almost turn the prison over to a prison fellowship 
or a group like that that wanted to operate to see if the rehabilita-
tion rate would dramatically change. But I think Chuck Colson and 
his group have done an incredible job. 

GOOD CONDUCT TIME PROPOSALS

Let me go to sentence reduction. The Federal prison system is 
nearly 40 percent over capacity. During the fiscal year 2012 appro-
priations cycle, the Department of Justice shared two new pro-
posals designed to slow inmate population growth in our Federal 
prisons. One would increase the amount of time an inmate can 
earn for good conduct and the other would provide sentence reduc-
tion credits for participation in educational or vocational programs. 
These proposals were not embraced by our authorizing committee. 

Once again, the Department of Justice has included proposals in 
its request and as a result built a $41 million offset into the BOP 
budget. Does the Bureau of Prisons have reason to believe this au-
thorizing legislation will be more successful in gaining the support 
of the authorizing committee this year? 

Mr. SAMUELS. We’re hopeful. 
Mr. WOLF. But where are all these big silk stocking lawyers that 

are defending the Guantanamo Bay guys? Why aren’t they coming 
in and working to try to bring things like this that would actually 
help the prisons? You just can’t be hopeful. You’ve got to send the 
team up here. You ought to be sitting down with the authorizers, 
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explaining what this means for savings for the taxpayer, what it 
means for less crime, 

Mr. SAMUELS. And sir, as you stated, I mean, there would be sig-
nificant savings because it would remove approximately 4,000 in-
mates.

Mr. WOLF. Four thousand, and if it would really remove 4,000, 
how much would that save a year? 

Mr. SAMUELS. Forty one million dollars. 
Mr. WOLF. Forty one million dollars a year. That’s a lot of 

money, and in the process these people would be, would be partici-
pating in programs that would mean what, when they get out of 
prison?

Mr. SAMUELS. They’d be successful. 
Mr. WOLF. Be successful, and therefore less likely to reoffend? 
Mr. SAMUELS. Crime, and victimization. 
Mr. WOLF. I mean, I just think it’s so natural that I think it’s 

just——
Mr. SAMUELS. Mr. Chairman, I would—— 
Mr. WOLF. Excuse me, and I think that people ought to go to the 

chairmen of those committees and sit down with them and explain 
this. Go ahead. Excuse me. 

JUSTICE REINVESTMENT EFFORTS

Mr. SAMUELS. I wanted to revisit your earlier question on what 
the Bureau of Prisons is doing, in reference to what some of the 
states were doing. I stated, there’s not a whole lot within my au-
thority in dealing with the issues on the front end, when you’re 
dealing with probation and pre-trial diversion, as well as on the 
back end, when you have the supervised release revocations occur-
ring. That’s the responsibility of the USSC and courts. 

Now, one thing I have done and I will continue to do, is that I 
have pretty much mandated within the Bureau of Prisons that our 
wardens and various staff go out and observe the reentry courts to 
have a larger understanding of the entire process and how we can 
continue to work together with the judiciary, those who are inter-
ested and are supportive of looking at the various opportunities 
that are available. In the Bureau of Prisons, when we send inmates 
out to RRCs, we are evaluating how effective we are in determining 
when we send individuals back for some of the minor or technical 
violations. Because we, on average, are receiving about 10,000 or 
so inmates coming back into the system every year. 

If we can work with those individuals and really push hard to 
ensure that when they are out there, they’re successful. Because 
I’ve explained to my staff that we get no benefit if we are putting 
these individuals out and we don’t do everything that we can to try 
to work with them. 

Now, public safety is always going to be at the forefront, because 
we do not want to jeopardize anyone’s safety. But if these individ-
uals are low risk, low need, and they can continue to be out in the 
community where they need to be so they can get jobs and be pro-
ductive, I mean, that’s what we want. I think that’s what everyone 
wants. There has to be dialogue for individuals to see that this is 
a very large issue. I do not want during my tenure as the Director, 
to see where years from now I’m continuing to come in to say that 
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these numbers are so significant. We’re dealing with crowding 
issues because I’m deeply concerned about the safety of the staff 
in the facilities as well as the inmates, making sure that we have 
a safe, secure environment. 

When you have inmates who are continually being pushed into 
the Federal system, or I’ll say any correctional system, there’s only 
so much that you can do when you’re trying to maintain a positive 
environment. When you have numerous inmates who are trying to 
do whatever they can to have opportune times to use the telephone, 
to use the restroom facilities, going to eat food, crowding causes 
concerns there. The inmates in detention—that is something we 
don’t want—because we do not want to foresee where it gets to a 
point where we fail: with all of the contingencies we put in place, 
ensuring that we are trying to be as cost effective as we can, and 
everybody working together to do that. I mean, we’ve been success-
ful. But at some point, you can only do that for so long. 

As you’ve stated, and for the record, we have no new facilities in 
line for construction. I would hope, and my goal as the Director for 
the Bureau of Prisons, and I would say a goal that I take on with 
full commitment, is that I want to see the inmate numbers re-
duced. I want to be able to say that we do not need to expand the 
Federal prison system, that we maintain and deal with the individ-
uals who are the most egregious within our society. You know, 
those who commit violent crimes and deal with those individuals. 

But for inmates that we can push out if our reentry efforts are 
really working, and we are identifying and working with these in-
mates who come in with low skill sets and don’t really have struc-
ture within their environment prior to coming to the prison, and 
we can give them that, that is what we’re working towards. That 
is a goal and an objective that I have as Director. I expect for all 
the staff in the Bureau of Prisons to help me meet that goal. But 
we’re not going to be able to do it alone. 

PEPPER SPRAY AND ASSAULTS

Mr. WOLF. Mr. Griffith, a colleague of mine from the Virginia 
delegation, raised questions and I said I would ask them, about 
whether a Federal correction officer should be permitted to carry 
pepper spray in order to be well equipped to deal appropriately 
with inmate hostility. 

As you know, on October 21, 2011, at the U.S. Penitentiary in 
Lee County, Virginia, Correctional Officer Aaron Delp, was at-
tacked by an inmate with an improvised weapon. He suffered mul-
tiple wounds to the face and is lucky to be alive today. 

Do you think Officer Delp may have been better able to defend 
himself by using pepper spray on his attacker? And let me just 
take the second part of that. They said that many State correction 
officers carry pepper spray on duty, including officers in Virginia 
prisons.

Do you know what the experience with pepper spray has been at 
the State level with whether pepper spray has been an effective 
tool and are there other non-lethal defense instruments the Bureau 
of Prisons allows or is considering so that BOP officers can do their 
job more effectively and to be safe? So do you just kind of want to 
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sum those three things up together? You do not allow pepper spray 
now, I understand. Is that correct? 

Mr. SAMUELS. Correct. 
Mr. WOLF. Have you considered it, or could you, and I’m going 

to ask you at the end if you would take this back and look at it 
and just let me know or let Congressman Morgan Griffith know 
what you’re thinking one way or the other. But do you want to 
comment on this issue? 

Mr. SAMUEL. Yes, sir. In reference to the pepper spray, that has 
been a concern raised for implementation within the Bureau of 
Prisons, and I am aware that there are some State systems that 
utilize it. 

We do have within the Federal prison system, contingencies for 
the use of less lethal weapons to ensure the safety of our staff and 
responders in these situations. 

Historically, for the Bureau of Prisons, we have always worked 
towards empowering our staff in the prison environment to use ef-
fective communication to de-escalate situations. I think with any 
given situation, that can go only so far, and as stated earlier, that 
there are inmates, as I think everyone knows, within any prison 
setting, who are not going to follow the rules and who can react. 
I think the training that we provide our staff in situations like that 
is to immediately remove themselves from that situation, or not to 
approach individuals if they believe that there is any imminent 
threat. There are communication tools that we have for our staff, 
working in many of the housing units and various posts within the 
facility, to reach out for assistance to handle a situation. 

I think that for any staff member, or anyone in general, to take 
on a defensive posture with an inmate is really not something that 
we would advocate for our staff to do. I mean, we would prefer that 
they remove themselves from the situation and if this concern con-
tinues, obviously we will continue to evaluate and to look at any 
possible measures, because the safety of our staff is always very 
important. One of the most significant objectives I can tell you, as 
the Director, and I think for all of our leadership and wardens out 
there working with our staff is to make sure that their safety is 
always first. 

Mr. WOLF. How many prison guards have been assaulted in the 
last ten years and how many have been killed? 

Mr. SAMUELS. Within the last ten years, we’ve had one homicide, 
and that occurred at USP Atwater in California. 

Mr. WOLF. And how many assaults where there have been bodily 
injury, like this one here. Are you familiar with this one in Lee 
County? At the U.S. Penitentiary in Lee County? 

Mr. SAMUELS. Yes, sir. 
Mr. WOLF. So how many have been seriously injured? How many 

guards have been assaulted and seriously injured? 
Mr. SAMUELS. I’m aware of assaults on staff, which they can 

range from minor assault to significant assault. For the record I’d 
have to submit, to give you an accurate account, for that number. 
But we take any assault, you know, on our staff seriously and in-
mates should be held accountable for their actions with that. It’s 
not something that we take lightly, the inmates should be held ac-
countable.
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[The information follows:] 

NUMBER OF SERIOUS ASSAULTS ON STAFF WITHIN THE LAST TEN YEARS

The following chart displays statistics related to serious assaults on staff over the 
last 10 years. 

SERIOUS ASSAULTS ON STAFF * 

Fiscal Year Serious Assaults 
on Staff 

Serious Assaults 
on Staff per 

5,000 Inmates 

FY 2002 ................................................................................................................................... 145 5.08 
FY 2003 ................................................................................................................................... 130 4.27 
FY 2004 ................................................................................................................................... 104 3.23 
FY 2005 ................................................................................................................................... 137 3.99 
FY 2006 ................................................................................................................................... 110 3.09 
FY 2007 ................................................................................................................................... 79 2.14 
FY 2008 ................................................................................................................................... 114 3.02 
FY 2009 ................................................................................................................................... 110 2.87 
FY 2010 ................................................................................................................................... 91 2.32 
FY 2011 ................................................................................................................................... 52 1.31 

* The information displayed above is from SENTRY’S automated Chronological Disciplinary Record data. 

Mr. WOLF. Would you know whether the inmate involved in this 
with Aaron Delp was punished for this? I mean, do you know the 
details, or does anyone? 

Mr. SAMUELS. I’d have to follow up with the details but with any 
actual assault we would refer it to the FBI for prosecution. If they 
declined to accept the case then we would administratively deal 
with inmates who pose any threat to our staff. 

Mr. WOLF. Well, could you look into this case? It was October 21, 
2011. U.S. Penitentiary, Lee County, and Aaron Delp. If you would 
just give us what happened and then if you can explain to us the 
policy, or just look at the whole pepper, pepper spray issue. 

[The information follows:] 
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DETAILS OF STAFF ASSAULTATUSP LEE AND PEPPER SPRAY ISSUES 

On October 21,2011, Ot1icer Delph was assigned as the K General population housing Unit 
Ot1icer (4 pm -12 am). The Officer was monitoring the end of the 7:00 pm controlled inmate 
movement when he told an inmate the movement was closed and the inmate would not be able to 
move until the next controlled movement at 8:00 pm. 

At approximately at 8:25 pm, the inmate entered the Unit Officer's station to confront Officer 
Delph and assaulted him. The Officer removed the phone from the receiver to signal an alaml in 
the Control Center. The Officer then created enough distance between himself and the attacker to 
begin proceeding toward the safe haven. The inmate pursued the 0 fticer with a homemade 
weapon, stabbing him repeatedly in the upper torso and facial areas. 

Responding statT observed blood in the Unit Officer's station, and proceeded to conduct a search 
for the staff member. The Control Center Officer informed responding staff of Officer Delph's 
location and responding staff proceeded toward the safe haven. Responding staff gave the inmate 
multiple commands to put down the weapon and submit to hand restraints, at which time the 
inmate began to attack responding stafT. Another staff member fell to the ground and fractured 
his wrist while trying to defend himself from the attacking inmate. The inmate was subdued and 
restraints were applied. He was transferred to another high security facility later that evening. 

Officer Delph sustained multiple puncture wounds to his upper torso and received multiple 
lacerations to his face requiring several stitches to his upper lip, forehead and below the left eye. 
He was transported via government vehicle to the local hospital for further treatment and 
released the same night. Officer Delph has returned back to full duty as of January 04, 2012. 

The case was referred to the U.S. Attorney's Office for the Western District of Virginia for 
prosecution and is ongoing. 

Current BOP regulations and policy support the use of pepper spray in limited situations. An 
institution's Warden may authorize the use of pepper spray or non-lethal weapons when an 
inmate (see C.F.R. 552 - Custody, Subpart C - Use of Force and Application of Restraints on 
Inmates): 

a. Is armed and/or barricaded; or, 

b. Cannot be approached without danger to self or others; and, 

c. It is determined that a delay in bringing the situation under control would constitute a 
serious hazard to the inmate or others, or would result in a major disturbance or serious 
property damage. 

The Warden may delegate the authority for use of pepper spray or non-lethal weapons to one or 
more supervisors on duty and physically present, but not below the position of a Lieutenant. 
BOP continues to evaluate the use of pepper spray in other situations and consider the possibility 
of expanding current regulations and policies. Part of this consideration is how to best protect the 
safety of staff and inmates. 
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Mr. WOLF. I’m going to end in a couple more, but if Mr. Fattah, 
or Mr. Serrano, have any questions? 

Mr. FATTAH. No. 
Mr. SERRANO. No. 
Mr. WOLF. No? Okay. We’re going to do a number on the security 

issues. We’ll just put them in the record on prison security and 
safety.

PRISON RAPE ELIMINATION ACT

Over a year ago, the Department of Justice published a long- 
awaited Proposed Rules on National Standards to Prevent, Detect, 
and Respond to Prison Rape. The comment period ended last 
spring. The bill passed in 2003. When the proposed rule was re-
leased, DOJ estimated that the final rule would be published before 
the end of 2011. By all accounts, the final rules should be pub-
lished soon. Once published, the PREA standards will be imme-
diately binding on the Bureau of Prisons. 

Are you prepared to comply with the regulations and have you 
been kept up to speed? 

Mr. SAMUELS. Yes, sir. 
Mr. WOLF. Which office will be charged with overseeing compli-

ance of PREA? 
Mr. SAMUELS. We’ve established a position within the Bureau of 

Prisons to monitor PREA standards for the agency in that position. 
It’s located in the Correctional Programs Division of the Bureau of 
Prisons.

Mr. WOLF. So nobody thinks we’ve overstated the problem over 
the years? You would acknowledge this is a serious problem? 

Mr. SAMUELS. I would acknowledge, sir, that this is an area 
where, as an agency, we have zero tolerance. And that there are 
a lot of the recommendations in the standards that we already 
have within our policy and procedures. 

Mr. WOLF. But how many people have been raped in the Federal 
prisons in the last ten years? Men and women? 

Mr. SAMUELS. I’d have to submit to the record. 
[The information follows:] 

NUMBER OF INMATES RAPED IN FEDERAL PRISON IN LAST TEN YEARS

The Prison Rape Elimination Act of 2003 (PREA; PL 108–79) requires the Depart-
ment of Justice to report on the incident rate of sexual violence in U.S. prisons. 
Since 2004, the first year PREA data was reported, data collection methods have 
improved. As the numbers below indicate, a majority of the cases reported in federal 
prisons are not substantiated—whether from lack of evidence, lack of validity or 
various other reasons. 

INMATE-ON-INMATE NONCONSENSUAL SEXUAL ACTS 1

Year Reported Substan-
tiated 2

Unsubstan-
tiated 3 Unfounded 4 Investigation

Ongoing

2004 ...................................................................... 17 0 n/a n/a 0 
2005 ...................................................................... 25 5 n/a n/a 0 
2006 ...................................................................... 7 0 n/a n/a 0 
2007 ...................................................................... 19 0 n/a n/a 0 
2008 ...................................................................... 74 1 51 21 1 
2009 ...................................................................... 58 0 42 16 0 
2010 ...................................................................... 81 1 59 21 0 

Notes:
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1 The data above is from a Bureau of Prisons’ (BOP) administrative record review. The table is for the more serious offenses and not sex-

ual contact or harassment. BOP is unable to differentiate between ‘‘Unsubstantiated’’ and ‘‘Unfounded’’ incidents reported 2004–2007.
2 Substantiated incident: the agency made a finding that the event did actually occur. 
3 Unsubstantiated incident: the investigation failed to yield sufficient evidence to determine one way or the other whether the alleged inci-

dent actually occurred. 
4 Unfounded incident: the investigation determined that the alleged incident did not actually occur. 

Mr. WOLF. Roughly. I thought you know. What would you think? 
Mr. SAMUELS. Yes. I am aware, and again, sir, I have to get you 

the exact numbers. But I know, compared to the states, the Bureau 
of Prisons is the lowest of all the correctional components for these 
types of incidents occurring within a prison setting. So, it is some-
thing that we believe is important, that needs to be tracked, as 
well as ensuring that inmates have the appropriate measures to re-
port.

One of the things I’d like to add is that in the letter that I sub-
mitted to the inmate population, the PREA issues were addressed, 
and I told the inmates that if they believe that there’s someone 
who is going after them in any particular way, or pressuring them, 
that they need to let us know and we want to pull those perpetra-
tors, when they are identified, out of the general population and 
deal with those individuals for that type of behavior. It’s not behav-
ior that we condone. It’s not good for the environment. 

Mr. WOLF. Right. But you would acknowledge that it’s a very dif-
ficult issue to deal with. An inmate get a letter from the head of 
the Bureau of Prisons and is supposed to come forward and say, 
here’s the problem. 

Mr. SAMUELS. And it was a letter from me for situational aware-
ness, which I explained to them, and it’s not just with the inmates. 
I wanted the inmates to hear from me that I believe that this is 
something very important. 

Mr. WOLF. And the guards. Sure. 
Mr. SAMUELS. Their safety, as well as our staff. So this is a con-

versation, Mr. Chairman, that we will continue to have, because I 
believe it is our duty and obligation to protect those individuals 
who have been placed in our care in not allowing this activity to 
occur.

Mr. WOLF. Well, if you could just submit for the record and as 
things come out, just call us and let us know what the number 
was, say, over the last ten years and each and every year. 

REPATRIATION OF GOODS

Did you ever find out about the hat, just out of curiosity? 
Mr. SAMUELS. Mr. Chairman, the ball caps are imported, and 

UNICOR inmates do the embroidery. 
Mr. WOLF. They’re imported? 
Mr. SAMUELS. Right. 
Mr. WOLF. That means they’re not made in the United States? 

I rest my case. I think we should make every effort to do it in a 
way that creates jobs in the private sector and brings it together 
to reduce recidivism or rehabilitation and, so people, when they get 
out of prison, commit less crime and in the process save the Amer-
ican taxpayer a lot of money and create jobs here in the United 
States. Just walk into Walmart. Saturday, go into Walmart. About 
5,000 of the 6,000 jobs of the products in Walmart are made in 
China. I was in a Chinese prison, Beijing Prison Number One, 
where they were making socks for export to the United States. 
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They were all Tiananmen Square demonstrators. Next time you 
come by my office I’ll show you the socks. They were all Tiananmen 
Square demonstrators. Senator Moynihan got up on the floor dur-
ing a debate and held the socks up. Tiananmen Square demonstra-
tors were making the socks. They had golfers on the side. They 
didn’t play golf in those days, so basically slave labor of the young 
Chinese students who favored democracy were making socks for ex-
port.

Many of the flowers that you buy in these stores, these plastic 
flowers, are made, some are made with slave labor in what they 
call laogai. We’re not talking about that here. We’re talking about 
honest, dignified jobs. 

So I think the administration can create jobs in America but also 
enable rehabilitation, if we can move ahead, and I hope you’ll be 
proactive. The Attorney General seemed very, very sympathetic. I 
haven’t found a lot to work with the Attorney General on. We’ve 
had differences on some of the issues. But he seemed very sincere 
on this, and I said I would even, you know, help him and do every-
thing I possibly can. And lastly, in this time of very difficult budg-
ets, we can save money. 

Also, you may have seen that, if you have an iPad? 
Mr. SAMUELS. Yes, sir. 
Mr. WOLF. It’s made in made in a place called Foxconn in China 

where the suicide rate is at an all time high. Do you have an 
iPhone?

Mr. SAMUELS. Yes, sir. 
Mr. WOLF. It’s made there, too. I mean, so with that, if you have 

any other—— 
Mr. SERRANO. No, but I’m having my iPad. 
Mr. WOLF. We are having a hearing. We’re having a hearing 

here, and Mr. Fattah, the work goes on it. There was an article in 
the New York Times where Steve Jobs was asked by President 
Obama, can you bring, how do you bring the jobs back? And Steve 
Jobs said, you can’t. 

So, in this hearing, NSF and others are coming together to tell 
how we create jobs. Two weeks after the exchange between Presi-
dent Obama and Steve Jobs, there was an article showing the con-
ditions in that factory, 12 hours a day, where they wake them in 
the middle of the night. The suicide rate is at an all time, I mean, 
it’s unbelievable. We’d like to come up with some idea whereby the 
iPad or the iPhone could be made here in the United States and 
not in China. 

CLOSING REMARKS

Anyway, I thank you for your testimony. Please thank, you 
know, the men and women of the Bureau of Prisons. 

Mr. FATTAH. I thank the Chairman for a good hearing. 
Mr. WOLF. Thank you. 
Mr. SAMUELS. Thank you. 
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QUESTIONS FOR THE RECORD-_'lIR. WOLF 

UNICOR 

Qu,estion. The UNICOR Bonding Program helps ex-offenders who previously 
worked in Fe(leral Prison Industries find work. Can you describe this program? 
How successful has the UNICOR Bonding Program been? 

Answer. Federal Prison Industries (FPI) established the UNICOR Bonding 
Program in 2006 for federal prisoners released after February 1, 2006 and 
employed by FPI at least six months, consecutively or cumulatively, during 
their incarceration. It provides $5,000 "fid(~lity bond" insurance to employers 
that hire ex-federal offenders. These bonds are to be issued at no cost 
to employers as a job placement incentive and cannot be resold by the 
purchaser. The bonds are insurance policies of Travelers Property Casualty. 
The McLaughlin Company is the agent for Travelers Property Casualty in 
issuing the bonds and determines eligibility for the UNICOR Federal Bonding 
Program, and ex-offenders have up t.o a year atter release from a federal prison 
to apply for a bond. 

BOP's Inmate Transition Branch (ITB) administers the Bonding Program. 
To dat.e, four ex-offenders have been covered by the program. ITB issued 
bonding stamps in 2006 (I), 2010 (2), and 2011 (1). No claims have been filed 
to date. Many ex-offenders may be seeking employment opportunities that 
do not require bonding or if required, some companies may already have an 
in-house bonding program and may not seek UNICOR bonding. To promote 
reentry efforts. this program has remained in place and is available for eligible 
ex-offenders. Informat.ion on the Bonding Program is provided to BOP staff, 
including UNICOR job supervisors, to UNICOR inmate employees and to 
company representatives participating in mock job fairs. 

DRUG TREATMENT 

Question. What percentage of eligible inmates receives drug abuse treatment 
in FY 2012'1 What percentage of eligible inmates will receive this important 
service under the FY 2013 budget? 

Answer. The Bureau of Prisons will provide drug treatment to 100% of all 
eligible inmates in FY 2012 and anticipates doing the same in FY 2013. 

Question. Which, if any, of the inmates that participate in the residential 
drug abuse treatment program are eligible for a sentence reduction as a result 
of successful completion of the program, and how much can their sentences 
be reduced? 
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Answer. Approximately 70 percent of the inmates who participate in the 
RDAP are eligible for the sentence reduction. An inmate eligible for a sentence 
reduction who completes the RDAP may receive up to 12 months off his/her 
sentence. Historically, BOP has not been able to provide the full 12 month 
credit (average 9 months in FY 2011 and FY 2012). With the aclditional 
RDAP funds requested in the FY 2013 President's Budget, BOP will be able 
to provide the full 12 month credit in FY 2014. 

The 30 percent who are not eligible fall into one of the categories listed in 
§550.55(b) of the Code of Federal Regulations, Inmates not Eligible for Early 
Release. As an exercise of the Director's discretion, the following categories 
of inmates are not eligible for early release: 

• Immigration and Customs Enforcement detainees (in BOP custody, but 
held on an administrative immigration charge); 

• pretrial inmates; 
• contractual boarders (inmates in BOP custody on contract from the 

states or military prison system); 
• inmates with a prior felony or misdemeanor conviction for: 

homicide; 
foreible rape; 
robbery; 
aggravated assault; 
arson; 

- kidnapping; or 
an offense that by its nature or conduct involves scxual offenses 
committed upon minors. 

Also, Inmates who have a current felony conviction for the following are 
not eligible for a sentence reduction: 

• an offense that has an element, the actual, attempted, or threatened 
use of physical force against the person or property of another; 

• an offense that involved the carrying, possession, or use of a firearm or 
other dangerous weapon or explosives (including any explosive material 
or explosive device); 

• an offense that, by its nature or conduct, presents a serious potential 
risk of physical force against the person or property of another; or 

• an offense that, by its nature or conduct, involves sexual abuse offenses 
committed upon minors; 

• inmates who have been convicted of an attempted conspiracy, or other 
offense which involved an underlying offense listed above; 

• inmates who previously received an early relea.'3e under 18 U.S.C. 
3621(e); 
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• inmates who do not have a diagnosis of a drug use disorder as defined 
by the American Psychiatric Association's Diagnostic and Statistical 
Manual of Mental Disorders, fourth edition; 

• inmates who committed a federal offense prior to November 1, 1987, 
before the effective date of the "Sentencing Reform Act of 1987;" and 
DC Code Offenders committed before August 5, 2000. 

SENTENCE REDUCTIONS AND GOOD TIME CREDIT 

Question. Under current "compassionate release" policies, BOP may release 
inmates who are terminally ill or otherwise eligible for early release due to 
"extraordinary or compelling circulllstances." Criteria for release under these 
circumstances are established both in law and administrative policy. Your 
budget proposes to expand the compassionate release program to achieve a 
savings of about $3 million. In what ways would you expand the program? 

Answer. The Department of Justice and the Bureau of Prisons continue to 
review and consider options for expanding the progralll; however, a final 
decision has not been made at this time. 

Question. Can you describe the current state of BOP's low security prisons 
in terms of crowding? 

Answer'. As of March 22, 2012, BOP's low security prisons are crowded 38 
percent over rated capacity. For low security prisons, rated capacity assumes 
100 percent double bunking. The current 38 percent crowding rate means that 
about 80 percent of inmates in BOP's low security prisons are triple-bunked or 
in some cases inmate overflow must regularly be housed in space not originally 
designed for that purpose (e.g., television rooms, open bays, program space). 

Que8tion. On February 7 the GAO published a report documenting the BOP's 
use of programs that would cut costs of incarceration and the challenges BOP 
faces in fully utilizing its authority to reduce inmates' time in prison. What 
are some steps BOP is currently taking to help mitigate the effects of crowding 
in its facilities? 

Answer. BOP has taken a variety of steps to help mitigate the effects of 
crowding. For example, BOP has improved the architectural design of its 
newer facilities and taken advantage of improved technologies in security 
measures, such as perimeter security systems, surveillance cameras, improved 
body alarms and equipment to monitor communications. 

BOP also began operating Special Management Units (SMUs) in FY 
2008. SMUs are designed to confine inmates who have proven to be violent 
or confrontational, resistant to authority and who continually disregard 
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institution rules. SMUs help mitigate the impacts of overcrowding by removing 
disruptive inmates from other existing institutions and placing them in an 
environment that has greater management of their intcraction in order to 
ensure the safety, security and orderly operation of BOP facilities. 

Finally, the FY 2013 Budget requests $81.4 million to incrcase BOP's 
capacity through new prison activations and by adding private contract beds. 

PRISON SECURITY AND SAFETY 

Question. What kinds of improved technologies have most enhanced BOP's 
population management and inmate supervision strategies? 

Answer. Improved security technologies that have most enhanced BOP's 
population management and inmate supervision strategies include: perimeter 
security systems, surveillance cameras, improved body alarms and equipment 
to monitor communications. BOP has also enhanced population management 
and inmate supervision strategies in areas such as classification and designa­
tion, intelligence gathering, gang management, use of preemptive lockdowns, 
and more controlled movement and use of Special Management Units. 

Question. What is the biggest challenge in managing the federal prisoner 
population at higher security levels? 

Answer. The BOP's biggest chal1enge is managing the continually increasing 
federal inmate population, and providing for their care and safety, as well 
as the safety of BOP staff and surrounding communities, within budgeted 
levels. Managing the federal prisoner popUlation at higher security levels 
places more demands on staff because inmates in higher security levels tend 
to have been convicted for more serious offenses and have violent histories. 

At the medium security level: 
• about 66 percent (41,200) of the inmates are drug offenders or weapon 

offenders 
• 42 percent (26,300) of al1medium security inmates have been sanctioned 

for violating prison rules 
• 76 percent (47,500) of all medium security inmates have a history of 

violence 
At the high security level: 
• more than 70 percent (16,700) of the inmates are drug offenders, weapons 

offenders, or robbers 
• another 10 percent (2,400) have been convicted of murder, aggravated 

assault, or kidnapping 
• 70 percent (16,700) of all high sec.urity inmates have been sanctioned 

for violating prison rules 
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• 90 percent (21,500) of all high security inmates have a history of violence 
Moreover, compared to lower security level facilities medium and high 

security institutions have a higher incidence of serious assaults by inmates 
on staff. In FY 2011, 78 percent of serious assaults against staff occurred 
at the higher security levels (17 percent at medium and 61 percent at high 
security facilities). Serious assaults are definc>d 1k'l assaulting any person, or 
an armed assault on the institution's secure perimeter (a charge for 1k'lsaulting 
any person at this level is to be used only when serious physical injury has 
been attempted or accomplished). 

Question. According to your budget request, BOP expects an increase of 
about 11,500 inmates between FY 2012 and the end FY 2013. On average, 
how does such a number break down in term of low, medium and high security 
inmates? 

Answer. On average, about 40 percent of the net increase in inmates will 
be in higher security levels (11 percent high and 29 percent medium). The 
remainder will be lower security inmates (39 percent low and 17 percent 
minimum) or other/administrative (4 percent). 

CONTRACT CONFINEMENT 

Question. The budget requests an increase of $25.9 million to procure 1,000 
new contract beds. Under what circumstances is contract confinement of 
inmates most cost-effective? 

Answer. Contract confinement is most cost-effective when it is used to acquire 
privately operated beds to confine male low security criminal aliens. The 
great majority of inmates in BOP contract facilities are male low security 
short-term sentenced criminal aliens. These inmates are particularly well 
suited to contract confinement because their typically short sentence lengths 
and alien status generally precludes them from participating in sentence and 
recidivism reducing programs. By contracting out beds for male low security 
criminal aliens, space is made available for inmates who are eligible for such 
programs. There are over 10,000 low security male criminal aliens currently 
housed in BOP facilitie::; and adding 1,000 low ::;ecurity contract beds helps to 
reduce crowding in BOP low security facilities and system-wide. At the end 
of FY 2011, low security overcrowding was ~i9 percent, which equates to 81 
percent of the inmates being triple bunked, or in some cases inmate overflow 
regularly being housed in television rooms, open bays, program space, etc. 

Q1J,estion. How many total contract beds are funded under BOP's current 
services level? 
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Answer. FY 2013 current services would continue current operations. As 
of March 22, 2012, BOP houses 40,547 inmates (18.6 percent of the total 
popUlation) in contract confinement. This includes privately operated facilities, 
residential reentry centers and contracts with state and local facilities. The FY 
2013 President's Budget requests a $21 million base adjustment to continue 
to support this number of contract beds. 

Additionally the President's Budget requests $26 million to add 1,000 
privately operated contract beds. 

QUESTIONS FOR THE RECORD.---MR. FATTAH 

INMATE SKILLS DEVELOPMENT INITIATIVE 

Question. In a July 2010 report (GAO-1O-854R), the Government Ac­
countability Office (GAO) recommended that BOP develop: (1) a plan for 
implementing its Inmate Skills Development Initiative (ISm) with key tasks, 
responsibilities and timelines; and (2) a comprehensive cost estimate for 
completing the remaining ISDI requirements. Also according to GAO, BOP 
developed a plan for the ISDI in April 2011 that provides details on program 
priorities and implementation steps, but which did not contain timelines 
for activities; specify responsibilities for the completion of tasks; or provide 
fulllifecycle costs. vVhat is the current status of BOP's response to GAO's 
recommendations? 

Answer. The successful reentry of offenders returning to the cOlllmunity 
h&') long been a part of BOP's mission and routine activities. The April 
2011 lSD/Reentry implementation plan, a multi-year initiative, outlines 
objectives that would further strengthen offender reentry. This plan was 
included in BOP's April 2011 response to GAO. The plan incorporated the 
specific disciplines and staff responsible to achieve the desired objectives. 
The Administrator of each branch listed is responsible for ensuring their 
branch's assigned steps are completed. BOP and GAO discussed the April 
2011 response at the first follow-up meeting with GAO, which was on IVIarch 
9,2012. 

Cost estimates and an implementation plan were included in our April 
2011 response. The cost estimates were provided throughout the plan and 
were based on staff time, equipment, supplies. A notation was included if 
costs were not available (e.g., contractor costs). Cost estimation was also 
discussed at BOP's initial '~vlarch 9, 2012 meeting with GAO and a subsequent 
meeting on April 30, 2012. GAO has stated that the two recommendations 
will be closed out upon receipt of some BOP summary information. BOP 
will provide the information by the end of May. 
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Question. By when does BOP expect to submit to GAO all of the information 
necessary to close these recommendations? 

AnsweT. BOP anticipates receiving additional information and feedback 
from GAO at a cost estimation meeting tentatively scheduled for April 30, 
2012. BOP and GAO will be able to determine a timeline for closing these 
recommendations at that time. 

RESIDENTIAL REENTRY CENTERS 

Q1lfstion. What categories of inmates would benefit most from longer stays 
in residential reentry centers (RRCs)? 

AnsweT. Current risk-need-responsivity (RNR) research suggests that inmates 
who pose a greater risk for recidivism will benefit most froIll being released 
from prison with longer Residential Reentry Center (RRC) stays than will 
lower risk inmates. RNR research al80 8uggests that low or minimum risk 
inmates may experience higher risk levels due to a long RRC stay (Lowenkamp 
and Latessa, 2005). Guided by this research, BOP uses its inmate classifica­
tion score not only to place inmates in the most appropriate security level 
institution that meet8 their program needs, but also as a measure of ri8k 
when making decisions about inmates' RRC length of 8tay.! 

Question. For these categories of inmates, what was the average length of 
stay in RRCs for the last three fiscal years (FY 2009···2011), and what is the 
estimated average length of stay for these categories of inmates during FY 
2012 and 2013? 

Answer". As part of the cla88ification proces8, inmates are assigned a security 
level of high, medium, low or minimum. Using the premise that high and 
medium security inmates are generally more at risk of recidivi8m, the following 
data are provided for those categories of offenders. 

Estimates for FY 2012 and 2013 are not available as BOP does not know, 
prospectively, if the community-based placement will be at an RRC, on home 
detention, or a combination of both. Those figures can be determined only 
retrospectively, at the conclusion of the community-based placement. 

Question. What are the biggest obstacles to increasing the average length of 
stay in RRCs for these categories of inrnate8? 

Answer". The BOP contracts for RRC beds within budgeted and appropriated 
resource levels. Extending the length of stay of any category of offender would 

lLowenkamp, Christopher T., and Edward J. Latessa 2005, "Increasing the Effective­
ness of Correctional Programming through t/w Risk Principle: Identifying Offenders for 
Residential Placement" Criminology & Public Policy 4:263-290. 
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Table 1: Average number of days in residential reentry centers by 
security designation 

Fiscal year 

Medium security offenders 
High security offenders 

FY 2009 

89 days 
79 days 

FY 2010 

89 days 
77 days 

FY 2011 

92 days 
75 days 

result in fewer overall inmates having access to RRC beds. To increase total 
RRC bedspace within appropriated resources, BOP works to obtain more cost 
efficient contracts and to expand in existing locations; however, community 
resistance to contractors establishing RRCs can be an obstacle. 

Question. What was the average length of home detention for low risk 
offenders during the last three fiscal years (FY 2009-2011), and what is the 
expected average length of home detention for this subgroup during FY 2012 
and FY 2013? 

Answer. As part of the classification process, inmates are assigned a security 
level of high, medium, low or minimum. Using the premise that minimum 
and low security inmates are generally at less risk of recidivism, the following 
data are provided for those categories of offenders. 

Estimates for FY 2012 and 201:3 are not available as BOP does not know, 
prospectively, if the community-based placement will be at an RRC, on home 
detention, or a combination of both. Those figures can be determined only 
retrospectively, at the conclusion of the community-based placement. 

Table 2: Number of inmate days in RRCs and/or home detention 
by security designation 

Fiscal Year RRC/Home detentiona Henne detention b 

Minimum Low Minimum Low 

FY 2009 80 days 84 days 91 days 70 days 
FY 2010 75 days 81 days 97 days 97 days 
FY 2011 68 days 77 days 79 days 85 days 

alnmate was placed on home detention after being housed in an RRC. 
blmnate transferred directly to home detention from institution (may 

include a brief stay at the RRC for orientation purposes.) 
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BOP STAFFING 

Question. Excluding prisons in the process of being activated, what is BOP's 
current total number of on-board correctional workers and what percent of 
total authorized positions does this represent? 

Answer. As of February 25, 2012, BOP ont)()ard base staffing equaled 33.132 
full-time correctional workers (excludes central am! regional offices, training 
staff and activating institutions). This represents 89 percent of the Congres­
sionally authorized base correctional worker staffing level. 

Question. The authorized base correctional worker staffing level since the 
beginning of fi:,;cal year 2009, excluding staff at new prisons that haw been 
activated since that time, appears to have gone up by only 242 positions, 
even though the inmate population has increased by almost 12,000. Is the 
authorized staffing level for BOP updated regularly based Oll increases ill the 
inmate population? 

Answer. BOP reviews authorized position levels and onboard staffing in 
response to crowding levels, special situations/circumstances, and security 
issues. Authorized position levels for BOP facilities are reviewed annually 
and approved by the BOP Resource Management Subcommittee. In addition, 
locally and regionally conducted reviews of authorized staffing are completed 
annually during the development of the Annual \Vorkforce Utilization and 
Staffing Plan (which is required by BOP Policy) and reviewed quarterly. As 
BOP identifies required changes in authorized staffing levels, positions are 
realigned within the region or a request for an increase of authorized positions 
is submitted for consideration to the Resource Management Subcommittee in 
the Central Office. 

Additionally, the Executive Staff conducts quarterly reviews of each spe­
cific security level (institutiollti that fall under that security level) to include 
a review of authorized positions and Oil-board staffing levels. Finally, adjust­
ments are made to authorized position levels when new programs are added, 
during programming changes (such as changes in security level programming), 
expansions, and as other needs/changes become identified. 

Question. vVhen was the last time BOP or the Department of Justice con­
ducted an analysis of BOP's correctional worker staffing requirements, and 
what criteria related to safety, security, inmate programming or other factors 
were used in carrying out the analysis? 

Answer. BOP's Correctional Programs Division staff in the Central Office 
conducts annual reviews of staffing for inmate programs, in addition to locally 
and regionally conducted reviews of authorized staffing levels completed 
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annually during the development of the Annual Workforce Utilization and 
Staffing Plan (which is required by BOP Policy) and quarterly reviews of 
this plan. For example, the BOP is mandated to provide Residential Drug 
Abuse Treatment Program (RDAP) for all inmates who need and volunteer 
for treatment. BOP reviews the RDAP participation rates, waiting list, and 
anticipated increases in population for upcoming fiRcal years to determine if 
the BOP is able to meet the requirements of the law. Positions are requested 
and allocated accordingly. The FY 2013 Budget requests 120 RDAP positions 
to help BOP reach the goal of providing 12-month sentence credits to all 
eligible imnates. 

Likewise, the institutions' staffing of mental health professionals is reviewed 
annually. This review looks at each institution's current staffing, projected 
inmate population, and individual institution's mission and security level, 
to determine the appropriate staffing level for the prevention, intervention, 
management and treatment of the BOP's population in need of mental health 
intervention. 

Further, BOP internally reviews and adjusts authorized position levels 
across BOP sites as described in the responses to question 8. 

Question. What staffing level did the most recent analysis indicate is needed 
by BOP and how does such an analysis inform BOP's authorized correctional 
worker staffiug level? 

Answer. The FY2013 President's Budget requests $22 million to increase 
the BOP's base staffing levels by 210 positions. BOP's analysis indicates 
that prison safety and operations arc impacted by the onboanl staffing level. 
Increases in the onboard staffing level supports inmate and staff safety and will 
allow BOP to increase inmate programming opportunities. To that end, BOP 
has focused on filling current authorized positions in order to increase the 
percentage of staff onboard and the FY 2013 Budget requests resources that 
will allow BOP to staff correctional worker positions at 90% of the authorized 
level, which is an improvement from FY 2012 (89% target). In addition, the 
budget process affords the opportunity to examine the authorized staffing 
level, adjustments to which are typically made to account for new prison 
activations or to enhance existing programs, such as the requested $13 million 
RDAP increase. 

Question. What other factors are considered in determining the authorized 
correctional worker staffing level? 

Answer'. BOP management provides oversight of authorized position levels 
and onboard staffing in response to crowding levels, special situations or 
circumstances, and security issues. Additionally, adjustments are made to 
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authorize position levels when new programs are added or expanded, and as 
other needs/changes are identified. 

Question. Is BOP's current authorized correctional worker staffing level an 
accurate representation of its staffing needs? If uot, what does it represent? 

Answer. The staffing level requested represents the staffing level BOP needs 
to operate its prison facilities and provide inmate care, which is why the 
requested operating funds in the President's Budget request are vital. 

Question. \Vhat is BOP's proposal for net new correctional worker staffing 
in FY 2013 for BOP prisons, other than for prisons that are in the process 
of being activated, and what would be the percentage of on-board versus 
authorized correctional workers if all of the planned hiring for these prisons 
is achieved? 

Answer. Filling staff positions that have direct contact with iUlllates to ensure 
the safety of federal inmates, staff, and surrounding cOIllmunities remains a 
BOP priority. Excluding activations, the FY 2013 Budget proposes to add 
a net 272 FTE. These staffing increases would allow BOP to expand the 
Residential Drug Abuse Treatment Program (RDAP) and fill vacant positions 
at existing institutions. These resources will fund correctional worker staffing 
at 90% of the authorized level, which is an improvement from FY 2012 (89% 
target). 

NEW PRISON CONSTRUCTION 

Question. No new funding is proposed in the FY 2013 budget for the construc­
tion or acquisition of new prison facilities to help relieve overcrowding, even 
though BOP has several planued construction projects for which significaut 
funding has not yet been appropriated. In order to maintain BOP's current 
schedule for constructing new prisons, how much additional funding would 
BOP need and by when would BOP need it? 

Answer. The BOP has seven projects that are funded for preliminary planning 
and studies. To fully construct these facilities, a three year process, the BOP 
would require between $2.31 and $2.55 billion in additional appropriations 
and when completed these facilities would add approximately 9,400 new beds 
to rated capacity (2013 President's Budget, :Federal Prison System, Buildings 
and Facilities, Exhibits 0 and P). Over the next two years the BOP projects 
growth of 11,500 inmates, or approximately 5,700 inmates annually. 

The Administration continues to support the two legislative proposals 
which, if enacted, will Illoderate the projected population increases. In addi-
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tion as indicated in the Budget, the DOJ proposes to amend the compassionate 
release criteria which will also impact future population projections. 

Question. The inmate population in BOP facilities is approximately 39 
percent above the rated capacity of those facilities, and the overcrowding 
rate is scheduled to rise to 42 percent by the end of FY 2013. If additional 
funding for constructing now BOP prisons is not forthcoming in the next few 
fiscal years. how would that affect the overcrowding rate by 2018? 

Answer. Continuing increases in the inmate population pose an ongoing 
challenge. BOP estimates the system-wide crowding rate will increase from 
the current level of 38 percent to 43 percent by the end of FY 2013. Assuming 
currently budgeted capacity the overcrowding rate is projected to increase to 
49 percent by FY 2018. 

The Administration continues to support the two legislative proposals 
which, if enacted, will moderate the projected population increases. In addi­
tion as indicated in the Budget, the DOJ proposes to amend the compassionate 
release criteria which will also impact future population projections. 

Question. The budget proposes a rescission of $75 billion in unobligated, 
prior-year construction funding. If this funding were not rescinded, would 
it be approximately sufficient to acquiw all existing prison facility? If not, 
what is the minimum level of additional funding that would be required to 
purchase and prepare such a facility? 

Answer. The funding required to acquire an existing prison facility would 
depend upon the condition and location of the existing facility, as well as 
whether it would be operated as a medium or high security facility. 

Question. How would BOP use such a facility and how would it impact the 
rate of overcrowding? 

Answer. If BOP acquired an existing facility, it would be of medium or high 
security capacity to help manage the growing inmate population. Currently, 
crowding in medium security institutions is projected to reach 63 percent over 
rated capacity by the end of FY 2013. By acquiring a state facility with a 
capacity of 1,200 beds, the BOP could reduce the projected rate of crowding 
in medium security institutions to 51 percent by the end of FY 2013. 

Question. How does the cost of buying an existing prison compare to the cost 
of constructing a new one? 

Answer. Depending on the location and condition of the state prison, BOP 
estimates it could acquire one at about half (or less) of the cost of constructing 
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a new one. In addition to cost, an existing prison would also be ready to 
receive inmates more quickly. 

OVERCROWDING'S IMPACT BOP OPERATIONS 

Question. How is overcrowding impacting BOP operations and, in particular, 
has there been an increase in serious assaults against correctional workers by 
inmates, or an increase in serious assaults against inmates by other inmates? 

Answer. In 2005, BOP performed a rigorous analysis of the effects of crowding 
and staffing on inmate rates of violence. Results demonstrated that crowded 
prisons and reduced staff lead to increases in violence among the inmate 
population. Crowding also affects inmates' access to important services (such 
as medical care and food services), an institution's infrastructure (the physical 
plant and security systems), and inmates' basic necessities (access to toilets, 
showers, telephones, and recreation equipment). Correctional administrators 
agree that crowded prisons result in greater tension, frustration, and anger 
among the inmate population, which leads to confikts and violence. 

BOP has taken a variety of steps, including operational enhancements, to 
maximize BOP staff's ability to effectively manage overcrowded institutions. 
Specifically, improvements were made in the architectural design of new 
facilities, and a variety of security technologies (e.g. enhanced video cameras, 
improved body alarms, more sophisticated perimeter detection systems) are 
now available. Both the architectural changes and new technologies have 
helped staff to monitor and supervise the growing number of inmates. 

In addition, BOP has enhanced its population management strategies in a 
variety of areas, including an improved iUIIlate clas::;ification/designation ::;ys­
tern, more targeted training of staff, intelligence gathering, gang management, 
controlled IIlovements, preemptive lockdowns, and proactive interventions to 
prevent violence and other serious misconduct. For example, BOP began 
operating Special Management Units (Sl\Ws) in FY 2008, targeting inmates 
who have proven to be violent or confrontational, resistant to authority, and 
disrespectful to institution rules. Designation to a SMU may be considered 
when an inmate's behavior poses a threat to the safe and secure operation of 
BOP facilities. 

All of these factors have been helpful; however, BOP's older facilities 
(about one-third are over 50 years old) are less amenable to some of the 
technological and architectural improvements (e.g., surveillance cameras) as 
well as the changes in population management techniques (e.g., 'preemptive 
10 ckdowns , are not possible in older institutions that have dormitory style 
housing rather than cells). 



270

The number of serious assaults against correctional workers by inmates 
has been decreasing from FY 2005 (137 serious assaults) to FY 2011 (52 
serious assaults). Serious assaults against inmates by other inmates have 
dropped slightly. From FY 2005 to FY 2011, serious assaults against inmates 
fell from 413 to ;346. 

INTERNATIONAL PRISONER TRANSFER PROGRAM 

Question. A December 2011 report from the Department of Justice Office of 
Inspector General (I-2012--{)02) made a number of recollllllendations to BOP 
to improve its management of the International Prisoner Transfer Program, 
and estimated that improved management could help BOP realize annual 
savings ranging from $10.1 million to $50.6 million. What is the status of 
BOP's efforts to address these recommendations? 

Answer. The report concluded that educating inmates about the International 
Prisoner Transfer Program (IPTU) and allowing them the opportunity to 
transfer to their home countries could have significant savings for BOP 
incarceration costs. BOP has taken several steps to address the IPTU report 
recommendations. BOP ha.'l requested that the Office of Inspector General 
(OIG) close the report recommendations. Actions BOP has taken to close 
these report recommendations include: 

• Translating the program statement, "Transfer of Offenders To or From 
Foreign Countries," into Spanish, French, Portuguese, Italian and Ger­
man. The translated policies were posted on the BOP's Intranet on 
January 24, 2012. BOP is attempting to obtain a larger contract to 
translate the program statement into Dutch, Polish, Korean, Russian, 
Greek, Swedish, Japanese, Hungarian, Ukrainian, Serbian, Arabic, and 
Romanian. In addition, BOP notified all \iVardens of the available 
translations . 

• Revising the program statement to ensure eligibility criteria are accu­
rately reflected. BOP received comments from the Office of Enforcement 
Operations, International Prisoner Transfer Unit (IPTU) and met on 
February 9,2012 to review the Transfer of Offenders To or From Foreign 
Countries program statement. BOP revised the program statement to 
ensure it accurately reflects the eligibility criteria based on the treaty 
requirements and IPTU's consideration, ill addition to any other changes 
and/or clarifications required. BOP provided IPTU with a draft pro­
gram statement with the agreed upon revisions by April 2, 2012. Other 
COUlments received from the IPTC included accurately reflecting the 
process by which an inmate can obtain more information from IPTU 
regarding the reason(s) for transfer denial, the need for a background 
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statement on the history of treaty agreements in the program statement, 
a standardized Treaty Transfer Admission and Orientation Lesson Plan, 
strengthening language with regard to pending appeals, and ineligibility 
criteria specifically related to Mexican nationals. 

• Revising the lesson plan and instructional slideshow for staff involved in 
completing treaty transfer applications, as well as for staff involved in the 
initial review of the application and/or reapplication. All appropriate 
staff completed the training by March 31, 2012. 

• Incorporating into the program statement the requirement for supervi­
sory staff to review an inmate's eligibility criteria prior to completing 
treaty transfer application/reapplication packets. In addition, the Trans­
fer Inquiry form (BP-A0297) has been revised to specify common criteria 
which would exclude an inmate from participation based on ineligibility. 

• Implementing new Program Review Guidelines for Correctional Pro­
grams. This was updated on June 3, 2011 to include specific review 
steps for treaty transfer requests. 

QUESTIONS FOR THE RECORD----MR. SERRANO 

RESIDENTIAL DRUG ABUSE PROGRAM 

Question. My understanding is that English language proficiency is a re­
quirement for participation in the Residential Drug Abuse Program (RDAP)­
is this correct? If so, how does the Bureau of Prisons work to ensure that 
individuals who do not speak English as a primary language can participate 
in the program? 

Answer. For RDAP to be successful, all inmates and staff must interact 
with each other; therefore, requiring use of a common language. RDAP 
replicates a community in which all participants are responsible for each 
other and develops inmates' pro-social skills, intervening in behavioral areas 
such as: impulse control, criminal lifestyles and relationship building. These 
program activities all require speaking, understanding, reading and writing 
in the language in which the program is conducted. While currently RDAP 
is all English lallguage program, ill order to accollllllodate awl beIH~flt more 
inmates, BOP plans to implement a Spanish language RDAP beginning in 
FY 2013. 

BOP also provides English language proficiency exams and classes in 
accordance with the mandatory functional literacy requirement, Title 18 
U.s.C. §3624(f)(4), which states, "Non-English speaking inmates shall be 
required to participate in English-as-a-Second Language (ESL) program until 
they function at the equivalence of the eighth grade on a nationally recognized 
educational achievement test." 
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Question. To participate in RDAP, a person must generally be within 15 to 
18 months of release. However, if an individual is not proficient in English 
by this point in time, they are unable to participate. Does the Bureau of 
Prisons coordinate English language proficiency assessments and classes to 
ensure that individuals have sufficient time to become proficient enough in 
English in order to qualify for RDAP? 

Answer'. To participate in the RDAP, an inmate must be within 24-42 months 
of reiea8e. BOP provides English lan)2;uage proficiency assessments and clasfies 
in accordance with the mandatory functional literacy requirement, Title 18 
U.S.C. §3624(f)(4), which states "Non-English speaking inmates shall be 
required to participate in English-as-a Second Language (ESL) program until 
they function at the equivalence of the eighth grade on a nationally recognized 
educational achievement test.' Depending upon the language skills of the 
inmate and the timing of release, an inmate mayor may not have sufficient 
time to become proficient enough in English in order to qualify for RDAP 
prior to release. However, BOP plans to implement a RDAP in FY 2013 for 
inmates who speak only Spanish to accommodate more inmates. 
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WEDNESDAY, AUGUST 1, 2012. 

FINAL REPORT OF THE WILLIAM H. WEBSTER COMMIS-
SION ON THE FBI, COUNTERTERRORISM INTEL-
LIGENCE, AND THE EVENTS AT FORT HOOD, TEXAS, 
ON NOVEMBER 5, 2009 

WITNESSES
MARK F. GIULIANO, EXECUTIVE ASSISTANT DIRECTOR, NATIONAL SE-

CURITY BRANCH, FEDERAL BUREAU OF INVESTIGATION 

OPENING STATEMENT—MR. WOLF

Mr. WOLF. Good morning. The hearing will come to order. 
One, before I read my opening statement, I want to say that I 

appreciate the work of Judge Webster and those that worked with 
Judge Webster on the Commission. I also want to thank the men 
and women of the FBI, who over the years have really done an out-
standing job in so many areas. And also the purpose of the hearing 
is to do what we can to make sure that we prevent this from ever 
taking place again. 

I also am disappointed that Director Mueller cannot be here. I 
think this would have been an appropriate hearing for him to be 
here.

Today’s hearing is on the Final Report of the William H. Webster 
Commission on the FBI, Counterterrorism Intelligence, and the 
Events at Fort Hood, Texas. I want to welcome the witness, Mark 
Giuliano, the FBI’s Executive Assistant Director for National Secu-
rity. I thank you for your appearance today, and thank you for the 
service to the country. 

On November 5, 2009, United States Army Major Nidal Hasan 
entered the Fort Hood deployment center carrying two pistols. He 
shouted, ‘‘God is great,’’ in Arabic, and opened fire, killing 13 peo-
ple—and I think as we go through the whole hearing, we should 
remember 13 people were killed—and injuring 42 others. Hasan is 
awaiting military trial for 13 counts of premeditated murder and 
32 counts of attempted murder. 

The Webster Commission report was issued publicly on July 
19th. The report includes extensive factual findings on the FBI’s 
counterterrorism authorities programs and systems, as well as spe-
cifics on the FBI investigation of Anwar al-Awlaki and the assess-
ment of Nidal Hasan. The report analyzes the Bureau’s actions and 
includes 18 recommendations for policy, procedural, and other ac-
tions.

[CLERK’S NOTE.—The full unclassified version of The Final Re-
port of the William H. Webster Commission on The Federal Bureau 
of Investigation, Counterterrorism Intelligence, and the Events at 
Fort Hood on November 5, 2009 is included at the end of this hear-
ing transcript.] 
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After reading the report, I am concerned that there were warning 
signs, and that with more aggressive investigation there is a 
chance that this incident could have been prevented. I am further 
concerned that the reason for less aggressive investigation may 
have been political sensitivities in the Washington field office, and 
maybe even in the FBI’s own investigating guidelines. An active 
duty member of the military communicating with a known 
radicalizer and recruiter should have been taken more seriously 
than it was. The report shows that the San Diego field office be-
lieved that at the time, as is shown by their unusual reactions to 
how the lead was handled by the Washington field office, so they 
believed that at that time. 

While the Commission found that the decision not to interview 
Hasan was flawed, I am concerned that the current FBI guidelines 
and culture made this the path of least resistance. The Webster 
Commission makes no recommendations on changing the FBI’s Do-
mestic Investigations and Operations Guide, the DIOG, but if these 
guidelines were indeed followed in this case, and that failed to pre-
vent all these deaths and injuries, it may be worthwhile to question 
whether the guidelines themselves are a problem. We want to un-
derstand what took place and ensure that agents are empowered 
to prevent similar attacks in the future. 

I will also have questions based on the report’s findings and rec-
ommendations on what steps have been taken and will be taken to 
improve counterterrorism assessments and investigations. Several 
of these recommendations have resource implications which we will 
want to consider in terms of fiscal year 2013, so I would urge that 
after this hearing, in the interim during the month of August, the 
FBI come up and meet with the staff on both sides to see as we 
are putting together the so-called CR what the ramifications are 
and what can and cannot, but I think you should have the staff 
meet with the staff on both sides as we work on that. 

Finally, I am concerned that the FBI may not have provided— 
and I think this is very important—I am concerned that the FBI 
may not have provided the Commission with a full accounting of 
its prior interactions with Awlaki, including the notable omission 
of Awlaki’s return to the U.S. In October 2002 when the FBI 
dropped an outstanding warrant for his arrest. Imagine if that war-
rant had not been dropped, and it would not be good if the FBI had 
not communicated to Judge Webster the full accounting of Awlaki’s 
prior interactions. 

Before I recognize you to present your testimony, I would like to 
recognize my colleague, Ranking Member Mr. Fattah, for any com-
ments he would like to make. 

OPENING STATEMENT—MR. FATTAH

Mr. FATTAH. Thank you, and let me thank the chairman for to-
day’s hearing. And obviously we have had an opportunity in a clas-
sified session to take in this information and a chance to process 
it, but I think for transparency purposes this hearing is very use-
ful.

I want to say that not only do I thank the chairman for following 
through on this, I think it is very important that the Congress do 
appropriate oversight on these issues. However, given the issues 
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related to Fast and Furious and this, I want to make it clear, at 
least in my view, that none of our work should be in terms of criti-
cizing law enforcement. 

Federal law enforcement officials are doing an extraordinary job 
under very difficult circumstances, and it is very easy for us to go 
back and look at these things, and we should, to see how we can 
create better policies going forward. But to take people who are 
risking their lives on behalf of the country and raking them over 
the coals I don’t think is the right way to go. And I know the chair-
man, whose father was a policeman, has a great appreciation for 
law enforcement. 

I think that the issues here in terms of what we ought to do 
going forward are well represented in the 18 recommendations that 
the Commission has laid out. But as we did in looking at the 
McVeigh case with the Oklahoma City bombing, or as will be done 
with the situation in Denver, when there are these horrific in-
stances, we have to take a look, and we have to make sure that 
we are doing everything we can do. But there is very little ability 
to figure out exactly what an individual was actually up to in all 
circumstances.

So, I thank the Webster Commission for doing the work that it 
has done. I think the chairman is correct to say that we need to 
look at how we prioritize leads and this question of discretionary 
leads, and I know that you will have some discussion about the fact 
that that policy has now been changed. 

But I want to welcome you to the hearing, and I want to thank 
the Bureau for the work that it does each and every day to protect 
the United States of America and its citizens and the great work 
you have done since 9/11 to change the agency’s focus to terrorism, 
first, second, and third, which is a different type of work because 
you are trying to prevent instances versus catch the bad guy. So 
thank you, welcome, and I look forward to your testimony. 

Mr. WOLF. With that, you may proceed. Thank you, Mr. Fattah. 

OPENING STATEMENT—MR. GIULIANO

Mr. GIULIANO. Thank you, sir. Good morning, Chairman Wolf, 
Ranking Member Fattah, and members of the Committee. Thank 
you for the opportunity to appear before you today. 

Following the tragic events of Fort Hood in November of 2009, 
the FBI Director ordered an immediate internal review of what the 
FBI knew about Major Nidal Hasan prior to the shootings. Within 
days, the FBI had identified several shortcomings in our internal 
policies, procedures, and in our training, and we started to take 
corrective action almost immediately. 

The Director also recognized a need for a broader, more in-depth, 
and independent review on how the FBI handled and acted on 
counterterrorism intelligence before the Fort Hood shootings. The 
Director asked former Director, Judge William Webster, to form a 
commission to conduct that review. Several weeks ago, as you 
know, and as has been stated, Judge Webster completed the Com-
mission’s report, and that report has been made available to Con-
gress and to the public. 

The Webster Commission had full access to FBI holdings, they 
conducted more than 100 formal and informal interviews, meetings 
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and briefings, and they reviewed more than 10,000 FBI documents. 
The Commission also consulted with outside experts on counterter-
rorism, intelligence operations, information technology, and violent 
extremism. The Commission found a number of shortcomings in 
FBI policies, technology, and training, and made 18 recommenda-
tions for corrective action. 

As you know, there are limits to what can be discussed today in 
an open hearing, and Nidal Hasan is also the subject, as was men-
tioned, of an ongoing criminal prosecution, and many aspects of the 
information related to this matter remain classified. As was noted, 
we did provide a full classified briefing, and we will answer as 
many questions as we can in this open setting. 

Next, let me summarize the Commission’s findings and rec-
ommendations and review the corrective actions taken by the FBI 
already. The Committee’s recommendations fall generally into four 
distinct categories. One was information sharing; two, operational 
policies, as was noted; information technology; and training. And I 
will discuss very shortly each one. 

Starting with information sharing, the Commission found that 
more information could have and should have been shared with the 
military at the headquarters level; that is, from the FBI head-
quarters to the Pentagon. Our internal review came to the same 
conclusion, and within weeks, the FBI and the Department of De-
fense created new information-sharing agreements regarding 
counterterrorism investigations of military personnel. This agree-
ment made sure that senior Pentagon officials as well as Depart-
ment of Defense task force officers on JTTFs around the country 
were aware of all FBI cases involving the military. The FBI con-
tinues to work closely with the military on these matters, and we 
have clear policies in place to make sure that information sharing 
continues.

Turning to operational policy. The Commission recommended 
that there be clearer policies covering all counterterrorism leads 
and for resolving disputes as it relates to those leads. We will get 
into that a little more as questions arise. The FBI’s internal review 
found similar issues with our policies. As a result, the FBI has set 
new time limits on covering leads, reinforced our existing policies 
on who owns the leads and the responsibility for every one of those 
leads, and provided additional guidance to make clear that any dis-
putes between JTTF members must be pushed up to the supervisor 
level both within the field office and at headquarters. 

Lastly, the FBI has provided enhanced analytical investigative 
resources for strategically significant investigations to make sure 
all proper steps are taken and there is additional oversight. 

In the area of information technology, the Commission found that 
improved software and search capabilities in our classified data-
bases could have assisted the investigators on both JTTFs, the one 
in San Diego and the one in the Washington field office. Within 
months of the shootings, the FBI developed new software improve-
ments to connect intelligence information automatically, more effec-
tively and more efficiently. With new programs like DIVS and Sen-
tinel, which is now up and running, the FBI is also providing 
greater search capabilities across all holdings. 
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The Commission also made recommendations to improve training 
for all Joint Terrorism Task Force officers related to the intel-
ligence bases. Within months of the shooting, the FBI had com-
pleted this training for all task force officers in every JTTF, and 
we have since instituted a nine-day mandatory training course for 
all JTTF participants. 

There are additional detailed recommendations not in these cat-
egories, and we have publicly responded to each on our website. 

As you know and as was stated, on a daily basis the FBI and its 
partners on JTTFs across the U.S., and indeed across the globe, 
must identify, respond to, and mitigate countless terrorism threats. 
We do this in an ever-changing and a complex environment. In re-
cent years we have been able to successfully disrupt dozens of ter-
rorist plots. We also know that the threat never wanes, and we 
cannot overlook a single lead. At the FBI we accept this responsi-
bility every day, and we are committed to improving our capabili-
ties to protect this great Nation now and in the future. 

And with that, I will answer to your questions, sir. 
Mr. WOLF. Thank you very much. 
[The information follows:] 
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Good morning Chainnan Wolf, Ranking Member Fattah. and members of the subcommittee. 

Judge William H. Webster has delivered to the FBI the Final Report of the William H. Webster 
Commission on The Federal Bureau of Investigation, Counterterrorism Intelligence. and the Events of Fl. Hood 
on November 5, 2009. 

The FBI requested a full investigation of the manner in which the FBI and its Joint Terrorism Task Forces 
handled and acted on counterterrorism intelligence before and after the Fort Hood shootings. as well as a review 
and assessment of the FBI's governing authorities and the FBJ's remedial measures after the Fort Hood 
shootings. The investigation did not probe the shootings, which are the subject ofa O.S. Army-led inquiry and 
military criminal proceeding against Major Nidal Hasan. The FBI and Department of .lust ice provided the 
Commission with more than 100 lormal and informal interviews, meetings, and briefings, and more than 10,000 
pages of documents. The Commission also consulted with outside experts on counterterrorism and intelligence 
operations, information technology, and violent extremism; public interest groups; and staff from Congressional 
committees with responsibility for oversight of the FBI. 

The Commission found shortcomings in FBI policy guidance, technology, infbrmation review protocols, 
and training, and made 18 important reconunendations for corrective and enhancing measures in those areas. 
The FBI concurs with the principles underlying all the recommendations and has already taken action to 
implement them, based on a combination of the Commission's work, the FBI's own internal review of the Fort 
Hood shootings, and the report of the U.S. Senate Committee on Homeland Security and Governmental Affairs. 

The Commission also found that, working in the context of the FBI's pre-Fort Hood authorities, policies, 
operational capabilities, and technology, personnel who handled counterintelligence infonnation made mistakes. 
The Final Report concludes, however: "We do not find, and do not suggest, that these mistakes resulted from 
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intentional misconduct or the disregard of duties. Indeed. we find that each Special Agent, Intelligence Analyst, 
and Task Force Officer who handled the [intelligence] information acted with good intent" 

Judge Webster appointed five seasoned investigators and legal specialists from the private sector to serve 
as Commissioners. "Their contributions of time and energy were substantial and an act ofseltless patriotism," 
Judge Webster said. The Final Report contains the names and biographies of Commission members. 

Below you will find the FBI's response to each of the Webster Commission's 18 recommendations. 

I look torward to answering any questions you might have. 
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FBI Response to 
The Final Report of the Judge William H. Webster Commission on 

The Federal Bureau of Investigation, Counterterrorism Intelligence, and 
The Events at Fort Hood, Texas, on November 5,2009 

The Webster Commission makes 18 recommendations for corrective and enhancing measures regarding FBI 
policy and operations. information technology. and training. The FBI concurs with the principles underlying all 
the recommendations and has already taken action to implement them, based on the Commission's work. the 
FBI's own internal review ofthe Fort Hood shootings. and the report of the U.S. Senate Committee on 
Homeland Security and Governmental Affairs. 

Policies: The Webster Commission recommended that the FBI promulgate f()rmal written policies related to the 
command-and-control of counterterrorism operations between FBI Headquarters and its field offices. the 
responsibility for investigative leads set from one field office to another. the resolution of inter-office disputes. 
and assignment and completion ofleads. Most of these recommendations focus on the formalization of existing 
and longstanding FBI practices and procedures. The FBI recognizes the value of written policy and agrees with 
the recommendations. The FBI also expects its Agents, Analysts and other personnel to use sound judgment in 
conducting thorough investigations, and to take responsibility for bringing issues to resolution. The 
organizational structure of the FBI also achieves in large part the objectives ofthe recommended written policies. 

Webster Commission Recommendation on Counterterrorism Command-and Controillierarchy 

The FBI has undergone many changes since September II to prevent terrorist attacks, and key 

among those changes was centralizing command-and-control of counterterrorism operations in the 

Counterterrorism Division (CTD) at FBI Headquarters. The CTD Assistant Director provides 

direction for all counterterrorism malters, including counterterrorism operations. 

The FBI has issued guidance to all offices on national management and oversight of 

counterterrorism matters that identifies CTD entities with responsibility for specific counterterrorism 

mission areas. 

Webster Commission Recommendation on Ownership of Counterterrorism Leads 

As noted by the Commission, FBI practice has long been that offices assigned counterterrorism 

leads have ultimate responsibility for their timely and diligent completion. 

The FBI has issued formal written policy that requires offices to complete all leads within specific 

timeframes. The office assigned the lead is responsible for its resolution. 

In addition. more than two years ago, the Fm simplified lead categories. The FBI eliminated 

"Discretionary Leads," such that leads may only be "information only" or action leads. 
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Webster Commission Recommendation on Interoffice Disagreements in the Counterterrorism Context 

The FBI has issued guidance on the resolution of inter-office disagreements. 

Ott ices must work to resolve disagreements through the chain-of-command. As necessary. the 

Assistant Director in charge ofthc Counterterrorism Division is the official responsible tor linal 

decisions . 

.\Y.!Cbster Commission Recommendation on Completion of Routine Counterterrorism Leads 

The FBI has issued formal written policy that requires offices to complete all leads within specific 

timerrames. 

Webster Commission Recommendation on Leads tor Joint Terrorism Task Force (ITTF) Task Force 
Otticers 

The FBI agrees that there may be situations in which the assignment of a JTTF Task Force Officer 

as lead investigator may not be in the best interest of the investigation. 

The FBI also recognizes and values the unique contributions of its Task Force Officers, including 

their specialized knowledge and tamiliarity with their home agency's systems and procedures, and will 

assess the proper assignment tor each investigation based on the circumstances of each case. 

Webster Commission Recommendations on Counterterrorism Assessments of Law Enlorcement and 
Other Government Personnel 

As the Commission notes. the FBI implemented, within weeks of the Fort Hood attacks, an 

information-sharing agreement with the Department of Defense regarding counterterrorism 

investigations of military personnel. The Webster Commission descrihed this inlormation-sharing 

agreement as important, noting that it "assures that, as a matter ofwritten policy, the FBI will provide 

timely and consistent notice of counterterrorism assessments and investigations" of Defense 
Department personnel. 

Consistent with the Commission's recommendation, the FBI is pursuing similar arrangements 

regarding other Federal, State, and local government employees. 

Integrnting Intelligence and Operations: The Webster Commission reported that it was impressed with the 
quality and commitment of the FBI's Intelligence Analysts and the integration of Analysts into the FBI's work. 

Webster Commission Recommendation on Continued In!egratiQnilll!!telligence Analvsts into Operations 

As the Report recognized, the FBI has already taken significant steps to strengthen its integration 

of intelligence and operations. 
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The Counterterrorism Division has created a strategic analytical and operational branch that 

includes multiple threat-based fusion cells, responsible for ensuring counterterrorism operations and 

collection are focused on priority threats. The Deputy Assistant Director who leads this branch is an 

Intelligence Analyst. 

The FBI continues to examine innovative ways to integrate intelligence and operations throughout 

the organization. 

Infonnalion Technology: The Commission recommended that the FBI employ various enterprise data 
management and data integration applications designed to aid the FBI in reviewing, analyzing, managing, and 
acting on information and implement protocols f{l[ reviewing such information. In many cases, the FBI has 
already addressed the Commission's recommendations, including by implementing data management and 
integration projects and policies designed to help Agents, Analysts, Task Force Officers, and other personnel 
more effectively review, evaluate, and exploit information. Due in part to the rapidly evolving nature of 
information technology, and the FBI's numerous initiatives to upgrade its technology, much ofthe technology 
and tools in place at the time of the attack, and reviewed by the Webster Commission, have been replaced with 
more advanced technology over the span of a year or more. The Webster Commission acknowledges that many 
of these crucial technologies would require additional funding. 

Webster Commission Recommendation on Expediting Enterprise Data Management 

The FBI -like the rest of the U.S. Intelligence Community - has j()cused Enterprise Data 

Management projects on eliminating "stove-piped" database architecture in order to move toward our 

goal of collecting and storing data as a service. 

Webster Commission Recommendation on Expanding and Enhancing the Data Integration and 
Visualization System 

Data Integration and Visualization System (DIVS) is one important step in the FBI's broader 

Enterprise Data Aggregation Plan. DlVS evolves as technology improves and as new data is 

received. Today's Drvs is beginning to use technology that existed only in concept at the time of the 

Fort Hood shootings. 

D1VS enables FBI personnel today to use a single log-on and user interface to conduct complex 

searches across the FBI's most critical data holdings, triage and visualize the results, and integrate the 

data into analytical tools - all capabilities that did not exist at the time of the Fort Hood shootings. 

Since the Commission's initial review ofDIVS, the number of FBI and non-FBI data sets accessible 

to DrVS has grown considerably. 

• The FBI is working to implement a majority ofDIVS' planned analytical capabilities by this Fall. 

As the technology industry continues to develop electronic means to extract and understand concepts 

ITom data, the Fill must focus on and invest in these technologies. 
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Webster Commission Recommendation on DWS-EDMS 

In 2009, the FBI initiated a multi-phased modemization eflort to enhance the Data Warehouse 

SystemlElectronic-Surveillance Data Management System (DWS-EDMS). The F[II has adopted a 

new and more effective search engine Jar DWS-EDMS. 

The FBI has already invested in hardware necessary Jar a tcchnical refresh and to enable a disaster 

recovery capability Jar DWS-EDMS. As stated in the report, further investment would be necessary 

to implement an automated live recovery capability. 

Webster Commission Recommendation on Acquisition of Advanced InJormation Search, Filtering, 
Retrieval, and Management Technologies 

The FBI has begun implementing an enterprise knowledge-management application that will 

provide advanced search and analytic tools to review and manage a wide variety of data. Among 

other things, these tools will help FBI personnel organize intelligence and discover non-obvious 

connections. 

The FBI is also deploying the next generation of tools to process content within DWS-EDMS; 

these tools will enable advanced search and other capabilities. 

As the technology industry continues to develop electronic means to extract and understand 

concepts from data, the FBI must focus on and invest in these technologies. 

Webster Commission Recommendation on Review Protocols Jar Large Strategic Collections of Data 

The FBI is in the process of finalizing protocols to manage the review oflarge strategic 

collections of data. 

Governing Authorities: The Webster Commission conducted a broad review of the FBI's goveming 
authorities and procedures as they relate to counterterrorism operations. The Commission reports these 
authorities and procedures strike an appropriate balance between detecting and disrupting threats and respecting 
civil rights and civil liberties. The Commission also made recommendations regarding the need for the FBI 
Office oflntegrity and Compliance and Inspection Division to conduct internal compliance reviews and audits to 
ensure compliance with all policies and procedures that protect civil liberties and individual privacy. The FBI 
supports these recommendations and has taken action to implement them. 

Webster Commission Recommendation on Compliance Reviews and Audits 

The FBI regularly conducts reviews to ensure FBI compliance with its policies and procedures 

and will conduct the reviews and audits identified by the Commission. 
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Webster Commission Recommendation on Adherence to Information Security Policies 

The FBI regularly conducts reviews to ensure FBI compliance with its policies and procedures 

and will conduct the reviews identified by the Commission. 

Webster Commission Recommendation for FBI Authorities to Remain in Effect 

The FBI agrees that FBI's authorities for National Security Letters. FISA Section 215 Business 

Records. Roving Wiretaps, and FISA "Lone Wolf' orders are essential tools for protecting national 

security and should remain in effect. 

Webster Commission Recommendation on Updating Attorney General Guidelines Affecting Extra­
Territorial Operations 

Since 2011. the FBI and Department of Justice have been engaged in a joint-effort to update the 

Attorney General Guidelines. 

Training: Following the shootings, the FBI immediately instituted additional training for all Task Force Officers 
related to FBI databases and Joint Terrorism Task Force operations. The Webster Commission concluded that 
the "FBI's post-Fort Hood enhancements of counterterrorism and JTTF training represent significant 
improvements. " 

Webster Commission Recommendation on Training Task Force Officers 

The FBI has substantially expanded its Task Force Officer training, to include the following: a 

mandatory nine-day orientation course, mandatory FBI database training, and mandatory introductory 

training prior to a Task Force Officer receiving his or her first duty assignment. 

All mandatory courses must be completed within the flfst 90 days of assignment to the Joint 

Terrorism Task Force. 

Administrative and Disciplinary Action: At the request of the FBI. the Commission considered whether any 
administrative or disciplinary action should be taken against any FBI personnel. The Commission determined 
that it would not recommend any such action against FBI personnel. 

### 
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Mr. WOLF. I see Judge Carter, Congressman Carter, came in. He 
is a member of the full committee, but not the subcommittee. I ask 
unanimous consent that he be able to sit since Fort Hood was in 
his district. Without any objection. 

Mr. CARTER. Thank you, Mr. Chairman. 

ARREST WARRANT FOR AWLAKI

Mr. WOLF. The first question, the reason that Hasan first comes 
to anyone’s attention is his initiation of contact with Anwar al- 
Awlaki. It becomes very important, then, to understand who the 
FBI thought Awlaki to be and to understand what the government 
knew about him at the time. 

According to the report, Awlaki was under full investigation by 
the Washington field office, WFO, starting around 2001. While the 
report mentions Awlaki moved to England in spring of 2002, it does 
not mention his return to the U.S. in October 2002, where the out-
standing warrant for his arrest was inexplicably withdrawn by the 
Washington field office. 

Why was this return to the U.S. not referenced in the report, and 
why was the warrant withdrawn if Awlaki was under full inves-
tigation by WFO at the time? 

Mr. GIULIANO. That is a good question, sir. Two issues of clari-
fication. So Awlaki did return in 2002. There was a Diplomatic Se-
curity Service (DSS) warrant out for him. We knew Awlaki was 
coming back. We had information that he was coming back, and 
the Colorado U.S. Attorney’s office looked at the warrant, looked at 
the factual basis for the warrant. It was not an FBI warrant, and 
it was dismissed simply because they did not feel they had the abil-
ity to prosecute Awlaki for the alleged passport fraud. 

It was not an FBI warrant. Certainly if we felt that warrant was 
good, and there was a way we could have incarcerated Anwar al- 
Awlaki at the time, we would have done that, but that was a Diplo-
matic Security Service, a State Department warrant. As is a nor-
mal course, the U.S. Attorney’s Office will look at a warrant, espe-
cially when somebody is coming back into the country, to see if 
process can be served, and they determined there was not enough 
evidence to prosecute him on the passport fraud case there. 

Mr. WOLF. It was very unusual, though, and at the time it was 
early in the morning, and there is more there than I think is obvi-
ous. But why was the return to the U.S. not referenced in the re-
port? Did Judge Webster know, was he told of Awlaki’s return? 

Mr. GIULIANO. Yes, sir. The Commission had full access to all of 
Awlaki’s information. I don’t know why it was not referenced other 
than the fact that it was not an FBI warrant, and we did not ask 
for it to be dismissed. 

Mr. WOLF. So you are confident that Judge Webster knew of 
Awlaki’s return, and the FBI told him of that return? 

Mr. GIULIANO. I am confident he had all the documentation on 
Awlaki that would have referenced this. 

Mr. WOLF. Okay. If Awlaki was under full investigation from ap-
proximately 2001 to 2003, why was Awlaki approved by DOD secu-
rity to speak at the Pentagon? 

Mr. GIULIANO. Sir, I can’t speak for DOD. I can’t answer that 
question.
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RELATION BETWEEN AWLAKI AND 9/11 HIJACKERS

Mr. WOLF. What was the FBI’s understanding of the relationship 
between Awlaki and the 9/11 hijackers in January of 2009? 

Mr. GIULIANO. Again, sir, great question. I think, as you know, 
after 9/11, Awlaki came up both in the Commission report, and 
there were allegations that Awlaki had supported some of the 9/11 
hijackers. Extensive investigation was done by the Bureau and the 
rest of the Intelligence Community to try to determine whether 
Awlaki had anything to do with 9/11. 

As you know, Awlaki early on was the imam of a mosque in San 
Diego, where two of the 9/11 hijackers went, and then subsequently 
transferred from there to a mosque in Falls Church, Virginia, 
where, again, two of the 9/11 hijackers went. We interviewed 
Awlaki after 9/11 on three separate occasions. He identified one of 
the 9/11 hijackers as somebody he knew as going to his mosque. 
We were never able to obtain a stitch of evidence that showed 
Awlaki knew beforehand about 9/11 or supported the 9/11 hijack-
ers.

Mr. WOLF. Based on history, do you think that is still accurate? 
Mr. GIULIANO. I do, sir. 
Mr. WOLF. Did Awlaki ever meet with Major Hasan in Virginia? 
Mr. GIULIANO. No, not that we know, sir. 
Mr. WOLF. Did Awlaki meet with the 9/11 hijackers in San 

Diego?
Mr. GIULIANO. Let me step back. Awlaki was the imam of a 

mosque in San Diego where we know two of the 9/11 hijackers 
went. When we questioned Awlaki, he admitted that one of the 9/ 
11 hijackers went to his mosque. He knew him tangentially, identi-
fied him, and gave us a description of his activities, but we were 
never able to substantiate any of the information that stated 
Awlaki supported, in any way, shape or form, the 9/11 hijackers. 

Mr. WOLF. Right in here it says, Awlaki connected to 9/11, meet-
ing with hijackers, and a report comes in, and the connection of 
anybody in communication with them, I think, would have been a 
loud gong. It would have said something is wrong here. 

HASAN’S MOTIVES FOR ATTACK

The Senate Homeland Security Committee issued a report on the 
Fort Hood incident. Senators Lieberman and Collins issued a state-
ment praising the Webster report; however, they also stated that, 
‘‘We are concerned that the report fails to address the specific 
cause for the Fort Hood attack, which is violent Islamist extre-
mism.’’

Do you agree that violent Islamist extremism was the specific, or 
was a cause of the Fort Hood attack? 

Mr. GIULIANO. Sir, I can’t say specifically what was in Mr. 
Hasan’s——

Mr. WOLF. What is your gut? Do you believe Awlaki played any 
role at all? 

Mr. GIULIANO. He is getting ready to go to trial, sir. I can’t com-
ment on what role and what was in his mind when he made that 
determination. Clearly Anwar al-Awlaki was an individual who 
was well known in the community. He was a propagandist at that 
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point back in that time. We know from some of the emails that 
Hasan looked at him, in his own words, as a leader and an activist, 
but I can’t get into Mr. Hasan’s head. 

FBI CHANGES SINCE FT. HOOD ATTACK

Mr. WOLF. Have there been specific changes in the way the FBI 
approaches and responds particularly to domestic violent Islamist 
extremists’ threats that have arisen based on the lessons learned 
from Fort Hood? 

Mr. GIULIANO. Yes, sir, there has been a number of changes 
made, starting with radicalization, and this comes out of the Sen-
ate Committee report. We have at the various lowest levels, to in-
clude our new agents, added classes on radicalization, so at the 
earliest stages, our agents are looking for and know the tentacles 
to radicalization and from radicalization to mobilization. It is in all 
our basic courses for our Joint Terrorism Task Forces, and in our 
advanced courses there is more training on radicalization. 

From the standpoint of understanding an individual like Awlaki, 
one of the things the report has kind of hulled out and threaded 
out is that when somebody is moving from maybe a propagandist 
to at some point being operational, where we saw Awlaki go later, 
there needs to be not just field office eyes on what we are recov-
ering, like the emails, there also needs to be an additional look 
from the headquarters level, maybe even from the community, and 
from some of the interagencies, so that we make sure there is a 
fuller picture of someone like Awlaki and those that have come in 
contact with him. 

FBI ASSESSMENT OF AWLAKI

Mr. WOLF. There seems to be a significantly different view of 
Hasan’s relationship with Awlaki between the San Diego and the 
Washington field office. What was the FBI’s assessment of Awlaki 
as of December 17, 2008, and when Hasan contacted Awlaki 
through his website? 

Mr. GIULIANO. Again, sir, it is a good question, and it is an inter-
esting question. As you know, we looked at Awlaki for a number 
of years, and in that timeframe in 2006, 2007, Awlaki is incarcer-
ated in Yemen, so we actually interviewed him while he was in jail. 
As he gets out at the end of 2007, beginning of 2008, he comes on 
line again very quickly with his website and walks a very careful 
line, I think, between what he puts on his website and his emails. 
The interagency, the Intelligence Community begins to look at 
Awlaki, relook at Awlaki, to determine whether he has become 
operational. We don’t see that at that point. 

So in that snapshot of time, 2008, early 2009, we are just looking 
at him. He appears to be a propagandist. There is information that 
he is starting to get involved with individuals who are related to 
AQ, but our understanding at that time is that he is an individual 
who was born in the U.S., spent time in Yemen, and was educated 
in the U.S. For many people, he was considered an individual who 
they went to for advice on his website, but we also know he was 
becoming more radical at that time. So in that snapshot of time, 
that is kind of the look that we had. 
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Mr. WOLF. How many people were radicalized by him? Was 
Chesser radicalized by him? Who were some of the people that we 
know about who were radicalized by Awlaki? 

Mr. GIULIANO. There are a number of other investigations that 
we have had and have where we know that they are listening to 
Awlaki sermons online. Again, I don’t think we can say that that 
is the one node that radicalized him. Without a doubt he was part 
of that radicalization process on individuals like Chesser and oth-
ers.

Mr. WOLF. Did Chesser ever attribute that he was radicalized be-
cause of Awlaki? 

Mr. GIULIANO. I can’t recall that, but I know he looked at 
Awlaki.

Mr. WOLF. And how many others fit in the category of Chesser? 
Mr. GIULIANO. There are a number of others, I don’t know the 

exact numbers. 
Mr. WOLF. Would you submit them for the record at this point 

who you believe were part like Chesser that were radicalized? 
Mr. GIULIANO. I can go back and look at our disruptions and 

those that were touched by Awlaki, yes, sir, I can. 
[The information follows:] 

RADICALIZATIONS DUE TO AWLAKI

The number of radicalizations is classified and will be provided separately in a 
classified seting. 

Mr. WOLF. And did prior investigations or the relationship with 
Awlaki shape the FBI’s understanding or misunderstanding of the 
threat he posed? 

Mr. GIULIANO. Sir, I think that if you look at—and you ref-
erenced it—the lead that came out of San Diego, they felt that they 
had, and I feel that they had, an accurate reflection of what Awlaki 
was at that snapshot in time. 

Mr. WOLF. How many other U.S. Government or military em-
ployees were found to have contacted Awlaki during this period? 
Have these individuals now been fully investigated, and did any 
hold security clearances, as Hasan did? And I would like to share 
with you, and if the staff would share with the members of the 
committee, an NPR story last month that indicated that the FBI 
has conducted more than 100 investigations into suspected Islamic 
extremists within the U.S. military. How would you assess that 
threat? And tell us what you are doing about it. Is that accurate, 
the NPR report? 

[The information follows:] 
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FBI Tracking 100 Suspected Extremists In Military 
by DINA TEMPLE·RASTON 

Enlarge Handout/Getty Images 

The FBI is investigating more than 100 suspected Muslim extremists who are part of the U.R military community, officials tell 

NPR U.S. authorities have increased scrutiny since the 2009 shooting attack at Fort Hood, Texas, that left 13 dead. Maj. Nidal 

Hasan, charged with the killings, is shown here in an April 201 0 court hearing. 

June 25, 2012 

The FBI has conducted more than 100 investigations into suspected Islamic extremists within the 

military, NPR has learned. About a dozen of those cases are considered serious. 

Officials define that as a case requiring a formal investigation to gather information against suspects 

who appear to have demonstrated a strong intent to attack military targets. This is the first time the 

figures have been publicly disclosed. 

The FBI and Department of Defense call these cases "insider threats." They include not just active and 

reserve military personnel but also individuals who have access to military facilities such as contractors 

and close family members with dependent ID cards. 

Officials would not provide details about the cases and the 

FBI would not confirm the numbers, but they did say that 

cases seen as serious could include, among others things, 

suspects who seem to be planning an attack or were in 

touch with "dangerous individuals" who were goading them 

to attack. 

Details Revealed At Closed Congressional Hearing 

The FBI and the Department of Defense declined to 

discuss the figures on the record, but three sources with 

I was surprised and 

struck by the numbers, 

they were larger than I 

expected. 

• Sen. Joseph Lieberman, who 
co-chaired a hearing on internal 
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direct knowledge confirmed that the numbers were 

revealed in a closed session of a House-Senate committee 

hearing in December. The FBI also declined to say whether 

it has compiled more up-to-date figures since that time. 

threats to the military 

"I was surprised and struck by the numbers; they were larger than I expected," Sen. Joseph Lieberman, 

an independent from Connecticut and chairman of the Senate Committee on Homeland Security, told 

NPR. He stopped short of confirming the numbers. 

The Oft-Delayed Trial Of Maj. Nidal Hasan 

Maj. Nidal Hasan, the man charged in the 2009 Fort 

Hood shootings, has had his trial postponed several 

times already. At a pretrial hearing last Tuesday, a 

military judge kicked him out of the courtroom and 

barred him from future hearings as long as he keeps his 

beard, which violates military regulations. 

Hasan, who was wamed about his beard previously, 

was taken to a nearby room to watch the proceedings 

on a closed~circuit television. 

His trial is now set for Aug. 20, and prosecutors are 

seeking the death penalty for the shooting rampage that 

left 13 dead and more than 30 injured at the Texas 

military base. 

Hasan was shot by police that day. He is paralyzed from 

the waist down and uses a wheelchair. He remains 

jailed, though he still draws his military pay for now. 

-GregMyre 

"I know one can say that as a percentage of the 

millions of people in active military service or 

working with contractors, the numbers you talk 

about are a small percentage of the total, but the 

reality is it only took one man, Nidal Hasan, to kill 

13 people at Fort Hood and injure a lot more," 

Lieberman said. 

Hasan was an Anmy major at Fort Hood in Texas 

who is charged with opening fire on soldiers in the 

base's processing center in November 2009, The 

rampage is considered the most serious terrorist 

attack on U.S. soil since the Sept. 11 attacks. 

Prosecutors say Hasan had been in touch with an 

American-born radical imam, Anwar al-Awlaki, to 

ask for spiritual guidance ahead of the shooting; 

and Awlaki is said to have blessed it. Awlaki was 

killed in a drone attack in Yemen last year. 

Investigators also say Hasan had been displaying 

signs of increasing radicalization before the 

shooting took place, but the behavior had not 

been properly reported. Hasan's court-martial is 

set to begin on Aug. 20, and he faces the death penalty, 

The FBI compiled its tally of Islamic extremist cases in the military late last year for a joint hearing that 

Lieberman co-chaired. The hearing was looking at possible threats to military communities inside the 

United States, and the number of cases was revealed at that time. 

About A Dozen Cases Face Full Investigation 

The FBI typically divides investigations into three categories: assessment, preliminary investigations, 

and then full investigations in which agents have enough evidence to justify using all the investigative 

tools at their disposal. As of last December, there were a dozen cases in that last category. 

"This number speaks not only to the reality that there is a problem of violent Islamic extremists in the 

military, but also that the Department of Defense and the FBI since the Nidal Hassan case are working 

much more closely together," said Lieberman. 

Officials stressed that the FBI and the Department of Defense track all kinds of extremism within the 
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military community from white supremacists to neo-Nazis, not just Islamic extremists. 

But the Fort Hood shooting inspired new reporting procedures aimed at catching plots before they 

unfold. Since 2001, law enforcement officials have foiled and prosecuted more than 30 plots or attacks 

against military targets within the United States. 

Enlarge 

A Conviction Last Month 

Just last month, an AWOL Muslim soldier named 

Naser Abdo was convicted of plotting to attack 

Fort Hood. Officers found components for an 

explosive device in Abdo's hotel room not far from 

the base. 

Abdo told the judge that the plot was supposed to 

exact some "justice" for the people of Afghanistan 

and Iraq. In an audio recording played during the 

trial, Abdo said his Islamic faith was part of the 
.Joo RaedleiGetty Images reason he planned the attack. 

U.S. Army soldiers attend a Nov. 10, 2010, service for the 13 

people killed in the shooting rampage five days earlier at Fort 

Hood. 
Lieberman says that Abdo actually called out 

Major Hasan's name shortly after he was found 

guilty of conspiring to attack a restaurant just outside Fort Hood where active service members often 

went with their families. Abdo is expected to be sentenced in July. It is not clear whether his case was 

one of the cases on the FBI's list. 

Military Bases Considered Likely Targets 

Officials say for many aspiring violent jihadis a military base is seen as fair game for an attack. 

AI-Qaida's narrative revolves around the idea that America is at war with Islam the world over, and the 

perception is that the U.S. military is at the forefront of that battle. 

the two-way 

Senate Report: 
Authorities Could 
Have Prevented 
Fort Hood 
Shootings 

Counterterrorism officials say that for many freshly minted jihadists, a military 

target is an easier choice and easier to justify than targeting a shopping mall 

or other soft civilian targets - precisely because it is seen as part and parcel 

of the battle. 

"After the Fort Hood shooting, having just one serious case, much less 

having a dozen, is cause for concern," says Bruce Hoffman, a professor and 

counterterrorism expert at Georgetown University and a distinguished scholar 

at the Wilson Center. 

"You have to think about how people in the military community aren't just your 

run-of-the-mill jihadis," Hoffman says. "These are people who have access to 

guns and to bases and are supposed to have security clearances. This is not 

the community you want to be radicalizing." 
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Mr. GIULIANO. Sir, the exact number is classified, so I can’t talk 
about it in this setting. I can in another setting. 

Mr. WOLF. Okay. You can tell us that. We can do that. 
Mr. GIULIANO. I will. It is something that we look at very, very 

carefully. There are many investigations that we are running joint-
ly with the Department of Defense right now. 

To get to your point, we believe we know who has been in contact 
with Awlaki, or at least potentially is listening or has listened to 
Awlaki sermons, etc. and I believe we do have them well covered, 
under investigation. 

Mr. WOLF. If you would tell us, we could get that from you. 
Mr. GIULIANO. Yes, sir. 
[The information follows:] 

NUMBER OF INVESTIGATIONS OF U.S. MILITARY PERSONNEL

The number of military personnel being investigated for possible radicalization is 
classified and will be provided separately in a classified setting. 

CONTACTS BETWEEN HASAN AND AWLAKI

Mr. WOLF. The emails shown in the report between Hasan and 
Awlaki are troubling. In his very first email to Awlaki, Hasan 
raises the question of religious justification for Muslims in the U.S. 
Armed Forces killing other U.S. soldiers. He praises Awlaki’s reli-
gious understanding and asks him for a reply. 

It is hard for me to understand the context in which such an ex-
change was found to be benign without any significant assessment 
or investigation. Does that seem unusual to you? 

Mr. GIULIANO. Sir, I think, as you know, there are a couple of 
issues here, and it is where the Commission found that we cer-
tainly fell short. Of the two emails, that is the one where Hasan 
is asking Awlaki to make some general comments about Muslims 
in the military. I cite that from his first email; and then the second 
email, which was pushed forward by San Diego as a lead to the 
Washington field office which says, while the emails may seem 
somewhat inane, if he is in the military, that is something that 
should concern you. That is the way the lead was forwarded. 

A couple of things occurred. There were additional emails that 
the Washington field office agent was not privy to, and when he 
looked at these two emails, he did a couple of things, I think right-
fully and right up front. He went to his DOD counterpart. So the 
task force agent in the Washington field office is from the Depart-
ment of Defense. He pulls and does database searches on Hasan, 
on his email, on his phone numbers, to see if he is tied into any 
other terrorist group or somebody that we have under investiga-
tion, but then he goes to DOD and asks them to provide him their 
reports on Hasan. He goes to his online files, the Defense Man-
power Data Center via email, and retrieves 30 files from DOD. He 
also retrieves his Defense Employee Interactive Data, or DEIDS, 
System information and retrieved about five or six of Hasan’s re-
cent performance appraisals. 

So the Agent does the checks and finds nothing else unusual 
about Hasan. He finds out he is active duty military and that with-
in that month, within May, had been promoted from captain to 
major.
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The other thing that he found unusual is that Hasan held a se-
cret security clearance, and at the time was getting his master’s 
degree, his MPH, specifically talking about what it was like to be 
a Muslim in the military and the conflict that occurred there. The 
Department of Defense record lauds him for his research there, 
saying that it is cutting edge, and that it is looked at by his peers 
as cutting-edge research. 

So from his standpoint, where he sits in that time, he is looking 
at an individual who holds a secret security clearance; who has re-
cently been promoted from captain to major; who was not trying to 
hide his identification in any way, shape or form from Awlaki. In 
fact Hasan goes to his website, so the contact is actually through 
Awlaki’s website, not a personal, person-to-person email address, 
and the task force officer believes where he is sitting that it is in 
line with the research Hasan is doing. All Hasan’s performance ap-
praisals are positive. They state that he should be promoted, and 
the task force officer does not want to take a chance to move for-
ward at that time and potentially risk the fact that Awlaki is 
under investigation. 

So, again, a snapshot in time. Easy to go back and second-guess 
that DOD task force officer, and, again, I am not making excuses, 
I am trying to put it into the context of what he had available to 
him at the time when he made that decision. 

Mr. WOLF. I have a few more questions, and then we are going 
to go to Mr. Fattah. 

DOMESTIC INVESTIGATIONS AND OPERATION GUIDE

Did the FBI personnel involved in the Hasan assessment follow 
the approved guidelines as delineated in the Domestic Investiga-
tions and Operation Guide, the DIOG, and, if so, does that indicate 
a problem with the DIOG in that it discourages aggressive pursuit 
of terrorism leads? Should the DIOG be changed to encourage more 
investigation of leads? When was the DIOG adopted, and how does 
it differ from previous guidelines? And then I want to ask you 
something, were outside groups involved in the development of the 
DIOG?

Mr. GIULIANO. Sir, I don’t think so. I think that was an inter-
nal——

Mr. WOLF. Was CAIR ever inquired and asked to speak, to com-
ment on the DIOG? 

Mr. GIULIANO. No, sir. 
Mr. WOLF. Okay. When the DIOG was adopted, how does it differ 

from previous guidelines? And do you believe should the DIOG be 
changed to encourage more investigational leads based on the cir-
cumstances in the Webster report that you have looked at? It is 
mentioned in the Webster report. 

Mr. GIULIANO. Okay. So just to try to hit all your points here, 
sir. The first question, did the agents follow the DIOG the way it 
was written at the time, and the answer is that they did. 

Mr. WOLF. So if they did, then, an agent followed that. So does 
that mean the DIOG should be changed to encourage more inves-
tigation of leads? Because somehow, as I dig into this, if I say here 
is an individual A who follows the guidelines, and the guidelines 
results in 13 people dead and numerous wounded and, based on 
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the guy like Awlaki who has been involved, he also radicalized the 
fellow from North Carolina and many others, should the DIOG be 
changed?

Mr. GIULIANO. So just a couple of things. We have changed a 
number of things since this occurred. At the time, the lead was set 
as a discretionary lead, which gave the discretion to cover the lead 
and how that lead was covered to the Washington field office. That 
has been changed. There are no longer discretionary leads. 

In the DIOG it asks the agents to use the least intrusive meth-
ods possible, so it gives us an escalation of our ability to utilize the 
tools that Congress has given us to investigate those involved, po-
tentially involved, in terrorism. And so what the DIOG basically 
states is that we need to use the least intrusive means necessary 
as we escalate the tools that are available to us. So in this case, 
acting under those rules, the least intrusive means, the agent felt 
that with the databases he had checked, with the information that 
came out of the DOD files, with the fact that Hasan used his own 
name, didn’t try to hide it, and his recent promotion, that the 
Agent had done everything he needed to do based on the informa-
tion he had. 

To answer your second question, the DIOG, the way it is set 
right now, gives us the tools to do what we need to do. 

Mr. WOLF. So you don’t think it has to be changed? 
Mr. GIULIANO. I don’t, sir. I believe we have the tools available 

to do what we need to do. I believe our investigators are among the 
most aggressive investigators in not only the country, but in the 
world. And this is a case when we look back and we armchair-quar-
terback and second-guess, which Mr. Fattah had mentioned we 
need to do to make sure that we get better at what we do. I believe 
the tools are there, I believe the DIOG, the way it is written, gives 
us the ability to do it, and I believe the fact that it requires us to 
use the least intrusive means to be able to escalate the tools that 
you have given us makes sure that we are walking that fine bal-
ance between protecting civil liberties in this country and making 
sure there isn’t another 9/11. 

Mr. WOLF. The report faults the decision not to interview Hasan. 
The Washington field office feared that an interview could jeop-
ardize the Awlaki investigation, but the Commission rejects this 
explanation. Would a pretext interview have been appropriate in 
this instance and allowable under the DIOG? 

Mr. GIULIANO. Yes, sir, to both questions. 
Mr. WOLF. The Washington field office also believed that an 

interview did not satisfy the least intrusive means test; however, 
a simple records check was clearly not sufficient in this case to un-
cover the threat posed by Hasan. What further should or could 
have been done to determine whether Hasan was involved in ter-
rorist activities? Are you confident that in a similar case today— 
so we don’t have another hearing two years from now, another year 
from now, we are going to wake up and the newspaper some morn-
ing and hear that in Fort—you put the last name in—something 
like this has happened again—what further should or could have 
been done to determine whether Hasan was involved in terrorist 
activities? But, most important, are you confident, and is the FBI 
confident, is Director Mueller confident, is the leadership confident 
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that in a similar case today, an agent would feel empowered to pur-
sue where their instincts told them there was something amiss? 

And I agree with what Mr. Fattah said, that becomes the whole 
thing. Would we take the current DIOG, the current circumstances, 
and are you confident that in a similar case an agent would feel 
empowered so we did not have another Fort Hood? 

Mr. GIULIANO. Sir, there are two prongs to the answer to that 
question. I think, first of all, the way the information-sharing setup 
is now with the Department of Defense, at the ground level the 
FBI shared with the DOD individuals on the task force the infor-
mation it had. What did not occur, and where there was a clear 
lapse, is that there was no Headquarters-to-Pentagon sharing of in-
formation. Had that happened, there is a possibility we would have 
seen that DOD looked at Hasan differently where he was, and that 
may have changed the complexity and the direction of the inves-
tigation.

RECONCILIATION OF DIFFERENCES BETWEEN FBI FIELD OFFICES

The second thing that has changed, and we have reiterated, is 
when there is a difference of opinion between a San Diego and 
Washington field office, it needs to be pushed up to management 
so that they will help steer that direction. I think that potentially 
could have changed what happened. I don’t think we will ever 
know whether an interview would have changed anything, but it 
certainly would have allowed us to get a better handle on what the 
FBI had and what the Department of Defense on the ground had 
and understood. 

Mr. DICKS. Mr. Chairman. 
Mr. WOLF. Yes? 
Mr. DICKS. Just on that point. 
Mr. WOLF. Sure. 
Mr. DICKS. Why was it that it was not done? 
Mr. GIULIANO. Why was the Pentagon not—— 
Mr. DICKS. Why did it not go up to the higher authority to be 

reconciled?
Mr. GIULIANO. Sir, that is a great question, and I don’t have a 

good answer for that. It happens every single day where there are 
disagreements on the complexity, or the tenor, or tone of how we 
conduct an investigation. They are pushed up to management, they 
are pushed up to headquarters, headquarters is involved, and in 
this case the DOD—— 

Mr. DICKS. Was this San Diego; was this the San Diego office 
that had sent this in? 

Mr. GIULIANO. That is correct, sir. 
Mr. DICKS. Was it a lack of aggressiveness on their part? 
Mr. GIULIANO. Sir, I think San Diego actually felt that the Wash-

ington field office should have done more. They felt they needed to 
be more aggressive. What did not occur, and what should have oc-
curred, is it did not get pushed up the San Diego chain of com-
mand, which I think would have pushed it up to headquarters, 
where we would have stepped back and most likely said we want 
an interview to be conducted. 

Mr. DICKS. Thank you, Mr. Chairman. 
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POLITICAL CORRECTNESS

Mr. WOLF. My last question before I go to Mr. Fattah, this recol-
lected phone call between San Diego—and I urge Members to read 
the report, too. I commend the Bureau. I think the public report 
almost has as much information as you need without the classified 
one. The final phone call between San Diego and Washington field 
office included an exchange about interviewing Muslims who visit 
extremist websites as a politically sensitive subject for WFO. The 
conversation was said to have included the comments, ‘‘Washington 
is not San Diego.’’ 

What does that mean to you? Was political correctness a reason 
why this lead was not aggressively pursued, and, if so, what has 
been done to prevent the reoccurence of this? 

And I periodically will have a number of FBI agents come up to 
me—as you know my district is in northern Virginia—who will tell 
me that they believe there is a political correctness encroaching 
into the Department of Justice and into the Departments of De-
fense and Justice and the FBI, and it was said—let me just say, 
this is a bipartisan thing—it was said during the same thing with 
regard to the final years of the Bush administration. 

So the question is what does that mean to you, ‘‘Washington is 
not San Diego?’’ 

Mr. GIULIANO. I am aware of the comments that you are making, 
sir, in the report. The report did not find political correctness was 
in any way, shape or form responsible for his lack of going forward 
with the interview. That is a snapshot of a conversation that took 
place. The Agent on the receiving end does not recall that conversa-
tion. So it is very hard for me to get into the mind of the one Agent 
that said it. 

I personally do not believe political correctness had anything to 
do with this determination. I laid out the facts the way the agent 
did in the Washington field office, what he used to make those de-
cisions. Again, it is easy to go back and second-guess. I believe an 
interview would have been prudent in this case, but I don’t believe 
political correctness, nor does the report assert political correctness 
was the reason for that. 

Mr. WOLF. Okay. Sometime during the recess I would like to 
have the opportunity to speak to the Washington field office people 
who were involved; obviously do it alone. I just want to ask them, 
because my sense is—and I am making this official request to meet 
with them. We don’t really need anybody else there. But I really 
want to know. And lastly, as I go to Mr. Fattah, I want to make 
sure this never, ever happens again, where a lead is not pursued 
because of fear that your career will be ruined because you do 
something that may very well save people’s lives. 

Mr. Fattah. 

CIVIL LIBERTIES

Mr. FATTAH. Thank you, and let me thank the chairman. 
And let me try to cover a number of pieces to this puzzle. Right 

after 9/11, the House held some hearings, and former Speaker 
Newt Gingrich was testifying, and I asked him a question. At that 
point it was about how far we needed to go to prevent future 9/11s. 
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I reminded the Speaker that we had criticized countries like China 
for locking people up without charges, not having access to lawyers, 
and so forth and so on, and asked what the rule of law was going 
to be relative to these kinds of new challenges? Because our system 
of criminal justice was based on the notion that we would rather 
someone guilty go free than someone innocent be convicted, right? 
So we kind of leaned on the side of protecting people’s rights and 
due process. But then when you get to terrorism, it is a different 
issue because you are really trying to prevent the incident from 
happening in the first place. So you have a lot of challenges. 

I don’t very much buy into the notion of political correctness. I 
think that we have an issue around constitutional correctness, 
when you have an American citizen, as to the question of whether 
they can listen to or read something or associate themselves in 
some grouping. It is pretty clear in the Constitution that those 
things are protected, and then there is a set of actions that are of 
concern.

Now, this question of radicalization is not new in the military. 
There have been any number of groups that the FBI has had to be 
concerned about attempting to either get members trained in the 
military or to radicalize present members of the military, and this 
has nothing to do with any particular set of dynamics. This is a 
concern ongoing. 

And I thought that Congressman Dicks’ question was interesting. 
This issue with DOD and the FBI and the issues of coordination 
is something that we may want to structurally look at a little bit 
better, because maybe we need to try to create a process in which 
the FBI could have greater access and maybe even some joint 
alignment with some of the investigatory units inside of DOD. 

I was out at the Terrorist Screening Center in Virginia. The 
agencies seem to be working very well together, and obviously a lot 
of good work has taken place, but we do need to be mindful as we 
go forward that you have constitutional prohibitions or constitu-
tional protections, depending on how one might want to view it. I 
view it that it is our absolute responsibility to uphold the Constitu-
tion, and that each of the agencies of our government have that re-
sponsibility. So when we term it political correctness, I think it 
cheapens the issue. We have a responsibility to follow these rules, 
and we also have a responsibility to try to create as safe an envi-
ronment as possible. 

FBI RESPONSES TO REPORT’S RECOMMENDATIONS

So I want to go to what the Bureau’s response is to these rec-
ommendations. Now, they have been made in a number of different 
categories, and if you could take the time in this hearing, which is 
about these recommendations and how we are going to go forward, 
and respond to the recommendations, I would appreciate it. 

Mr. GIULIANO. Okay. Thank you, sir. I would just make a couple 
comments if it is prudent regarding our relationship with the De-
partment of Defense and how it is integrated. They have increased 
the number of their personnel on our JTTFs throughout the coun-
try, and the kind of node that we coordinate all these investiga-
tions now occurs at the National Joint Terrorism Task Force, 
where the Deputy is a member of the Department of Defense. So 
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that Deputy for the National Joint Terrorism Task Force is a DOD 
person. He sees every investigation that touches the military imme-
diately and then is the belly button that pushes that over to the 
Pentagon. So I think that process, that formal process that you 
spoke about, is in place, and I would be glad to talk to you about 
that more offline. 

We will go through the recommendations and what was done. 
One of the recommendations surrounded training, and one of the 
concerns was that there was not enough training for our JTTF per-
sonnel, especially as it related to the number of databases that the 
Bureau has and where collection is stored. We recognized that im-
mediately after 9/11 and brought some 3,000-plus task force officers 
to be trained on all our databases. 

And the Director asked us to look even further at training and 
to step back and assess whether the training we were giving to our 
JTTFs as a whole was up to speed, whether it had changed enough 
with the change in the threat. So we went back and looked at that 
and changed the way we do training as a whole for our JTTF per-
sonnel. And there were a number of online courses they took before 
they came on, then there was regional training that was manda-
tory, but now that training has been all moved to Quantico, and 
it has gone from a couple of days to a nine-day mandatory basic 
training for everybody. 

Mr. FATTAH. Now, this is training so that this new system, this 
Sentinel system—and the chairman has led the way, and we have 
invested tens of millions of dollars in this system—this is to train 
the 3,000 officers on this new system to be able to access all of the 
databases?

Mr. GIULIANO. That is right, sir. The process will continue. As 
Sentinel now is online, the training for that will continue. Some of 
the new software we have been able to purchase, again at the be-
hest of the committee, to help us do a better job analyzing data, 
is also being pushed out and being trained on. 

The other issues go to your earlier comments and to Mr. Dicks’ 
comments also with just about the lead being covered, how it was 
covered, and disagreements, and how those are taking place. There 
were a number of policy issues around those that were identified 
and have subsequently been changed. It took too long, in both our 
opinion and the opinion of the other committees, to cover the lead 
to begin with, so we have changed policy there. That again reiter-
ates and requires leads to be covered in a shorter time period and 
duration.

Mr. FATTAH. But in plain English, this lead came as a discre-
tionary lead. We have eliminated that. 

Mr. GIULIANO. That is right. 
Mr. FATTAH. There is no discretionary lead, and there is a 

timeline to follow up on all leads from now on. 
Mr. GIULIANO. That is correct, sir. Discretionary leads were dis-

continued immediately. The timeline for those leads, for the routine 
leads, was tightened up. 

The other thing that has changed is that we have reiterated in 
a number of venues, and we have changed the written policy on— 
although the policy always existed—we now have written policy on 
where there are disagreements on leads, that it needs to be pushed 
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up to the supervisor and the ASAC in the office and then to the 
appropriate oversight group at headquarters. 

But I think the other point there, going back to Mr. Dicks’ com-
ment, is that we have also looked at other cases like Awlaki’s and 
decided that not only do the leads need to be covered more care-
fully and closely, but they need another group to oversee them. So 
there are now a robust analytical group back at headquarters that 
looks at those individuals, like Awlaki, to make sure that there is 
nothing that is missed in those leads as they go out. 

The other thing that was highlighted, and I think rightfully so, 
in the Commission report was the IT system that was being used 
to look at the emails. It required the case agents and the analysts 
to go back every time there was a new email to search it and see 
what other emails were in the queue. That was fine for the way 
we used to do business, but on an individual like Awlaki, that sys-
tem simply was not up to par for what it needed to be. 

So now the systems have been changed so that if there is an 
email of interest where the court authorizes us to look at or we are 
able to get those emails, the system automatically threads all those 
emails together, and it also tips the case agents or the analysts 
when a lead has been set as it relates to that specific email ad-
dress.

So the point is that some of those other emails that were not 
pushed to the Washington field office would have been teed up by 
the system automatically, put into a queue so they can look at 
them as a whole and maybe make a more informed decision. 

Mr. FATTAH. And let’s drill down on this in English. Go back to 
the first point when we have an Awlaki situation. The point is 
there have been changes, and we went through some of this in the 
classified briefing, but there have been significant changes to the 
pruning of the information or the way it is looked at in total, so 
that you are putting the email from a Hasan together with Awlaki 
in a way in which you are seeing the whole picture, not just one 
part of the picture. 

Mr. GIULIANO. That is correct, and this system will allow all 
those emails to be dropped in one bucket and looked at in total. 

Mr. FATTAH. Now, the Commission’s recommendation on working 
through challenges relative to the control of determination on 
leads, right now you said that is going to be bumped upstairs so 
that anytime there is a dispute between two field agents, field loca-
tions, it won’t be just settled by muddling through or doing noth-
ing. Someone will have to make a decision. 

Mr. GIULIANO. That is right, sir. And that occurs and has oc-
curred every day. What we found when we went back, even though 
it was the standard operating procedure, there was not clear-cut 
policy that kind of set that out. So that is what has changed there. 

Mr. FATTAH. All right. Now, are there any recommendations that 
the Bureau does not agree with of the 18? 

Mr. GIULIANO. Sir, there is none that we do not agree with. The 
only one that we continue to wrestle with is their assessment that 
this lead should not have gone to somebody from the Department 
of Defense; rather, it should have gone to somebody other than 
somebody from their home agency. 
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Our experience is, and my experience at running a JTTF is, that 
when you push a lead to somebody from that home agency, they 
are in the best position to understand the nuances of that agency, 
how to cut through the red tape, how to get the information, how 
to cover the leads; and in most cases these are investigators within 
their agencies who have an expertise in investigations. So we are 
still trying to find that sweet spot between that recommendation 
and how we make sure there is more oversight from the FBI. 

Mr. FATTAH. We have had this discussion before, and I will con-
clude my questions on this point, which is that at some point this 
became a subjective matter. So you can look at the employee file, 
and you can see the top secret clearance. You can see the recent 
promotion, and one could have seen that as a reason to be more 
concerned, and one could have seen that as some type of informa-
tion that would say, well, there is no reason to be concerned. Some 
of it has to do with one’s view of their responsibility. 

And so when we get to what might be potentially ordinary crimi-
nal activity, that is one judgment call. When the judgment call is 
about saving lives, then that is where the FBI’s post-9/11 role, if 
you would, this prevention role, comes in. I know you personally 
agree that there should have been this face-to-face interview. That 
is not to say that Hasan may not have been able to get through 
that interview in a way that would have alleviated people’s con-
cerns, but that there should have at least been eyes on him and 
a talk directly with him, because you really were not trying to 
track down bank fraud or some other unrelated matter. The issue 
here really was whether or not there was something more nefar-
ious afoot relative to a potentiality that wasn’t necessarily based on 
some rational criminal enterprise. 

So I thank you for your service to the country. 
Mr. DICKS. Would you yield just briefly? 
Mr. FATTAH. I would be glad to yield, yes. 

HASAN EMAILS TO AWLAKI

Mr. DICKS. On one of these emails, apparently that came in De-
cember of 2008, his first one laid out a question: What would al- 
Awlaki think of Muslims who have joined the military and have 
even killed or tried to kill other U.S. soldiers? That seems pretty 
stark to me. 

Mr. GIULIANO. Yes, sir. 
Mr. DICKS. I don’t know how you use the he’s doing a master’s 

degree or something to justify not looking into that. 
Mr. GIULIANO. Sir, I don’t disagree. As you go to the next line, 

it says, ‘‘can you make some general comments about Muslims in 
the U.S. military? Would you consider somebody like Akbar or 
other soldiers that have committed such acts fighting Jihad, and if 
they did, what would it mean to you?’’ 

Agree, when you look at it in its context exactly how it is, it is 
startling. The problem is if you put yourself back into the agent’s 
position at the time, and you look at this email with what he is 
looking at on the performance appraisal where it states, and I 
quote, he is going for his master’s of public health, Hasan has out-
standing moral integrity and concern in all matters, he took on a 
challenging topic for his MPH. The project related to the impact of 
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beliefs and culture on views regarding military service during the 
global war on terror. 

So without any question, while it sits by itself, I concur with you 
100 percent. When you look at it from this aspect, it changes the 
dynamics a bit. Again, I am not here to make excuses. 

Mr. DICKS. But, you know, so many times in the history of this 
country, we have the information and did not act on it. I mean, 
people going to flight schools to learn to take off—how to take an 
airplane off but not land it, and that was sent to the FBI, and peo-
ple—and nobody acts on it. I mean, you know, at some point you 
have got to have some instinct, some gut instinct that something 
is not right here, and to follow through. Pearl Harbor could have 
been avoided. I mean, all of these things, we have the—what is al-
ways so frustrating as you look back in 20/20 hindsight, what is so 
frustrating is we have the information, we knew this guy—that 
this guy had a relationship with al-Awlaki, and we didn’t act. That 
is what frustrates me. 

Thank you for yielding. 
Mr. WOLF. Thank you, Mr. Dicks. 
Mr. Culberson. 
Mr. CULBERSON. Thank you, Mr. Chairman. 
I could not agree more with Mr. Dicks’ statement and really ap-

preciate Chairman Wolf having this hearing today. And I want to 
thank you, Mr. Giuliano, for your service. We, all of us, admire the 
FBI and the work that you do. 

It is important, though, that we all, as Mr. Dicks has said and 
the chairman has said, learn from this, and it is distressing to see, 
as Mr. Dicks has said, the one sentence, looking at that December 
2008 email. Looking at that one sentence, you don’t really need the 
context, the statement itself is of real concern. 

DISAGREEMENT BETWEEN SAN DIEGO AND WASHINGTON FIELD
OFFICES

And I wonder if I could zero in on the question that Chairman 
Wolf asked in a little more detail if I could, sir, that when the 
Washington field office had assumed because they were the recipi-
ent, I understand, from—it is a standard practice at the FBI that 
the Washington field office in this case—looking at page 46 of the 
report—that the Washington field office owned the Hasan lead and 
bore ultimate responsibility for its outcome because it had been re-
ferred to the Washington field office by the San Diego office, and 
the San Diego office was not satisfied with the Washington field of-
fice’s response. The San Diego agent believed the assessment was 
slim and was concerned enough that for the first time in his career 
I see that the San Diego officer followed up with the Washington 
field office to pursue this because they couldn’t—the San Diego of-
fice could not understand why the Washington field office would 
not pursue this lead and actually go out and interview this guy. 

And I see from the report, Mr. Giuliano, that the FBI had a pol-
icy, and I don’t know whether you still do or not, of pursuing an 
investigation in the least intrusive—using the least intrusive 
means necessary. Is that correct? 

Mr. GIULIANO. That is correct, sir. 
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Mr. CULBERSON. And that in this case the least intrusive—the 
Washington field office decided that the least intrusive means nec-
essary was essentially to do a check of the records and not conduct 
the interview because they were—the Washington field office was 
concerned it might affect Major Hasan’s military career? 

Mr. GIULIANO. So—— 
Mr. CULBERSON. That was one of the factors. 
Mr. GIULIANO. That is correct, sir. As the Webster Commission 

went and talked to the agents, as he laid out all the reasons he 
felt that an interview wasn’t germane at the time, that was one of 
the comments. 

I do want to make a comment about least intrusive. Least intru-
sive does not mean and has never meant not aggressive. I will tell 
you, and I can’t talk about it in this setting, but the investigations 
that we have across the Nation and the world are extremely, ex-
tremely aggressive. 

This was a judgment call, and unfortunately we make these judg-
ment calls every single day, and we have to be right every single 
time. As you look through it, an interview would have been pru-
dent in this. It is hard to tell whether it would have changed 
things. But the fact that we use the least intrusive means is just 
a way to ensure that we use the tools that Congress has given us 
in a way that they are ratcheted up appropriately. That is the pur-
pose. That should not have and does not mean that we cannot con-
duct interviews when we deem it appropriate. 

Mr. CULBERSON. Sure. But in this case, looking, the assessment 
was made by the Washington field office that it would be—it would 
perhaps endanger Major Hasan’s career if they pursue this any fur-
ther.

Mr. GIULIANO. That was one of the statements that was made, 
sir.

HASAN EMAILS TO AWLAKI

Mr. CULBERSON. Okay. And as Mr. Dicks just pointed out quite 
correctly, the email, just looking, for example, at the December 17, 
2008, email, Major Hasan, you know, asked the question that there 
is—I am looking for it in here—that ‘‘some appear to have internal 
conflicts or may have even killed or tried to kill other U.S. soldiers 
in the name of Islam.’’ Clearly he is asking a question to Awlaki 
whether or not that is—if a Muslim in the military tries to kill 
other U.S. soldiers, is that a problem? You know, is that something 
that Muslims’ faith would—what would the Muslim—you know, 
how would Awlaki look at that from the perspective of the Muslim 
faith? What if that email had come from a senior FBI officer? 

Mr. GIULIANO. Sir, I think it would have raised the same concern 
from San Diego as it did with the individual being in the military. 
I think the difference here is when you have a guy like Hasan who 
is doing research on that very issue, it says, ‘‘can you make some 
general comments about Muslims in the U.S. military,’’ I think it 
puts it in a different context. Again, I am not here to make any 
excuses as to whether that interview was conducted or not, but it 
just puts it in a slightly different context. 

Mr. CULBERSON. Yes, sir. No, I understand. What I am driving 
at is another point. If the email had been sent by a senior officer 
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in the DEA, or Department of Homeland Security, or Border Pa-
trol, or some senior law enforcement officer, some senior officer in 
the law enforcement community of the United States had sent that 
email to a maniac like Awlaki, what would have been the response 
in the FBI in a similar set of circumstances, had Hasan been in 
the U.S. law enforcement community? 

Mr. GIULIANO. Two things. I think it is important to remember 
that Awlaki then was not the Awlaki now. Awlaki had thousands 
of people writing to his website asking for legitimate Islamic ad-
vice. So it is a slightly different Awlaki back then. That is number 
one.

Number two, if the DEA or the FBI agent had been writing a 
thesis that was similar to what Hasan did, there may have been 
a different viewpoint. However, I think San Diego would have 
looked at it with just as much alarm as they did when they sent 
this lead to the Washington field office. 

Mr. CULBERSON. What I am asking you is to think about the 
same set of circumstances, but the guy is not in the U.S. Army, he 
is a senior officer in the U.S. intelligence service, or he is a law en-
forcement officer. It seems to me that the statement itself and the 
fact that the individual is working for the U.S., is in the U.S. mili-
tary or in the U.S. intelligence services or U.S. law enforcement, 
that Major Hasan’s position alone should have been enough to re-
quire further action on this. 

Mr. GIULIANO. Sir, again, I think that is debated at the Commis-
sion, and I think they would find that we should have done more, 
and I don’t deny that. 

CHANGES TO FBI POLICIES

Mr. CULBERSON. Have you changed the policy so that if it is an 
officer, if you find somebody in a high-level position in the U.S. law 
enforcement community, or in the Intelligence Community, or the 
U.S. military making inquiries like this, that it automatically kicks 
it up to a higher level of inquiry, including a personal interview 
automatically?

Mr. GIULIANO. Well, sir, there are no automatics in what we do, 
but what we have changed is if there was somebody in law enforce-
ment or somebody in, say, the Department of Homeland Security 
where we saw something like this, it would come up to head-
quarters the same way now that an investigation of DOD does 
mandatorily, and it would go to the National Joint Terrorism Task 
Force where there would be another set of eyes on it. So that has 
changed.

Mr. CULBERSON. I should not have used the word ‘‘automatic.’’ I 
heard you say earlier that where there is a conflict between two 
field offices, you now have a procedure in place where that is re-
viewed by a senior-level official, and that is a change and an im-
provement.

Mr. GIULIANO. Yes, sir, that is correct. 
Mr. CULBERSON. So I shouldn’t use the word ‘‘automatic.’’ What 

I am driving at is regardless of whether or not this guy was in the 
military or not, you have policies in place now that would elevate 
the scrutiny of an email exchange like this if the individual is an 
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officer in either the military or the U.S. law enforcement commu-
nity?

Mr. GIULIANO. That is correct. It is not just email, sir, it goes a 
little further. If we have an investigation that is predicated on law 
enforcement, on somebody who holds a secret security clearance, or 
has access to military bases, then we have even broadened it wider 
than that. 

POLITICAL CORRECTNESS

Mr. CULBERSON. The chairman has always been very generous 
with the time, and I will just close with this, and I will do some 
other follow-up when I come back. But talk to us a little bit about 
the political sensitivity. You do have a reference in the report on 
page 60 that the Washington field office indicated the subject is, 
‘‘politically sensitive.’’ What types of things are politically sensitive 
in inquiries of this type? 

Mr. GIULIANO. I will go back to the comments made by Mr. 
Fattah that I don’t believe political sensitivity had anything to do 
with decisions that were made here. The Commission found, I 
think, the same exact thing, that there are sensitivities as it re-
lates to First Amendment, there are sensitivities as it relates to 
civil liberties and civil rights. and I think our job with the powers 
given to us by Congress are to make sure that we keep this country 
safe while protecting civil liberties and civil rights. It is a fine bal-
ance every single day. 

Mr. CULBERSON. Yes, sir. 
Mr. GIULIANO. I don’t believe political sensitivity played any part 

in his decision, sir. 
Mr. CULBERSON. We know you do, sir, and God bless you all for 

what you do, and we are deeply, deeply grateful for the FBI and 
all that you do. 

To your knowledge, do you have any memory or discussions 
about political sensitivity and whether or not it is politically sen-
sitive or could be offensive to the Muslim community or the Islamic 
community to pursue? Not with reference to a particular lead, but 
to what extent have you seen or heard discussions within the FBI 
or the DOJ about political sensitivity or insulting or offending the 
Muslim community? 

Mr. GIULIANO. There is very little talk about political sensitivity 
inside the Bureau. The Bureau is an apolitical organization, and 
we try to stay apolitical. There are sensitivities as it relates to 
training; there are sensitivities as it relates to the First Amend-
ment and civil liberties. Those are things that we always look at, 
always strive to find the right balance between both, and as you 
know, sometimes finding that balance is very difficult because 
there are strong advocates on both sides of the table. But where 
I sit in my position as the Executive Assistant Director for Na-
tional Security, I am not concerned about political sensitivity in 
what we do to protect this Nation. 

Mr. CULBERSON. We deeply appreciate all that you guys do. We 
are very proud of you and immensely supportive of the FBI. Appre-
ciate it. 

Thank you, Mr. Chairman. 
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Mr. WOLF. I am going to go to Mr. Carter, but I think, Mr. 
Giuliano, you are misleading or overstating something. I read the 
Commission report twice, and I want you to tell me what page it 
says that there has been no political correctness, no political sensi-
tivity. The Commission does not deal with it or against it; it is si-
lent on it. So you have led us to believe that the Commission just 
totally said that is not a problem. So would you tell me the page 
that I missed where it says that that is not a problem? 

Mr. GIULIANO. No, sir, I think my point is that if you look at the 
reasons that the Committee set forth as to why the interview was 
not conducted, it does not say in their findings that it was because 
of political sensitivity. 

Mr. WOLF. But nowhere does the Commission—— 
Mr. GIULIANO. That is correct, sir. 

FBI ROLE IN RELEASING AWLAKI FROM CUSTODY

Mr. WOLF. Okay. So then you were incorrect. Okay. I just want 
the record to show that because you sort of—also one other issue, 
and, Mr. Carter, I want to get to you, too, but I think you misled 
us, too, in another way, probably inadvertently. You indicated that 
the decision to drop the warrant was made by Diplomatic Security 
in the U.S. Attorney’s Office, but it is my understanding that the 
Washington field office agent was Wade Ammerman who made the 
call to release Awlaki. So the Washington field office was con-
ducting a full investigation of Awlaki at that time, and also 
Ammerman was involved in the paintball case. Do you remember 
the paintball case? 

Mr. GIULIANO. Yes, sir, I do. 
Mr. WOLF. And that person is in jail, I believe, for life, correct? 
Mr. GIULIANO. I don’t know that, sir. 
Mr. WOLF. Well, I think he is. You might want to check that out. 
And there was some inference that maybe Awlaki was connected 

there. So when you answered the question, you sort of said, you 
know, that is not our game, that was Diplomatic Security. This was 
a Washington agent of the FBI who called to say to drop the case, 
and he was the very agent who apparently is still with the FBI 
today and was the FBI agent on the paintball case. 

But those two things are sort of misleading. It is sort of like 
brush and bump and move. They were involved. This was done at 
the request of an FBI agent, correct or not correct? 

Mr. GIULIANO. That is incorrect. An agent of the FBI cannot tell 
a prosecutor whether to drop a case or not. We don’t have that 
power.

Mr. WOLF. To drop the warrant? 
Mr. GIULIANO. To drop a warrant, drop the case. 
Mr. WOLF. He never called? 
Mr. GIULIANO. There was a dialogue—— 
Mr. WOLF. Ammerman never called, then, on that Sunday—was 

it a Sunday morning or a Tuesday morning? 
Mr. GIULIANO. Yes, sir, there was a dialogue between them, as 

there always would be. If a case agent has a case on somebody that 
is coming into the country, the system is triggered and set up so 
that there will be a call to that case agent. 

Mr. WOLF. What time was that? 
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Mr. GIULIANO. Sir, I don’t know what time it was. 
Mr. WOLF. Was it a Sunday? Was it early in the morning? 
Mr. GIULIANO. I can’t—— 
Mr. WOLF. I think I really want to get to the bottom. We are 

going to send a letter on this. If we can’t, we are going to get a 
hearing. If we have to, we may even subpoena the thing. But I 
think it is important. 

The inference was that the Bureau had nothing to do with it, 
when, if there was a call from an FBI agent who had worked the 
paintball case, that has a bearing to a U.S. attorney. And my sense 
was it could have been very early in the morning when most offices 
are not even open in the Federal Government. I think it could be, 
and I could be corrected; I think it was like, we are going to get 
this for the record, put it in at this point. I think it was somewhere 
before 7:00 in the morning, perhaps on a day when the government 
was not operating. So I think it has been a little misleading. 

Mr. GIULIANO. Sir—— 
Mr. FATTAH. Can we give the witness a chance to explain? 
Mr. WOLF. Sure, absolutely. 
Mr. GIULIANO. I disagree with that comment. No matter what 

time it was, an FBI agent does not have the power to tell a pros-
ecutor whether to drop a case or not. The prosecutor makes that 
call based on the evidence that is at hand. So if the prosecutor at 
the time, regardless of whether a call was made or not, looked at 
that evidence and decided there was not enough to be able to arrest 
that individual, as would be in any case, that warrant would be 
dropped. But I assure you, the Bureau, if anything, at that point 
would have—if we could have incarcerated Awlaki, we would have. 

Mr. WOLF. Well, we can go back and forth, and if so, I am going 
to go to Mr. Carter. The FBI agent could have said something else. 

Mr. GIULIANO. I don’t know—— 
Mr. WOLF. And so with that, let me just go to Mr. Carter. 
Mr. Carter. 

VICTIMS OF FT. HOOD ATTACKS

Mr. CARTER. First, I would like to thank the chairman and Mr. 
Fattah for allowing me to participate in this hearing. I have got a 
little bit different line of questioning because I have a constituency 
to answer to, and I have had a lot of questions that have been 
raised, and I want you to tell me what you think I should tell these 
people that ask me this question. 

We are talking about people who were killed, many of whom had 
been deployed two, three, four times, fighting in the war against 
terror, which until recently was the subject matter of why we went 
to war. It seems to have changed in this administration, but in the 
previous administration it was the war on terror. They went to 
fight the war on terror. 

Now we have got them coming to me and saying, ‘‘my husband 
went in harm’s way for this country three times,’’ or ‘‘my son went 
in harm’s way for this country four times, and he gets killed where 
he is stationed by a member of his own military, who begins his 
shooting career as a murderer by shouting, ‘Allahu Akbar.’ And it 
gets investigated by the Department of Defense, and they find it 
was a workforce violence incident. And nobody seems to even talk 
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about is the war against terror even involved in this killing, but 
my husband is dead, or my son is dead after fighting for this coun-
try on numerous occasions in the war against terror in an Islamic 
community.’’

And what I got from the Defense Department was a whole series 
of excuses for why they didn’t catch this, and they have a whole 
series of recommendations to change their procedures so that they 
can hopefully catch it next time. And then the agency, the law en-
forcement agency, that at least historically in America in my life-
time Americans have looked to for the highest and best investiga-
tive procedures in the world—not in America, in the whole wide 
world, at least in my generation. Anybody that said, we need this 
investigated, who does the best, we would say the FBI. And so this 
same person comes to me and says now from the law enforcement 
community what do I get? I get the same story. 

Yeah, mistakes were made, but really it is more excuses being 
made as to why, quote, procedures didn’t work. When did we stop 
having people who use their brain to investigate and start having 
people who use procedures to investigate? Have we discovered that 
procedures written by bureaucrats actually operate better than 
somebody’s common sense that says, ‘‘look at this; this looks like 
this guy’s talking about shooting somebody, maybe we ought to 
look into this’’? 

What do I say to that woman who has lost her husband or to 
that father who called me and lost his son and say, ‘‘who can I look 
to in my government that my son or my daughter has fought for 
that will stand up and say, ‘it is our job, it is our responsibility, 
we failed,’ instead of making excuses and coming up with new pro-
cedures’’? Can you tell me what I say to them? 

Mr. GIULIANO. Sir, I don’t think there is anything you can say 
to them that will take away the pain that they have suffered. As 
I stated at the beginning, I am not here to make excuses. We will 
not make excuses. They should and do turn to the FBI to do ex-
actly what you said, and we have to be right every time, 100 per-
cent of the time, and when we are not, the consequences are dire. 

So I make no excuses. Our goal is to figure out what could have 
been done better. We strive to be better every single day. This en-
tire Commission report was commissioned by the Director after the 
Senate already did their review, and after we did our internal re-
view, to make sure that it never happens again. He is committed 
to it, I am committed to it, our department is committed to it, but 
I am not here to make excuses. 

Mr. CARTER. Well, you just made a statement that I would like 
to know the answer to. The consequences will be dire. What are the 
dire consequences as a result of the failure of the FBI? 

Mr. GIULIANO. So the Commission—— 

PERSONNEL ACTIONS WITHIN THE FBI

Mr. CARTER. Who got fired? Who got changed, promoted, moved, 
whatever? I would like to know what those situations were. 

Mr. GIULIANO. Any action taken by the Bureau has to be held 
until this report was done. This report has been pushed over to our 
Inspection Division, which handles all reviews of how our individ-
uals conducted themselves during the investigation, and once that 
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is done, it will be pushed to the Director for a determination of 
what action, if any, should be taken. 

Mr. CARTER. What kind of time schedule are we looking at on 
that action? 

Mr. GIULIANO. I would say between 60 and 90 days, sir. 
Mr. CARTER. So I think I can tell those people at least that as 

far as the FBI is concerned, there are dire consequences, that is 
your statement, that will come to the people who failed in this 
project.

Mr. GIULIANO. Sir, if I can just reiterate, I said when we fail, 
there are dire consequences to the public. I do not and cannot—— 

Mr. CARTER. To the public. Oh, that is a different statement. You 
said, when we fail, there are dire consequences. Of course we know 
there are dire consequences. There is a bunch of dead people 
stacked up at Fort Hood right now that are dire consequences. 

Mr. GIULIANO. That is exactly right, sir. My statement was that 
where I sit, we have to be right 100 percent of the time every day, 
every time, and if we are not, there are dire consequences, as you 
see at Fort Hood. 

What occurs here internally will be determined by our internal 
inspection process, and it will go to the boss once they conduct 
their review. So I am sorry if I misspoke there. 

Mr. CARTER. Well, okay, then, that is a good explanation. Then 
maybe there won’t be dire consequences. 

I just think at some point in time we have to decide, we have 
all known our rights, and we are all protecting not only our rights, 
but we are protecting the rights of an awful lot of other people, and 
I don’t have a problem with that, I have done that for most, if not 
all, of my life. But more and more I have people asking me, who 
is going to take responsibility for this, instead of just telling us, oh, 
it is really not our responsibility, it is our procedures were bad? 
Well, if your procedures were bad, and you wrote them, you are re-
sponsible, and so is the Defense Department. 

POLITICAL CORRECTNESS

And both of you have gotten through this, both reports, and you 
say there is no political correctness, but how do I explain to them 
that still we get no indication of a man with a heavily loaded auto-
matic who walks down shooting uniformed soldiers who have either 
been to war or are on their way to war? It is not a battlefield, it 
is not a war action, they are not entitled to the benefits of a soldier 
at war, and yet they are dead, or they are wounded, or they are 
shot in the brain, and they are having to rehabilitate themselves 
to just stay alive. 

All these things have happened to these people, and nobody is 
even defining the enemy. And I just don’t understand why the 
two—two of the most important agencies of this government still 
haven’t defined what happened at Fort Hood by even mentioning 
that radical Islamic terrorism had anything to do with it. If he 
yelled out, ‘‘Jesus Christ is God,’’ would they have said Christians 
were involved? I mean, at what point does it get to be radical Is-
lamic terrorism? 

Mr. GIULIANO. So I will just—— 
Mr. CARTER. That is the simple question. Answer that one. 
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Mr. GIULIANO. Okay. There is a difference between somebody 
who is tied to a terrorist group, an Islamic terrorist organization, 
which we could not tie Hasan to during our investigation, and 
somebody who appears to have been radicalized by them. Again, I 
am not here to make excuses. Where the difficulty lies is when you 
have somebody like Hasan or so many others who are listening to 
somebody like Awlaki and trying to determine that difference be-
tween what is in their head, their radicalization, and their subse-
quent mobilization, and that is just something we did not foresee. 
And the question here is whether, if we had moved forward and 
done an interview, would that have changed the facts? 

Mr. CARTER. Well, you know, once again, getting back to this 
wife or this father that contacted me, they would say, ‘‘But wait a 
minute, all this stuff he was talking to this guy Awlaki about, isn’t 
this the same guy that our President told us that he authorized a 
hit on because he was a terrorist, and we killed him with a drone?’’ 

Mr. GIULIANO. So, again, sir—— 
Mr. CARTER. It certainly is. And now we say, but hindsight is 20/ 

20.
Mr. GIULIANO. Again, there is no doubt that the Awlaki who met 

his demise recently was a different Awlaki than we knew and un-
derstood back during this time. Again, no excuses, but Awlaki had 
not been involved, that we could tell, operationally at this point. It 
does not change the facts, but he is and was a different person at 
the end of his life. 

RESPONSIBILITY FOR PROTECTION OF AMERICANS

Mr. CARTER. Well, finally, I guess, I better quit, but I want to 
say one more thing. 9/11 took place, but if the American people 
really look at it, all we did was say, we screwed up, even though 
there were all kinds of indicators not only for your agency, but for 
others that should have kept those people in New York alive and 
at the Pentagon alive, but we failed. We have spent trillions of dol-
lars to fix that problem, and the next incident we have, we failed. 

Who does the American individual look to to protect us? The De-
fense Department? No. The FBI? No. Who is responsible? I think 
I am. I think most of the people sitting on this dais think they are. 
And we depend on you and the other folks that are involved in this 
fight with us to be effective, and, quite honestly, if the average 
American is going to be frightened as to who in our government is 
protecting them from these people who want to kill us after 10 
years, 12 years. 

Mr. FATTAH. Judge, if I could just interrupt you for a second to 
say that it is a very unfortunate incident at Fort Hood, but I want 
to make sure that the record is clear. There have been many, 
many, many other instances where the FBI have prevented cir-
cumstances that would have harmed Americans since 9/11. So I 
don’t want you to say that this was the next incident. This was a 
circumstance in which the FBI did not hire Hasan. They did not 
give him a gun. They did not let him on this base. They did have 
a shot at looking at this email, and they made the wrong call. 

But I think that you are correct that in the DOD, which had 
plenty of opportunities over a period of years to look at this person 
and to make some judgments, is more accountable than the cir-
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cumstance in which someone gets a discretionary lead to take a 
look at. 

So I just want to be clear that, at least for my view of this situa-
tion, that this was, I think, preventable. I am not sure it was pre-
ventable in terms of where we put the weight, I think more on the 
DOD side than on anyone else. So I just want to make—— 

MOTIVES OF FT. HOOD ATTACK

Mr. CARTER. And I thank the gentleman for the comment, and 
I realize my time has probably run out, but I want to point out that 
the frustration level, at some point in time somebody has got to be 
able—that has some authority—and this was a Commission that 
looked into this incident as it relates to our law enforcement au-
thority. If the DOD should have declared it a radical Islamic ter-
rorist event, and they did not, and that had some influence on 
what happened from the law enforcement side, it ought to be part 
of the report. 

What shouts from these two reports is that there is nothing in 
it. As the chair reported out, there is nothing in it to indicate this 
had anything to do with what we have spent 10 years fighting a 
war about, and it dumbfounds me, and you cannot explain it to 
people who lost their families and now are being treated as if they 
were just casualties of the workforce. It really is hard to explain, 
and that is why I wanted to protest. 

Thank you. 
Mr. WOLF. Well, I think what Judge Carter is saying, and I 

share his concerns, is that there were 170 or more people from my 
congressional district that died in the attack on the Pentagon. On 
the day of the Pentagon, I rushed out and sat on the hill there, 
watching what was taking place. We won’t make this into a 9/11 
hearing.

And let me just back up, too. Mr. Giuliano, you are a good guy. 
I talked to some agents out in my district, and I said, this guy 
Mark Giuliano is coming before me, what kind of—they said, he is 
a good guy. I don’t think that is the issue here, and I don’t think 
you should take this personally, as somebody has said. 

Mr. GIULIANO. No, sir, I don’t. 
Mr. WOLF. But the Washington office, somebody in Washington 

failed to open the Moussaoui laptop. Had the Moussaoui laptop 
been opened, we don’t know, maybe—and this is not a 9/11 Com-
mission hearing, but maybe Debra Burlingame’s brother would still 
be alive, maybe Ted Olson’s wife would still be alive. 

And so what Mr. Carter is saying and others, and I agree with 
what Mr. Fattah is saying, these people just don’t understand, and 
the Moussaoui laptop was not opened, and we see that there were 
recommendations coming from your guy out of Phoenix with regard 
to flight schools, and there were things missed, and we want to 
make sure that nothing is missed in the future. 

Also, I have other questions that I want to go through, but we 
are going to do a letter to you on this. I think people just have to 
think about this. I think you were misleading on the Awlaki case. 
The dates and the times were Awlaki came in and he was arrested 
up in New York at 4 a.m. That is 4 a.m. Denver time. The U.S. 
attorney is out in Denver. I know a lot of U.S. attorneys work hard, 
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but at 4 a.m., where is he? He is probably home. At 5:40 they drop 
the case. Awlaki is arrested, and they drop the case at 5:40 in the 
morning, Denver time. Then he takes a flight to Washington. The 
U.S. attorney is in Denver, the Agent is calling from the Wash-
ington, D.C., area, so all this decision was done by 5:40 Denver 
time. Wow, that is amazing. 

Mr. GIULIANO. Sir, can I just make a comment? 
Mr. WOLF. You can, sure. Go right ahead. 
Mr. GIULIANO. The Agent knew he was coming in before that. 
Mr. WOLF. I am sure he did, I am sure he did. If you go back 

and check, in fairness, because I know you are a good person, go 
back and check. If you don’t think you were a little misleading, 
then I think we went to different high schools, we have different 
approaches to things. But you acted like the FBI had no involve-
ment whatsoever. 

Now, while the FBI cannot tell them to drop it, the FBI can 
make a recommendation. And so what we will do, we will give you 
a letter with the whole fact pattern, asking you to comment. 

[CLERK’S NOTE.—The following letters were exchanged subse-
quent to the hearing.] 
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The Honorable Robert S. Mueller III 
Director 
Federal Bureau of Investigation 
935 Pennsylvania Ave NW 
W""hington DC 20535 

OearMr. 

August! 5,2012 

he concerns detailed in this letter because it is the responsibility of the 
Congress to conduct oversight of the Federal Bureau oflnvestigation (FBI) and this 
subeommittee, which I chair, has the direct task of funding the bureau with money provided by 
the citizens of the United States, including the families and loved ones of those killed at Fort 
Hood in 2009. 

I was sorry that you were not available to testily before the House Commeree-Justice­
Science Appropriations subcommittee on August! for the hearing on the Webster Commission 
report on tbe FBI's investigation of U.S. Army M'1i. Nidal Hasan. As you know, Maj. Hasan has 
been charged with the murder of 13 individuals following his terrorist attack on Fort Hood in 
November 2009; his long overdue Irial is reportedly scheduled to begin next week. The release 
of this long-awaited report provided an opportunity for the Congress to learn about the bureau's 
efforts to improve its counterterrorism operations and investigative practices to prevent future 
altacks. 

I am concerned Ihatlhe bureau's witness allhis recent hearing, Mr. Mark Giuliano, the 
exeeutive assistant director for national ,'CCurily, made comments to the committee that I helieve 
were misleading or incorrect with regard to the nature of findings in the Webster Commission 
report and the FBI's understanding of Anwar Aulaqi at various points over the last decade. I 
know Mr. Giuliano has had a distinguished career al the FBI and perhaps felt uncomfortable 
testifying in public. 

I have summarized in detail each comment made by Mr. Giuiiano that! believe was 
potentially misleading, uninformed or incomplete. As part of the record, I am asking you to 
respond to each or these statements and to provide the committee with the bureau's official 
position. Specifically,! request your clarification on the following six statements made by Mr, 
Giuliano during the hearing: 

I. Statement on the Webster Commission linding. on the role of "political 
correctness" in the FBI's decision not to interview H"''!lIn or his colleagues. 
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2. Statement on Hasan and Aulaqi's relationship. 
3. Statement on FBI's perception offull nature of the Aulaqi threat. 
4. Statement on Aulaqi's relationship with 9/11 hijackers. 
5. Statement on Aulaqi a~ confidential informant for the FBI. 
6. Statement on Aulaqi's 2002 return to the United States. 

I also have enclosed a detailed timeJine produccd by the New York Police Department 
summarizing what information is publicly known about the FBI's interactions with Aulaqi 
through 2009. I request that the bureau affirm or correct the record for each of the events on the 
enclosed timeline to provide the Congress with a detailed understallding of the bureau's 
interactions aIld knowledge of Aulaqi's activities. 

1. Statement on Webster Commission findings on "political correctness." 
I asked Mr. Giuliano whether political correctness may have played a role in the decision 

by the Washington Field Office (WFO) task force agents not to further investigate Ha5a!l after 
receiving a lead from San Diego Field Office (SD) task force. In response to my question, Mr. 
Giuliano stated, "the [Webster Commission] report did not find political correctness was in any 
way, shape, or form responsible for his lack of going forward with the interview {of Hasall or his 
colleagues J." 

Mr. Giuliano's statement was not accurate. The Webster Commission report explicitly 
notes on pages 81 and 82 that the SD officers were lold by WFO officers that "political 
sensitivities" were a factor in the WFO's decision not to investigate Hasan further. Although 
the Webster Commission report includes no aIlalysis of these findings, I believe they merit a 
much more thorough review. 

I repeatedly asked Mr. Giuiliano to cite the section of the report that found that there was 
no political correctness "in any way, shape, or form," bUI he refused. When I confronted him 
about misleading the committee, he admitted that I was correct on that point. Later in the 
hearing reversed again and said that he and J just "disagree" on that point. 

Please confirm for the record whether the Webster Commission report conclusively 
determined, as Mr. Guiliano testified, "the report did not [md political correctness was in ally 
way, shape, or form responsible for his lack of going forward with the interview" aIld provide me 
with the citation, as I asked him to do during the hearing. 

2. Statement on Hasan and Aulagi's relationship. 

I asked, "Did Aulaqi ever meet with Major Hasan in Virginia?" and Mr. Giuliano 
definitively responded "No, not that we know." 

This statement is contrary to a number of published reports, including a February 1,2010, 
piece in The Weekly Standard that reported, "[AulaqiJ met Hasan when Hasan's mother died in 
early 2001, and [Aulaqi] presided over her funeral." 
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Please confirm for the record whether or not Maj. Hasan and Aulaqi met while he served 
as imam for the Dar al Hijrah mosque in Falls Church, Virginia. If so, please provide a summary 
of the FBI's full understanding of their encounters, including the funeral. 

3. Statement on FBI's perception offull nature ofthe Aulaqi threat. 

I asked Mr. Giuliano ifhe agreed that violent Islamist extremism was g cause of the Fort 
Hood terrorist attack. He refused to comment, but said "Clearly, Anwar Aulaqi was an 
individual who was well known in the community, he was a - a propagandist at that point back 
in that time." 

In a later response to a question ii'om the subcommittee's ranking member, Mr. Fattah, 
Mr. Giulaino stated, "So [Aulaqi] changed and he changed a lot over the years. When he went to 
prison in Yemen in, you know, '06, '07 and as he came out and came back up online in early '08, 
[AulaqiJ still had somewhat ofa moderate tone but - but began to be more ofa propagandist, 
began to show more radical tendencies, but we could not and the [Intelligence Committee] did 
not see him as operational or in an operational role at that time." 

Aside from Mr. Giuliano's troubling failure to acknowledge the obvious about Maj. 
Hasan's violent Islamist extremist motivation for the attack, 1 was troubled by his 
characterization of the Aulaqi threat in 2009 including his assessment that Aulaqi "still had 
somewhat of a moderate lone" as late as 2008. This statement, quite simply, is fundamentally 
false. 

According to a February 27, 2008 Washington POSI article by Susan Schmidt titled 
"Imam from Va. Mosque Now Thought to Have Aided AI-Qaeda," a U.S. counterterrorism 
official speaking on the condition of anonymity said, "There is good reason to believe Anwar 
Aulaqi has been involved in very serious terrorist activities since leaving the United States, 
including plotting attacks against America and our allies." Again, this article was published in 
early 2008, the same period of time that Mr. Giuliano asserted that Aulaqi "still had somewhat of 
a moderate tone" and alleged that the U.S. Intelligence Community "did not see [Aulaqi] as 
operational or in an operational role at that time." 

Additionally, according to the article, Auluqi had a very long record of radical rhetoric -­
not the "moderate tone" as Mr. Giuliano alleged. Schmidt noted that just six days after 9/1 J, 
Aulaqi wrote on the "IslamOnline" Web site that the FBI "went into the roster of the [hijacked] 
airplanes and whoever has a Muslim or Arab name became the hijacker by default," and months 
later Aulaqi "posted an essay in Arabic tilled 'Why Muslims Love Death' on the Islam Today 
Web site, lauding the fervor of Palestinian suicide bombers." 

Schmidt also reported that "In one speech apparently made in 2006, [Aulaqi] predicted an 
epic global clash between Muslims and 'kfur,' or nonbelievers. 'America is in a state of war 
with Allah,' he said, referring to the fighting in Afghanistan and Iraq. He praised the insurgency 
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in Iraq and 'martyrdom operations' in the Palestinian territories. Muslims must choose sides 
between President Bush and the 'mujaheddin,' he said. The solution for the Muslim world, he 
said, 'is jihad.'" 

If these comments were all made prior to 2008, how can Mr. Giuiliano honestly state that 
Aulaqi still had a "moderate tone" and was not operational as late as 2008? 

Even within the FBI, many believed Aulaqi was II far more serious threat around 2009 
than Mr. Guiliano indicated. The Webster Commission report specifically noted that at least 
certain sections oftbe bureau perceived the threat posed by Auiaqi around 2009 as more 
substantial than a "propagandist" or radicalizer. Specifically, the unclassified version of the 
Webster Commission report notes "SD-Agent and SD-Analyst believed Aulaqi had [ambitions 
beyond radicalization}," which conflicts with Mr. Giuliano's description of Aulaqi as merely a 
"propagandist at that point back in time." 

There is ample evidenee that Aulaqi had demonstrated operational roles in terrorism 
activities far earlier than 2009, despite Mr. Giuliano's assessment. A detailed examination of 
Aulaqi's record -- based on publicly available reports -- clearly demonstrates Aulaqi's history of 
operational actions and associations with al-Qaeda affiliated groups and individuals. 

When the Treasury Department "designated" Aulaqi under Executive Order 13224 in 
July 20] 0, its press release included a quote from Stuart Levey, the under secretary for terrorism 
and financial intelligence, stating, "{AulaqiJ has involved himself in every aspect of the supply 
chain of terrorism -- fundraising for terrorist groups, recruiting and training operatives, and 
planning and ordering attacks on innocents." The release indicates Aulaqi's operational role 
starting as early as January 2009 -- the exact same timeframe I asked Mr. Giuliano about during 
the hearing. How did Treasury come to a different understanding of Aulaqi's role in early 2009 
than the bureau? 

Additionally, the Treasury Department's release specifically notes that Aulaqi was 
"imprisoned in Yemen in 2006 on charges of kidnapping for ransom and being involved in an al­
Qaeda plot to kidnap a U.S. official." 'This plot and his subsequent arrest certainly indicate that 
Aulaqi was far more operational prior to 2009 than Mr. Giuliano indicated. 

Aulaqi, himself, wrote of his radicalization in the early 1 990s. In his final column for al 
Qaeda's Inspire publication, before his death last year, Aulaqi wrote about his radicalization and 
his early affiliation with al Qaeda-affiliated groups, which was not referenced in the Webster 
Commission analysis of Au]aqi's record. Aulaqi wrote that following the Gulf War, "That is 
when I started taking my religion more seriously and I took the step of traveling to Afghanistan 
to fight," in 1993. "I spent a wintcr there and returned with the intention of finishing up in the 
u.s. and leaving Afghanistan for good. My plan was to travel back in summer. However, Kabul 
was opened by the mujahideen and I saw that the war was over and ended up staying in the U.S." 

The federal government's own records show that Aulaqi was far more closely affiliated 
with al-Qaeda than the bureau has indicated. A 2009 New York Police Department (NVPD) 
special analysis report on Aulaqi reported that from 1998 to 1999, Aulaqi served as the vice 
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president for the Charitable Society for Social Welfare, which federal prosecutors have described 
as "a front organization ... used to support aI-Qaeda ... " 

The NYPD report also notes that from 1999 to 2000, the FBI investigated Aulaqi for 
"fundraising links to Harnas and aI-Qaeda" and found that Aulaqi met with "an associate of 
Omar Abdel Rahman," the "blind sheik," who is currently serving a life sentence for terrorist 
activities associated with the 1993 World Trade Center attack that killed six people. According 
to Schmidt's February 2008 article, "Law enforcement sources now say that agent was Ziyad 
Khaleel, who the government has previously said purchased a satellite phone and batteries for 
bin Laden in the 1990s. Khaleel was the U.S. fundraiser for Islamic American Relief Agency, a 
charity the U.S. Treasury has designated a financier of bin Laden and which listed Aulaqi's 
charity as its Yemeni partner." 

The Webster Commission report also explicitly notes that Aulaqi was twice under 
investigation by the FBI prior to his reemergence in Yemen: once by SDFO in the late 1990s and 
again - under full investigation by WFO - from 2001 to 2003. These two investigations 
demonstrate that, as early as 14 years ago, the FBI considered Aulaqi to be a significant concern. 

The NYPD repOrt also indicates that in 2002 the federal government added Aulaqi to the 
Terror Watchlist, which coincidentally is managed by the FBI. Again, this designation should 
certainly demonstrate that the both bureau and the entire Intelligence Community, in filct, 
considered Aulaqi to be of serious concern as early as 2002. 

It is also worth noting that around 2006, prior to his arrest in Yemen, Aulaqi was invited 
to give lectures at the Yemini university run by Abdul al-Zindani, "designated" a terrorist in 
2004 by the U.S. 

This record indicates that Aulaqi has long been viewed by both the FBI and the 
Intelligence Community as a more significant threat than the mere "propagandist" than Mr. 
Giuliano stated. Given this public information demonstrating Au!aqi's long history with aI­
Qaeda-affiliated groups and multiple bureau investigations, please confirm for the record 
whether the bureau viewed Aulaqi only as "propagandist" with a "moderate tone" as late as 
2008, or in fact regarded him as a more complex and substantial threat than Mr. Giuliano 
described? 

4. Statement on Aulaqi as confidential informant for the FBI: 

I asked Mr. Giuliano whether AuJaqi or Hasan had ever served as a confidential 
informant for the FBI, given that the Webster Commission report noted that the SD officers 
suspected this based on WFO's failure to further investigate Hasan. Mr. Giuliano definitively 
responded, "No, sir." 

However, Aulaqi's own words could potentially indicate otherwise. In his final column 
for Inspire, Aulaqi wrote: "I was visited by two men who introduced themselves as officials with 
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the US government (they did not specify which government organization they belonged to) and 
that they are interested in my cooperation with them. When I asked what cooperation did they 
expect, they responded by saying that they are interested in having me liaise with them 
concerning the Muslim community in San Diego." 

Although Mr. Giuliano testified thaI neither Aulaqi nor Hasan ever served as a 
confidential informant for the FBI, in light of Aulaqi's own comments, I would like you to 
provide for the record whether the FBI or other federal agencies ever approached, cultivated or 
targeted Aulaqi or Hasan to be potential confidential informants. I believe this additional 
information would help reconcile Aulaqi's comments with the bureau's actions - and perhaps 
clarifY why the FBI was reluctant to take more aggressive investigative actions with regard to 
Aulaqi. 

5. Statement on Aulagi's relationship with 9/11 hijackers: 

I asked Mr. Giuliano about the FBI's understanding of Aulaqi's relationship with the 9/11 
hijackers. I wanted to know whether the bureau's view on Aulaqi' s connection to the 9/J I plot 
might have influenced its actions in 2009. 

In response to my question, Mr. Giuliano stated, "We were never able to obtain a stitch of 
evidence that shows Aulaqi knew beforehand about 9111 or supported the 9/11 hijackers." 
However, the public record shows that there were certainly a number of signs that show Aulaqi 
may have been closer to the 9/11 plot than originally believed. Consider the following: 

• The 9/11 Commission report noted that, "Some [FBI] agents suspect that [Aulaqi} may 
have tasked Rababah to help [9/11 hijackers] Hamzi and Hanjour, We share that 
suspicion, given the remarkable coincidence of [Aulaqi)' s prior relationship with Harnzi." 

• Last year House Homeland Security Committee Chairman Peter King sent you and 
Secretary Napolitano the enclosed letter detailing other known Jinks between Aulaqi and 
the 9/11 plot. This information certainly adds to the 9/11 Commission's suspicions about 
Aulaqi's role in a possible domestic support network for the hijackers. 

• Former Senator Bob Graham, a past chairman of the Senate intelligence committee, 
wrote in his 2004 book that, "Some believe that Aulaqi was the first person since the [aJ 
QaedaJ summit meeting in Malaysia with whom al-Mihdhar and al-Hazmi shared their 
terrorist intentions and plans." 

• The 2009 NYPD report on Aulaqi also noted that, "Witnesses claim closed door meetings 
between [Aulaqi and Hamzi and MihdharJ were common," It also reports that following 
91l1, "German police found a phone number for the Dar al-Hijrah mosque [where Aulaqi 
served as imam at the time] in the apartment of Ramzi Binalshibh, a 9111 co-conspirator." 
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• In 2010 the New York Times reported, "One day in August 2001, Mr. [AulaqiJ knocked at 
the door of Mr. Higgie, his neighbor, to say goodbye. He had moved the previous year to 
Virginia, becoming imam at the far bigger Dar al-Hijrah mosque, and he had returned to 
pick up II few things he had left behind. As Mr. Higgie tells it, he told the imam to stop 
by ifhe was ever in the area - and got a strange response. 'He said, 'r don't think you'll 
be seeing me. r won't be coming back to San Diego again. Later on you'll find out why," 
Mr. Higgie said. The next month, when AI Qaeda attacked New York and Washington, 
Mr. Higgie remembered the exchange and was shaken, convinced that his friendly 
neighbor had some advance warning ofille Sept. 11 attacks." 

Despite these very serious connections to the 9/11 hijackers and suspicious comments, 
Mr. Giuliano testified, "We were never able to obtain a stitch of evidence that shows Aulaqi 
knew before hand about 9/11 or supported the 9/1 I hijackers." 

Please confirm for the record that Mr. Giuoliano's statement that the FBI was "never able 
to obtain a stitch of evidence that shows Aulaqi knew beforehand about 9/1 1 or supported the 
9/11 hijackers" accurately reflects the FBI's position? 

Also, please confirm for the record whether Mr. Guiliano's characterization correctly 
represents the FBI's understanding of Aulaqi's connection to the 9/11 plot today, especially in 
light of any information that may have been learned from documents seized during the raid on 
Osarna bin Laden's compound in May 20 I J ? 

6. Statement on Aulagi's 2002 rerum to the United States: 
As you know, for several years I have been pressing the FBI for a full accounting of why 

Aulaqi was abruptly released from custody upon his return to the U.S. in October 2002. I have 
not yet received an unclassified explanation. 

Following Aulaqi's abrupt departure from the U.S. in early 2002, the State Department 
became aware of Aulaqi's fraudulent Social Security and passport statements, and the warrant for 
his arrest was approved. However, Fox News and others have reported that on October 9, 2002, 
the U.S. Attorney's office in Colorado abruptly and uncharacteristically submitted a motion to 
dismiss its complaint and vacate the outstanding arrest warrant against Aulaqi. 

On the same day, Aulaqi was reportedly the subject of a classified FBI Electronic 
Communication (EC) memo. At that same time, Aulaqi was en route back to the U.s. after 
months living abroad but was detained by U.S. customs agents upon his arrival at Kennedy 
Airport in New York City. 

However, following his detention at Kennedy early on the morning of October 10,2002, 
Aulaqi was reportedly ordered to be released by U.S. customs agents after having been detained 
on an outstanding warrant, according to the Fox News report. This is particularly questionable 
given the time of these events. The Colorado U.S. Attorney's motion to dismiss the warrant was 
not approved until October 11, 2002 -- the day after Aulaqi was inexplicably released into the 
U.S. To date, this action and the timeiine of these events have never been adequately explained. 
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Had A ulaqi been arrested and tried in 2002, there is a chance that his rise as a radicalizer 
and terrorist operative over the last decade might have been prevented. While there may have 
been a reasonable argument for allowing him into the U.S. at the time the decision was made in 
October 2002, the FBI has, thus far, failed to publicly explain its rationale and its role. More 
troubling, the documents surrounding the release of Aulaqi do not match the bureau's public 
statements on this incident. 

Given the key role that Aulaqi played in the radicalization of Maj. Hasan, and 13 
innocent individuals who died at Ft. Hood as a result of his radicalization, I asked Mr. Guiliano 
to provide some explanation for this landmark October 2002 incident. While the full summary 
of our dialogue may be found in the committee record, I want to note several noteworthy 
comments made by Mr. Giuliano on this topic during the hearing that mayor may not contradict 
the FBI's official position on this incident. 

Mr. Giuliano testified, "I assure you, the bureau, if anything at that point [in October 
2oo2}, would have, if we could have incarcerated [Aulaqi}, we would have." He also told the 
committee, "We knew [Aulaqi] was coming in before [his flight arrived]. .. 

Tbe unclassified version of the Webster Commission report confirmed that around 2001, 
"WFO opened a full investigation" on Aulaqi, and it remained open until May 2003, after AuJaqi 
again fled the U.S. for the U.K. and, later, Yemen. 

As noted above, NYPD reported that Aulaqi was placed on the federal government's 
Terror Watchlist in Summer 2002. Please explain why and how Aulaqi was permitted to hoard a 
flight to the U.S. in October 2002 ifhe was already included on the watchlist7 

Additionally, if, as Mr. Giuliano testified, the FBI "knew [AulaqiJ was coming in" before 
he landed at JFK, what information was communicated to the U.S. attorney's office that would 
set off this strange series of events carly in the moming of October 107 Please provide for the 
record the full series of communications between the FBI and the U.S. attorney's office and the 
customs office 7 

During the hearing, I raised the question of whether the FBI requested that AuJaqi be 
allowed into the country, without detention for (he outstanding warrant, due to a parallel 
investigation regarding AuJaqi's former colleague al Timimi, a radical imam who was recruiting 
American Muslims to terrorism. Notably, the Timimi case was being led by the same WFO 
agent who called the U.S. attorney's office and customs on the morning of October 10. Did 
WFO want Aulaqi released to assist in its investigation of Timimi7 

Public records demonstrate a nexus between these cases. According to Schmidt's article, 
after flying to Washington on October 10, Aulaqi visited Timimi. Timimi's own attorney in a 
court filing wrote, "Aulaqi attempted to get al Timimi to discuss is~'Ues related to the recruitment 
of young Muslims," for jihad. "Timimi was sentenced in 2005 to life in prison for inciting 
young Muslims to go to Afghanistan after 9/11 and to wage war against the United States. 
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Eleven of his followers were convicted of charges including weapons violations and aiding a 
terrorist organization." 

According to a November 30, 2009 ABC News article titled "How Anwar [AulaqiJ Got 
Away:" "The decision to cancel [Aulaqi)'s arrest warrant outraged members of a Joint Terrorism 
Task Force in San Diego, which had been monitoring the imam. 'This was a missed opportunity 
to get this guy under wraps so we could look at him under a microscope,' said a former agent 
with the Joint Terrorism Task Force (J1TF), who asked not to be named. 'He couldn't cause any 
harm from a prison cell. '" 

The timing and rationale for these decisions simply don't add up. Andrew McCarthy, the 
former assistant U.S. attorney who prosecuted the blind sheik, recently wrote, "To begin with, 
the warrant had not been 'pulled back' at the time of [AulaqiJ's detention at JFK. Theprosecutor 
and the FBI may have made an application for dismissal from the court, but not such application 
had been granted. The warranl was still in effect It was not dismissed by a judge until later that 
day, at the earliest. Of course, had the warrant actually been vacated at the time of [AulaqiJ's 
arrival, as the government has been claiming, it would almost certainly have been withdrawn 
from the Customs database. And if, as the government claims, the FBI told Customs the warrant 
had been 'pulled,' the protocol would have been for Customs to ask for, and the FBI to supply, 
easily accessible paperwork showing dismissal of the warrant by the court. There was no such 
paperwork because the warrant had not been dismissed. Customs appears to have released 
[AulaqiJ based not on a court dismissal but on the FBI's say-so." 

McCarthy continued: "When [Aulaqi] was detained at JFK airport on October 10,2002, 
there was a live warrant for his arrest and every valid reason to press ahead with the case against 
him. If, down the road, a defense lawyer thought he could make the 'correct the record' gambit 
fly, the prosecutor could have opposed that in court - that's what prosecutors do. There was no 
reason to dismiss the case at that point" 

To that point, Mr. Giuliano testified to the committee that the FBI knew Aulaqi would be 
arriving in the U.S. and more importantly - told me, "I assure you, the bureau, if anything at 
that point, would have, if we could have incarcerated Aulaqi, we would have." 

Please confirm for the record whether the FBI did everything in its power to incarcerate 
Aulaqi on October 10, 2002? Specifically, did the WFO agent or others ask the customs office 
and/or the U.S. attorney's office to use the outstanding warrant to detain Aulaqi further, as Mr. 
Giuliano asserted that the FBI would have wanted? Or did the FBI ask the other agencies 
involved to stand down and withdraw the warrant to allow Aulaqi in the country for the purpose 
of further investigation regarding Timimi or other suspects? 

1 am asking you to provide the committee with a detailed unclassified accounting ohhe 
FBI's actions in October 2002 with regard to Aulaqi. Given that I have been asking for this 
information since 2010, I believe it is long overdue. I also request that this information be 
provided to my colleague, Rep. Fattah, as well a~ House Homeland Security chairman Rep. Peter 
King, House Intelligence Committee chairman Rep. Mike Rogers and ranking member, Dutch 
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Ruppersberger, Senate Commerce-Justice Science Appropriations subcommittee chairman Sell. 
Barbara Mikulski and ranking member Sen. Kat Bailey Hutchison, Senate Homeland Security 
chairman Sen. Joe Lieberman and ranking member Sen. Susan Collins, and Senate Intelligence 
chairman Sen. Diane Feinstein and ranking member Saxby Chambliss. 

FinaiIy, I remain concerned that the Justice Department has never fully explained why it 
failed to use its authorities under the Patriot Act and other anti-terror statutes to investigate and 
prosecute Hasan, especially given his communications with Aulaqi, who is the ultimate terrorist 
given his connections to the Christmas Day attempted bombing and other plots. This connection 
is noteworthy because the president authorized the drone strike that targeted and killed Aulaqi 
last year. Yet, these important anti-terror investigative tools were provided to the FBI and 
Justice Department for cases exactly like the Fort Hood attack:, but a decision was made in the 
department not to exercise these authorities. Can you please explain to the committee why this 
decision was made, and whether the department sacriticed any opportunities to gather additional 
evidence in choosing not to use these tools? 

I hope you can understand why I was disappointed in a number of the slatement~ made to 
the subcommittee during this hearing. That is why! wanted 10 give you the opportunity to 
correct the record. I expect that you will provide the commi!!ec, by September 15, with the 
necessary information to clarifY some of these misleading, inaccurate or incomplete statements. 
!Iook forward to your response. 

I sincerely appn:ciate your efforts and those of the hard-work.ing agents, analysts and 
staff members of Ihe FBI to keep the country sate. 

Best wishes. 



323

F'I:TER T. NING. NfWYVOI'U'( 
ClMmMAN 

Ofll1t JlI1n1lrcll Qiwclftl! (!JUlIgww 

ltg.. JlnUJIt nf i!teprtJIfotatiu£1l 
Qtnmmitttt on 3ifomdullll ~£CI1ritl1 

lmIalli!lngtnl1, lOOt 20515 

October 25,2011 

nOfllHS G. THOMPSON, MlS$&S!Pi>:I 
HANKINOMiEM<*1i 

The Honorable Janet Napolitano 
Secretary 

The Honorable Eric H. Holder, Jr, 
Attorney General 

Department of Homeland Security 
Washington, D,C. 20528 

Department of Justice 
950 Pennsylvania Avenue, NW 
Washington, DC 20530-0001 

Dear Secretary Napolitano and Attorney General Holder: 

The Committee on Homeland Security is investigating the role of the late Anwar al-Awfaki and 
his associates in the September J I, 200! attacks. In furtherance of that investigation, I write to 
request that the Departments of Homeland Security and Justice 11O! seek to deport Daoud 
Chehazeh, an associate of Awlaki and two of the 9111 hijackers, withom firsl questioning 
Chehazeh -- under oath -- ahaut what role be, Awlaki and their associate Eyad al-Rababah 
played in the 911 1 attacks. 

II is well-known thaI Awlaki met 9/11 hijackers Khalid al-Mihdhar, Hani Hanjour and Nawafal­
Hazmi in California and Virginia in 2000 and 2001, and wilh Hazroi ill hath locations. Awlaki 
ned the US in 2002, 

Awlaki was later implicated in several attempted terror attacks on the Homeland, and connected 
to fatal attacks in Little Rock, Arkansas and Fort Hood, Texas in 2009. At the time of his death, 
Awlaki served as aI-Qaeda in the Arabian Peninsula's extemal operations coordinator, and was 
described by senior Government officials as a terrorist alleasl as dangerous as Usama bin Laden. 
It is not yet known if Awlaki was an aI-Qaeda member in 2000-01, or if he was radicalized to 
tenorism sometime between then, and his public emergence as an al-Qaeda leader in 2()09. 

II is also known thaI hijackers Hanjour and Hazroi mel in 2001 with a contact of Awlaki's, 
Pal ... tini.n identity documents procurer Eyad al-Rababah. As discussed by the Report of the 
National Commission on Ten-orisl Attacks upon the United States, Rababah helped Hanjour and 
Hazmi find apartments in New Jersey and Virginia, and accompanied h(jackers Hanjour, Hazroi, 
Ahmed al-Gh"mdi and Majed Moqed on a trip to Connecticut. Rababah knew the hijackers were 
trndertaking flight training, Rab.bah was deported to Jordan in 2002. 

According to the 9/11 Commission, "Some FBI investigators doubt Rababah's story. Some 
agents suspect that Awlaki may have tasked Rababah to help Hazmi and HanjouT. We share that 
suspicion, given the remarkable coincidence of Awlaki's prior relationship with Hazro;." 
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What is not as well known, and may not have been shared with either the Joint Inquiry into the 
Terrorist Attacks of September 11,2001 by the House and Senate Intelligence Committees, or 
the 9111 Commission, is the following. I am reliably intormed that: 

• In March 2001, Rababah met a Syrian procurer of Saudi visas, Daoud Chehazeh. 

• Chehazeh informed Rababah that they mus! move to the Boston or Washington areas (the 
points of origin for three ofthe hijacked flights). 

• In April 2001, Chehazeh and Rababah moved to Virginia together, with Rababah paying 
the rent for both men. 

• Chehazch directed Rabllbah to Anwar al-Awlaki at the Dar al-Hijrah mosque in Virginia 
to find "work." 

• Awlaki then directed hijackers Hanjour and Hazmi to Rababah. 

Chehazeh described the hijackers to Rababah as "special police" and "impol1ant" men. 

• A reliable eyewitness states that Rababah frequently visited the same New Jersey library 
computer facility with Hanjour and Hazmi where Hanjour bought his tickets for 9/1 I. 

• Documentary evidence suggests that Chehazeh was likely aware of Hanjour's flight 
training past the World Trade Center. 

• Chehazeb lives in New Jersey, is the subject of an asylum proceeding currently under 
appellate review (Daoud Chehazeh v. Attorney General of the United States, et 01., Case 
No.1 0-2995), and has never been questioned under oath 9OO1lt his role in the attacks. 

In addition to the facts already provided to the Joint Inquiry and the 9111 Commission, this 
additional evidence suggests that A wlaki, Chehazeh and Rababah may have facilitated the 9/11 
attacks, and perhaps even wittingly facilitated these attacks. 

The Committee 011 Homeland Security is committed to detennining what role these men, and any 
other at-large Awlaki associates, may have played in the worst mass murder in US history. I 
request that the Depal1ments of Homeland Security and Justice not seek to deport Chehazeh 
without first questioning Chehazeh, under oath, about what role he, Awlaki and their associate 
Eyad al-Rababah may have played in the 91l J attacks, 

Ifyoll have any questions regarding this letter, please contact Kevin Carroll or Joseph Herbert on 
my staff at 202-226-8417. 

~
jnce ly, 

-~~ 
~T~~G I 
Chaim1311 
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CHRONOLOGY 

1971 

1975-1977 

1978 

1991 

1995 (est.) 

1995-1996 (est.) 

1996-1997 

1998-1999 

JUI'l. 1999-2000 

Early 2000 

Feb. 4, 2000 

Jan. 2001 

Aprif4,200l 

Sept. Il, 200 J 

Sept. 17, 200 I 

Post 9fll 

Born in New Mexico to Yemeni parents. He holds U.S. and Yemeni 
citizenshil)· 

Awlaki's father, Nasser al-Awlaki, works at the University of Minnesota 

Family moves back to Yemen 

Nasser al-Awlaki becomes Agriculture Minister and a university president 

Begins attending Colorado Stale University on a F-J student visa 

Obtains a B.S. in Civil Engineering from Colorado Slale University 

Becomes imam in Fort Collins, Colorado 

Moves to San Diego to obtain M.A. in Education Leadership from San Diego 
State University 

Becomes imam at Masjid Ar-Ribat al-Islami mosque in San Diego. 

Arrested twice in San Diego for soliciting prostitutes 

Serves as Vice President for Charitable Society for Social Welfare (CSSW), 
founded by Abdul Majeed al-Zindani. Federal prosecutors have referred to 
CSSWas "a front organization ... used to support aI-Qaeda .... " 

FBI investigates Awlaki for fuudrsisiug links to HAMAS and AI-Qaeda. 

Awlakl is connected to Ziyad Khaleel, a fimdraiser for the Islamic American 
Relief Agency, a charity designated as a terrorism-financier and a partner­
charity with CSSW. 

Awlaki reportedly meets with an associate of Omar Abdel Rahman 

FBI lacks evidence to arrest; ease closed. 

Kbalid al-Mibdbar and Nawaf al.Hlnmi, two 9ft 1 bijackers, visit the 
Awlaki's San Diego mosque. Witnesses claim closed door meetings between 
them wei'll common. 

Phone calls are made from Aw!aki's phone to Omar Bayoumi's phone 
(Bayoumi assisted AI-Mihdar and al-Hazmi in finding a San Diego apartment) 

Begins Ph.D. at George Washington Unlv. for Human Resource Development 

Becomes imam at Dar al-Hijrab Mosque in Falls Churcb, Virgiuia. Ft Hood 
sbooter, Nidal Malik Hasan attends tbe sermoRS. 

AI-Hanjour and Hazroi move 10 Falls Church. Three 9/1 t bijackers - ai­
Mihdar, al-Hlnml, and al-Hanjour -altend Awlaki's sermons. 

9/11 Attacks 

Awlaki lit first condemns the 9/1 ! attacks, then suggests Israeli CUlpability 

Germau police find pbone number for the Dar al-Hijrah mosque in the 
apartment ofRamzl Binalsbibb, a 9/11 co-conspirator 

2 
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2001-2002 (esr.) 

March 2002 

Summer 2002 

Early Oct. 2002 

Oct. 9,2002 

Oct. 10,2002 

Oct. 2002 

. Fall 2002 

2004 

2006 (est.) 

Aug. 31, 2006 

Dec. 12, 2007 

Dec. 17,2008 

Late Dec.2008 

March 2009 

Aug. 2009 

Nov. 5, 2009 

Nov. 2009 

FBI observes Awlaki taking prostitutes from DC to Virginia; contemplates use 
of Mann Act. a federal law prohibiting transporting prostitutes across state lines 

Awlaki leaves United States for Yemen 

Awlaki becomes target of JTTF investigation after the subject of an 
investigation sends him money; A wlakj's name placed on terror watch list 

Federal judge issues arrest warrant for Awlaki for passport fraud and making 
a false statement. [Awlaki had attended college on a foreign-student visa falsely 
claiming he was born in Yemen, not the U.S.] 

Colorado U.S. Attorney's OIDee in Denver withdraws the arrest warrant 

Awlakl arrives at JFK airport from Riyadh (potential connection from 
Yemen). He is brieRy detained, tben released due to withdrawn warrant 

Federal court papers assert that Aw/aki visited All al-Timimi, who is now 
serving a life sentence for inciting followers to fight on behalf oftbe Taliban, to 
ask how to recruit members for ''vio!entjihad.'' 

Awlaki moves to Britain; develOps lectures and audiotapes for the internet 

Moves to Yemen pennancntly 

Gives a few lectures at al-Iman University, run by al-Zindani, who was 
designated foreign terrorist by the U.S. government in 2004. 

Awlaki arrested in Yemen; claims he was questioned by FBI agents 

Awlaki released from prison. 

Awlaki: Received the first email from Ft Hood shooting, Nidal Hasan 

East London Mosque controversially hosts an Awlaki lecture via videolink 

Awlaki's parents say he has been missing since March 2009. Suspected of 
hiding in Mareb or Sbabwah governorates. [Family originally from Shabwah]. 

Awlaki banned by London authorities from speaking via videolink to a 
fundraiser event for Guantanamo detainees 

Ft. Hood Shooting 

Awlaki's website removed from WordPress 

Note: af-Awlakl has a wife andflVl! children (three boys and two girlf). They are Cllrnmtly reskling with hi.rJaflrer. Nasser. 

AL-AWLAKI'S INFLUENCE ON TERRORIST ACTORS 

Awlaki's lectures are strongly pro-jihad and supportive ofal-Qaeda and its affiliates. In January of 
this year, he released an article entitled, "44 Ways to Support Jihad;" in July. be praised the efforts of 
al-Qaeda after militants in Yemen clashed with the government; and, 011 his blog, he has praised al­
Shabaab. who has pledged allegiance to the al-Qaeda cause. In the following case studies, Awlaki is 
suspected of being a spiritual advisor to operatives, recruiters, and homegrown terrorists. 

3 
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Office of the DiTOClor 

The Honorable Frank R. Wolf 
Chairman 
Subcommittee on Commerce, Justice, 

Science, and Related Agencies 
Committee on Appropriations 
U.S. House of Representatives 
Washington, DC 20515 

Dear Mr. Chairman: 

U.S. Department of Justice 

Federal Bureau of Investigation 

Washington, D.G.l0535·(}()(J1 

October 4,2012 

Thank you for spending time with DepUty Director Sean Joyce on 
September 24,2012, to discuss the issues raised in your August 15,2012, letter. I am 
writing to provide you with additional information about those issues. 

1. Statement on Webster Commission findings on "political correctness" 

The Webster Report concluded that the FBI's decision not to interview 
Nidal Hasan was flawed and identified two bases for that decision: the desire to protect 
the integrity of the Aulaqi investigation and the assessment that an interview of Hasan 
would not constitute the least-intrusive investigative technique. The Webster Report did 
not find that "political correctness" was responsible for the FBI's decision. The report 
does recount a San Diego Office Task Force Officer (TFO) paraphrasing a Washington 
Field Office (WFO) TFO that the interview issue was "politically sensitive." We 
understand that the Webster Commission could not determine whether the WFO TFO 
made the statement because he did not recall making it. In any event, the Webster 
Commission did not find that "political sensitivity" contributed to the decision not to 
interview Hasan. 

2. Statement on Hasan and Aulaqi's relationship 

The FBI does not know Aulaqi and Hasan to have met in Virginia. We 
are, however, aware of reports of the two men meeting. One example is an email sent by 
Hasan to Aulaqi on February 16,2009, in which Hasan claimed that he had met Aulaqi in 
Virginia: "We met briefly a very long time ago when you [(Aulaqi)] were the Imam at 
Dar al Hijra. I doubt you remember me." It is possible that Hasan, or any of the regular 
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attendees of the Dar al-Hijra mosque, met Aulaqi during Aulaqi's January 2001 to early 
2002 tenure as imam, but the FBI's investigation has been unable to confirm any reports 
of their meeting and has also developed information refuting some reports. 

3. Statement on FBI's perception of full nature of Aulaqi tbreat 

National Security Branch Executive Assistant Director (EAD) Mark 
Giuliano testified about the evolution of Aulaqi from an influential propagandist to an 
operational terrorist, as well as the difference between the public face Aulaqi sometimes 
projected and the information known to the FBI and its Intelligence Community partners. 
As the Webster Report indicates, there are a variety of the 

we 
to radicalize Western and/or Englisil--speak.ing individuals. 

4. Statement on Aulaqi as confidential informant for tbe FBI 

Neither Aulaqi nor Hasan served as a confidential human source for the 
FBI, and the FBI did not approach, cultivate, or target either man for that purpose. 

5. Statement on Aulaqi's relationsbip wltb 9111 bijackers 

The FBI has not developed evidence that Aulaqi had advance knowledge 
of or inv91vement in the 9/11 attacks, nor has the FBI developed evidence that he 
knowingly provided support to any hijacker in furtherance of that plot. 

6. Statement on Aulaqi's 2002 return to tbe United States 

By letter dated August 20, 20 I 0, the FBI provided you with an accounting 
of the circumstances leading to the dismissal of a passport fraud charge against Aulaqi in 
October 2002. Included with that response was the unclassified Department of Justice 
(DO)) statement explaining the circumstances of its decision to dismiss the charge. I 
have enclosed both the letter and the OOJ statement here. In short, prior to Aulaqi's 
October 10, 2002, arrival in the United States, DOJ had concluded that "there was no 
legal basis to bring a passport fraud prosecution" against Aulaqi and that the complaint 
should be dismissed and the arrest warrant withdrawn. 

In general, persons are not prohibited from flying unl~s~ they are}}I~~~ 
on a sub-list within the terrorist watchlist known as the No Fly list. • . '., ' • ". " .. ,' . ,. 
:~\,: \<,'//>",0;><" >:'\~"\0! ,,':' >J'? ,~:\ >~:~~ '~', "~\<,><; \',\",:''',~ 
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EAD Giuliano attempted to answer questions about these issues as 
accurately as possible in an open setting, consistent with his responsibility to protect 
classified national security information. I believe that the questions in your August 15 
letter could have been posed without characterizing his testimony as "potentially 
misleading." Please understand that such statements have a significant impact on persons 
who have spent their lives serving their country with distinction and sacrifice. EAD 
Giuliano is just such a person, one of our best. 

Thank you for the subcommittee's continued support of the FBI and its 
mission. 

Robert S. eller, III 
Director 

Enclosures 
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Mr. WOLF. But I think Judge Carter, really speaks for a lot of 
concerns that people have had. You know, I was the author of the 
National Commission on Terror in 1998, and there were a lot of 
recommendations with the Bremer Commission. Men and women 
up here on both sides of the aisle didn’t think there was any ter-
rorism involved, and some people said, why are you doing this? You 
found that the Bush administration and then the Clinton adminis-
tration missed some things. What Judge Carter wants to make 
sure on the committee is that it is not missed as we go off into the 
future.

COMMUNITY OUTREACH

Were WFO agents or supervisors rated on their development of 
relationships with and outreach to outside groups? 

Mr. GIULIANO. Can you repeat that, sir? 
Mr. WOLF. Were the Washington field office agents or super-

visors rated on their development of relationships with and to out-
reach to Muslim groups? I have had some agents tell me that they 
were rated on their outreach. 

Mr. GIULIANO. The community outreach personnel maybe, sir, 
but as a regular part of their performance appraisal, I don’t know 
how much that would weigh into an investigator’s day-in-and-day- 
out PAR. 

Mr. WOLF. So it could be in the rating? 
Mr. GIULIANO. I don’t know the answer to that question, sir. 
Mr. WOLF. Could you then get it, submit it for the record? 
Mr. GIULIANO. Sure, absolutely. 
[The information follows:] 

PERFORMANCE APPRAISAL RATING FACTORS

The details of the Performance Appraisal Rating factors are classified and will be 
provided separately in a classified setting. 

Mr. WOLF. Was Awlaki or Hasan ever a confidential informant 
for the FBI, as the San Diego office appears to have suspected? 

Mr. GIULIANO. No, sir. 

COUNTERING VIOLENT EXTREMISTS OFFICE

Mr. WOLF. We understand that the FBI has in the last year es-
tablished a Countering Violent Extremists, CVE, Office within the 
National Security Branch. This was done without submitting the 
reprogramming notification required by section 505 of the appro-
priations bill. 

What does this office do, and how would the work of the office 
inform the handling of cases like the Hasan lead where political 
correctness about confronting extremism could have played a role? 

Mr. GIULIANO. Sir, it is actually a very, very small office. 
Mr. WOLF. How many are in the office? 
Mr. GIULIANO. There is one GS–15 and maybe less than a hand-

ful of analysts. It came out of a requirement from the White House 
for all of us, the Department of Homeland Security, us, NCTC, to 
try to get to the root, going back to Mr. Carter’s point, as to home-
grown violent extremism, but going back and trying to figure out 
what is causing it and whether we can get on the front end of it 
rather than being on the back end of it. In other words, is there 
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a way to counter it? Can we learn from what we, and the FBI in 
particular, which is what this office is set up to do—can we learn 
from our investigations, can we learn from those that have been 
radicalized by somebody like Awlaki or somebody else and push 
that back in some way, shape or form into the community so that 
we can prevent it from happening in the meantime? And that is 
the purpose of this very small office that falls directly under the 
National Security Branch. 

MOTIVES OF TERRORIST PLOTS

Mr. WOLF. The Webster report includes on page 11 a list of 13 
violent plots foiled by the JTTFs. Are any of these 13 incidents 
something other than violent Islamist extremism? 

Mr. GIULIANO. I am sorry, sir, what page are you on? 
Mr. WOLF. Page 11, a list of 13 violent plots foiled by the JTTFs. 
Mr. GIULIANO. Many of them are homegrown violent extremism, 

not all of them. 
Mr. WOLF. Were any of them not Islamic extremism? 
Mr. GIULIANO. All of them had some kind of ties to Islamic extre-

mism. So I guess my point was, and maybe I misspoke, they 
weren’t all considered homegrown violent extremists, so I stand 
corrected.

COUNTERING VIOLENT EXTREMISTS OFFICE

Mr. WOLF. Okay. Based on the report, it appears that the most 
urgent tasks the CVE office could pursue is to advance a culture 
within the FBI of prioritizing timely and thorough pursuit of leads, 
and reassure employees that legitimate and aggressive pursuits of 
leads suggesting a violent Islamic extremism will not be perceived 
as politically correct and will not be detrimental to their careers. 
Is that what the CVE office is doing? 

Mr. GIULIANO. The CVE office is an office that I think will help— 
and hopefully with the other CVE offices—help our investigators 
better understand what causes radicalization and what indicators 
there are of those that are being radicalized. And again, I go back 
to the point that it is not good enough just to understand those 
that are radicalized, it takes more, and there are many people that 
are radicalized out there that never do what Hasan did. We need 
to understand what causes it, we need to understand those that are 
radicalized, and we need to be able to understand those nodes of 
mobilization so that we can prevent another Fort Hood. 

Mr. WOLF. Can you have the person who heads the office come 
up and see me? 

Mr. GIULIANO. Sure. 
Mr. WOLF. Okay, great. Just have them call the committee and 

come on by. 

DIVISION OF AUTHORITY BETWEEN HEADQUARTERS AND FIELD
OFFICES

The Commission report recommends the implementation of a 
written policy on the division of authority among the FBI’s head-
quarters and field entities. The report suggests the FBI has already 
done that. Is that accurate? 
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Mr. GIULIANO. Yes, sir, it is. 
Mr. WOLF. Can you provide this written policy to the committee? 
Mr. GIULIANO. I will take that back, sir. I don’t see why we can’t. 

It is classified, so we will have to just—— 
Mr. WOLF. One of the major findings is the lack of clarity over 

the ownership of the Hasan lead, where San Diego and the Wash-
ington field office disagreed over the handling and resolution of the 
lead. Has it been now formalized, the process for resolving such 
disagreements? Is there a formal process; this process kicks in be-
cause something like the fact pattern that happened here? 

Mr. GIULIANO. We did put out written guidance on that, which 
will go into our corporate policy the next time it comes around. So 
it is on a cyclical basis. 

[CLERK’S NOTE.—The Bureau provided classified documents for 
the Committee’s review which address the Bureau’s division of au-
thority and responsibilities including the division of authority 
among headquarters, field and overseas offices regarding terrorism 
investigations.]

Mr. WOLF. One of the most troubling revelations in the report is 
the length of time that was taken to act on the Hasan lead. The 
San Diego field office sent the lead to WFO on January 7, 2009. 
This lead was not read until February 25th, at which time a super-
visory special agent assigned the lead to a task force officer. That 
task force officer did not read the lead until May 27th. A cold, 
snowy day in January, in May the azaleas are out, so a good bit 
of time has gone by. During the time from January 7 to May 27, 
there were numerous contacts between Hasan and Awlaki. Is the 
time taken to act on this lead standard for a lead of this type or 
priority?

Mr. GIULIANO. Sir, it would have been then, but not now, not 
under the new guidelines. 

Mr. WOLF. Is there any indication that this lead was categorized 
or given a priority incorrect—that was incorrect at that time? 

Mr. GIULIANO. Not at the time. 

DEADLINES FOR ACTION ON LEADS

Mr. WOLF. Okay. Is the delay in acting on the lead, could it have 
been related to workload of the FBI Counterterrorism Squad, that 
they were overworked, had too much work? 

Mr. GIULIANO. Sir, it could have been. I think the squad was 
working on the inauguration and then subsequently the shooting at 
the Holocaust Museum. But, again, regardless of workload, it 
should have been covered sooner. 

Mr. WOLF. And so what does the FBI now believe are reasonable 
deadlines?

Mr. GIULIANO. For an immediate lead within 24 hours; priority 
lead within 7 days; and these leads are now from the second it is 
sent, it doesn’t matter when it is assigned. Sixty days from the 
time San Diego would have sent it to the time it is completely cov-
ered.

OBJECTIVELY INVESTIGATING LEADS

Mr. WOLF. I think you have answered this, but you may want 
to elaborate, because it is the only time I think you are differing 
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with Judge Webster. In this case it appears WFO assigned the 
Hasan lead to the task force officer from the Defense Department 
specifically because Hasan was in the U.S. military. The report rec-
ommends that the FBI should adopt a policy whereby no task force 
officer shall be assigned a lead for an assessment or investigation 
of an employee of his or her home agency. 

Does Judge Webster believe that is because it is very difficult for 
someone in a particular agency to investigate its own people, and 
therefore it is easier to have somebody outside? You make a pretty 
good point. I have talked to some agents, and I think for the record 
the Members should know they make the same point that you 
made.

Is there a blend, because it would be very difficult for somebody 
in a certain group to then investigate the people in the group, be-
cause we all know each other, so to have an objective person to 
come from outside. But could you elaborate a little bit more? 

Mr. GIULIANO. Sir, again, and I think you hit the point very well, 
that is the one area where we are still kind of wrestling with it. 
It was assigned, and if you go back to the San Diego lead, they con-
sulted with their DOD people on the JTTF for guidance on records 
checks, on how to get the records back in a timely fashion, and 
then subsequently assigned to DOD personnel in the Washington 
field office. 

The Webster Commission felt that there is a potential for bias 
from those investigating within their own organization. Our argu-
ment is those people are, by nature, people who investigate in their 
own organization. They are investigators. So if you look at the 
JTTF and their composition, whether it is Defense Criminal Inves-
tigative Service, or NCIS, or Army/Air Force OSI, or Army CID, 
that is what they do, and they are good at it, and they are value 
added to the task force. So we think there needs to be a blend, with 
maybe some more oversight from an FBI supervisor on those inves-
tigations, but we still believe they are the best people to navigate 
through the nuances of DOD, for instance. 

Mr. WOLF. Now, I don’t know, Mr. Carter may remember this. 
Congressman Carter, I don’t know if you do. I watched I believe the 
Chief of Staff of the Army outside. Do you recall what he said at 
that time? I want to make sure I am accurate. Will you just 
say——

Mr. CARTER. I can’t quote it exactly, but it was something along 
the line, ‘‘I certainly hope this doesn’t disturb our Islamic outreach 
program.’’

Mr. WOLF. And so if you are a major or a captain, and the Chief 
of Staff of the Army says that, and, you know, you went to West 
Point, you want a career, that can be tough. And so I think it is 
one you are going to have to kind of nail down, when the top per-
son in the organization says that. I have talked to others, and they 
have all said pretty much what you said, but I think there has to 
be some mechanism to catch it in case you have that problem. 

Mr. GIULIANO. Yes, sir. 

FBI BUDGET

Mr. WOLF. The fiscal year 2013 budget request did not include 
any increases for the national security program. Within the na-
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tional security portfolio, what is the priority you would give to in-
creasing the number of intelligence analysts, and are you seeking 
such an increase in future budgets? 

Mr. GIULIANO. Sir, I would have to go back, and there has been 
many machinations of the budget, and I don’t know where this last 
billet sits. Our intelligence analysts are absolutely critical to what 
we do, and I would say there is probably not an SAC in the field 
that would say that an increase in intelligence analysts embedded 
in their operational shops would not help them as they move for-
ward.

Mr. WOLF. The Commission recommends that you seek funding 
immediately for acquisition of new hardware for the Data Ware-
house System—Electronic Data Management System. This hard-
ware would enhance search, analysis and data management. What 
is the cost associated with this hardware upgrade, and do you in-
tend to seek any programming authority to acquire such hardware 
during this fiscal year? 

Mr. GIULIANO. Sir, I would have to get back to you on that where 
we are. We have made a lot of changes in our software and hard-
ware since Judge Webster started his report; the DIVS system, 
Palantir, and now Sentinel online. We just need to go back and see 
when this recommendation was and kind of the snapshot of where 
we are with our IT requests, and I will get back to you on that. 

[The information follows:] 
The FBI does not intend to reprogram funding to acquire additional hardware or 

software.

Mr. WOLF. Okay. And I think if you could talk to us, clearly I 
think the committee would approve of the reprogramming, particu-
larly of the high importance that Judge Webster gave it. So if you 
could as soon as possible have them contact the committee, I would 
appreciate it. 

STAFF TRAINING

The report highlights the fact that the staff members in the San 
Diego and Washington field office were unaware of key data sys-
tems or were not trained on how to use them. Have steps been 
taken to correct this totally? 

Mr. GIULIANO. Yes, sir, they were taken immediately afterwards. 
Mr. WOLF. Okay. And data training is mandatory, as the Com-

mission recommends? 
Mr. GIULIANO. That is correct, sir. 
Mr. WOLF. All task force officers will complete the training with-

in how many days? 
Mr. GIULIANO. Right now it is within 90 days. 
Mr. WOLF. Ninety days. Was the recommendation 90 days or 60 

days?
Mr. GIULIANO. I think it was 60 days, sir, but just with the num-

ber of people we are putting through Quantico, we are at about 90. 

ADMINISTRATIVE ACTIONS

Mr. WOLF. I want to ask this last question here before I go back 
to Mr. Fattah and any other Members to clean up. And I think Mr. 
Fattah made a very good point. The purpose of the hearing is really 
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to find out what happens so that it never happens again. And I 
would like to have the opportunity to talk to the person in the 
Washington field office, but the Commission did not find any mis-
conduct to warrant administrative disciplinary action, but declined 
to express views on whether administrative actions should be taken 
for performance-based reasons. 

Has the FBI taken any administrative actions with regard to any 
FBI employees’ performance of duties in relationship to this par-
ticular case? 

Mr. GIULIANO. Sir, all the findings were pushed to the Inspection 
Division, as is normal course of action for us, and that team is re-
viewing it for the action and to determine whether any administra-
tive action or any performance-related action is going to be taken. 

Mr. WOLF. What is the timetable for completion of this process? 
Mr. GIULIANO. I think I said between 60 and 90 days. 
Mr. WOLF. Outside of the WFO task force that was given the 

Hasan lead, was anyone else at WFO or FBI headquarters aware 
of the length of time it was taking to act on this lead? 

Mr. GIULIANO. Sir, there was an informational lead sent to head-
quarters, but they did not track the lead. Again, that has changed 
and would change under the new system. 

Mr. WOLF. So now the management would monitor this now? 
Mr. GIULIANO. Sir, it is monitored, and there are 90-day file re-

views that would have caught that it had lagged. Again, though, 
the Commission report stated, and we concurred, that the time pe-
riod is still too long. 

Mr. WOLF. Okay. I am going to go to Mr. Fattah, and then Mr. 
Culberson and Carter if they have any final questions. 

Mr. Fattah. 

ARREST OF AWLAKI

Mr. FATTAH. Let me try to cover some of the details, but also get 
into some of the broader issues. 

How many months after 9/11 does Awlaki land at JFK? 
Mr. GIULIANO. That time he comes back, and he came back in 

2002 a number of times, but that was October of 2002, I believe, 
the chairman is talking about. 

Mr. FATTAH. Okay. So it is almost a year after 9/11. 
Mr. GIULIANO. That is right. 
Mr. FATTAH. He comes back, he is arrested, but then the warrant 

is withdrawn, right? 
Mr. GIULIANO. He is held, and the warrant is withdrawn. 
Mr. FATTAH. Right. So, I think that the chairman’s interest in 

this has a lot of merit just to find out exactly what the cir-
cumstances were, because you would think that there would be 
heightened tension, that the Bush administration is focused on the 
fact that we have just had this attack within a year. We have a 
kind of a full-court press going on, but for some reason this arrest 
is not pursued. 

AWLAKI’S RADICALIZATION

But I hear you, and this is how I want to get to the broader 
point, I hear you, because you have said it a number of times about 
Awlaki at one point and Awlaki at a different point, that he was 
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going through a process. So, if you looked at Timothy McVeigh at 
one point, and then you look at him blowing up the Oklahoma City 
Federal building, there is a radicalization going on, but it has not 
taken hold. 

Now, at the time that President Obama—and the President has 
been commended and criticized—and his administration killed 
Awlaki through a drone attack, people said, well, you know, he is 
an American citizen and this and that. So, you know, if you could 
walk me through where you think he was based on the information 
that you have. Was he at this time, a year after 9/11, was he some-
one who had moved from having a set of beliefs which are pro-
tected under our Constitution to being an active enemy of our coun-
try?

Mr. GIULIANO. Sir, that is a fair question, and I will try to an-
swer it as specifically as I can. 

Awlaki changed, and he changed a lot over the years. When he 
went to prison in Yemen in 2006–2007, and as he came out and 
came back up online in early 2008, Awlaki still had somewhat of 
a moderate tone, but began to be more of a propagandist and began 
to show more radical tendencies. But we could not, and the IC did 
not, see him as operational or in an operational role at that time. 

Mr. FATTAH. This is four years after the JFK incident. 
Mr. GIULIANO. That is right. 
Mr. FATTAH. He has been in prison. He seems to be becoming 

more radical. 
Mr. GIULIANO. That is right. 
Mr. FATTAH. But he is not necessarily, at least at the moment, 

operational.
Mr. GIULIANO. That is right. The Intelligence Community did not 

assess him to be operational at that point. It really comes down to 
where we see him where it really obviously changes, and it 
changed over the years. But with flight 253, and his ties into 
AQAP, and flight 253 coming into Detroit, and then the printer 
cartridge attempted bombings, clearly he was in an operational role 
at that time and much stronger in AQAP. If you go back to the 
2000–2001 timeframe, he still right up to that time was an imam 
at a mosque here locally and, quite honestly, was fairly well re-
spected.

Mr. FATTAH. Now, a year ago in September, when the President 
and his administration caused his demise, there were Members of 
the House on the floor criticizing the President for taking this ac-
tion. He at that point was operational? 

Mr. GIULIANO. No question, sir. 
Mr. FATTAH. There is no doubt about it, right? 
Mr. GIULIANO. No question whatsoever he was trying to kill 

American citizens, none whatsoever. 
Mr. FATTAH. And therefore, it was proper for us to protect our-

selves and defend ourselves at that point, right, in my judgment? 
Mr. GIULIANO. In your judgment, sir. 
Mr. FATTAH. I don’t want to put words in your mouth. 
Mr. GIULIANO. That is correct. 
Mr. FATTAH. So I think that it is important to put this thing in 

some context. You know, this young man who walked in the movie 
theater and shot these people 5 years before that in high school 
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was a different young man. There is something that happened, 
right?

And so this is where we have to get into the context. If you take 
something out of context, it is a pretext, right? It is not the truth 
at that time. So the truth at this time, a year after 9/11, when the 
Bush administration was dealing with this question, and he was 
released in 2002, he was not operational at that point. He became 
much more radicalized, using that term, in Yemen in jail in 2006 
and 2007. And then when President Obama ordered his demise in 
September of 2011, he was an operational figure and was an active 
enemy of the United States of America. 

Now, then you come into the Hasan deal, which is what the Fort 
Hood issue is about, because Awlaki wasn’t at Fort Hood. The con-
nection of Awlaki to Fort Hood is this email or a number of emails 
from Hasan to Awlaki, right, and whether they should have caused 
a more intense effort. So Awlaki is getting thousands of emails 
from people who are asking him any number of things. 

Mr. GIULIANO. That is correct, sir. 
Mr. FATTAH. Right? In fact, Hasan is asking him at one point 

about fairly mundane issues. But there was a reason why this 
could have taken a different tone if one’s instincts might have 
taken one in that direction, and that is what this really is about. 
It is about the judgment call that got made, right? 

Mr. GIULIANO. That is correct. 

CONNECTING INFORMATION

Mr. FATTAH. But he is just one of thousands of people emailing. 
So the first thing we are fixing is that when you have a certain cir-
cumstance where you have thousands of people interacting, that 
you also connect where these strings tie together, and that is being 
fixed by the recommendation of the Webster Commission. The Bu-
reau agrees with that recommendation. 

Mr. GIULIANO. That is correct, sir. 
Mr. FATTAH. And the software and everything to make that work 

together has been put in place. This is very important now. 
So there is a tendency here to confuse national security with poli-

tics. This is not about politics. What we have to do as a committee 
is to focus in on the efforts that have taken place over a number 
of administrations, one in which he was let go, and the other in 
which he was sent on to his afterlife, right? But the difference is 
that in both cases people were acting based on the information they 
had at the time, and acting in the best interests, as they perceived 
it, of the citizens of our country. 

And so I again want to thank the chairman. I agree with the 
chairman that we want to know a little bit more about the release 
and why the warrant was withdrawn. But there is no reason to 
look at this under any basis than this character in Colorado in the 
movie theater, He was, stopped for a traffic violation or something 
a year ago, but at that point he wasn’t someone who was gathering 
6,000 rounds of ammunition and automatic guns or semiautomatic 
guns to go into a movie theater. 

So there are points along a process in which judgments are made 
based on the information at hand. Now, there could be different 
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judgments made, and I think that you agree, I know you agree, 
that there should have been a face-to-face interview with Hasan. 

Mr. GIULIANO. That is right. 
Mr. FATTAH. Now, how long had he been in the military at the 

time of the Fort Hood incident? 
Mr. GIULIANO. I would have to go back and check on that, sir. 
Mr. FATTAH. He had been there for many years, right? 
Mr. GIULIANO. Many years. A number of years, that is correct. 
Mr. FATTAH. Right. And so, you know, the situation as we see it 

today, we are looking at it in the fullness of a rearview mirror in 
which we have all of this information, and it is a little bit different 
than going at it on a current knowledge basis. 

I thank the chairman, and I would be willing to sign on to his 
request that we get more information about the warrant being 
withdrawn.

Mr. GIULIANO. Yes, sir. 
Mr. FATTAH. Thank you. 

AWLAKI’S HISTORY

Mr. WOLF. I am going to thank you. And generally Mr. Fattah 
and I, we generally agree. On this one I think, you know, he may 
be right, he may not. My own feeling, and it is an opinion, is that 
Awlaki was a bad guy from the very, very beginning. 

And I have talked to some of the 9/11 Commissioners. I spoke to 
one staff person the other day. But in the 9/11 Commission report 
it says with regard to Awlaki, ‘‘Another potentially significant San 
Diego contact for Hazmi and Mihdhar was Anwar al-Awlaki, an 
imam at the Rabat mosque. Born in New Mexico, and thus a U.S. 
citizen . . .’’ 

Actually did you know he went to school on your taxpayer dol-
lars? Did you know that, Mr. Giuliano? Did you know he had a 
scholarship from the Federal Government? 

Mr. GIULIANO. I know he did have a scholarship and went to Col-
orado.

Mr. WOLF. He ‘‘grew up in Yemen and studied in the United 
States on a Yemeni Government scholarship.’’ But he had an Amer-
ican scholarship, too. ‘‘We do not know how or when Hazmi or 
Mihdhar first met Awlaki. The operatives may even have met, or 
at least talked to him, the same day they moved from San Diego 
to San Diego. Hazmi and Mihdhar reportedly respected Awlaki as 
a religious figure and developed a close relationship with him.’’ 

‘‘Awlaki left San Diego in mid-2000, and by early 2001 had relo-
cated to Virginia. As we will discuss later, Hazmi eventually 
showed up at Awlaki’s mosque in Virginia, an appearance that may 
not have been coincidental.’’ These are the people of the 9/11 Com-
mission. ‘‘We have been unable to learn enough about Awlaki’s re-
lationship with Hazmi and Mihdhar to reach a conclusion.’’ And 
then there is more. 

FBI BRIEFINGS

So, you know, in closing, if we can have the briefing with regard 
to the NPR report on the number in the military that you agreed 
with; secondly, if you have your budget people come up and tell the 
committee if you need the reprogramming so that you can follow 
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it through in that one system; thirdly, if there is anything in next 
year that is needed dealing with this because the CR will be put 
together over the August break. Fourthly, I would like to have the 
CVE guy come up, is it a man or a woman, whoever runs it, to 
come up and sit down with me. Lastly, I want to see and talk to 
the person at the Washington field office that made the decision. 

POLITICAL CORRECTNESS

And I guess the question I would have, as I think about this, 
given that Washington—and Webster was really silent. I think it 
is important for people to know. Given the fact that Webster was 
silent on the political correctness aspect, did it play a role, did it 
not, have you gone back internally or done an internal evaluation 
of the people involved privately to ask them? Because what is in 
somebody’s mind might be different than what the reality was. 
Maybe somebody said, I was slighted, but maybe they were slight-
ed because the person was looking the other way. But I think it 
is important to ask the agents involved both in San Diego and in 
Washington, did anything that was going on make them reluctant 
to act? 

And lastly, what have you done as an agency to make sure that 
FBI agents do not have this inhibition to move, as many of the 
Members have referenced, and to do something so that we can pre-
vent the next Fort Hood or the next 9/11? 

Do you want to just cover that before we end? 
Mr. GIULIANO. So to answer your question, the first one, sir, all 

the individuals were—— 
Mr. WOLF. But to answer that specific question, because the 

Webster report doesn’t really put that to rest, to ask. 
Mr. GIULIANO. Right. Again, I think we just disagree on that 

point.
Mr. WOLF. Well, show me, then, Mr. Giuliano. Let us recess for 

a moment. Go to the point and show me where it says that. 
Mr. GIULIANO. It doesn’t, sir. I think what they did is—— 
Mr. WOLF. I mean, this is the report we are operating on. 
Mr. GIULIANO. But I think the facts—— 
Mr. WOLF. Did Judge Webster call you and tell you that he said 

there was no political correctness involved? 
Mr. GIULIANO. No, but if you look at the decision that was made 

and the criteria that they laid forward as to why that decision was 
made, I think it lays out why the task force officer made that deci-
sion, at least in the opinion of those that did the investigation by 
the Commission. So I believe that if they would have found it, then 
there is no reason for them not to put it in their report. They have 
no——

Mr. WOLF. But it is not in the report. They did not say clearly 
there was not. In fact, there is an inference that it may very well 
have been. 

Mr. GIULIANO. Okay. 
Mr. WOLF. Okay. And have you done an internal, or ask other 

people outside, to ask if FBI agents are feeling this great reluc-
tance to act because my career could be over, or is there some sen-
sitivity now that the Bureau wants them to do what they should 
be doing to make sure that we never have another Fort Hood? 
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Mr. GIULIANO. I think if you sat through any of what we call the 
SPS sessions that are like the CompStats that the Director holds 
with the executive staff of both criminal and national security and 
with each SAC in the field and their executives where they are 
held accountable for what they do every day, you would see that 
in his FBI, political correctness is not tolerated. He expects us to 
follow the letter of the law and the Constitution and to turn over 
every rock and every lead. So I don’t believe that is the issue here, 
sir. I believe if the Commission would have seen it, they would 
have gone down that path. 

Mr. WOLF. Well, maybe and maybe not. 
And I guess we will end with this: You had the Assistant Direc-

tor in Charge of the Washington field office. We see a transcript. 
He was at an event, he said, ‘‘and actually while I was at the func-
tion, I am also on the mailing list for my BlackBerry for CAIR’’. 
CAIR is the group that the Director had said that the FBI should 
have no involvement with. He goes on to say, ‘‘Now, Mr. Hooper, 
I don’t know what he does all day, but I know I get BlackBerrys, 
must be 10 emails a day from CAIR, and if I am not aware of what 
is going on at CAIR, I will be at a loss, and I get these emails con-
stantly.’’ CAIR was an unindicted coconspirator in the Holy Land 
Foundation case, so a person working in the office with that envi-
ronment could have some feeling, and we want to make sure that 
your men and women do not feel reluctant to do what they ought 
to do to prevent another 9/11 or a Fort Hood. 

And with that, again, please take back to the men and women 
of the Bureau that I have great respect, and I respect the job that 
they do, and we want to make sure that they can do it in a way 
that they do not feel like they are restrained. So if there is a budg-
etary thing, I hope you will come here; nor should they be encum-
bered by being politically correct. And we will have questions—— 

Mr. CARTER. Mr. Chairman. 
Mr. WOLF. We will have some questions. We will follow up by let-

ter. And the last thing, make sure the Washington field office per-
son comes by to talk to me. 

Yes.
Mr. CARTER. If I could be recognized for just a second. First, if 

I in any way—you felt like I was attacking you in my frustration, 
I apologize. 

Mr. GIULIANO. No, sir. 
Mr. CARTER. And I just want to ask one question. You mentioned 

all these investigatory branches of the DOD, which I also have a 
high respect for, as you do, but one of the things that I really be-
lieve is endemic in the military is the perception that soldiers have 
that certain things, if they bring them up, hurt their career. The 
perfect example is seeking psychiatric treatment when you come 
back from a war. We have spent literally millions and millions of 
dollars convincing our soldiers if you have got something wrong, 
please tell us, it will not hurt your career, but they believe in their 
heart of hearts that it would. And I believe this political correct-
ness issue at least plays among the average soldier, even up into 
the officer corps, as a possible career killer. 

You mentioned you talked to DOD and others. Have you worked 
out procedures where if the FBI has a suspicion that an officer, or 
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an enlisted man in the military, a question is raised, like in this 
case, in somebody’s mind, they can contact DOD and say, we have 
got a question here? I think if the FBI’s inquiry came rather than 
the average soldier’s inquiry, it might break the deadlock that is 
created by this perception the soldiers have that asking questions 
that are politically incorrect will get you fired. Do you see what I 
am getting at? 

Mr. GIULIANO. Sir, is your point that it would be better if that 
interview, had it been conducted, been conducted by the FBI? 

Mr. CARTER. Either that or at least contact DOD and say, we 
have got a situation here that involves one of your officers who you 
have been promoting regularly, and it looks like he is an officer in 
good standing, but an issue has come up in one of our agent’s 
minds that we want to—we will lateral the ball to you to look into 
it or whatever. Because what you hear from people in the DOD is 
as we look back now, Hasan had all kinds of indicators clear back 
to medical school that he took these positions, and yet nobody said 
anything. And even you will hear from people over at Walter Reed 
that they said, we were for getting him out of here and getting him 
someplace else because he was asking all these questions. He was 
interviewing soldiers coming back from the front with, did you ever 
consider that you are attacking religious people and all this stuff? 
But they wouldn’t raise the issue for fear of their career. If the FBI 
put an indicator in, maybe then the investigation would have start-
ed at the DOD level. 

Mr. GIULIANO. That is right. 
Mr. CARTER. I am just trying to get past that taboo that we seem 

to see in the military. It sure would help. 
Mr. GIULIANO. Okay. 
Mr. CARTER. If you all have a communication as to how can we 

touch base with you when we have got a problem. 
Mr. GIULIANO. I think under this new procedure, sir, even an as-

sessment guardian lead, which is our tip lead for tips that may 
come in from the general public or from anybody else, that, too, is 
shared with our NJTTF personnel and DOD. So really anything 
that we have related to the military would be shared, so hopefully 
that would take care of it. 

Mr. CARTER. That was my question. That is very good. Thank 
you very much. 

Thank you, Mr. Chairman. 
Mr. WOLF. Thank you, Mr. Carter. 
Also, I think you would agree, an interview would have been 

good, but an interview in the future will be very good because the 
interview may very well find that the person is totally innocent. Or 
if the person was going off the wrong path to do the wrong thing, 
the very interview of the FBI coming out and interviewing the indi-
vidual may very well put pause in their mind and divert that. 
Would that not be accurate? 

Mr. GIULIANO. That is correct, sir. 
Mr. WOLF. Okay, good. So I think the more interviews, the bet-

ter.
With that, the hearing is adjourned. 
Mr. GIULIANO. Thanks. 
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QUESTIONS FOR TilE RECORD---lVIR. ADERHOLT 

PERSONNEL 

In your testimony, you state that "personnel who handled counterintelligence 
information made mistakes." However, the final report finds that the mistakes 
did not result from intentional misconduct or the disregard of duties. 

Question. Could you please clarify the nature of these mistakes? Were they 
due to the personnel perhaps fearing that a warning which included the 
possibility of violence motivated by religion, or a particular religion, would 
get them in trouble with their superiors? Was this problem widespread? 

Answer. The Webster Commission's findings focused on the way personnel 
handled counterterrorism information in the context of the authorities, poli­
cies, operational capabilities, and technology in place before the Fort Hood 
shootings. The Webster Commission did not conclude that actions were 
taken, or were not taken, because of fear that an action would displea..se a 
supervisor. Specifically, in the context of the decision not to interview Nidal 
Hassan-a decision that tllP Commission described as "fiawed"--it identified 
two investigative reasons for that decision: first, that an investigation could 
jeopardize the Anwar Aulaqi investigation; and second, that, because Hassan 
was not involved in terrorist activities, an interview would not satisfy the 
FBI's requirement to use the least intrusive means to collect intelligence and 
conduct investigations. 

Question. \Vhat is being done to prevent similar problems in the future? 

Answer. The Commission made 18 recommendations to address FBI poli­
cies and technology related to the mistakes it identified. The FBI agrees 
with the principles underlying all of the Commission's recommendations 
and has taken steps to address each one. (A list of the recommendations 
and the actions taken by the FBI to address each one is available on the 
FBI's website at: http://www . fbi. gOY /news/pressrel/press-releases/ 
judge-webster-delivers-webster-commission-report-on-fort-hood.) 
Immediately after the Fort Hood attacks, the FBI worked with the Department 
of Defense (DoD) to streamline and enhance information-sharing agreements. 
These agreements include procedures that will foster awareness by senior 
Pentagon officials and the DoD representatives on the FBI's Joint Terrorism 
Task Forces (JTTFs) of all FBI cases involving the military and that will 
better enable the FBI and DoD to share information in support of the FBI's 
mission. Other steps include the internal issuance of formal guidance to 
all FBI offices regarding the management and oversight of counterterrorisIll 
matters; formal guidance regarding the resolutioll of inter-office disagreements; 
formal guidance regarding the handling of Gouuterterrorism leads; expanded 
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mandatory training; and the completion and implementation of data manage­
ment and integration projects and policies designed to help agents, analysts, 
task force officers, and other personnel more effectively review, evaluate, and 
exploit information. 

IMPLEMENTATION OF COMMISSION RECOMMENDATIONS 

The Webster Commission laid out 18 specific recommendations and according 
to your testimony, the FBI concurs with the principles of these recommenda­
tions. 

Question. Are there any areas within these recommendations that the FBI 
feels go too far or not far enough? If so, where were the disagreements and 
what is the FBI doing to reconcile those issues? 

Answer. The FBI concurs with the principles underlying all of the recom­
mendations and has already taken action to implement them based on the 
Commission's work, the FBI's own internal review of the "Fort Hood shoot­
ings, and the report of the U.S. Senate Committee on Homeland Security 
and Governmental Affairs. Among other things, the FBI agrees with the 
Webster Commission that there may be situations in which the assignment of 
a Joint Terrorism Task Force officer as lead investigator may not best serve an 
investigation. However, we also recognize and value the unique contributions 
of task force officers, including their specialized knowledge and familiarity 
with their home agency's systems and procedures. Accordingly, we will assess 
the proper assignment for each investigation based on the circumstances of 
each case. 

Question. In the areas where the FBI has issued guidance or new policy, what 
kind of oversight is being conducted to ensure full implementation? 

Answer'. After the Fort Hood attacks, the FBI worked with DoD to execute 
new information-sharing agreements. These agreements include procedures 
that will foster awareness by senior Pentagon officials and the DoD represen­
tatives on the FBI's Joint Terrorism Task Forces of all FBI cases involving the 
military and that will better enable the FBI and DoD to share information 
in support of the FBI's mission. Because the FBI centralized the command 
and control of our counterterrorism operations after the 9/11 attacks, the 
FBI's Counterterrorism Division (CTD) is now able to exercise counterter­
rorism program management and oversight. This enables CTD to direct and 
monitor compliance with the guidance and policy issued in response to the 
Commission's recommendations. In addition to CTD, other entities at FBI 
Headquarters, including our Inspection Division and Office of Integrity and 
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Compliance, regularly conduct reviews to monitor FBI compliance with our 
policies and procedures and direct corrective action in appropriate cases. 
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Introduction 

On December 17,2008, United States Army Major Nidal Malik Hasan visited the 
website of radical Islamic cleric Anwar al-Aulaqi. He sent a message to Aulaqi. The Federal 
Bureau of Investigation acquired the message. A second message followed on January 1,2009. 
Members ofthe Joint Terrorism Task Force (JTTF) in the San Diego Field Office reviewed the 
messages. Concerned by the message's content and implications that the sender was a U.S. 
military officer, San Diego set a lead to International Terrorism Operations Section I at FBI 
Headquarters and the mF in the Washington, D.C., Field Office (WFO). 

Five months later, WFO conducted an assessment of Hasan, who worked as a psychiatrist 
at the Walter Reed Army Medical Center. WFO queried certain FBI and Department of Defense 
(DoD) databases and reviewed the limited set of Army personnel records available to 000 
personnel serving on JTTFs. In the meantime, San Diego had acquired and reviewed fourteen 
additional messages and emails from Hasan to Aulaqi and two emails from Aulaqi to Hasan. 

WFO did not assess Hasan to be involved in terrorist activities. San Diego advised WFO 
that the assessment was inadequate. Neither Field Office took any timher action. Hasan sent his 
last message to Aulaqi on June 16,2009. Aulaqi did not respond. 

Effective July 15, 2009, the Army assigned Hasan to the Darnall Army Medical Center at 
Fort Hood, Texas. In October 2009, the Army notified Hasan that he would be deployed to 
Afghanistan in November 2009. . 

On November 5, 2009, Hasan entered the Fort Hood deployment center. He carried two 
pistols. He jumped on a desk and shouted "Allahu Akbar!" - Arabic for "God is great!" Then 
he opened fire, killing twelve U.S. soldiers and one DoD employee, and injuring forty-two others. 

The FBI inunediately conducted an internal review of how San Diego and WFO handled 
Hasan's communications with Aulaqi. As a result of the review, the FBI took specifIC steps to 
improve its ability to detect and deter threats like Hasan. Those steps focused primarily on FBI­
DoD information-sharing, FBI Headquarters involvement in reviewing significant national 
security cases, information technology improvements, and training. 

FBI Director Robert S. Mueller, 1II, determined that an additional, independent 
investigation of the FBI's actions was appropriate. 
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A. The Tengs of Befmgee 

On December 17,2009, Director Mueller asked William H. Webster. a fonner U.S. 
Attorney. U.S. District Judge, U.S. Circuit Judge, Dire<:torofthe FBI, and Director of the 
Central Intelligence Agency, to conduct an independent investigation of the FBI's handling of 
the Hasan information. Without limiting the investigation, Director Mueller's Terms of 
Reference asked Judge Webster to examine: 

(I) the laws and policies applicable to the FBI's assessment of the threat posed by 
Major Hasan; 

(2) whether the FBI complied with applicable laws and policies; 

(3) whether the actions taken by the FBI were reasonable under the circumstances 
known at the time. and, ifnot, whether any administrative action should be 
taken against any employee; 

(4) whether current laws and policies strike an appropriate balance between 
protecting individuals' privacy rights and civil liberties and detecting and 
deterring threats such as that posed by Major Hasan; 

(5) whether the steps the FBI is taking following an internal review of the 
shooting are sufficient or whether there are other policy or procedural steps the 
FBI should consider to improve its ability to detect and deter such threats in 
the future; and . 

(6) whether the FBI should propose any le~slative action to improve its ability to 
detect and deter such threats while still respecting privacy and civil-liberty 
interests. 

B. The Investigation 

Judge Webster assembled a team of seasoned investigators and attorneys to assist him. 
The FBI provided the Webster Commission with unfettered access to personnel, documents, and 
technology. An FBI liaison assisted in scheduling briefings, interviews, and Field Office visits. 
and in identifYing and producing FBI. Department of Justice (D01), DoD, and other government 
documents. The FBI and the DOJ provided the Commission with more than SO formal 
interviews, meetings, and brietings; a far greater number of informal brietings and meetings; and 
more than 300 documents totaling more than 10,000 pages. The FBI's Special Technolo~es and 
Applications Section provided Commission members with direct access to FBI computer 
systems, applications, and databases. 

The Commission or its specialized teams conducted investigative interviews of all FBI 
and other JTTF personnel who handled the Hasan infarmation; conducted on-site visits and 
interviews with counterterrorism squads and intelligence fusion cells in Northern Virginia. 
Philadelphia, and Los Angeles that were not involved in-the Hasan matter; and performed or 
supervised comprehensive searches of the FBI's data holdings on Hasan and Aulaqi. To obtain a 
broad range of perspectives. the Commission also consulted with outside experts on 

2 
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counterterrorism, intelligence operations, information technology, and Islamic radicalism; public 
interest groups that promote and protect civil liberties and privacy interests; and staff from 
Congressional committees with FBI oversight responsibilities. The input of more than 300 
persons informs our investigation and recommendations. We also reviewed hundreds or non­
government documents relevant to our inquiries. 

Throughout our investigation, we witnessed the ever-increasing challenge that electronic 
communications pose to the FBI's efforts to identify and avert potentially destructive activity. 
Although this Report reviews the specifics of one tragic event, it also speaks to transcendent 
issues that are crucial to the FBI's ability to combat terrorism in the electronic age. 

Part One oCthis Report presents our Factual Findings, Chapters 1 and 2 discuss the 
challenge oCviolent radicalization and one oCthe FBI's primary responses, the Joint Terrorism 
Task Force program. Chapters 3 and 4 review the legal, operational. and technological 
framework for the FBI actions at issue. Chapter 5 describes the FBI's investigation of Anwar al­
Aulaqi. Chapter 6 describes the FBI's actions in connection with the Hasan-Aulaqi 
communications. Chapter 7 summarizes our review of the FBI's data holdings to identify what 
information about Hasan and the Hasan-Aulaqi communications was available to the FBI before 
and after the Fort Hood shootings. 

Part Two contains our Analysis oCthe reasonableness and adequacy of the FBI's actions 
in the context of the governing authorities, FBI policies and practices, and the operational and 
technological environment of the time. ' 

Part Three assesses the adequacy of the remedial steps that the FBI took following its 
internal review of the Fort Hood shootings. 

Part Four considers whether the FBI's governing authorities properly balance civil 
liberties and privacy interests with the FBI's counterterrorism obligations. It also discusses the 
potential evolution of those authorities. 

Part Five contains our Recommendations for additional improvements to enhance the 
FBI's ability to fulfill its counterterrorism mission and make our country a safer place to live 
while respecting civillibertles and privacy interests. 

3 
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C. FBI/U.S. InteUigence Community Personnel Identifiers 

At the FBI's request, this Report identifies FBI and other U.S. Intelligence Community 
personnel by anonymous abbreviations that indicate each person's geographic location or 
headquarters assiinment and job title. 

San Diego Field Office/Joint Terrorism Task Ji'orce 

FBI Supervisory Special Agent 
FBI Special Aient 
FBI Intelliaence Analyst 
Task Force Officer I (NCIS) 
Task Force Officer 2 (NCIS) 
Task Force Officer 3 (DCIS) 

SO-SSA 
SO-Agent 
SO-Analyst 
SO-TFOl 
SO-TF02 
SO-TF03 

Washington, D.C., FBI [ntematioul Terrorism Operations Seetion 1 

FBI Supervisory Special Agent 
FBI Special Agent 
FBI Intelligence Analyst 

ITOSI-8SA 
rrOSl-Agent 
ITOSI-Analyst 

Washia&ton, D.C., Field Oftke/JeiDt Terrorism Task Foree 

FBI Supervisory Special Agenl 
FBI Intelligence Analyst 
Task Force Officer (DCIS) 

WFO-SSA 
WFO-Analyst 
WFO-TFO 

Departmeat of Defease, Defease CrlminallBvestipdve Serviee 

DoD Intelligence Analyst DCIS-Analyst 

An Index of a\l acronyms used in this Report is appended. 

D. FBlIU.S.lptelligepg Commaoity Redactions 

This Final Report reviews sensitive counterterrorism intelligence and other classified 
information. The FBI National Security LegaI Branch. in cooperation with other members of the 
U.S. Intelliience Community, has redacted that classified infurmation-and only that 
infonnation - from the public version of the Final Report The public version includes, to the 
extent possible. unclassified descriptions ofllle content of those n:dactions. [Those descriptions, 
like this sentence, appear in brackets.] 
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Part One 

Factual Findings 
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Chapter 1 

Violent Radicalization 

A. Introduction 

The Fort Hood shootings are a grim reminder that violent radicalization is a persistent 
threat to the United States and its citizens and residents. Radicalization - whether based on 
religious, political, social, or other causes - challenges the capability and capacity of the FBI and 
other members of the U.S. Intelligence Community to identify, <:ollect, analyze, and act on 
accurate intelligence in time to detect and deter those who would commit violence . 

. Although highly publicized terrorist plots and acts - and the Fort Hood shootings - have 
referenced Islam, violent radicalization transcends anyone religion - and, indeed, 
religion - and can find causes in political, social, environmental, and other contexts. The 
FBI's report on terrorist acts in the U.S. between 1980 and 2005 identified 318 events 
(including bombings, arson and malicious destruction, and shootings); only 7% of those 
events were attributed to Islamic extremists. Federal Bureau ofInvestigation, Terrorism 
2002-2005 (2d ed. 2007). 

Radicalism is not a crime. Radicalization alone, without incitement to violence, may not 
constitute a threat. Our Constitution prote<:ts thoughts, words, and even actions associated with 
extremism, indudjng speeches, public assemblies, and attendance at places of worship. There 
are limits, of course. The First Amendment, for example, does not embrace language that can 
cause objective harm to people, their possessions, or their liberties. The Constitution does not 
shield those who, in pursuit of radical ends, would cause harm or those who incite or support 
those who would cause harm. 

In a 2006 speech, FBI Director Mueller observed that understanding radicalization and 
countering its violent ends require constant calibration of how the FBI understands "the line 
between the extremist and the operational." See Director Robert S. Mueller, III, The Threat 0/ 
Homegrown Terrorism, Speech to The City Club of Cleveland (June 23, 2(06), In the age of 
electronic communications, that line can be difficult to discern. 

Nidal Malik Hasan's transformation into a killer underscores the dilemma confronting the 
FBI. Hasan was a licensed psychiatrist and a U.S. Army Major with fifteen years of military 
service. He was a member of two professional communities - mental health and defense­
whose missions include protection against violence. He worked at Walter Reed Anny Medical 
Center and other facilities in close and constant contact with other U.S. military personnel, 
including fellow psychiatrists. He was a religious person. He had no known foreign travel. 
Other than his eighteen communications with Anwar al-Aulaqi, he had no known contact and no 
known relationships with criminal elements, agents of foreign powers, or potential terrorists. 

6 
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This Report considers a myriad of factors that affect the FBI's ability to detect - and, 
when legally possible, deter and disrupt - the violent radicalization of U.S persons. These 
factors include the FBI's legal authority, written and informal policies, operational capability and 
capacity, 8L1Cess to information, and technology. In this Chapter, we examine the pre-eminent 
factor: the FBI's understanding of violent radicalization. 

We spoke with FBI counterterrorism officials, as well as Agents, Analysts, and Task 
Force Officers at FBI Headquarters and in the field, to examine the FBI's understanding of 
violent radicalization and its implications for intelligence, operations, and training before and 
after the Fort Hood shootings. We consulted in unclassified settings with Jerrold Post, M.D., 
Professor of Psychiatry, Political Psychology, and International Affairs at George Washington 
University. (Dr. Post served 21 years with the Central Intelligence Agency, where he founded 
and directed (he CIA's Center for the Analysis of Personality and Political Behavior. The CIA 
awarded Dr. Post the Intelligence Medal ofM~t in 1919 and the Studies in Intelligence Award 
in 1930. He is a Life Fellow of the American Psychiatric Association. and the Association's 
Chair of the Task Force for National and International Terrorism and Violence.) We also 
reviewed contemporary learned texts to examine the psychiatric community's understanding of 
violent radicalization and the role of the Internet in violent radicalization. 

B. 1M Proem of Viole!' RacIieaJizatioa 

I. TIle Dvaalljes of Violent Radicalizatioa 

The psychiatric community has identified the fundamental dynamics of violent 
radicalization: 

(a) Most terrorists are psychologically normal as individuals, and do not fit a medical 
diagnostic category. 

(b) Radicalization is not precipitous, but a process with "many way stations •••. " 

(c) Violent radicals are creatures of a colIective identity. Group, organizational, and 
social psychology - not individual psychology - provide the most powerful 
insights on terrorist behavior. (Indeed, group psychology plays an integral role in 
"self-radicalization" as well as "lone wolf' terrorisnL) 

(d) Leaders are essential to radicalization. Leaders draw together alienated, 
discontented, and isolated fullowers who are prone to or ready to accept a 
wl1ective identity. 

(e) Radicalization occurs when followers submit to the collective identify and leaders 
identify a shared enemy as a target for violent behavior. 

(f) Radicalization involves "a wntinuing reinforcement by manipulative leaders, 
consolidating collective identity, externalizing, and justilYing ... [and then] 
requiring violence against the enemy." 

7 



360

I.M. Post, U., The Psychological and Behavioral Bases ojTerrorism: Individual, Group and 
Collective Contributions, 14 INT'L AFF. REv. 195, 196·99 (Fall 2005). 

2. The FBI Model 

In 2007, the FBI published a model of violent radicalization that parallels the 
understanding of the psychiatric community. ~ C. Dyer U., Countering Violent Islamic 
Extremism, FBI LAW ENFORCEMENT BULLETIN, Dec. 2007. 

The FBI model describes the process of violent radicalization - the "way stations" - as 
four incremental stages of development: 

Preradlcalization - Identification -. Indoctrination - Action 

"Pre-radicalization" is measured by an individual's motivation, stimuli, and opportunity 
to radicalize. C. Dyer U., at 6. A motivation for conversion - whether to a religion or another 
cause - is critical to the process, and can take several forms. 

"Acceptance seeking" conversions are a product of human nature - the need to form and 
maintain interpersonal relationships. Persons with limited or fragile social ties may find 
acceptance in the solidarity of extremist groups. In 'jilted-believer" and "faith reinterpretation" 
conversions, persons frustrated or dissatisfied with a belief system embrace a more militant 
system. In "protest" conversions, the individual rebels against, or seeks an identity separate from, 
family, society, or circumstances. 

Stimulus is typically provided by a respected leader whose words, actions, or public 
persona inspire conversion. The opportunity to radicalize ordinarily involves exposure to the 
commitment of others to the leader or the cause. Differing venues can provide stimulus and 
opportunity, including prisons, places of worship, universities, private settings, and the Internet. 

The second phase of radicalization. "Identification," is marked by acceptance of and 
devotion to the cause. C. Dyer ~., at 6. Accepting the cause often leads converts to become 
isolated from their former lives as they seek guidance from the leader or other followers about 
bow to become more committed to the cause. Social interaction with other followers and travel 
to live near or within the group may accelerate the process. 

"Indoctrination" involves a conviction that the cause requires violent action. C. Dyer m 
Dl., at 6. It conunonly occurs through active participation in or access to the cause's activities 
and inner workings. Converts assert a personal stake in the cause and believe that action is 
needed to support the cause. In religious contexts, extremist clerics can playa major role in 
indoctrination because of their emotional hold over impressionable followers and their ability to 
provide spiritual justification for violence. 

8 
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"Action" is the manifestation of a commitment to engage in violence. C. Dyer "., at 6. 
Action can be violent or nonviolent (for example, financing or facilitating others who pursue 
violence); but its purpose is to· further the cause and to harm the perceived enemy. 

Radicalization to the final stage is not inevitable. The process of radicalization can be 
interrupted. The process can be reversed. Many persons reacb only the first or second or third 
stage, without ever entering the stage of action. 

Tbe objective of the FBI model is to "identify [through each stage] indicators of those 
who demonstrate the potential for violence," and the ''patterns and trends of extremist behavior." 
C. Dyer ;ul., at 4, 8. The challenge lies in finding actionable indicators in time to respond in a 
lawful manner to the potential for violence. Reliable indicators of radicalization are more 
difficult to detect and act on in nascent stages. The early phases of radicalization may take place 
outside the knowledge of anyone but the radicalizing individual. They may also take place in 
ways that implicate the civil liberties and privacy interests of U.S. persons, cautioning or 
demanding investigative restraint. Even iflhe FBI obtains intelligence evidencing an individual 
in the radicalization process, that intelligence may not provide a legitimate basis for investigation. 
A person's opportunity to radicalize - for example, by downloading an audio file of a radical 
speech or sennon - is alone not a justification for investigation. An individual's acceptance of a 
cause - for example, by joining II. peaceful demonstration against Israeli settlements in Palestine 
- is alone not ajustification for investigation. Even an individual's conviction that a cause 
requires action - for example, by writing an op-ed article in support of Ham as - may not provide 
ajuslification for investigation, if that individual shows no inclination to take violent action 
based on that conviction. 

The difficulties of detecting violent radicalization and justifying FBI intervention are 
exacerbated because the four stages of radicalization progress with ever-increasing speed. Pre­
radicalization and identification may take years. Indoctrination and action may take months, 
weeks. even days. Detection in the early stages may be impossible. Detection in the later stages 
may not allow time to respond before violence occurs. 

3. The Lope Aetor apd Ipternet RasJisalizatlon 

Newspaper reports recently quoted President Ohama as stating that "the most likely 
scenario that we have to guard against right now ends up being more of a lone wolf operation 
than a large, well coordinated terrorist attack." Associated Press (August 17, 2011). For nearly a 
decade, the FBI has forecast the dangers of "lone wolf" terrorists, both international and 
domestic. ~ The FBI Strategic Plan 2004-2009; Testimony of Patrick Rowan, FBI Acting 
General Counsel, before the House Perm. Sel. Comm. on Intelliaence (July 23, 2003). 

Lone actors can pass through the four stages of radicalization with little or no personal 
contact with II. leader or another violent radical- and thus without conventional accomplices, co­
conspirators, or handlers. Evolving communications technologies - most notably, the Internet -
play an increasingly weighty role in the phenomenon of the lone actor. Radical voices can 
provide leadership via the Internet at each stage of radicalization. including a call to action for 
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individuals who have no other association with them. For exa.mple, the a1-Qaeda Internet treatise 
Iraqi Jihad, Hopes and Risks was the apparent inspiration for the 2004 Madrid train bombings. 

The Intemet can provide individuals with remote, yet regular, access to the teachings and 
instructions ofviolent radical leaders, supplanting the real-world meeting places traditionally 
used to radicalize - and traditionally used by the FBI to detect violent radicalization. The 
Internet also offers exposure to extraordinary amounts of information at little or no cost; the 
ability to join and participate in virtual networks of like-minded individuals, finding the group 
identity that is part of radicalization; and, of course, the potential for shrouding identities. 

A crucial lesson of Fort Hood is that the information age presents new and complex 
counterterrorism challenges for the FBI. Diverse and ever-growing waves of electronic 
information confront its law enforcement and intelligence-gathering activities. Emerging 
technologies demand changes in the ways that the FBI acquires, stores. reviews, organizes, 
manages, disseminates, and acts on intelligence. 
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Chapter 2 

The Joint Terrorism Task Force Program 

The actions under review took place in the context of the FBI's Joint Terrorism Task 
Force (JTIF) program. The San Diego JITF identified the first two communications from 
Hasan to Aulaqi and set a lead on Hasan to the Washington, D.C., JTTF. 

The Department of Justice (DOJ) and the FBI developed the JTTF program as a 
counterterrorism partnership among U.S. law enforcement and intelligence agencies. The FBI 
and the New York City Police Department established the first JTIF in 1980. By September 11, 
2001, there were 35 JTIFs in the U.S. Today, there are 104 JTIFs, including at least one in each 
of the FBI's 56 Field Offices. 

The ITTF program organizes and coordinates federal, state, and local resources in an 
effort to detect, deter, disrupt, and otherwise respond to the threat of terrorism. Each JTTF is a 
cell oftrained investigators, intelligence analysts, linguists, and other specialists from the FBI 
and other law enforcement, inteJligence, and public safety agencies (including, for example, 
Immigration and Customs Enforcement, Secret Service, regional fransit authorities, state 
highway patrols, and local police departments). JTTF members engage in surveillance, 
electronic intercepts, source development, interviews, database analysis, and other investigative 
techniques. They operate daily in the realm of counterterrorism, facing threats that range from 
lone actors to international terrorist networks. 

The JTTF program's success in combating terrorism is well-documented. JTTFs have 
played crucial roles in foiling major terrorism plots that include, among others: 

• Antonio Martinez (planned attack on military recruiting center in Catonsville, 
Maryland) 

• Mohamed Osman Mohamud (planned attack on tree-lighting ceremony in 
Portland, Oregon) 

• Farooque Ahmed (pIotto bomb Metrorail stations in Northern Virginia) 

• Shaker Masri (planned travel to Somalia to support al Shabaab) 

• Zachary Chesser (planned travel to Somalia to support al Shabaab) 

• Mohammed Mahmood Alessa and Carlos Eduardo Almonte (planned travel to 
Somalia to support al Shabaab) 

• Hosam Smadi (plot to bomb office building in Dallas, Texas) 
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• Michael Finton (plot to detonate bomb outside federal building in Springfield, 
Illinois) 

• James Cromitie (plot to bomb a synagogue and military facility in New York City) 

• Khalid AIi·M Aldawsari (attending college on student visa; purchased equipment 
and chemicals to make an improvised explosive device in Lubbock, Texas) 

• Colleen LaRose (recruitment ofjihadist fighters to commit murder overseas) 

• Abu Khalid Abdul-Latif and Walli Majahidh (plot to attack military recruiting 
center in Seattle) 

• Waad Ramadan Alwan and Mohanad Shareef Hamrnadi (plot to ship money and 
weapons in support of al Qaeda in Iraq) 

The FBI and its JTTF partners established the National Joint Terrorism Task Force 
(NJTTF) in 2002 to provide a central forum for sharing terrorism threats and intelligence anlong 
federal, state, and local agencies, and to provide program management, oversight, and support 
for JTTFs. The NJITF is organized within the FBI Counterterrorism Division and at the 
National Counterterrorism Center. It has 42 member agencies: 1) Department of Defense 
agencies; 27 other federal agencies; and four state, regional, or local agencies. 

The FBI enters into a Memorandum of Understanding or other formal agreement to 
define each agency's participation in the program. Under these agreements, the FBI funds the 
participating agencies' direct expenses, including overtime, vehicles, fuel, mobile telephone~, 
and office costs. JTTF personnel from the participating agencies - who are known as Task Force 
Officers - carry out their duties subject to the laws, policies, and other authorities that govern the 
FBI. Our examination of the FBI's actions in the Hasan matter thus begins with a review of 
those governing authorities. 
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Chapter 3 

The FBI's Governing Authorities 

The Terms of Reference asked Judge Webster to examine ''the laws and policies 
applicable to the FBI's assessment of the threat posed by Major Hasan." 

A. Prim,ry Authorities 

1. lbe Attorney G'Dlpi 

The FBI's primary investigative authority derives from the statutory authority of the 
Attorney General. ~ 28 U.S.C. §§ 509, S09A, 510, 533, and 534. The Attorney General 
delegates that authority. primarily in 28 C.F.R. § 0.85, which provides that the FBI shall 
"[i)nvestigate violations of the laws ... of the United States and collect evidence in cases in 
which the United Slates is or may be a party in interest ...... ll1. 

The FBI has lead investigative responsibility for domestic and international terrorism, 
which includes, among other things, the unlawful use of force and violence against persons or 
property to intimidate or coerce a government or civilians in furtherance of political or social 
objectives. s= 18 U.S.C. §§ 2331(1) and (5) (providing the complete definition of , 'terrorism," 
including the distinction between domestic terrorism and international terrorism). Within the 
United States, the FBI's counterterrorism mission includes ''the collection, coordination. analysis, 
management and dissemination of intelligence and criminal information as appropriate." 28 
C.F.R. § 0.85(1). 

2. Exegtive Order 12333 

The FBI's intelligence·gathering authorities also derive from Executive Order 12333, 
issued by President Ronald Reagan in 1981 and amended by subsequent administrations. The 
Executive Order grants the U.S. Intelligence Community - including the FBI - the power to use 
"[a)1I (lawful) means ... to obtain reliable intelligence information to protect the United States 
and its interests," while preserving the civil rights, liberties, and privacy of all U.S. persons. 
Exec. Order No. 12333 at § 1.1 (Dec. 4, 1981). as amended by Exec. Order Nos. 13284 (2003), 
13355 (2004), and 13470 (2008). It authorizes the FBI, under the supervision and regulations of 
the Attorney General. to: 

(1) collect (including through clandestine means), analyze, produce and disseminate 
foreign intelligence and counterintelligence to support national and departmental 
missions, in accordance with procedural guidelines approved by the Attorney 
General. after consultation with the Director; 

(2) conduct counterintelligence activities; and 
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(3) conduct foreign intelligence and counterintelligence liaison relationships with 
intelligence, security, and law enforcement services offoreign governments or 
international organizations .... 

.!Q.. at § 1.7(g). "Foreign intelligence includes infornlation relating to the capabilities, intentions, 
or activities of ... international terrorists." l.\!. at § 3.5(e). 

This broad authority is balanced by the Executive Order's declaration that "[e]lements of 
the Intelligence Community are authorized to collect, retain, or disseminate information 
concerning United States persons only in accordance with procedures established by the head of 
the Intelligence Community element concerned or by the head of a department containing such 
element and approved by the Attorney General .... " Exec. Order No. 12333 at § 2.3. The 
Executive Order protects against the misuse of foreign intelligence and guards the privacy of U.S. 
persons by specifying "that no foreign intelligence collection by (Intelligence Community 
elements other than the FBI] may be undertaken for the purpose of acquiring information 
concerning the domestic activities of United States persons." Ig. at § 2.3(b). A "U.S. person" is 
a citizen, lawfully admitted pennanent resident alien, or corporation incorporated in the U.S. Ig. 
at § 3.5(k). 

Executive Order 12333 also requires the FBI and other Intelligence Community members 
to "use the least intrusive collection techniques feasible within the United States or directed 
against United States persons abroad." Exec. Order No. 12333 at § 2.4. The choice of technique 
and its level of intrusiveness are matters of judgment in light of the seriousness of the threat. 
For more serious threats, more intrusive means may be appropriate. 

B. Setoodary Authorities 

1. The Foreign Intelligence SUn'eiliance Act 

The Foreign Intelligence Surveillance Act of 1978 (FISA), 50 U.S.C. §§ 1801 ~ g;g., 
establishes the process for obtaining judicial approval of electronic surveillance and physical 
searches to collect "foreign intelligence information." FISA defines "foreign intelligence 
information" as 

(\ ) information that relates to, and if concerning a United States person is necessary 
to, the ability of the United States to protect against (A) actual or potential attack 
or other grave hostile acts of a foreign power or an agent of a foreign power; (B) 
sabotage, international terrorism, or the international proliferation of weapons of 
mass destruction by a foreign power or an agent of a foreign power; or (C) 
clandestine intelligence activities by an intelligence service or network of a 
foreign power or by an agent of a foreign power; or 

(2) information with respect to a foreign power or foreign territory that relates to, and 
if concerning a United States person is necessary to - (A) the national defense or 
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the security of the United States; or (8) the conduct of the foreign affairs of the 
United StatesY 

50 U.S.C. § 1801(e). 

To collect foreign intelligence information under FISA's electronic surveillance and 
physical search provisions, the FBI must provide facts to the Foreign Intelligence Surveillance 
Court (FISC) establishing probable cause to believe that the target of the surveillance or search is 
a "foreign power" or "agent of a foreign power." 50 U.S.c. § 1804(a)(3)(A); Exec. Order No. 
12333 at § 2.5. To pursue electronic surveillance, the FBI must also show that "the facilities or 
places at which the electronic surveillance is directed [are) being used, or are about to be used" 
by the target. 50 U.S.C. § 1804(a)(3)(B). To undertake a physical search, the FBI must show 
that "the premises or property to be searched is or about to be owned, used, possessed by or is in 
transit to or from" the target. 50 U.s.C. § 1823(a)(3)(C). 

To balance the intrusive nature of surveillance and searches - and to protect the rights of 
non-consenting U.S. persons - FISA requires "minimization" procedures for the acquisition, 
retention, and dissemination of information collected through electronic surveillance or physical 
search. 50 U.S.c. §§ 1801(h), 1821(4). FISA requires the Attorney General to adopt procedures 
to assure, among other things, that nonpublic information that is not foreign intelligence (as 
defined in 50 U.S.c. § I 80 1 (e» or evidence ofa crime is not disseminated in a manner that 
identities any U.S. person without that person's consent, unless that person's identity is 
necessary to understand foreign intelligence or assess its importflDCe. In most cases, the FBI 
follows Standard Minimization Procedures (SMPs) approved by the Attorney General and the 
FISC. Special minimization procedures apply in certain cases. 50 U.S.c. § 1801 (h). 

Other sections of FlSA provide for pen registers and trap·and-trace devices for foreign 
intelligence purposes; access to certain business re~rds for foreign intelligence purposes; and 
reporting requirements. 50 U.S.c. §§ 1841-46, 1861-63,1871. 

11 FISA defines "international terrorism" as activities that: 

(1) involve violent acts or acts dangerous to human life that are a violation of the 
criminal laws of the United States or of any State, or that would be a criminal 
violation if conunitted within the jurisdiction of the United States or any State; 

(2) appear to be intended-
(A) to intimidate or coerce a civilian population; 
(B) to influence the policy of a government by intimidation or coercion; or 
(C) to affect the conduct of a government by assassination or kidnapping; and 

(3) occur totally outside the United States, or transcend national boundaries in ternts 
of the means by which they are accomplished, the persons they appear intended to 
coerce or intimidate, or the locale in which their perpetrators operate or seek 
asylum. 

50 U.s.c. §1801(c). 
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2. National Sec:urity Letters 

Five statutes authorize the FBI to issue administrative subpoenas kno'W as National 
Security Leners (NSLs) to obtain limited types of information from third-party custodians 
without court approval: 

(1) the Electronic Communications Privacy Act, 18 U.S.C. § 2709 (telephone and 
email communication records from telecommunications companies and Internet 
service providers); 

(2) the Right to Financial Privacy Act, 12 U.S.C. § 34 I 4(a)(5)(A) (records of 
financial institutions); 

(3) the Fair Credit Reporting Act, 15 U.S.c. §§ 1681 u(a) and (b)(lists of financial 
institutions and consumer-identifying information from credit reporting 
companies); 

(4) the Fair Credit Reporting Act, 15 U.S.C. § 1681 v (credit reports in international 
terrorism cases); and 

(5) the National Security Act, 50 U.S.c. § 436 (records involving Executive Branch 
employees in investigations of improper disclosure of classified information). 

Like grand jury subpoenas in traditional criminal cases, NSLs allow the FBI to acquire 
basic information that can serve as the building blocks of a national security investigation. 
Unlike grand jury subpoenas, however, NSLs are not issued by a U.S. anorney and are limited to 
the statutorily specified records. Each NSL statute has discrete standards. To ollr knowledge, 
Congress has made no effort to normalize these standards to eliminate confusion and the risk of 
error. Each statute contains non-dis<:losure provisions. which, lIpon certification by a specified 
government official, restrict the recipient's ability to disclose the NSL. The statutes require the 
FBI to report information to Congress about its use of NSLs. Jig" IS U.S.c. § 2709(e). 

The FBI has no other statutory authority to issue administrative subpoenas. The Attorney 
General bas delegated the authority to the FBI to issue administrative subpoenas under 21 U.S.c. 
§ 876 and 18 U.S.C. § 3486 for drug program investigations and child sexual exploitation and 
abuse investigations. 

3. The PATRIOT Act 

The Uniting and Strengthening America by Providing Appropriate Tools Required to 
Intercept and Obstruct Terrorism Act of 200 1, better kno'W as the PATRIOT Act, was passed on 
October 26, 2001, in the aftermath of the September 11 attacks. Pub. L. 107-56, 115 Stat. 272 
(200 1). The PATRIOT Act vested the FBI with new investigative authorities to combat 
terrorism, amending, among other things, 50 U.S.C. §§ lS01(b)(1 )(c), 1805(c)(2)(B), and 1861-
63. Although not all of these authorities are relevant to the FBI's actions under review here, we 
discuss them because of their importance to the FBI's counterterrorism mission. The PATRIOT 
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Act also helped eliminate the so-called FISA "wall" between law enforcement and intelligence, 
which had limited the ability of criminal investigators and intelligence agents to share 
information. 

Section 218 of the PATRIOT Act clarifies that the FBI and other members of the U.S. 
Intelligence Community have the authority to gather, through electronic surveillance and 
physical searches, "foreign intelligence information" from U.S. and non-U.S. persons. It 
amended FISA to require a showing that the acquisition of foreign intelligence information was a 
"significant purpose" - rather than "the purpose" - of the proposed surveillance or search. 

Section 505 of the PATRIOT Act revised the standard for issuing NSLs. As originally 
enacted, the NSL statutes targeted an "agent ofa foreign power." Today, the FBI can issue 
NSLs if the information sought is relevant to an authorized investigation to protect against 
international terrorism or clandestine intelligence activities, provided that such an investigation 
of a U.S. person is not conducted solely on the basis of activities protected by the First 
Amendment. . 

Section 206 of the PAlRIOT Act amended FISA to enable the government to conduct 
"roving" surveillance of targets whose actions thwart FISA surveillance. Previously, national 
security investigators hail to obtain a new FISC order each time the target of electronic 
surveillance used a different communications service provider. With "roving" authority, the FBI 
can maintain reasonably continuous surveillance as a target moves from one device to another, 
which is standard tradecraft for surveillance-conscious terrorists and spies. This change brought 
FISA in line with the Federal Wiretap Act (also known as Title III), which had authorized roving 
surveillance in criminal cases since 1986. ~ 18 U.S.C. § 2518(11). When the FBlimpiements 
roving authority under FISA, it must demonstrate to the FISC, normally within 10 days, probable 
cause that the target is using, or isabeut to use, the new device. ~ 50 U.S.c. § 180S(c)(3).1I 

Section 215 ofthePAlRIOT Act amended FISA to authorize the FISC to issue orders 
for the production of the types of records and other tangible things that law enforcement officers 
and prosecutors historically have been authorized to acquire through grand jury subpoenas. ~ 
50 U.S.C. § 1861. Previously. investigators in national security maners could secure a court 
order only for limited types of n:cords by showing "specific and articulable facts" that the 
subject was a foreign power or an agent of a foreign power. Section 215 adopted the standard of 
"relevance to an authorized investigation." 50 U.S.c. § 1861(b)(2)(A). 

To obtain a Section 215 order, the government generally must show that (\) the 
information is sought for an authorized national security investigation conducted under 
guidelines approved by the Attomey General; (2) the infonnation sought is relev8Dtto the 
authorized investigation; and (3) if the investigative target is a U.S. person. the investigation is 
not based solely on activities protected by the First Amendment. 50 U.S.C. §§ 1861(a) and 

1I Courts have upheld the constitutionality of roving surveillance. rejecting claims that it 
violates the Fourth Amendment's "particularity" requirement. E.g., United States v. Jackson, 
201F.3d 910, 914 (7th Cir.), vacated on other grounds, 531 U.S. 953 (2000); United States v. 
~ 74 F.3d 545, 553 (5th Cir. 1996); United States v. Bianco, 998 F.2d I} 12, 1122-23 (2d 
Cit. 1993); United States v. Petti, 973 F.2d 1441, 1445 (9Ih Cir. 1992). 
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(bX2XA). The government must adhere to minimization procedures that limit the retention and 
dissemination ofinformation concerning U.S. persons. SO U.S.C. §§ 1861(bX2XB) and (g). 

Section 21 S prohibits the recipient of a business records order from disclosing it; but the 
recipient may challenge its legality and any non-disclosure requirement in court. 50 U.S.C. § 
1861 (d). To date, no recipient of a Section 215 order has challenged its validity or a non­
disclosure requirement. 

4. The II'e!llg,se Reform and Terrorist Pmentlon Act 

When FISA was passed in 1978, the likely targets of counterterrorism surveillance were 
agents of an organized terrorist group like the Red Brigades, the Irish Republican Army, or the 
Palestinian terrorist organizations of that era. Given the increasing fluidity in the membership 
and organization of international terrorists, the FBI may not be able to ascertain a foreign 
terrorist's affiliation with an international organization. Section 6001 of the Intelligence Reform 
and Terrorist Prevention Act of2004 (IRTPA) allows the government to conduct surveillance on 
anon-U.S. person who "engages in international terrorism or activities in preparation therefor" 
without demonstrating an affiliation to a particular international terrorist organization. Pub. L. 
108-458, § 6001, 118 Stat. 3638,3742 (2004). I 

Sections 206 and 215 of the PATRIOT Act and Section 6001 ofIRTPA were scheduled 
to "sunset" on December 31, 2009. In May 20 II, after an interim extension. Congress extended 
the provisions until June I, 201 S. without amendment. 

5. The Communisatiou Assistance for Law Enfort!lD!llt AI:! 

The Communications Assistance for Law Enforcement Act of 1994 (CALEA), 47 U.S.C. 
§§ 1001 ~., requires telecommunications providers to develop and deploy intercept 
capabilities in their networks to ensure that the FBI and other U.S. law enforcement agencies can 
conduct lawful, authorized interception and electronic surveillance pursuant to FISA and U.S.C. 
Title 18. 

CALBA's mandate applies to "telecommunications carriers," which the statute defines as 
entities "engaged in the transmission or switching of wire or electronic communications as a 
common carrier for hire [including those that provide] ... commercial mobile service" and any 
other entities that the Federal Communications Commission (FCC) finds provide a service that 
replaces a substantial portion of local telephone exchange service and, in the public interest, 
should be subject to CALEA. 47 U.S.C. § 1001(8). 

In 2005, the FCC applied CALEA to providers of filcilities·based broadband Internet 
access services and providers of"interconnected~ Voice over Internet Protocol (VoIP) services. 
The FCC defines "interconnected" VolP services as those that (1) enable real-time, two-way 
voice communications; (2) require a broadband connection from the uset's location; (3) require 
IP-compatible customer premises equipment; and (4) permit users to receive calls from and 
terminate calls to the public switched telephone network. ~ CommUl'liCations Assistance for 
Law Enforcement Act and Broadband Access and Serllices, First Report and Order and Further 
Notice of Proposed Rulemalcing, 20 FCC Red 14989, 15008 ~ 39 (2005). The FCC held that 
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these services had replaced a substantial portion oflocal telephone exchange service and that 
public interest factors supported applying CALEA to these providers. !Q. at 1500 1-12 ~~ 24-40. 

CALEA imposes "assistance capability requirements" on telecommunications carriers to 
ensure that, in the event of court-ordered or other lawfully authorized government electronic 
surveillance, these carriers are capable of: 

(1) Expeditiously isolating and enabling the government to intercept all wire and 
electronic communications of a target concurrent with their transmission; 

(2) Expeditiously isolating and enabling the government to access reasonably 
available call-identifying information contemporaneously with its transmission in 
a manner that allow'S that information to be associated with the communication to 
which it pertains; 

(3) Delivering intercepted communications and caU-identifYing information to the 
government; and 

(4) Facilitating interception and access to call-identifying information unobtrusively 
and with a minimum of interference to the subscriber's service, and in a manner 
that protects the privacy and security of communications and call-identifying 
information not authorized to be intercepted and information about the fact of the 
interception. 

47 U.S.C. § 1002(a). 

CALEA also requires "manufacturers of telecommunications transmission or switching 
equipment" and "providers of telecommunications support services" (as defined in the statute) to 
cooperate with telecommunications carriers to make available, on reasonable terms and prices, 
features or modifications necessary to enable the carriers to comply with assistance capability 
requirements. 47 U.S.C. § 1005(b). 

CALEA provides a compliance "safe harbor" to carriers that comply with technical 
requirements or standards adopted by telecommunications industry associations or standard­
sening organizations or by the FCC. 47 U.S.C. § 1006. 

C. Policies and Guidelines for Counterterrorism Opentions 

1. The Attorney General's Guidelines for Domestic FBI Opentions 

The FBI is also governed by Department of Justice and internal guidelines and policies. 
The Anomey General's Guidelines for Domestic FBI Opemtions (AG Guidelines) were issued 
on September 29, 2008, pursuant to 28 U.S.C. §§ 509, 509A, 510,533,534 and Executive Order 
12333. Although not specific to counterterrorism, the AG Guidelines are the culmination of the 
evolution of the FBI and its policies for domestic operations since'Septemher II, 20(H. During 
these years, the FBI reorganized and reoriented its programs and missions, increased focus on 
compliance issues, and implemented major revisions to its operational policies. 
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The AG Guidelines apply to FBI investigative and intelligence collection activities in the 
U.s., its territories, and outside the territories of all nations. They govern most FBI investigative 
activities in foreign nations because those activities generally arise from authorized domestic 
investigations. Otherwise, FBI activities in foreign nations are governed by non-superseded 
sections of the Attorney General's Guidelines for FBI National Security Investigations and 
Foreign Intelligence Collection (NSIG) (2003) and the Attorney General's Guidelines for 
Extraterritorial FBI Operations (1993), which have not been updated since their effective dates. 

The AG Guidelines set standards for information-gathering activity, affording the FBI 
flexibility to adapt the information sought and the methods used to the nature of the investigation 
and the character of the information supporting the need for investigation. The AG Guidelines 
define two primary levels ofinvestigation: assessments and predicated investigations. 

The AG Guidelines maintain the historical respect for the "least intrusive means" and the 
exercise of First Amendment and other protected rights. As an overarching control, investigators 
must consider and use the least intrusive feasible method under the circumstances of obtaining 
intormation that is relevant to the purpose of the assessment or investigation. AG Guidelines 
I.C.2. The AG Guidelines also prohibit the collection or maintenance of information on U.S. 
persons solely for purposes of monitoring the lawful exercise of First Amendment or other rights 
secured by the Constitution and investigations based solely on race, ethnic.ity, national origin, or 
religion. AG Guidelines I.C.3. 

The FBI implemented the AG Guidelines through the Domestic Investigations and 
Operations Guide (DIOG), which became effective on December 16, 2008. A revised guide, 
DIoo 2.0, became effective on October IS, 2011. 

Assessments. To open an assessment, an FBI Agent must identify the purpose of the 
assessment in writing and that purpose must be within the fBI's mission (i.e:, an "authorized 
purpose"). No particular factual predication is required, but the basis of an assessment cannot be 
arbitrary or groundless speculation. Any investigative activity must be related to the purpose of 
the assessment. ~ DIOG §§ 5.1-5.3. For example, to carry out its counterterrorism 
responsibilities, the FBI must draw proactively on available sources of information to identify 
potential terrorist threats and activities. The FBI cannot wait for leads to come in through the 
actions of others, but must be vigilant in detecting potential threats and activities to the extent 
pennitted by law, with an eye toward early intervention and prevention. The proactive 
investigative authority conveyed in assessments is designed to discharge these responsibilities. 

The AG Guidelines authorize six types of assessments: the prompt and limited checking 
of leads that individuals or groups (Type 1 and Type 2) are or may be engaged in criminal 
behavior or pose a national security threat; the collection of infonnation necessary to the 
evaluation of threats and vulnerabilities (Type 3) and to facilitate intelligence analysis and 
gathering (Type 4); information gathering for the limited purpose of identifying, vetting, 
recruiting, validating, and maintaining the cover or credibility of human sources (Type 5); and 
the collection of foreign intelligence in response to a national intelligence requirement (Type 6). 
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AG Guidelines II.A.3. Supervisory approval is required to open all but Type I and Type 2 
assessments.JI 

The methods authorized in assessments are generally those of relatively low intrusiveness, 
such as obtaining publicly-available information, checking government records, and requesting 
infonnation from members of the public. More intrusive techniques such as electronic 
surveillance, undercover operations, NSLs, pen registers, and trap·and-trace devices may not be 
used in assessments. mOG 2.0 §§ 5.09, 5.10. 

Predleated Investigations. Predicated investigations can be based on allegations, 
reports, facts, or circwnstances that indicate possible criminal or national security-threatening 
activity, or the potential for acquiring infonnation responsive to foreign intelligence 
requirements. The AG Guidelines require supervisory approval to initiate predicated 
investigations. AG Guidelines II.B.2. 

Predicated investigations that concern federal crimes or threats to the national security are 
divided into preliminary investigations and full investigations. The FBI may initiate preliminary 
investigations based on any allegation or information indicative of possible criminal or national 
security-threatening activity. More substantial predication is required for fuJI investigations. 
Time limits, which may be extended, are set for the completion ofpreiiminary investigations. 
Full investigations may be pursued without preset limits on their duration. 

Information Sharing IlnteUigence information Reports. The AG Guidelines also 
govern information sharing. The FBI is responsible for providing "information as consistently 
and fully as possible to agencies with relevant responsibilities to protect the United States and its 
people from terrorism and other threats to the national security, except as limited by specific 
constraints on such sharing." AG Guidelines VI.D. The FBI must disseminate information in a 
manner that protects the privacy, civil liberties, and other legal rights of U.S. persons conSistent 
with the Privacy Act of 1974 and other statutes, executive orders, and Presidential directives. ~. 
at VI.B. The dissemination ofinformation acquired under FISA is subject to minimization 
procedures and other statutory requirements. 

The AG Guidelines authorize the FBI to conduct research, analyze information, and 
prepare reports and intelligence assessments concerning matters relevant to authorized FBI 
activities, including terrorism and other threats to the national security. AG Guidelines VI.B. 
Under this authority, the FBI issues Intelligence Information Reports (IJRs) to share raw 
intelligence within the FBI and with other members of the U.S. Intelligence Community. "Raw 
intelligence" refers to unevaluated intelligence information, generally from a single source, 
which has not been fully evaluated, interpreted, or analyzed. The FBI produced 25,012 DRs in 
2010. FBllriformalion Sharing Report, 21·22 (2010). 

II The original DIOG,like the AG Guidelines, authorized six types of assessments. 
Because Type 1 and Type 2 assessments are essentially identical, varying only in whether they 
involve an individual or group, mOG 2.0 combines them and refers to them collectively as 
"Type 1 & 2 assessments." 

21 



374

To protect privacy and other legal rights of U.S. persons, the DIOG directs that 
inteUigence reports and assessments not contain U.S. person information if the intelligence can 
be conveyed without including identifying information. DIOG § 15.7.8. Threats can be 
reported via IIR only if the information is sufficiently detailed and reliable to serve as a basis for 
preventive action. 

Oversight. The AG Guidelines also establish oversight mechanisms for FBI national 
security investigations. Oversight is accomplished through (1 ) a dedicated oversight section 
within DOl's National Security Division; (2) a dedicated compliance office within the FBI; (3) 
on-site audits conducted by the FBI's Inspection Division; (4) notices and reports internally and 
to DOJ; (5) FISC filings; and (6) reports to the President's Intelligence Oversight Board. For 
example, the AG Guidelines require notifications and reports by the FBI to the National Security 
Division about the initiation of national security investigations and foreign intelligence collection 
activities in certain contexts. AG Guidelines, Introduction, VI.D. The AG Guidelines also 
authorize the Assistant Attorney General for National Security to request additional reports and 
information about those activities. kI. 

All FBI employees are responsible for ensuring that their activities comply with the AO 
Guidelines, federal statutes, executive orders, and the Constitution. Several offices, including 
the DOJ Office of Privacy and Civil Liberties, the FBI Privacy and Civil Liberties Unit, the FBI 
Inspection Division, the FBI Office of General Counsel, and the FBI Office of Integrity and 
Compliance, are responsible for ensuring that FBI employees fulfill the responsibility to 
undertake activities authorized by the AG Guidelines in a lawful, appropriate, and ethical manner. 
A significant component ofooJ National Security Division oversight comes in the form of 
National Security Reviews, the in-depth reviews of national security investigations that the 
National Security Division and the FBI Office ofOeneral Counsel commenced in 2007. Each 
FBI Field Office undergoes a National Security Review every three to four years, but reviews 
may occur more frequently depending on the office's history of compliance. 

In 2007, the FBI established the Office ofIntegrity and Compliance (OIC), modeled after 
private sector compliance programs, to ensure lhat national security investigations and other FBI 
activities are conducted in compliance with the FBI's governing authorities. OIC reports to the 
Director and focuses the attention of executi ve management on FBI operations and business 
processes that pose compliance risks. Through OIC, rather than reacting to problems after they 
occur, the FBI seeks?oactively to identify legal risks and to develop policy and training to 
mitigate those risks. . 

41 We believe that OIC can and should playa significant role in proactively ensuring the 
FBI's compliance with its governing authorities. In Part Five, we recommend that OIC analyze 
and identify compliance risks associated with investigative techniques that implicate potential 
risks to civil liberties and privacy interests - and, upon identifying risks, request that the 
Inspection Division conduct an audit. We understand that Ole is currently conducting a review 
of reported instances of "substantial non-compliance" \~ith the DIoo, which the Inspection 
Division will follow with a general audit orDIOO compliance. We believe it is critical that the 
FBI and, if necessary, Congress make available sufficient personnel and funds to ensure that 
compliance is achieved. 
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2. Tbe FBI's Domesti£ Investigations and Onerations Guide 

The Domestic Investigations and Operations Guide (DIOO) implements the AG 
Guidelines. It is a comprehensive, 270-page collection of procedures, standards, approval levels, 
and explanations designed to update and consolidate policies, procedures, and guidance, and to 
ensure Special Agent and Intelligence Analyst activities conform to the AG Guidelines. A 
m<\iority of its text is unclassified and available to the public on the FBI's website. The DIOG's 
purpose is to standardize policies, procedures, and guidance so that FBI criminal, national 
security, and foreign intelligence investigative activities are consistent and uniform when 
possible (for example, by adopting identical approval, notification, and reporting requirements). 
Many policies had appeared in the Manual of Investigative Operations and Guidelines (MIOG) 
and memoranda to the field, and had not been re-examined or updated in years. 

The DIoo is more restrictive than the AG Guidelines, as well as applicable statutory and 
constitutional law, in terms of what investigative activities FBI personnel can use and how they 
can use them. Thus, the DIOG establishes greater overall protections for privacy and civil 
liberties than tbe law and OOJ policy require. 

In accord with the AG Guidelines, the DIOG prohibits the opening of an assessment 
based on "arbitrary or groundless specUlation"; solely on the exercise of First Amendment rights; 
or solely on the race, ethnicity, national origin, or religious practice of any person or group, or on 
a combination of only those factors. DIOG §§ 5.1 and 5.3. The DIoo also stresses the 
importance of oversight and self-regulation to ensure that all investigative and intelligence 
collection activities are conducted within Constitutional and statutory parameters. 

The FBI also issues Policy Guides to provide program-specific guidance to Agents and 
Analysts on specific types ofinvestigative activity. The FBI is reviewing and revising its Policy 
Guides to ensure that they conform to the AG Guidelines. The FBI finali7..ed its revised Policy 
Guide on Counterterrorism Investigations early in 2012. 

When the AG Guidelines and DIOG were adopted, the FBI launched a comprehensive 
training effort. The primary objective oftraining was to ensure that FBI personnel understood 
and could Apply new concepts and authorities. Another objective was to reinforee existing 
guidelines and procedures. The FBI recognized that the introduction of the AG Guidelines and 
DIOO presented an opportunity to en.~ure that Agents and Analysts conducted their activities in a 
consistent and compliant manner, regardless of their location or program of assignment, and to 
standardize processes that had become inconsistent across Field Offices. To this end, the FBI 
required more than 20,000 personnel to attend 16.5 hours of live training and to take and pass a 
test on the DIOG. The FBI implemented a "train-the-trainer" program that deployed more than 
I 00 Headquarters-trained instructors to its 56 Field Offices and Headquarters. These 
Headquarters-trained personnel then trained additional trainers in their divisions. 
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An FBI Inspection Division audit of assessments indicates that Ihe training was effective. 
The Inspection Division audited all 3,426 Type 3 through Type 6 assessments conducted in 2009. 
Of1he 218 errors identified, 176 (80%) occurred prior to DIoo training. 51 

3. Domestic IgyestigationJ aDd Operations Guide l,O 

When the AG Guidelines and 0100 came into force in 2008, the FBI advised Congress 
that it planned an extensive Ill-evaluation of the DIOO, including a review of the adequacy ofbs 
protections of civil rights and liberties and privacy. That Ill-evaluation took approximately 18 
months. The FBI considered the need for each proposed revision to the 0I0G, the potential risks 
to civillibel1ies and privacy rights, and the controls in place. 

The FBI informed DOJ of all substantive issues and proposed revisions. Upon 
completing the re-evaluation, the FBI briefed its Congressional oversight committees and 
advocacy groups, and certain suggestions received[, including ad'rOCJilCv~~~~ 

The FBI's re-evaluation led to strengthening the protection of civil liberties and privacy 
rights in some contexts. For example, DIOG 2.0 requires Type I & 2 assessments t'o be based on 

or leads. 1l1. at § 5.6.3.1. other 

5/ In 20 I 0, 010 documented 0100 examination abuses and cheating by 22 FBI Agents, 
including supervisory personnel. 010 Oversight & Review Div., U.S. Dept. of Justice, 
Investigation 0/ Allegations o/Cheating 011 the FBI's Domestic InvestlgaNolls and Operations 
Guide (DIOO) Exam (Sept. 2010). Although OlG identified reasons for this conduct, the 
Inspector General concluded that those reasons did not excuse the conduct. The FBI referred the 
22 employees to its Inspection Division. Charges will ultimately be forwarded to the Office of 
Professional Responsibility for aqjudication. The FBI is following established policies and 
processes to identify any other employees who may have engaged in inappropriate conduct. The 
FBI has developed a new training module for DIoo 2.0. 
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The FBI issued DIoo 2.0, effective October 15,2011. An unclassified version ofDIoo 
2.0 is available on the FBI's public website.--

Unless otherwise indicated, this Report cites 10 the original DIOO because that version 
was in effect at the time of the matiers under review. 

4. Agreements with Other Departments and Agencies 

The FBI's ability to share information with other government departments and agencies 
is governed not only by its statutory authority, but also by a myriad of agreements. For example, 
at the time of the Fort Hood shootings, there were more than 100 agreements and Memoranda of 
Understanding (MOU) between the FBI and the Department of Defense (DoD) that included 
provisions on information sharing. 

At the time of the events under review, a 1979 Agreement Governing the Conduct of 
Defense Department Counterintelligence Activities in Conjunction with the Federal Bureau of 
investigation principally governed coordination ofFBI and DoD counterintelligence activities. 
That agreement was amended in 1996 to provide that the FBI advise DoD about 
counterintelligence investigative interest in persons associated with DoD. 

Another MOU governs the participation of DoD personnel in Joint Terrorism Task 
Forces (JTTFs). That MOU addresses the sharing of infonnation related to counterterrorism 
investigations with persons who are not JTTF members. DoD participants in JITFs cannot 
discuss mF investigations or any information gathered during those investigations with any 
DoD personnel outside the JTIF without an FBI supervisor's approval. However, the MOU 
directs the FBI to facilitate sharing relevant information with appropriate DoD officials as 
expeditiously as possible given the constraints of a particular investigation and any law or 
procedure affecting release of the infonnation. 

There are legal restrictions on sharing information. For example, there are restrictions,on 
the dissemination of Ed ii information and information that would reveal sources and 
methods. FJSA limits what FlSA-derived 
information can be shared, and FISA-required minimization procedures limit how that 
information can be shared. As noted. in Section B.1 above, FISA allows FISA-derived 
information about non-consenting U.S. persons to be disseminated only ifit reasonably appears 
to be foreign intelliience, necessary to understand foreign intelligence or assess its importance, 
or evidence of criminal activity. 

61 DIOO 2.0 also authorizes emergency departures from the DIOG without prior approval 
(if sought within 24 hours of the departure ),§ 2.7.3.; allows queries of commercial databases and 
state, local, and tribal law enforcement records before initiating an assessment 
out unfounded 

clarifies 
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Chapter 4 

The FBI Information Technology 
and Document Review Infrastructure 

The actions of the Agents, Analysts, and Task Force Officers who handled the Hasan 
information caMot be judged fairly or accurately without an understanding of their working 
environment - and, in particular, their technological envirolU!lellt. In conventional warfare, our 
soldiers use shoulder anns and handguns. In combating terror, those weapons have a place, but 
the FBI's crucial weapon is information. Our investigation revealed that the FBI's information 
technology and infonnatlon review protocols were then, and are now, less than adequate for 
fulfilling the FBI's role as the premier U.S. intelligence and law enforcement agency combating 
domestic terror. 

A. The Standard WOrkstatio9 

At the time of the events at issue - and today - Agents, Analysts, and Task Force 
Officers (TFOs) in San Diego, Washinston, and other ITfFs used desktop computers with 
commercial off-the-shelf word processing, spreadsheet, and other fl.mctionalities common to 
contemporary business enterprises (for example, Microso~ Office. Coreli&' WordPerfect). 
These computers are linked to classified FBI networks to allow for secure email communications 
and shared workspace; access to specialized tools ranging from Delta (for management of 
confidential sources) to FISAMS (an impressive web-based tool for preparing, transmitting, 
seeking approval for, and tracking FISA requests); and access to FBI and certain other 
government databases - including, when trained and authorized, classified databases that are 
central to the workflow of Agents, Analysts, and TFOs working on counterintelligence and 
counterterrorism squads. 

This multi-faceted workstation confronted users in 2008 and 2009 with a non-integrated, 
sometimes dated, and at times clumsy toolset rather than an integrated, user-friendly suite of 
tools. Users had to log in to the desktop computer. then log in separately, as necessary, to a 
series of discrete tools and databases, each with its own password and its own search tool (and 
thus, its own search methodology). Prior to the Fort Hood shootings, training on these tools and 
databases was limited or non-existent. Agents, Analysts, and TFOs typically learned the basics 
of each tool and database on the job rather than through formal instruction. 
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B. Tbe Standard Toolset 

1. Data Warebouse System!Elemonle Suryei1lanee Data Management System 

(a) Overview 

The primary database relevant to our investigation is the Data Warehouse System­
Electronic Surveillance Data Management System (DWS-EDMS). Designed and developed by 
the FBI's Special Technologies and Applications Section (STAS), DWS is an access-controlled, 
text-oriented database of[infonnation acquired through the 
counterterrorism authorities and 

not as a W31rebcJluse ....... """." 
overburdened, tool for the CO[IveJ~IKlfliIl 

[information], DWS was not ~!ii •• 
stJategic intelligence collections 
the modem hanlware infrastructure 

database to record {communications 
intervening years, DWS became the 

STAS again upgraded the system a new 
(PUI). The prior GUI remained operational under the name DWS-EOMS Classic. 

Unless a distinction is appropriate, this Report discusses all three systems as DWS-EDMS. 

27 



380

jiliilliiiiliiiiil
fur 

(b) The IDterfm 

to 

The primary review screen is similar to a Microsoft® Outlook 
Mailbox. The top of the screen has a series of drop-down menus. Beneath that, on the left, is an 
identifier of the selected case and facility. On the workspace that allows the user 
to select criteria to assist in a 

The user can select a product for review by double-clicking it, which opens the product 
on the right-hand side of the screen. A workspace above the product allows the user to add notes 
and translations, and tag any foreign languages used. A workspace column to the left of the 
product provides identifying about the product; allows filtering of products by type; 

fidc:ntilMnlZl the product for [, among other things,] 
Wt\,rlrtl!nw Translation, and Attorney-Client Privilege. 

(0) Search Capabilities 

Because ofits original design as a transaCtiOna1"~~~:i.iiii 
ian,d.infi.oiirm.at.ion management capabilities to support the I 
• [of acquired] products. Those tools were not 
effective assistance for the review and mAn,,,,,,m,,,nt 

the collection in the the Aulaqi investigation.] 

! !!!! ~_"_.iii iiiill!lilli~mOdes are by_ !I!!II IIIII!II Keyword searches 
can use bombed, 
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bombing) and Boolean operators (for example, Nidal AND Hasan to return all products using 
those two words, or Nidal OR Hasan to return all documents using one of those two 

are literal and the 

Chapter II 
imtlOrtanL search results may be affected by the user's search 

technique. As discussed in Chapters 7 and 11, a "full text" search ofDWS·EDMS for 
NidalHasan@aol.com as of November 5, 2()()9, returns only half of the messages at issue, while 
an email "participant" search returns all of them. 

(d) hafo .... tioo Muagetaeut Capabilities 

•
... Un.t,il .Fe.b:J:aryili.2009.'ijD.W.S.had.OO.tOO.ls.for.[.tr:cldng.'iliand correlating certain email data] 

• I • A new message could be linked 
with an earlier message onIytbrough memory, notes,. or by actively searching the system, 

In February 2009, the DWS-EDMS upgrade gave 
Home screen by specifying [certain] F.V1tmk:s. 

also copy messages to a folder on the main 
with authorized access. 

(e) IniuN 

To obtain DWS·EDMS access, an Agent, AnaJyst, or lFO must first complete three 
training courses in the FBrs Virtual Academy: (1) Foreign Intelligence Surveillance Act (FlSA) 
Section 702 Retention; (2) 2008 FISA Standard Minimization Proced1U'eS (SMP) Overview; and 
(3) 2()()8 FISA Standard Minimization Procedures (SMP) - Policy Implementation Guidelines. 
The Agent, Analyst, or TFO must also review the SMP Implementation Policy (01370); Access 
Policy for EDMS. DWS, DaLAS and any Suc~ssor Systems (0285D); and Rules of Behavior. 

None of these courses provides instruction on how to use the DWS-EDMS search tool or 
other functionalities. 
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Many Agents and Analysts - and most TFOs - did not receive training on, or access to, 
DWS-EDMS and other FBI databases until after the FBI's internal investigation of the Fort 
Hood shootings. Even for Agents and Analysts with access before the Fort Hood shootings, 
there was no formal training program for DWS-EDMS; instead, most "training" occurred on the 
job. 

(f) Disaster Ruovery Capabilitv 

Although DWS-EDMS is one of the 
"fallover" 

2. Other Databases 

DWS-EDMS cannot be viewed in a vacuwn. Agents, Analysts, and TFOs also rely on a 
large number of other databases. Some databases are unique to the FBI. Others are unique to a 
given TFO's home department or agency, and can be accessed only by TFOs from that 
department or agency. Others belong to other government departments and agencies that have 
agreed to allow access through FBI systems. 

The FBI's primary databases include: 

Automated Case Support (ACS), which consists, in turn, of three independent 
structured data applications: 

• The Universal Index (UNI), a database of identifying information derived from FBI 
investigations (including subjects, witnesses, complainants, addresses, telephone 
numbers, and email addresses). UN!, which is accessed using a DOS-based tool that 
dates to the 1990s, contains more than records. 

• The Electronic Case File (ECF), which provides for electronic filing and 
cataloguing of case-specific documents (serials) and information. ECF is the source 
of the FBI's standardized Electronic Communication (Ee), which replaced letters, 
faxes, and memoranda for internal communications. EeF contains more than • 
_ records. 

• Investigative Case Management (leM). which provides for the entry and 
management of case information, including leads and ticklers. 

Sentinel. Although central to the everyday tasks of Ag~nts, Analysts, and TFOs - and 
the most frequently used FBI system ACS is also the FBI's most outdated system. It is being 
phased out in favor of an impressive Web-based successor, Sentinel. 
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Investigative Data Warehouse (IDW). IDW ranks second to ACS in use for 
investigation and analysis. IDW holds more than investigative and intelligence 
records from the FBI (including limited data collections from ACS-VNI, ACS-ECF, and ACS­
ICM), other government agencies, and outside entities - at this writing, more than. databases, 
primarily non-FBI in origin. IDW is more than in size. 

data collections. 
Its search tool I 

differs significantly 
of the events at issue." 

Data Loading and Analysis System (DaLAS). This web-based system holds data 
acquired by FBI Field Offices or the United States Intelligence Community (USIC) as digital 
evidence (for example, CD-ROMs, DVDs, hard drives, cellular phones, and raw network feeds) 
and scans of documents seized in counterintelligence and counterterrorism investigations. 
DaLAS automates data uploading, processing, and classification of these media for analysis. 
DaLAS then provides a searchable, central repository of that data, enabling investigators and 
analysts at diverse locations to collaborate on projects or cases using Bureau-approved platforms. 

Telephone Applications. This investigative database consists of telephone transactional 
records ewhat number called what number") collected using authorized investigative methods. 

Clearwater. This non-investigative, intelligence database provides authorized users with 
access to telephone numbers, email addresses, and other electronic communications transactional 
records and sources derived from FBI and other USIC members. 
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Guardian and eGuardlan. Guardian is the FBI's terrorism threat tracking and 
management system. The FBI's written Guardian policy requires all personnel to enter all new 
telTOrism-related threats, events, and suspicious activities - including new Type 1 & 2 
assessments - into the system as a Guardian "incident." Guardian thus serves as the primary 
database for setting leads to other Field Offices and JTTFs to open new terrorism-related 
assessments or investigations. 

eGuardian is a secwe enhancement of Guardian that shares unclassified information 
about terrorism-related threats, events, and suspicious activities with approved state, local, tribal, 
and other federal law enforcement agencies, including state fusion centers and regional 
intelligence centers. These agencies, in tum, can use eGuardian to report 
terrorism-related threats, events, and suspicious activities to the FBI and other participating 
agencies. The FBI reviews these reports to determine whether to create a Guardian incident and 
pursue an assessment or investigation. 

Although Guardian is accessible to all authorized Agents, Analysts, and TFOs, larger 
Field Offices and JTTFs have discrete Guardian squads to assess and resolve Guardian incidents. 
At smaller locations, individual Agents and TFOs are assigned ongoing responsibility for 
Guardian incidents. 

C. The Laek ornata AgregtioD 

The FBI possesses more than I investigative and intelligence databases. Agents and 
Analysts regularly consult more than of those databases in the performance of their duties. 
At the time of the Fort Hood shootings, however, with a few exceptions (notably IDW), users 
accessed each database using a discrete interface, a discrete password, and a discrete search 
engine. DWS-EDMS users could not conduct a simultaneous search of that system and the 
contents of any other FBI or other government agency database. Although the absence of this 
functionality did not directly affect the FBI's handling of the Hasan information, our 
investigation found that planning for enterprise data aggregation and consolidating and 
conforming the contents of these diverse databases are vital to the FBI's ability to respond to the 
threat ofterrorism. 
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Chapter 5 

The FBI's Investigation of Anwar AI-Aulaqi 

The United States confronts a wide range of international and domestic terror threats. As 
of September 2011, the FBI was pursuing nearly _ international terrorism investigations. 

As of September 201 I, there were more than. Tierl and. Tierl international 
terrorism investigations in progress. 

The FBI acquired its information OJ:! Nidal Hasan during the course of its investigation of 

iiliiiliiiiiliii-;i (sometimes spelled "Awlaki"). At the time, the Aulaqi case was _ 
• a Tier. investigation [of a suspected radicalizer/recruiter]. 

A. Background 

Aulaqi was born on April 21, 1971, in Las Cruces, New Mexico. He attended primary 
and secondary school in Yemen from 1979 to 1990. He received a Bachelor of Science in Civil 
Engineering from Colorado State University in 1994. He then moved to San Diego, C.alifomia, 
where he served as an imam at the AI-Ribat Mosque from December 1995 until mid-2000. 

! • t 

• ! • 

[The redacted portion describes the predicate for this investigation.] 
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In March 2002, Aulaqi moved to England, where be reportedly lectured youth groups on 
jihad. WFO closed its investigation of Aulaqi in May 2003 for lack of evidence of a pattern of 
activity suggesting international terrorism. In 2004, Aulaqi moved to Yemen. 

Aulaqi is a prime elUlltlple of a radicalization leader. He established and sustained an 
international reputation as a prolix, charismatic imam who provided Islamic guidance in English 
through sermons, lectures, publications, recordings, and a website. For many years, he blurred 
his anti-Western rhetoric with mundane religious observations and advice. Communications 
with Aulaqi through his website could involve simple questions about how Western lifestyles 
comported with or could be reconciled with the teachings of the Quran (as interpreted, of course, 
by Aulaqi). But his rhetoric increasingly included public statements - and exhortations of 
violence - against the U.S. Lectures like "Constants on the Path of Jihad" and "44 Ways to 
Support Jihad," which circulated on the Internet as audio files, provided the stimulus and 
opportunity necessary for radicalization. 

During the past two years, Aulaqi or his rhetoric may have inspired or played a role in 
encouraging at least four known "homegrown" U.S. radicals who took or attempted violent acts 
or training: Hasan, Michael Finton, Faisal Shahzad, and Zachary Chesser. For each of them, the 
coMection with Aulaqi was virtual (although Hasan claimed to have met Aulaqi briefly in the 
early 2000s at the Dar al-Hijrah mosque in Falls Church, Virginia.) The FBI is not aware of any 
evidence that Aulaqi instructed any of these individuals to engage in violent acts. 

B. The fDWS-EDMS Col!eetigpJ 

In 2008, the Sa~ Diego JTTF consisted of five squads, each led by a Supervisory Special 
Agent (SSA): three Int~mational Terrorism squads, a Domestic Terrorism squad, and a Threat 
squad. In addition to the five SSAs, the JTTF included 2S FBI Special Agents, five FBI 
Intelligence Analysts, ~d 36 full-time Task Force Officers (TFOs) from 20 different federal, 
state, and local agencies. 
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i
ii;~Di.ego~had~assigned the Aulaqi investigation to Squad CT'.JI ...... .. 

FBI Agent (SA) SO-Agent and FBIII !~!~~~~ii ....... '= were assigned responsibility for ~ 
[information) using DWS. Their Supervising 

By 2008, Aulaqi had established an 
international repulation as a popular English-speaking Islamic tlmc with a prolific oUlpUt of 
writing);, sermons. and audio recordings as well as a website devoted to his teachings and his 
anti·Western views. At the same time, his works from the early 2OOOs, which provided a 
COIIkmIporary interpretation oflslamic matters for an English-speakins audience, were popular 
among a wider, more mainstream audienc:e. Through his website, Aulaqi would answer 
mundane questions about Islam for Western followers on topics such as divorce and fasting 
during Ramadan. He appeared to understand legallimilations. He was nor known direcdy to 
have instructed anyone contacting him through his website to engage in violent action. 

The [DWS·EDMS collection) presented, in SO-Analyst's 
words, a "crushing volume" of information. COnfron, SD·Agent and SO-Analyst with I ...... 1 [thousands of electronic documents) for review. SD·Agent spent 
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approximately three hours each day reviewing [this infurmationl~] •••••. SD-Analyst 
spent about 40% of his time on the investigation. 

first message to Aulaqi, and June 16, 
SD-Analyst 

[or, on average,] 
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[The redacted portion involves FBI inves1igative techniques and classified details about 
the investigation workload.] 

C. The WtrkOow 

1. IIdgtifisa!ioal Rwuirwe!t! 

. SD-W' had ultiznate authorilf for the [identifiCations'. IfSD-Analg had 
questions S[)' 
Agent would make the final decision. 
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and 

Translation. These [identifICations) _ enable users 10 identify products that need 
translation. 
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Attorney-OieDt Privileae. These [identifICations) ••• enable users to identifY 
products that may be subject to attomey-dient privilege. 

(The redacted portions describe classified and sensitive FBI identification requirements.] 

D. Humap Facto" 

Research shows that~trai~'n~ed;~!!!!!!!!~ with binary decisions like those made by [SO-Agent and relevant/irrelevant, 
responsive/non-responsive. only about 75% of the relevant 
documents and, indeed, agree with each decisions only about 75% of the time. 

The Text Retrieval Conference (TREe), a project co-sponsored by the National Institute 
tor Standards and Technology and the U.S. Department of Defense, conducts comparative 
research on text retrieval technologies. In 2008. the TREe Legal Track assembled volunteer 
research teams consisting primarily of second- and third-year law students, augmented by recent 
law sdIool graduates. experienceq. paralegals, and Iitigati(ln specialists. Each reviewer assessed 
the relevance (lr non-relevance of SOO documents, at an average rate of approximately 21.5 
documents per hour. In 2006 and 2007, other revieWers had judged the relevance or non­
relevance of samples of the same documents. The reviewers agreed OIl relevance decisions only 
11.3% of the lime. ~ Oard, Hedin. am., 2009; Tomlinson, Oard, ~., 2008; Baron, Lewis & 
0ard,2007. 

Odter studies have found comparable levels of agreement. The Electronic Discovery 
Institute (EDI), a non-profit research institution tbat studies human and IOOhnology-assisted 
document review, assessed a four-month review of 1.6 million documents by anomeys for 
Verizon. Two new learns of altomeys conducted independent reviews of a sample set of 5,000 
documents. The teams agreed on relevance decisions only 70"4 to 76% of the time. See Roitblat, 
Kenhaw & 001, CkKumem Categorization in Legal Electronic Di$cQvery: Computer 
CIMnjicmion V.f, Manual Review, J. AM. SOC. INFO. SCI£NCE &. TECH. 61(1 ):70-80, January 2010; 
~ Barnett,~, Machine Learning Cla$$ijicaJion/or Document Review, XEROX 

RESEARCH CENTER EUROPElXEItOX LITIGATION SERVICES, 2009. 

Although differences in the background and experience of reviewers, as wen as extrinsic 
and random factors (for example, inattention, distraction, 
variations in accurate decision-making about the relevance;.liii 

of information, other primary factors include the nature 
workload; the size and pace ofinformation collection; the complexity ofthe information under 
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review; the _ [identification] requirements; the available infonnation review and 
management tool5; the available computer technology and infrastru<:ture; training; and the 
availability of managed quality control. 

E. The LlnllU'" Barrier 

The inherent ambiguity of language and the presenoe of jargon, idiom. foreign languages, 
and code challenge even the most capable reviewers and search technologies. A classic study 
measured the accuracy of attorneys and other experienced review professionals in conducting 
computer-assisted searches of 40,000 documents in order to determine their relevance or non­
relevance to a train accident. Ss Blair & Maron, An Evaluation 0/ Retrieval Effectiveness jor a 
FulI·Text Document-Retrieval System, 28 COMM. ACM 289 (1985). Although the reviewers 
estimated that their search methodology had identified more than 75% of the relevant documents, 
they located only about 200At. 

The disparity resulted from the myriad of ways in which the documents used the English 
language; for example, describing the accident as an "incident," "disaster," "event," "situation," 
"problem," and "difficulty." The study concluded; "It is impossibly difficult for users to predict 
the exact words, word combinations, and phrases that are used by all (or most) relevant 
documents and only (or primarily) by those documents." Blair & Maron, at 295. 

The potential involvement of foreign languages only exacerbates the challenges for FBI 
reviewers. Because of Aulaqi's U.S. origin and celebrity as an English.spealdng imam, the_ 
communications at issue are almost entirely in English, with occasional Arabic salutations, 
references, and quotations from the Quran. As a result, these communications did not confront 
reviewers with an onjoing need for translation services, which can delay access to products and 
complicate searches. 

F. The "Trip Wire" 

;iliii~~ •••• aISO servedjiiss.an.oc.cas.ioiin.a1.'.'iiI·ilWlIi·.re.",for. identifying '- of potential interest _ 
When identified such a person, their typical first Sl, was to search 
DWS-EDMS and other FBI databases for additional information I • If the. 
[person] was a U.S. Person or located in the U.S., SO-Agent might set a lead to the relevant FBI 
Field Office. If the information was believed valuable to the greater intelligence community and 
met one oftbe FBI's intelligence-collection requirements, SO-Analyst would disseminate it 
outside the FBI in an I1R. Indeed, section 1.7 of the FBI Intelligence Policy Manual requires 
dissemination of intelligence that has the potential to protect the U.S. against threats to national 
security or improve the effectiveness of law enforcement. Ss FBI Intelligence Information 
Report Handbook § 4.1.2; Privacy Impact Statement/or the FBI, FBI Intelligence lnfonnation 
Report Dissemination Systems (FlOS) § 1.1 (July 2, 2010). 

!!!Ii!!!!.!!!~!!!~~~~ human transladon resources. -Although developers have achieved 
computers are not yet adequate substitutes for 

translators. 
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Chapter 6 

The FBI's Assessment of Nidal Malik Hasan 

On December 17, 2008, Nidal Hasan tripped the wire. He visited www.anwar· 
a1awlaki.com. Using the website's "Contact the Sheikh" tool. he wrote II message 10 Aulaqi that 
included II personal emailliddress, that message 
by email toal_auIaqi@yahoo.com. (The FBI acquired 
the] email and uploaded ilto DWS . 

•••••••• SD.Analyst reviewed Hasan's message to Aulaqi, which read: 

N~dal Hasan wrote: 
Assalum Ala~kum Wa Rhahmutallah~ Wa Barakatu, 

There are many sold~ers ~n the us ~rMed forCes that have 
converted to Islam wh~le ~n the serVice. There are also many 
Musl~ms who )o~n the armed forces for a myr~ad of different 
reasons. 
Some appear to have lnternal confl~cts and have even kllled or 
tr~ed to klll other us soldiers ln the name of Islam l.e. Hasan 
Akbar, etc. Others feel that there lS no confllct. 
Prev~ous Fatwas seem vague and not very def~nltlve. 
Can you make some general comments about Musllms ~n the u.s. 
m~ll.tary. 

Would you cons~der someone llke Hasan Akbar or other soldlers 
that have committed such acts w~th the goal of helplng 
Musl~.s/Islam (Lets Just assume th~s for now) flghtlng J~had and 
~f they d~d dle would you conslder them shaheeds. 

I real~ze that these are d~fflcult quest~ons but you seem to be 
one of the only ones that has l~ved 1n the U.$. ha5 a good 
understadnlng of the the Qur'an and Sunna and 1$ not afra~d of 
belng dlrect. 

Jazaka'Allah Kha1x. 

This message and most of the messages and emails that followed contain misspellings 
and other typographical errors. We present all texts in their original fonn, without corrections. 

SD-Analyst brought the message to SD.Agent's attention. SO-Agent _ [identified] 
the email as a "Producl ofInterest." He traced the IP address to R~ton, Virginia. (An IP 
address is a unique identIfier assigned to a Transmission Control Protocolllntemet Protocol 
(TCP/IP) host- for example, a computer or mobile pbone - when it COMects to the Internet or a 
network. In theory, tracing ("resolving") an IP address should identify the Internet Service 
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Provider for, and geographic location of, the computer or other device used to send or receive an 
email or to visit a website.)91 

Because the message referenced the U.S. military and its IP address resolved to Northern 
Virginia, SO-Agent contacted DoD representatives on the San Diego JTTF to help assess the 
communication. He emailed the message to three Task Force Officers (TFOs): Naval Criminal 
Investigative Service (NCIS) Special Agent SD-TFOI and NCIS Intelligence Analyst SD-TF02, 
who served on CT-3; and DCIS Special Agent SD·TF03, who served on another 
counterterrorism squad. SD-Agenfs email included the full text of Hasan's message and noted: 

Here's another e-mail sent to Aulaqi by a guy who appears to be 
interested 1n the military. The header informat1on suggests that his 
name is "Nidal Hasan u

, but that might not be true~ The IP address 
resolves to Reston, VA. Here's the full text of the message: 

Can we cheCk to see it this guy is a military member? Also, I would 
like your input, from the military standpoint, on whether or not this 
should be disseminated further. Thanks, 

SO-TF03 joined the San Diego JTTF in 2008. He did not know that DWS·EDMS 
existed until after the shootings. At that time, he learned that less than half of his squad 
including Agents, Analysts, and TFOs - had ever heard ofDWS·EOMS. He received training 
on the system in January 2010. As of the date of our interview in 2011, he had not had an 
investigative need to request access. 

SD-TFOI joined the San Diego JTTF in 2008. He knew about DWS, but at that time, a 
common practice was to ask lAs with DWS access to search [infonnation from 
acquired communications]. He received access to DWS·EDMS in December 2009 and received 
mandatory training in 2010. 

SD· TF02 joined the San Diego JTTF fulI·time in 2006; she received training on DWS­
EDMS in April 2009, but did not have access until December '2009. 

SD-TF03 searched for "Nidal Hasan" in the Dettmse Employee Interactive Data System 
(DEIDS) and other DoD databases, without success. On December 19, 2008, he advised SO· 
Agent that Hasan was not a member of the military. 

91 The FBI uses IP addresses as. a guidance tool, not an identifier. IP resolution is an 
imprecise and often meaningless inquiry. Unrelated persons could be assigned the same IP 
address at different times during the day on ditTerent computers, notably when using public hubs 
(for example, an Internet cafe or coffee shop) or if their service provider uses dynanlic IP 
allocation, which assigns IP addresses temporarily and changes them each time a customer logs 
on. Moreover, knowledge that IP addresses leave a digital footprint has led ••••• 
••• ( wrongdoers] (notably child pornographers) to use anonymizers and other techniques 
or tools to thwart IP address searches. 
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On January 1,2009, Hasan sent a second message to Aulaqi through the website .• 
SD-Analyst and SO-Agent reviewed that message. Its full text read: 

N1dal Hasan wrote: 

Assalum Alalkum Wa-RhamatuAllahl Wa-Barakatu, 

Imam, It seems as though Iran 1S the only government that 15 not 
afra1d to openly VOlce lts dlscontent 1n a stra1ght forward and 
f1rm way. I am curlOUS about your op,nlon 1n regards to Israell 
catalzlng un1tly [SlC] among all Musllms regardless of speclf1c 
rellglous dlfference. Addltlonally, lS It better for MusllffiS to 
say I am Just Musllffi and not Sunnl or shla whlch seems to d,vlde 
us. 

Jazak-Allah Khalr. 

SD-Agent_ [identified} thiS message as "Not a Product ofInterest." 

On January 7,2009, SO-TF02 emailed SO-Agent: 

[SO-Agent] , 

Though [SD-TF03)'s research lod1cates that Nldal 1S not a ffill1tary 
member, I stlll th1nk th,S would make a good [Intelilgence Informatlon 
Report]. There mlght be other 1nformatlon out there that Ilnks hlm to 
the mliltary 10 some way. _ 

Please let me know If ~t goes out In an IIR. I'll see If my HQ can 
eval lot. 

to see what 

can have our guy 

{The redacted portion involves classified and sensitive FBI investigative info1ll1ation.] 

Later that day, after additional checks in DElOS and other databases, SD-TF03 located 
an active duty U.S. Anny officer named Nidal Malik Hasan assigned to Walter Reed Anny 
Medical Center in Washington, D.C. He informed SD-Agent of Hasan's probable identity and 
gave him a print-out of the DElOS record. The DEllS record abbreviated "CommiSSIOned 
Officer" as "Comm Officer" SD-TF03 misinterpreted the abbreviation to mean 
"Communications Officer." 

SO-Agent searched DWS to dete1ll1ine whether Aulaqi had responded to Hasan's 
December 17,2008, message. He had not However, the search returned Hasan's January 1, 
2009, message. SO-Analyst traced its IP address to Washington, D.C. (SO-Agent perfonned a 
"participant" search ofDWS, rather than a full text search; otherwise, DWS would not have 
found the second message.) 
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SO-Agent and SD-Analyst discussed issuing an UR about Hasan's messages. Given his 
understanding that Hasan could be a Communications Officer, SD-Agent feared.tha.l.Hlasan ••• 

o:.=.;;,;:;,;;;, __ leam about the Aulaqi [investigation.} 
SO-Agent decided not to issue an IIR. 

SD-Agent prepared. and SO-SSA approved. an Electronic Communication (BC) setting 
two leads. 

A lead is "a request for investigation to assist in bringing a case to a logical conclusion." 
Manual of Administrative Operations and Procedures (MAOP) § 10.2.9(1). Then-existing FBI 
policies identified three types of leads: Action Required, DIscretionary Action, and Information 
Only. "Action Required leads are used if the sending office requires the receiving office to take 
some type of action .... Discretionary Action leads are used if the sending office has some 
information that may be of importance to the receiving office. These leads mayor may not 
require action by the recipient, and the recipient will decide what. if any. action to take .... 
Information Only leads are used for information only and when no specific action is required or 
necessary." MAOP § 10.2.9(I)(a)-(c). 

The Manua\ of Investigative Operations and Guidelines (MIOG). Part ll, § 16-1.4(2) also 
required the originator of a lead to assign "precedence designators" to each addressee. These 
designators specified the desired speed of response: Immediate, Priority, or Routine. The 
Manual instructs the originator of a lead to: 

(b) Use the Immediate designator when addressee(s) must take prompt action or have an 
urgent need for the information •... 

(c) Use the Priority desianator when addrcssee(s) must have the information or take 
action within 24 hours .... 

(d) Use the Routine designator when addressee(s) must have the information in the 
normal course of business. 

SO-Agent had set prior "trip wire"\eads to other J1TFs from the Auiaqi [investigation] 
_ Eacb had been a Routine Discretionary Action lead. 

San DieSO's EC (inadvertently dated January 7, 2008, rather than 2009) set a Routine 
Discretionary Action lead to the Washington, D.C •• Field Office (WFO) because Nidal Malik 
Hasan appeared to be living or working in its Area of Responsibility. San Diego set the lead 
"For action deemed appropriate. San Diego requests that WFO notify San Diego ifany action IS 

taken based on this information. " 

The EC provided basic information about Auiaqi and San Diego's investigation, then set 
forth the complete text of Hasan's two messages and advised that Aulaqi had not responded. 
The BC described Hasan's possible military status and provided his home address and telephone 
number. The EC concluded: 

Wh~le ema~l contact wlth Aulaq~ does not necessarl1y lnd1cate 
part~clpatlon In terror~st-related matters, Aulaql's reputatlon, 
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these messa'iles was thls 
~ype of contact wlth Aulaql would be of concern lf the wrlter lS 
actually the lndlvldual ldentlfled above. 

(The redacled portion involves classified and sensitive FBI investigative information.} 

SO-Agent emailedcopiesoftheleadloSO·TFO).SO-TF02, and SD-TF03. 

Under wrinen FBT policy, "the recipient will decide what, if any. action fD takeft on a 
Discretionary Action lead. MAOP § IO.2.9(I)(a)-(c). SD-Agent expected WFOto take 
investigative action, including, at the least, contacting DoD and conducting an interview of 
Hasan, presumably using a pretext. However, San Diego's principal target was Aulaqi, and SD­
Agent did not view lhe Hasan infonnation as important to, or something that would further, the 
Aulaqi investigation. He did not plan to monitor the lead or fullow WFO's actions, if any, in 
response. 

The EC also set an Infonnation Only lead to a Headquarters unit -International 
Terrorism Operations Section (lTOS) 1, Continental United States (CONUS) 6 - to "read and 
clear" the EC. ITOS 1 supports, coordinates, and oversees all FBI CONUS-based international 
terrorism investigations. CONUS 6 is the ITOS I unit with regional responsibility for 
overseeing intelligence collection and investigative efforts by the San Diego mF. ITOSI-SSA, 
!TOSI-Analyst, and ITOSI-Agent received the Ee at lIOS 1, CONUS 6. SD·Agent's cover 
email to these persoMel Slated: 

ThlS one 1$ for WFO. The lndlvldual 15 l1kely an Army communlcatlons 
offlcer stetloned at Welter Reed. I would recommend that th1S not be 
d1ssemlnated as an IIR, Slnce he may have access to message trafflc. 
If th~5 needs to qet to the m111tary, WFO m1ght have to do It 
lnternally. 

Because the available infonnation did not decisively define a terrorism-related threat­
and because San Diego set the lead as part of an ongoing investigation - Guardian policy did not 
require San Diego to create a Guardian incident. 

SO·SSA left San Diego Assistant Special Agent in Charge 
(ASAC) [of another FBI SD-Agent became the acting 
Supervisory Special Agent for on or 19,2009, and held that position until 
mid-July 2009. His supervisor in thaI position was the Counterterrorism ASAC of the San 
Diego Field Office. 

R. Wash ••• D.c.; JaB,," 7, 2002 - February 25, lOO9 

The Counterterrorism Division in the Washington Field Office includes several FBl-onIy 
counterterrorism squads, as wen as the Washington, D.C., 1ITF (WFO). In 2009, the JTI'F at 
WFO consisted of four squads, each led by an FBI Supervisory Special Agent (SSA): an 
International Terrorism squad (CT.), a Guardian squad, a Domestic Terrorism squad. and the 
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National Capita! Response squad. CT-! consisted of 12 FBI Special Agents, 10 TFOs, one lA, 
and its SSA, WFO-SSA. 

No FBI written policy specifies which office has ultimate responsibility for inter-office 
leads. In practice, the receiving office owns the lead. That office is responsible for conducting 
an assessment/investigation in response to the lead and determining what, if any, additional 
investigative steps are warranted. As a matter of practice. WFO thus owned the Hasan lead and 
bore ultimate responsibility for its outcome. 

SO-Agent set the lead to WFO CT -Ion January 7, 2009. The FBI has no written policy 
on when the receiving office should assign a lead set by BC. (In comparison, FBI policy requires 
that supervisors assign Guardian-based assessments within five business days of receipt.) 

WFO-SSA did not review and assign San Diego's Jead until nearly two months later, on 
or about February 25, 2009. The delay may have been caused, in pari, by WFO's focus on 
imminent threats relating to the election and inauguration of President Barack Obama. 

According to FBI statistics, WFO CT·l covered _leads in 2009 - on average •• 
leads per squad member. 

C. Sap Diego; January 1. _ - Febrw,,)' 15. lOO2 

Between January 7, 2009, and February 2S, 2009, ~~:'!~!!!i!!!f 
Hasan sent six ~!;'!!!!!!!!'!!!'i;nVestigation.J to Hasan and SO-Analyst were the only FBI pel'llOMlel 

reviewed these emails. They did not associate these messages with Hasan's initial messages or 
the lead. 

A 
through memory, notes. or by actively 

and TFOs had to track [and correlate 
of the system. SO-Agent relied 

primarily on memory notes purpose. used an Excel spreadsheet. He did 
not add Nidal Hasan or NidalHasan@aol.com to his spreadsheet. (Although SO-Analyst also 
used Favorites to track email addresses of interest. those functionalities were not available until 
well after San Diego set the Hasan lead.) 
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On January 16, 2009, Hasan sent his third message to Aulaqi through the website 
application: 

Nldal Hasan wrote: 
Asalaum AlalKum, Please comment 1f my flow of 10qlC 18 correct. 
JazakA1lah Khalr, 

Is It Permlsslble to Flre Ungulded Rockets lnto Israel 
There 18 no quest10n that f1rlnq ungu1ded rockets lnto Israel has 
the potentlal of lnd1SCrlm1nately kllllnq olvlllans. The real 
quest10n lS why Hamas would do such a thlng. Can one enV1S10n a 
scenarlO where It would be acoeptable to se. Well, whet 1f Israel 
was and cont1nues to lndlscrlmlnately kll1 and hurt clvlllans and 
commlt other atrocltles In the Gaza terr1tory to serve thelr 
expanslonary ambltlons. One can then begln to at least understand 
why the Palestln1ans would do such a thlng. In fact It lS 
probably one of the only thlngs they can do to In an attempt to 
avenge themselves and repulse the enemy. 

Real:i.stlcally It"8 akln to a mosqu1to attackl.ng a man 1.e. l.t"s 
uncomfortable and annOY1nq but not a real threat. One may 
conslder the flrlng ef mlSSlles lnto Israel a transgresslon ln 
the eye of Allah (SWT) because of ltS lndlscrlmlnate nature. 
However, 1t one recalls the verse about the perm1sSlbl11ty of 
transgresslng albelt a dltterent scenarlO I belleve lt stlll 
apphes. Verse 2:194 states ''''The sacred mont, lS for the sacred 
month, and for the proh1blted thlngs, there 15 the Law of 
Equallty (Qlsa5). Then whoever transgresses the prohlblt1on 
agalnst you, you transgress 11kewlse agalnst hlm. And fear Allah 
(SWT) , and know that Allah (SWT) 1S wlth AI-Muttaqun. Other 
verses that seem to apply lnclude the followlng. 

1. And those who when an oppresslve wrong 1$ lnfl1cted on 
them(are not cowed but)help and defend themselves, (42:39) 

2, The recompense for an In)Ury lS an In)Ury equal thereto (In 
degree): but 1f a person forglves and makes reconcl11atlon hlS 
reward 15 due from Allah: for (~llah) loveth not those who do 
wrong. (42:40). 

3. But lndeed If any do help and defend themselves after a wrong 
(done) to them aga.nst such there lS no cause of blame (42:41). 

4. The blame 15 only agalnst those who oppress men wlth wrong­
dOlng and lneolently transgress beyond bounds through the land 
defYlng rlght and Justlce: for such there wlll be a Penalty 
grlevous. (42:42) 

Aulaqi did not respond. Two days later, on January t 8,2009, Hasan sent a lengthier 
message discussing how the Western world views Hamas. 

Nldal Hasan wrote: 
Assalum Ala1kum Shelkh Awlak1, 

I know your busy but please comment 1f the 10glc of thlS plece 1S 
accurate. am a nOVlce at thlS and would llke reassurance. 
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May Allah (SWTl reward you. 

Raroas 1S a democratlcally elected Islarrtlc organ1zatlon that lS 

trymg to establlsh the law of God l.n then land. 'l'h<lt IS why 
they, as well as other Islam~c countrl.es are hated by the West. 
The Musll.ms should know that Hamas and other sproutlng Islam1c 
states w111 make mlostakes .and loS not gOIng to be perfect In the 
,Implementatl0n of Shat·lah. The west w111 be sure to p':'lnt these 
defl.cloencles out. Howelrer, the belIevers have mercy on the 
belHlvers and are fu:m agalnst the non-bellevers. Not the other 
way around. How ),S l.t that Israel and the U. S. can get away w1th 
so much In the way of the ml.Schlef that they create on the earth 
but lof any lslaml.c group makes an error, they are r~pped apart by 
the enemles of Islam, some of wh~ch call themselves Muslrm. wl.th 
that sald, Ramas should be glven the beneflt of the doubt 1f any 
doubt eXlsts ~n regards to thelr strategy of rocket flrlngs l.n an 
attempt to repel the enemy, To the rest of the Mushm world the 
bell.evers ask, how 1S It that Whlle the weak and the, oppressed 
men, women and chlldren ln Ga~a are pleadlng: "Our Lord, rescue 
us from the people of thls tyrannous country, and appolnt fol' US 
a protector from you, and appo~nt \:0 us, a helper from you, that 
no one cames to help. Where are the Musl~ms? So unllke those 
Islamlc states that seem to be Choked up when an oppresslve wrong 
15 1nfllcted on the Musll.lus, Barnas helps and defends lts own 
Musilm people, The Palest1nlans have sanct~on to flght because 
they have been wronged and have been dr~ven from thel.I homes 
unJustly Just because they are endeavorlng to be a God abldlng 
state and won"t subml.t to the enemy. And althouqh they have full 
rl.ght to l.Tnplement the concept of an ""eye for an eye"" or 
""lnJury for l.nJury·" and punlsh the Israells l'ilth the llke of 
that wherewl.th they are bel.ng pun1shed, In reallty Barnas seems to 
be more sl.mllar to mosqultoes botherl.ng a camper on a hot summer 
day. More of a nU1SanC€ than an actual threat as measured by the 
number of caUSall.tles and damage those rockets have produced, 
Even If the ?alestl.nloans dld forgl.ve and forget the atrocltl€S of 
the unJust kloll~ngs of lnnocent men, women, and chl.ldren, Israel 
would cont1nue l.ts transgressl.ng oppresSlon. Ramas and other 
Islamlc countrl.as bel1eve death l.S better then oppressl.on and do 
not to fear the blame of the blamel's. The blame 1S only agalnst 
those Zl.onl.sts who oppress men w1th wrong-dol.ng and Insolently 
transgress beyond bounds through the land defYlng truth and 
Just~ce and w111 be held aC';:Quntable. llamas, aftel' mutual 
consultatlon among the1r fellow Musllms, seeks to make ready 
agal.nst the Israells what ever force and war mQunts they can 
muster, so that they way strl.ke terror ~nto the hearts of thel.r 
enemles and the enemy of Gnd. Even If all that amounts to ~s 

annoYIng rockets that render no real damage, Thel.r goal 1S to be 
left alone, whl.ch can only be done by nddlng themselves of 
Israell. aggress~on, blockades, and oppresslon. Ageln, the 
Palestln1ans could torg1ve the ZIOnl.-t regImen but'that wouldnrtt 
stop the oppreSSlon and lS thus a mute pOlnt. On top of that, the 
Western world makes clear that It does not want Islam1c rule to 
preval1. Aga~n- they make that qUIte clear; not only 10 thelr own 
lands but l.n the lands of the MusllWS as wltnessed by theIr 
mlghty plottl,ng around the world. So l.n the case of Israells 
reckless aggresslon that C,)sts the II ves of Innocent women, 
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chlldren, and men, the law of retrlbut~on appll€s. It' 's a 
matter of surv1val. If a country used a nuclear weapons on a 
country wlth the lntent of destrOYlng lt, 1t would rec1procate 1n 
a Slmllar manner hoplng lt would surVlve. Hamas and the Musllms 
hate to hurt the 1nnocent but th~y have no cho1ce lf the1r gOlng 
to have a chance to surVlve, flour1sh, and deter the Z10nlst 
enemy. The recompense for an eVll 1S an eVll. So, to clalm that 
these rocket attacks go agalnst the Splrlt of Islam 1S false. The 
blame 1S only aga1nst those who oppress men wrongly and 
lnsolently transgress beyond bounds through the land defYlng 
truth and Justlce. When the enem1es of Allah (SWT) trled to use 
the Islamlc teach1ngs agalnst prophet Muhammad (SAWS) he uprooted 
those palms trees and defeated them. Even lf Hamas and other 
buddl.ng Islam1c nat10ns do not make sound deC1S10nS at tl.mes one 
would expect Allah (SWT) to forg1.ve them based on thelr 
lntent10ns to please hlm by establ1sh1ng and defendlng a country 
that enVl.Sl.ons obedl.ence to Allah (SWT). A good example of th1S 
1.S when an expedlt10n to attack the Meccan caravan dur1.ng a holy 
month was made by m1stake, Allah (SWT) revealed that 15 was a 
grave Sln but he not only forgave them but rewarded them further 
statlng that d1sbelleV1.ng 1.n h1.m (SWT) was an even greater Sln as 
a warnl.ng to the non bel1evers. Agaln, Hamas and other Islamlc 
natl.ons use d1.fferent strateglEs to defend thelr land. As they 
mature through th1.s d1ffl.cult process they need support from the 
bellevers and expect Musl1.ms to suspend the1r crltlcal Judgment 
and make prayers to Allah (SWT) to help them. 

On February 16,2009, Hasan again wrote to Aulaqi using the website application: 

Nl.dal Hasan wrote: 

Please have alternatlve to donate to your web slte. For example, 
checks/money orders may be sent to 

Th~s can assure pr~vacy for some who are concerned~ 

Jazaka-Allah-Khalr 

About a mmute later, Hasan sent a second, similar message: 

N1.dal Hasan wrote: 

Assalum Ala1kum Wa-RhamatuAlla.hl Wa-Barakat'J, 

Please have alternat1.ve methods to donate to your web slte. For 
example, checks/money orders may be sent to 

ThlS can assure prlvacy for some who are concerned and max~m~ze 
the amount glven. 
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Jazaka-Allah-Kha~r 

About twenty minutes Later, Hasan sent a third message to Aulaqi, this time about a 
$5,000 scholarship: 

N.dal Hasan wrote: 
~salum Ala.kum Wa-RhamatuAllah~ Wa-Sarakatahu Imam, 

InshAllah, A $5,000.00 scholareh.p pr~ze .9 be.ng awarded for the 
best essay/p.ece ent.tled "Why .s Anwar Al Awlak. a great 
act.vlst and leader". 

We wo~ld be honored .f you would award the pr.ze. If you have any 
questlons, concerns, or potent.al rnod.flcat.ons, please e-mall me. 

Advertlsement w.ll be posted .n the Musllm l.nk, ln the March 
2009 usue. 

Jazakallah Kha.r, V1R Nidal PS-We met br.efly a very long t.me 
ago when you were the Imam at Dar al H.Jra. I doubt .f you 
remember me. In any case I have Slnce graduated med.cal school 
and finished residency tra.nlng. 

SD·Analyst reviewed all three mes:sag~~ 
(identified] them "Not a Product 
changed the _ [identification] on the 

On February 19. 2009, Aulaqi responded for the flI'St time to Hasan. He sent an email to 
NidalHasan@aol.com, the address included in Hasan's messages: 

Assalarnu alaykum Br Nldal, 

I pray th.s message reaches you at the best state of emaan and 
health. Jazakum Allahu kha.ran for thinking good of me. I don't 
travel so I wont be able to physically award the prize and I am 
too "embarrassed" for a lack of the better word to award it 
anyway. 

May Allah ass~st you ~n your effort$. 

~salamu alaykum 
'tour Brother 
Anwar Awlak. 

Aulaqi sent the email usingtheaddressal_aulaqi@yahoo.com. Later that day, Hasan 
replied to that address: 

Al-Ramdu-leelah, 

It's nice to hear your VOice even .f .ts email. 

Unfortunately, when I sent the e-rna.l to you everyone was g.Vlng 
me the green light w~th tenatlve reassurances. Everyth.ng was in 
the process to launch the essay contest .n :.me for the upcoming 
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1ssue of the MuslIm lInk. Now, obst'lCles ha,'e been placed by 
Musl,ms 1n the cornmuntlty that are petrIfIed by potentIal 
repercussIons. Allah wIllIng everyth1ng wIll work out In such a 
way that pleases Allah (SWT). You have a very huge followIng but 
even among those there seems to be a large maJorIty that are 
paralyzed by fear of loslng some aspect of dunya. They would 
prefer to keep theIr admIratIon for you In theIr hearts. In any 
case, my personal experIences have taught me that If you alIgn 
yourself to close to Allah (SWT) you will lIkely not have many 
fr lends but pleny of hardshIps. Even the Prophets use to say "hen 
IS the help of Allah (SWT) comIng. May Allah (SWT) elevate those 
that please hIm and render USeless the efforts of those that 
dIsplease hIm; and ensure that we both are those that please 
hlm ..... ameen. 

~S: If you need any aSSIstance, Allah wililng I wlll be able to 
help. 1 bell eVe my bIggest strength 1S my flnanclal sltuatiOn. Of 
course, and thlS goes WIthout saYlng, that everythIng should be 
legal and 1n accordance With the u.s. Law and Allah (SWT) knows 
best and IS the best dlsposer of affaIrs and ultlmately decldes 
between truth and falsehood. InshaAllah, Allah (SWT) forgles us 
for our short comlnq, forbl.ds are body from touchIng the Hell­
Fl.re, allows plenty of shade on the day of reckonIng, and hastens 
our entrance lnto Jannah where we wIll see each other (In Jannah) 
slpp1ng on non-IntOXIcatIng Wine In recllned thrones and In 
absolute and unendlng hapPIness. PS: 11m looklng for a wlfe that 
15 Wlillng to strive WIth me to please Allah (SWT). I wlll 
strongly conslder a recommendatIon comIng from you. 

Jazaka-Allah-Khalr, SIncerely, Nldal Hasan SOA{SWT), MD, MPH 

SD-Agent reviewed both messages •••••••••••• and {identified] 
them "Not a Product oflnterest." 

On February 22, 2009, Aulaqi again emailed Hasan' 

Assalamu alaykum Br Nidal, 
Belleve it or not I kLnd of felt that the contest would end up 
runn1ng lnto red tape. People ln that part of the world are 
becomlng very tlIDld and It doesn't look It's gettIng any better. 
Thanks for the offer for help. Well It >5 needed but I Just don't 
know how to do It. There are poor people, orphans, wIdows, dawa 
proJects, and the llst goes on. So If you have any 1deas on how 
to get help across and ~n accordance to law In a cllmate that l.S 
strlct to start wlth please let me know. 
Tell more about yourself. I wl.ll I:eep an eye for a slster. 

Assalamu alaykum 
Anwar 

Hasan replied by email that day: 

Alaykum salam wa-rhamatullallah~ wa-barakatu, 
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I wlll keep trYlng. If Allah (SWT) wants S()mettllg to occur no one 
can stop It. My Job 15 to put the effort and have patlence. Your 
varlOUS works force the controverslal lssues to surface and be 
addressed. If there LS gOlng to be a resolutlon between Islam and 
the West the dlfflcu1t lssues have to be brought up.? I th1nk 
thlS 1S lmportant. It may take many generatLons before people 
reallze the glft that Allah (SWT) has glven them through your 
work. But, I see the value now and don't have to walt for your 
death. 

In regards to pleaslng Allah (SWT) I, wlth hlS mercy, am already 
Lnvolved ln glvlng to the poor, orphans, wLdows and dawa proJects. 
They are usually connected wlth the Musllm Co~~unlty Center 1n 
Sllver Sprlng MD but I do alot of work by myself because of the 
ng1d crlterL3 they have for glv1ng to the poor and needy. 
Whether ~ts t~me or money 1 tru.ly bell-eve Allah ($WT) ~ gLves ~t 

all back and more. My goal 15 Jannat F1rdaus and I pralse and 
thank Allah (SWT) for glv1ng be the abll1ty to strlve, to see the 
truth, to beg fOr h1s forglveness, and ask for hls gUldance. If 
people trUly understood the peace they could have by really 
belLev1ng that Allah (SWT) lS In control and that he lS Just 
testlng to see who lS the best amongs us, It WQuld be alot' 
eas~er to see throught Shaltans prom~ses of poverty and 
destructlon.? r want to be w1th those who are the best. Imam, 1f 
you have any spec~flc proJects that yOU feel are 1mportant to get 
on thelr feet let me know. I wlll read up on them and Inshallah I 
w1l1 please Allah (SWT). In regards to a slster for marna,;)e. My 
name lS lhdal Hasan. If you goog1e "eSTS and N1dal Hasan" you 
wll.l see a p1cture of me. I currently reSIde 1n SlIver Splng MD; 
301-547-1599. I was born and ralsed 1n the O.S ., Both, of my 
parents are from Palestlne but have both passed away (yaAllah­
arhamhum). I JOined the U.S. ml.lJ.tary at age 17 as an infantryman. 
I subsequently recel ved a BS l.n Blocehmlstry, Degree 1n medlclne 
wlth res.l.dency traln1ng 1n psychlatry, and am Just f.l.n1shlng up 
my fellowshlP tra1n~ng in D1saster and Prevent1ve PsychLatry. 
During my worklg career I have been a bus boy, a dlsh,~asher, a 
cook, a cashler, a lab techniClan, a researcher, and entrepreneur. 
Allah (SWT) Ilfted the vell from my eyes about 8-9 years ago and 
I have been strlvlng for Jannat F~rdaus ever Slnce. I hope, 
Inshallah, my endeavor w111 be realized. If you know someone that 
you feel that WIll be compatlble and complement my endeavors to 
please Al.lah (SWT) please let me know. 

Assalum Alaykum, 
N,dal 

SD.Analyst reviewed these two messages •••••••••••• [and 
identIfied] each of them "Not a Product ofInterest." 

Aulaqi sent no further personal email messages to Hasan. 
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D. Washington. D.C.: February 2S - 26. 2009 

FBI Supervisory Special Agent WFO-SSA supervised CT -1, a ••••••• 
squad in the WFO irTF. On or about February 25,2009, he read San Diego's Discretionary 
Action lead on Hasan. Because Hasan was apparently in the U.S. military, WFO·SSA sent an 
EC on February 25, 2009, assigning the lead to WFO-TFO, a DCIS Special Agent who had 
joined the WFO JTTF in 2007. WFO-SSA also placed a paper copy of the lead on WFO-TFO's 
otlice chair. 

WFO-SSA instructed WFO-TFO to conduct an "assessment." He gave him no other 
instructions. He did not impose a deadline. He expected WFO· ITO to take action within a 
reasonable time. 

At that time, no written FBI policy set a deadline for completing work on Routine leads. 
Because FBI supervisors reviewed work assignments at quarterly file reviews, infonnal FBI 
policy required work on Routine leads to be completed within ninety days. (By comparison, FBI 
written policy requires that "[e}very attempt must be made to 'mitigate' Guardian incidents 
within the first 30 days" after assignment. • • [FBI 
policy number redacted] 

On May 27,2009, the ninetieth day after the lead was assigned, WFO-TIO read the lead. 
During the ninety days between February 2S and May 27, 2009, Hasan communicated with 
Aulaqi five more times. 

E. San Diego: February 2S. 2009 - May 27, 2009 

On February 28, 2009, Hasan sent Aulaqi an email attaching a document titled "Public 
Opinion in the Islamic World on Terrorism, al Qaeda, and U.S. Policies," and dated February 25, 
2009. Hasan wrote: 

Assalum Ala1kum Wa-Rhamatu-Allah1 Wa-Barakatu, 

Th1s well done survey sponsored by the U.S. go~erment through the 
Un1vers1ty of Maryland shows that most Musl1ms feel that US 18 
trY1ng to underm1ne Islam. It substantlates an earller study 1t 
d1d as well as other stud1es by other organ1zatlons I thlok you 
w1ll flnd 1t .nterest1ng. VIR N1dal 

Aulaqi did not respond. [SO-Agent identified) this 
email as "Not a Product ofinterest." That day, Hasan sent Aulaqi a link to a news article about 
Imam Yayha Hendi of the Islamic Society of Frederick, Maryland. Hasan wrote: 

FYI:? He 1S well known 10 the Greater Washlngton Area and serves 
the [J.S. ml11tary as Imam for the Bet.hesda med.cal center. ?A 
true V.1S1on of what the government Vlews as a good role model for 
all Musl1ms. 

http://your4state.com'content/fulltext/?cld=53341 
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L1UI~mII1l""'J this etnau as a "Product of Interest." ••••• 
"'''''.''' •. '~' .. ¥_ Foreign Intelligence" 

On March 3, 2009, Hasan emailed Aulaqi 

Assalum Alalkum Wa-Rhamatu-Allahl Wa-Barakatu Anwar, 
Please tell me the full amount that you would need to secure the 
domaln fee, etc for the tlme perlod speclfled. I have already 
sent a prevlous request asklnq that dlfferent payment 'methods be 
used $0 that the full amount goes to your webslte and no one gets 
a cut. If you don't have an alternatlve and don't lntend to qet 
one please let me know and I can send It throuqh PayPal. 
3azakallah Khalr, 
Nl.dal 

Aulaqi did not respond'iiiiii 
Interest," but "Non-Pertinent.". 

.£ic1cmtified] tins email as a "Product of 

On March 7,2009, Hasan wrote Aulaqi again: 

I know your busy. Please keep me?ln your rolodex ln case you flnd 
me useful and?feel free to call me collect. I ask Allah (SWT) to 
honor those that please hlm 2n thlS 11le and the next and to 
render the efforts useless of those who strlve aqalnst the most 
Graclous. InshAllah we wl1l see each other later. 

PS: I really enJoyed the story about the?brave person?who stated 
"I dont fear any man" but Prophet Muhamad (SAW) sal.d you wlll 
tremble when you see thlS man and when he saw the man he lndeed 
trembled. 

JazakAlleh Khalr, Nl.dal Hasan, MD, MPH 
9304 Cedar Lane 
Bethesda Maryland 
20814 1301) 547-1599 

Almost two months passed before Hasan wrote to Aulaqi again. 

On May 17. 2009. the U.S. Anny promoted Hasan from Captain to Major. 

On May 25, 2009, Hasan visited Aulaqi's website and posted a new messaae. which the 
website automatically forwarded to atauiaqi@yahoo.com. We do not know why Hasan used 
the website instead of the email address Aulaqi had disclosed to him. By that time. the website 
had been updated. and the messages were rendered in a different format when emalled. The 
message read: 
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~our name: Nldal Hasan 
Ema~l: NldalHasan@aol.com 

Message: 
Brother Anwar don't fear the blame of the blamers' 

When r read th1s verse {below) I th~nk of you. Most of us have 
truned back for fear or the for Zlna of th~s 11ie. We have thus 
suspended our crlt1cal Judgment for a small prlee. 

Allah (SWT) makes It clear that most wont belleve and of those 
that do; the Ones who struggle for hlS cause are greater In hlS 
slght then those who Slt back and pray. 

o you who bellevs' Whoever from among you turns back from hlS 
rel1910n (Isll'¢¢m), Alll?¢¢h wl11 brlng a people ([llke Anwar Al 
Awalak1) whom He w,l1 love and they wll1 love film; humble towards 
the bel,evers, stern towards the d,sbellevers, flght1ng 1n the 
Way of Alll'¢¢h, and never fear of the blame of the blamers. That 
1S the Grace of Alllt¢¢h WhlCh He bestows on whom He wl11s. And 
Alll?¢¢h 1S AllSuffl~lent for H~s creatures' needs, All-Knower. 

~our Brother Nldal 

Aulaqi did not respond . ••••••• ISD-Ana!yst [identified) this email as 
"Not Pertinent" and "Not a Product of Interest .. 

F. Wasblpgton. D.C.: May 11.2089 

On February 25, 2009, WFO-SSA bad assigned the Hasan lead to WFO-TFO and asked 
him to perfonn an assessment. Under informal FBI policy, Routine leads were to be closed or 
transformed into a case within ninety days. On May 27, 2009 - ninety days after WFO-SSA 
assigned the lead - WFO-TFO read it. 

WFO-TFO noticed San Diego's misinterpretation of the DEIDS notation "Comm Officer." 
WFO-TFO had knO'Ml others to interpret that notation to mean Communications Officer. 

WFO-TFO searched DE IDS to confirm the military status and duty location of Nidal 
Malik Hasan. He searched the DoD Joint Personnel Adjudication System and learned that Hasan 
had a Secret clearance and had recently passed a clearance re-investigation. WFO-TFO searched 
the FBI Telephone Applications database and found no links between the telephone number 
shown in Hasan's DEIDS report and any "target" numbers. WFO-TFO's search of the FBI's 
Automated Case Support (ACS) system using Hasan's email address returned only San Diego's 
EC . 

•
•• W,F.O-TFO did not search DWS-EDMS, IDW, or DaLAS. Although he was a member of 

a counterterrorism squad, he says he dId not know that DWS-EDMS existed. He 
believes that no one at WFO CT· I other than an Intelligence Analyst. WFO-AnalY.Sllit,.had.access •• 
to DWS-EDMS until after the Fort Hood shootings. He bad previously reviewed. 
[FBI-acquired commumcations]. but only in ACS. 
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WFO-TFO contacted DoD-Analyst, a non-JTTF DCIS Intelligence Analyst based in 
Arlington, Virginia He asked DoD-Analyst to obtain records on Hasan from the Defense 
Manpower Personnel Center in Monterey, California. She emailed the records to him. 

WFO-TFO bad limited access to OeD personnel files. The files he could review, which 
DoD-Analyst provided to him, consisted of Hasan's Electronic Personnel File, which totaled 
approximately 65 p88es. The file included. among other things: 

• Academic Evaluation Reports and Academic Transcripts from the Unifonned 
Services University for Health Sciences dating to 1999; 

• Six Officer Evaluation Reports (OERs) covering June 2003 to June 2008; and 

• Promotion Orders. 

The OERs contained almost unifonnly positive evaluations of Hasan by his superior 
officers. For example. the Department Chair of Psychiatry at Walter Reed wrote that Hasan's 
reseazch on Islamic beliefs regarding military service durin& the Global War on Terror "has 
extraordinary potential to infonn national policy and military strategy." There were comments 
that Hasan deserved promotion. The Promotion Orders showed that Hasan had been promoted 
from Captain to Major ten days earlier, on May 17,2009. The only dero&atory information that 
WFO-TFO found was an indication that Hasan had not passed his Anny Physical Fitness Test 
between July 2007 and June 2008. 

WFO-TFO did not have access to any files maintained locally by Hasan's command. 
Those files revealed that the program directors overseeing Hasan during his residency and 
fellowship at Walter Reed and the Unifonned Services University of the Health s<:iences ranked 
him in the bottom 25 percent. He was placed on probation and remediation and often failed to 
meet basic job expeetations such as attendance at work and being available when he was the 
physician on call. WFO-TFO also did not have access to a memorandum to the National Capital 
Consortium's Credentials Committee, dated May 17,2007, faulting Hasan's professionalism and 
work ethic, which was leak.ed to the media in the aftermath ofthe Fort Hood shootings. 

Based on what he read, WFO-TFO believed that Hasan's communications with Aulaqi 
were relevant to his research on Islam and the military. WFO-TFO decided that Hasan was not 
involved in terrorist activities. He took no further investigative action. 

WFO-TFO then consulted WFO-SSA. WFo-SSA did not ask whether Aulaqi had 
responded to Hasan's messages or whether there were any further emails between Hasan and 
Aulaqi. He did ask whether WFO· TFO had checked all of the FBI databases. WFO-TFO said 
that he had. 

WFO-SSA and WFO-TFO discussed whether an interview of Hasan or his supervisor 
would be appropriate. They believed that any more harm than 
good. Oiventhe_originoflhe WFo-SSAand 
WFO-TFO believed that interviewing Hasan iiililiiliilii ••••••• They could think of no way to interview Hasan without 
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disclosing the FBI's access to the messages, which would hann the prime 
interest - San Diego's investigation of Aulaqi. Neither WFO-SSA nor WFO· TFO believed a 
pretext interview of Hasan would be appropriate. 

WFO-SSA and WFO-TFO also believed that the "least intrusive means" requirement 
precluded an interview of Hasan or contact with his superior officers. They knew that an 
interview is a permissible technique for an assessment. They believed, however, that Hasan's 
messages were relevant to his research and that an interview of Hasan was unnecessary. WFQ. 
TFO believed that an interview would require notification to Hasan's commanding officer; that 
the interview would probably be briefed up the Army chain of command; and that this would 
harm Hasan's career. As a result, WFO· TFO considered an interview highly intrusive. 

WFO·SSA agreed with WFO-TFO's conclusions - including the determination that 
Hasan was not a threat - and believed that no further action was appropriate. 

Neither WFO-SSA nor WFO-TFO considered approaching Hasan as a potential 
confidential human source. In their view, a good source had access to information. The two 
messages to Aulaqi contained no indication that Hasan could provide useful information. 

After these actions and discussion - which took place within the span of four hours on the 
same day, May 27, 2009 - WFO-TFO wrote and WFO-SSA approved the WFO Ee response to 
the lead. After outlining the information gathered, the WFO response concluded: 

Due to Hasan's emall contact wlth 
Aulaql, Hasan was not contacted, nor were hlS command 0[[lcla15. 
G1ven the context of hls mllltary/medlcal researoh and the 
content of hlS, to date, unanswered messages, WFO does not 
ourrently assess Hasan to be 1nvolved 1n terrorlst actlvltles. 
wro w1ll re-assess thlS matter 1f addltlonal lnforrnat1on l6 
ldentl.fl.ed. . 

Although the response stated that WFO had "reviewed FBI and Department of Defense 
databases and record systems" and that Hasan's messages were "to date, unanswered." WFO had 
not checked DWS·EDMS. (lDW, and DaLAS] to determine whether this was correct. 

WFO sent the response to San Diego, ITOS 1 (CONUS 6 and CONUS 2), and the 
Baltimore Field Office (because Hasan's home address was located in Baltimore's Area of 
Responsibility). 

G. San Diego: May 27. 2009 -June 11. 2002 

On May 31, 2009, Hasan visited Aulaqi' s website and sent another message to him: 

Assalum Ala1kum Wa-RharnatuAllahl Wa-Barakatuhu brother Anwar; 
InshAllah Khalr, 

I heard a speaker defendlng sU1clde' bomblngs as permlss1ble and 
have been uSlng hlS loglo In debates to see how effectlve It 
really 15. 
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He contends that sU1c1de ~s perrr~s9~ble 1n certa~n cases. He 
def'nes su~c.de as one who purposely takes h,s own 11fe but 
.ns,sts that the 1mportant 1ssue 15 your 1ntent,on. 

For example, he reported a recent 1nc1dent were an Amer1can 
Sold,er Jumped on a grenade that was thrown at a group of 
sold1ers. In dOlng SO he saved 7 sold.ers but k1l1ed himself. He 
consc.ously made a dec1s10n to k1ll h1rnselt but hlS lntent10n was 
to save h,s comrades and 'ndeed he was successfull. So, he says 
th1s proves that su,clde 1S perm.sslble 1n th1s example because 
he .s a hero. Then he compares th1s to a soldler who sneaks 1nto 
an enemy camp dUr,nq d,nner and detonates hl$ sUic1de vest to 
prevent an attack that 1S know to be planned the tollow1ng day. 
The sU1c1de bombers 1ntentlon is to k11l numerous soldl,ers to 
prevent the attack to save hlS fellOW people the follow,ng day. 
He is successfull. HiS 1ntentl¢n was to save h,S people/fellow 
sold.ers and the stategy was to sacrlf'ce hiS l,[e. 

The 1091C seems to make sense to me because in the first example 
he proves that SUlclde is perm'sslble l.e. most would consider 
him a hero. I don't want to make thlS to long but the lssue of 
·collateral damage" where a deC1S1on 1S made to allow the k111ing 
of .nnocents tor a valuable target. If the Qur'an It states to 
f1ght your enemies as they f1ght you but don't transgress. So, I 
would assume that SUlc1de bomber whose .,m 1$ to k111 enemy 
soldiers or thelr helpers but also Kill innocents ,n the process 
is acceptable. Furthermore, 1f enemy sold,ers are USing other 
tactiCS that are unethical/unconscionable than those same tactiCS 
may be used. 

JazakAllah Kha,r, P.S. We miSS hearing from you' 

Aulaqi did not respond. SD-Analyst ... v,"'''''''''' 
it _ "Needs Review." SD-Agent then reviewed the ~.~_ •. _.,.. 
Product ofInterest" and ''Not Pertinent" because he read it as 

H. San Diego gd Washington. D.C.; June 11. 2009 - JuDe 15.2009 

On or about June 11,2009, SJ)..Agent reviewed WFO's response to the lead. He was 
disappomted. He believed the assessment was "slim." The information about Hasan's personnel 
files was unhelpful, because personnel files typically contain praise. The reasons for not 
interviewmg Hasan seemed to be weak excuses for not taking additional action. 

Despite WFO's offer to "re-assess this matter if additional information is identified.~ SD­
Agent and SJ)..Analyst did not check OWS·EOMS for additional messages between Hasan and 
Aulaqi. 

SD-Agent'Sbowed the response to SD·TF02 and SO·TF03. They agreed that the 
assessment was inadequate SD-TF02 found it hard to believe that a DoD representative had 
written the response. SO· TF03 found the response so strange that he suspected that Hasan was a 
confidential source for WFO. 
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SO-Agent declded to follow-up with WFO. He had taken that step only once before in 
his career, when another Field Office had failed to take action on a lead SO-Agent knew his 
FBI counterpart WFO-SSA. Instead of contactmg him, SD-Agent put SD-TF03 in what SO­
Agent considered the "uncomfortable position" of asking a fellow DCIS Agent why he did not 
take further action. SO-Agent took this approach to avoid being, in his words, "the heavy" in 
dealing with a DCIS Agent in another JTTF. He did not consider bringing the issue to his 
supervisor, to WFO-SSA, or to anyone at Headquarters. 

SO-TF03 contacted a OCIS program manager to ask for background information on 
WFD-TFO. The program manager spoke poslIlvely about WFD-TFO. 

SO-TF03 called WFO-TFO on June 11,2009. WFO-TFO said he was unable to talk 
because he was occupied with a shooting incident at the Holocaust Museum. He said they could 
talk as soon as he was available. 

On the following day, June 12,2009, SD-TF03 ematled WFD-TFO. The full text of his 
message reads' 

[WFO-TFOj, 

We Just rece~ved your response to our lead on 415F-SO-60934, Sub); 
Anwar Nasser AulaquL re: Assessment of N~dal Mal~k Hasan (a US 
Army Capta~n, Med~cal Doctor, Walter Reed). 

The case agent wanted me to follow up on th~s comment~ng: The 
response looks a llttle s11m, l.e. llmlted prob~ng ~nto th1S 
lndlv1duals background, no contact wI command and no lntervlew of 
Hasan. 

We were wonderlng If we were mlsslng somethlng, l.e. we need to 
read between the Ilnes (Hasan 1S a frlend of WFO)? 

[SD-TF03], SpeClal Agent 
OCIS San Olego Resldent Agency 

WFO-TFO discussed the email with WFO-SSA. WFO-SSA did not consider contacting 
SO-Agent. He left the response to WFO-TFO, and advised him to "be nice" in responding. 
WFO-TFO sent the following email to SO-TF03 that afternoon: 

[SD-TF03]: Sorry I couldn't get back to you on a hard 11ne 
yesterday. I never made It lnto the JTTF sClf as r (along w1th 
most everyone elsel was pulled to work the Holocaust Museum 
shootlng. 

Please note that I looked lnto HASAN as a result of a 
dl.scretl.onary lead, "for actl0n as deemed approprlate." From 
your emall, I assume SO deSired a. deeper lnvestlgatlon. However, 
Slnce HASAN's contact wlch Aulaql. • , I 
dld not contact hlm nor hlS command offlc1als dlrectly. I dl.d 
however, determlne that HASAN was conductlng US Army sponsored 
research that was onllne wlth the questlons he sent Aulaq1. 
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Due to HASAN' s em~u 1 con tae t Wl th 
AULAQI, HASAN was not contacted, nor were h1S command 
offlCldls. Glven the context of hlS ml11tarylmedlcal 
research and the content of hlS, to date unanswered emall 
messages, WFP does not currently assess HASAN to be 
lnvolved ln terrorlst actlvltles. WFO w111 re-assess thlS 
matter If addltlonal 1nformatlon lS ldentlfled. 

To my knowledge, HASAN ~s not a eHS nox "a fuend of WFO." If 
you have addlt~onal lnformatlon regardln9 HASAN's llnks to 
terrorlsm or request any speclf~c actlon, please share and we 
w1ll re-assess. BTH, HASAN llves 1n Baltlmore's AOR but works 1n 
WFO's AOR. 1 cop~ed Baltlmore on the response EC. 

SO-TF03 forwarded WFO·TFO.semail to SO-Agent, with the following cover message' 

[SO-Agent] , 

RE: E-roal1 from Hasan to Aulaql 

Th,S wlil not be a sat1sfYlng read. That sald, I've asked the 
questlon of wro and here's the~r answer. 

A few days later, on or about June 15,2009, SO-Agent viSited SO-TF03 to discuss 
WFO-TFO's email. SO-Agent was upset. He again asked SD.TF03 to call WFO-TFO to find 
out wby WFO had done nothing further. 

A«onimg to SO-TF03, he called WFO-TFO again. SO-TF03 told him that, upon 
receiving a lead like this one, San Diego would have conducted, at the least, an interview of the 
subject. SO-TF03 recalls that WFO-TIO replied, In effect (paraphrased, not a quotation): "This 
is not SD, it's DC and WFO doesn't go out and interview every Muslim guy who visits exlremist 
websites. Besides, this guy has a legItimate work related reasons to be going to these sites and 
engagmg these extremists in dialogue. WFO did not assess this guy as a terrorism threat." SD­
TF03 also recalls that WFO· TFO indicated that this subject is "politically sensitive for WFO." 

WFO-TFO, on the other hand, does not recall receiving another telephone call from SD· 
TF03. The FBI does not have records ofSD-TF03's telephone calls from the San Diego mF. 

According to FBI written policy. "the receiving office" - here, WFO - ''will decide what, 
ifany, action to take" on a Discretionary Action Lead. MAOP § IO.2.9(1)(a)-(c). SD-Agent and 
SD-TFO) dropped their inquiries to WFO. Th~y believed they had done all they could do. 

I. San Diego: Jgne 16. 2009 - June 17.1009 and After 

On the next day, June 16.2009, Hasan [sent his] final 
message to Aulaqi. Hasan sent the message via the website. Its full text read: 

Assalurn Ala~kurn Wa-RhamatuAllahl Wa-Barakatuhu, 

I llstened to a lecture that made a parallel between Iblls and 
the People Of the book and was wondeI2ng ~f It was conslstent 
wlth what the Quran teaches. He bas~cally stated that Allah (SWT) 
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speaks the truth and should always be obeyed. He told the story 
of how Allah (SWTl told Adam (AS) to take Shaltan as an enemy and 
toldy hlm to stay away from the tree. Shaltan told Adam that he 
was hlS well wlsher and the only reason the tree was den ,ed hlm 
because It would make hlm an angel or llve forever. So Adam 
llstened to Shaltan and neglected the heedlngs of hlS lord. He 
goes on to say that Allah (SWT) warns us not to take the people 
of the book as protectlng frlends (aul,a) and the lecturer stated 
that 1f we 19nore Allah (SWT) hke Adam we wl.ll have no exuse lf 
we end up ln hell flre because of the advlce glven by the people 
of the book. He explalns that some of the people of the book are 
Slncere J.n the~r adVlce but are 19norant and 1£ you llsten to 
Slncere 19norant advlce over Allah ,$WT) you fall at your own 
perll. V!R Nldal 

SO-Analyst reviewed the email and _ [Identified] it "Not a Product ofInterest" and 
"Not Pertinent." 

The weighty pace of activity on the [Aulaqi investigation] continued after 
Hasan's last message. On July 1,2009, the Aulaqi investigation shifted from "315" to "415" 

of an administrative revision of case classification codes. _ 

~~"!~!!! more ti dO<:tmlents - on average 1,525 per month, or 70-75 per work day.J 

The FBI took no further action concerning Hasan until November 5, 2009. 

J. Aftermath 

Effective July 15,2009, the U.S. Anny transferred Hasan from Walter Reed Army 
Medical Center to the Darnall Army Medical Center at Fort Hood, Texas. Fort Hood is the 
Anny's staging area for deployment to combat zones. 

On August 16,2009, Hasan reported to the Killeen Police Department that a fellow Anny 
soldier, John VanDe Walker, had vandalized his car. Police arrested VanDe Walker on October 
21,2009. According to newspaper reports, he confessed that Hasan's bumper sticker, which 
referenced Allah, offended him. He used a key to scratch Hasan's car. 

On July 31, 2009, Hasan purchased a Herstal FN-57 handgun from Guns Galore in 
Killeen, Texas. 
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In October 2009, the U.S. Anny notified Hasan that he would be deployed to Afghanistan 
in November 2009. 

On November 5, 2009, Hasan entered the Fort Hood deployment center, where he shot 
and killed thirteen people and wounded 43 others. Nearly five months had passed without any 
further known personal communications between Hasan and Auiaqi (see Chapter 7). 

In the wake of the shootings, Aulaqi publicly hailed Hasan as a role model for his attack 
on fellow soldiers, stating: "Who would object to that?" 

SD-Agent continued to (investigate Auiaqi] 
with the assistance of other San Diego JTIF members and nos Analysts. SD-Analyst 
transitioned to a domestic telTorism squad, which he had r,uested prior to the Fort Hood 
shootings. WFO-SSA transferred from WFO to • [another FBI] Field Office, where 

he is a member of 1.[i.tS.]J.TT.F
i 
.• WF.O.-.TF.O has returned to DCIS as Special Agent in 

Charge of[one of its offices.] I I 

___ ~ FBI documented an interview with an FBI 
subject _____ in which subject] claimed to have met 
Aulaqi after the Fort Hood shootings. According [the subject], Aulaqi told him 
that Hasan "had contacted him via the Internet and what he could do to help Muslims" 
and that Aulaqi had "advised Hasan that since he was an American soldier, he should kill other 
American soldiers." According to [the subject], Aulaqi said he had given Hasan 
"permission to carry out his attacks at Fort Hood." 

Although Hasan did contact Aulaqi via the Internet, we found no evidence, direct or 
indirect, that Aulaqi made these purported statements to Hasan ~ Chapter 7). The evidence 
shows instead that Aulaqi did not even respond to Hasan's first message and its question about 
whether the acts of Muslim soldiers who had killed other soldiers could be reconciled with the 
Quran. The WASHINGTON POST reported on November 16,2009, that in an interview with a 
Yemeni journalist, Aulaqi "said thaI he neither ordered nor pressured Maj. Nidal M. Hasan to 
harm Americans .... " 

On September 30, 2011, the White House and the State Department confirmed reports 
that Anwar Nasser a1-Aulaqi had been killed in Yemen. 
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Chapter 7: 

Review of FBI Data Holdings on Nidal Malik Hasan 

A. Introduction and Conslysio. 

We conducted, to the degree possible given the criminal investigation and prosecution of 
Hasan. an independent investigation of aU FBI data holdings to assess: 

(1) Whether contemporaneous searches of FBI data holdings on December 17, 2008 
(the date of Hasan's first message); January 7, 2009 (the date of San Diego's 
lead); May 27, 2009 (the date ofWFO's response to San Diego); or November 4, 
2009 (the day before the shootings) would have revealed other information about 
Hasan; 

(2) Whether there was any evidence of other electronic communications between 
Hasan and AuJaqi; 

(3) Whether surveillance of Hasan's email in the weeks before the shootings would 
have produced any actionable evidence of imminent violence or other 
wrongdoing; and 

(4) Whether the FBI's post-shooting review of FBI and uSle data holdings on Hasan 
was accurate and complete. 

Our investigation concludes that: 

(1) 

(2) 

(3) 

(4) 

Contemporaneous searches ofFBI data holdings would not have revealed any 
suggestion of impending wrongdoing by Hasan or any other actionable 
information about Hasan; 

There is evidence of electronic communications between Hasan and Aiiul.,.i.O.ther. 

iiliilll.iii by SO-Agent and SO-Analyst]. • 
but those communications were generic 

sent to all persons who subscribed to his 

Surveillance of the NidalHasan@aol.com email account in the weeks preceding 
the shootings would not have produced any actionable evidence ofimminent 
violence or other wrongdoing; and 

The FBI's post-shooting review ofFBl and USIC data holdings on Hasan was 
professional, comprehenSive, accurate, and complete. (We did not examine, and 
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do not express any views on, other elements of the FBI's post-shooting 
investigation of Hasan.) 

B. CoateBlp!l'l!IlSOUS Sean;hes of FBI Htldim 

To assess whether the FBI possessed other information about Hasan as of December 17, 
2008 (the date of his first message); January 7, 2009 (the date of the lead); May 27, 2009 (the 
date ofWFO's response to San Diego); or November 4,2009 (the day before the shootings), we 
searched the FBI's primary data holdings: ACS, OWS-EOMS, lOW, and OaLAS. 

term, 
<Nida:IHasan@aIOI.<:Oltl>. As a result - and underscoring the 

text search did not return those messages. 

A "participant" search for NidalHasan@aol.com - which is limited to iterations of email 
accounts - avoided the full text search limitations and 

._iiiiiii\Iiii_Ir!~-·:-···-"· and one mat!ch;fro!m .Iii. 
[an unn::lated investigation) (which we 

The. matches for 
reviewed each of the reoUlinling 
None involved the Nidal Hasan at issue. 

SO-Agent cooducteda "participantH search ofOWS on or aooutJanuary 7, 2009. using 
NidalHasan@aoLcom. That search returned the message Hasan sent to Aulaqi on January I, 
2009. If SO-Agent or SO-Analyst had searched OWS - and later, OWS·EOMS - using the only 
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other identifying search terms known at the time then or at any other 
time before November 5, 2009, they would have found only one relevant product other than [the mnes between Hasan and Aulaqi that SD-Agent and SO-Analyst reviewed] 

Our search revealed the name Nidal Hasan in the text of a March 29, 2006, _ 
_ mailing list message [that the FBI acquired 
in] an investigation unrelated to Aulaqi. The post is titled "Imam Needed for Walter Reed Army 
Medical Center." Its text reveals that Nidal Hasan is a member of the military by referencing 
Walter Reed and including one of Hasan's military email addresses as a contact. The person 
who posted the text appears to have copied it from another online source - probably an Internet: 
post by Hasan. 

The full text, which the reviewing Agent on that separate •••• [investigation] 
properly tagged ''Non-Pertinent,''reads: 

Assalamu 'alaykum was rahmatullah, 

Brothers and sisters, 

Walter Reed Army Medical Center is in need of an Imam fot jumua'ah 
prayers held at WRAMC in washington, DC, as well as to console/make due 
for Muslim patients in the Medical Center. 

This has the option of becoming a full-time position, based on 
experience and educational qualification. 

For more information, please contact br. Nidal Hasan at 
Nldal.Hasan@NA.AMEOO.ARMY.MIL. 

May Allah bless your efforts, was salama 'alaykum, 

These searches returned _ matches. We reviewed each file. One file was the _ 
_ "Imam Needed" mailing list message noted above, which had been uploaded to DaLAS 
on August 5, 2008, in a case unrelated to Hasan. Because of potential attomey-client privileged 
infonnation, access to that file was restricted to specified users. 

None of the other files involved the Nidal Hasan at issue here. As discussed below, as of 
November 5, 2009, DaLAS did hold one other non-pertinent product involving Hasan; but that 
product could be tied to Hasan only through an email address that the FBI identified after the 
shootings. A search of DaLAS using all potential search terms known to San Diego and WFO 
prior to the shootings could not have returned that item. 
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C. FBI Searsbes of FBI Data Holdings 

In the inunediate aftermath of the Fort Hood shootings, STAS conducted a search of all 
FBI data all information in the FBI's possession involving Hasan. STAS 
identified the "Imam Needed" post that we located in our search of DWS-
EDMS. 

The Electronic Communications Analysis Unit (ECAU) and the Digital Media 
Exploitation Unit (DMX) later conducted a second search in support of the criminal investigation 
and prosecution. Prior to this search, the U S. Anny Criminal Investigation Division (CID) had 
supplied ECAU and DMX with all content and metadata for five DoD email addresses associated 
with Hasan. ECAU had independently determined that, in addition to the NidaIHasan@aoLcom 
account, Hasan had a second AOL account with email and instant messaging (AIM) addresses as 
well as a Yahoo! email account. 

FBI Analysts checked these nine emaiV AIM addresses against four FBI databases (ACS, 
Clearwater, DaLAS, and DWS-EDMS) as well as several USIC databases The Analysts found 
_ matches _ in FBI holdings. 

_ [One] match on a search for NidaI.Hasan@NA.AMEDD.ARMY.MlL, returned 
the "Imam Needed" post [noted above] in DWS-EDMS and DaLAS. 

~'~~Another match, on a search for Hasan's other AOL email address, was 
located in DaLAS on a forensic image of a computer hard drive that the FBI's Newark Division 
had seized in 2007 pursuant to a criminal warrant in a tax case. This product is also innocuous. 
It shows that, on February 10,2005, Hasan had used his other AOL address to visit a non­
lihadist web forum and post a question about the Quran's prohibition on intoxicants. The full 
text reads: 

Asssalum wa Alakum; I d~scovered Islam 2 years ago and have been 
bU1ld1ng my knowledge base of the Quaran and Sunna. My questlon 1S 
concern~ng the verse In the Quaran that refers to 1ntoxlcants and the 
multIple hadIths that 1nd~cate the prohIbItIon of Its use. Perhaps 1f 
a IslamIC leader took charge we would have medIat10ns that seve as 
great pa1n relIevers as well as antI an)(lety medlcatlons that arent 
(SIC] 1ntoxIcants. However, the best materIals we have now are 
1ntoxlcants l€: vallUffi, at~van, percocet, morph~ne etc. Should 
phys1c1ans be prescrIbIng these even If the prophet SAWS stated more or 
less that he hoped whoever takes an Intox1cant for medIcat10n purposes 
doesn't [SLC] get better. 

Conclusion: Based on our review, we conclude that contemporaneous searches of FBI 
data holdings on any date between December 17,2008, and November 4, 2009, would not have 
disclosed any other actionable information about Hasan. 
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D. Evidegce of Other Ele«n.!nic Communications Between Hasan and Anlagi 

In the aftennath of the Fort Hood shootings, the FBI obtained access to the existing 
contents of Hasan's known private and military email accounts. We reviewed the content of 
Hasan's active private account, NidalHasan@aol.com. We also interviewed FBI personnel 
tasked with reviewing Hasan's other email accounts and the contents of his computer hard drive 
and telecommunications devices. There is no certainty that the contents of these accounts and 
media provide a complete history of Hasan's communications prior to the shootings. Most email 
systems delete sent messages automatically or after a specified time period, and users may delete 
messages as they see fit and set rules to delete messages after specified time periods. Moreover, 
email deleted from Hasan's New Mail, Old Mail, Sent Items, and Trash folders on AOL would 
not normally be recoverable because AOL regularly purges its systems of deleted email. With 
these limitations in mind, neither the extensive ECAUIDMX review nor our relatively limited 
review identified any other personal contact between Hasan and Aulaqi. 

Our review of the NidalHasan@aoJ.com account disclosed, however, that Hasan did 
receive other electronic communications from AuIaqi. None of these communications was 
personal or specific to Hasan. Instead, at some date prior to December 21, 2008 - at about the 
same time he sent his first message to Aulaqi - Hasan bad subscnlx:d to a Goog!e FeedBumer 
list to receive" Anwar AI Awlaki On-Line" email updates, by whiclt he and an unknown number 
of other subscribers received irregular mass email announcements, articles, and other statements 
from Aulaqi. 

Through his subSCription, Hasan received and retained at least 29 email updates fium 
Anwar aI Awlaki On-line. The SlIbjects of these updates varied and included, for example: 

• A December 20, 2008, email, titled "Salutations to aJ..Shabab of Sornalia, " offered 
congratulations to al·Shabaab "fur your victories and achievements, " asked Allah to 
"guide you and grant you victoly," and noted that "[oJoIy Allah !mows that if my 
circumstances would have allowed I would not have hesitated injoining you and 
being a soldier in your ranks"; 

• A January 5,2009, email provided Word and .pdf copies of Aulaqi's article "44 Ways 
of Supporting Jihad'; 

• A July 14,2009, email discussed "Fighting Against Government Armies in the 
Muslim World," chal\enging the Muslims "fighting on behalf of America against the 
mujahideen in Pakistan, Somalia and the Magbrib .... What kind of twisted figh(t] is 
this? The blame should be placed on the soldier who is wining to follow orders 
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whether the order is to kill Muslims as in Swat. bomb Masjids as with the Red 
Masjid. or kill women and children as they do in Somalia, just for the sake of a miser 
salary. This soldier is a heartless beast, bent on evil, who sells his religion for a few 
dollars. These annies are the number one enemy of the ummah. They are the worst 
of creation. Blessed are those who fight against them and blessed are those shuhada 
who are killed by them." 

We reviewed Hasan's messages to Aulaqi in the added context of these mass-mailed 
messages from Aulaqi. We found no direct cOMection between the personal messages and the 
mass-mailed ones. 

Conclusion: Upon completion of our review of FBI data holdings and interviews, we 
found no evidence that, in the year preceding November 5, 2009, Hasan and Aulaqi engaged in 
any Erson-to°mn electro~c communications other than in the 18 known messages 

E. Put.ShOOll!u! Reyiew prSeized ElestrqDic Records and Media 

We examined all available email messages associated with NidalHasan@aol.com that the 
FBI obtained during the investigation of the shootings. For the reasons noted above, the 
available email does not likely represent every email that Hasan sent and received using the 
account. 

We read every existing email- 184 messages - that Hasan sent and received in the two 
weeks before November 5, 2009. We found no obvious evidence of the intentional deletion of 
email in those two weeks. We concluded that access to that email would not have provided any 
evidence of an imminent violent act. 

The available email received by Hasan in those two weeks consisted primarily of 
unsolicited messages ("sparn"); one of the Aulaqi mass newslist emails discussed above; and 
emails from other subscription news alerts (Google Alert, for "sharia''); RSS feeds 
(Islamistwatch.org), and newslists (islamicreliefusa.org. the Middle East Forum, newsrealblog, 
Radica1Islam.org,). The'subjects of these emails also varied; for example: 

• An article entitled "The Third Jihad" from Radicallslam.org 

• An article entitled "Exporting American anti-Americanism to Muslim world" from 
the Middle East Forum website 

• A blog entry entitled "Imam Killed in FBI Shootout Sat on Board of Muslim Lobby 
Group MANA," also from the Middle East Forum website 

Hasan's only existing personal emails in that two-week period were businesslike 
messages to and from U.S. Army representatives concerning his posting to Afghanistan and 
routine administrative and scheduling matters. We also found two emails exchanged with his 
brother. Anas Hasan. On October 30, 2009, Hasan wrote to Anas: 
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Assalum Alalkum Wa-RhamutaAllahl Wa-Baragatuhoo Wa-Maghflr~tu, 

Anas, I'm not sure 1£ Eyad told you but I am leav1ng for Afghanlstan 
next month. I wlll be leavlng sometime next week to V1Slt Eyad and hiS 
fam11y 1n Vlrglnla and than head towards Georgla for some flnal 
tralnlng before flYlng out. In any case, I have transferred 21,000 
dollars that I owe YOu lnto the buslness account. We are now even- of 
course you take the 4,000 that you have of mlne also for a total of 
25,0000. Please take it out ASAP, I don't llke thlngs floatlng and lf 
you lose lt for any reason lt's your fault .. 

I have fllled out a power of attorney so that you may handle my affalrs 
1n case I need somethlng done dur1ng the 6 months I'm 1n Afghanlstan or 
1f Idle, etc- I'm not sure 1f lt will work for everythlng but I w11l 
glve a copy to Eyad to hold when I V1Slt hlm. In the event that I am 
lncapacltated or not able to use my money/property l.e. captured by the 
enemy please donate my money/property to the poor as soon as posslble­
use your Judgment but you know I'm trylng to max~m1Ze by rewards. If I 
happen to dle Obviously spl~t lt accord~ng to the Islam~c lnherltance 
law and glve the max.1.mum allowable amount to a charlty/sadaqa Jan.ah 
etc- I th,nk lts 1/3 of my wealth. I am not aware of any psychiatrlst 
that have dled 1n Iraq/Afghanlstan by enemy flre however lt's always 
good to be prepared. 

This message would raise suspicion only in hindsight. Read in the context of Hasan's 
impending deployment to Afghanistan, the message appears innocuous and the hkely act of a 
soldier about to be deployed to a combat zone 

On November 1,2009, Anas sent Hasan an email titled "Cair: Houston Texas Office" 
that included only a webSite link. The link provides an online fonn to report any hate crime or 
incident of bias, profiling, or other discrimination to the Council on American-Islamic Relations' 
Houston office. This message may relate to John Van De Walker's vandalism of Hasan's car in 
August 2009. 

In addition to revlewmg every available email sent and received by Hasan in the two 
weeks prior to the shootings, we searched all available email in his AOL account using a series 
of potentially relevant search tenns (including, among others, imam, jihad, gun, handgun, pistol, 
Herstal, Five-Seven, FN, FN-57). Our searches returned no emails containing those search 
tenns. 

Condusion: Electronic surveillance of the NidalHasan@aoLcom email account in the 
weeks preceding the shootings would not have produced any actionable evidence of imminent 
violence or other wrongdoing. 
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Part Two 

Analysis of FBI Actions 

70 



423

The Tenns of Rcference asked Judge Webster to examine "whether the actions taken by 
the FBI were reasonable under the circumstances known at the time." Our analysis of those 
actions cannot proceed from what we now know about Nidal Malik Hasan. Hindsight has uses, 
but it is not an appropriate tool for assessing the reasonableness and adequacy of actions taken 
without its benefit. Our review is based on informmion known or available to the FBI at the time 
the actions were taken. 

We also recognize that reasonableness must be measured in the context of the FBI's 
governing authorities and policies, operational capabilities, and the technological environment of 
the time. For example, as discussed in Chapter 3, the FBI's governing authorities limit its ability 
to disseminate information acquired using FISA and require Agents and Task Force Officers to 
use the "least intrusive means" in conducting assessments and investigations. As discussed 
below, the FBI's information technology and document review workflow did not guarantee that 
all foreign intelligence would be identified in DWS-EDMS. 

Finally, we recognize our limited ability to predict what might have happened if different 
policies or procedures were in effect or personnel had made different decisions or taken different 
actions. We choose not to speculate. We examine instead the reasonableness of what did 
happen, in order to identify and recommend, when appropriate, better and corrective policies and 
practices for the future. We discuss those recommendations in Part Three. 

We conclude that, working in the context of the FBI's governing authorities and policies, 
operational capabilities, and the technological environment of the time, individuals who handled 
the Hasan information made mistakes. We do not find, and do not suggest, that these mistakes 
resulted from intentional misconduct or the disregard of duties. Indeed, we find that each Agent, 
Analyst, and Task Force Officer who handled the Hasan information acted with good intent. We 
do not rmd, and do not believe, that anyone is solely responsible for mistakes in handling the 
infonnation. We do not believe it would be fair to hold these dedicated personnel, who work in a 
context of constant threats and limited resources, responsible for the tragedy at Fort Hood. We 
conclude instead that these committed individuals need better policy guidance to know what is 
expected of them in performing their duties, and better technology, review protocols, and 
training to navigate the ever-expanding flow of electronic information. 
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ChapterS 

Knowledge and Information Sharing 

We begin by reviewing the FBI's understanding of violent radicalization. We then 
discuss what the FBI knew about Aulaqi and Hasan on January 7, 2009, when the San Diego 
JITF set the lead to the Washington, D.C., JTTF (WFO), and on June 16,2009, the date of 
Hasan's last message to Aulaqi. We also consider why the FBI did not share the Hasan 
information or the opening of the Hasan assessment with the Department of Defense (DoD). 

A. The FBI's Understanding of Violent Radicalization (Chapter J) 

The FBI's understanding of violent radicalization is consistent with the contemporary 
views of the psychiatric community. 

Before the events reviewed in this Report, the FBI had provided training on its 
radicalization model to Agents, Analysts, and Task Force Offtcers, including all personnel 
involved in the Hasan assessment. As discussed in Part Three, that training has expanded in the 
aftermath of the Fort Hood shootings. 

B. The FBI's Knowledge About Anwar al-Aulagi (Chapter 5) 

As of January 7 and June 16,2009, the FBI knew Anwar al-Aulaqi as an anti-American, 
radical Islamic cleric and the subject of a Tier FBI counterterrorism investigation. San 

at that j's 
operational ambitions developed only after the attempted bombing of Northwest Airlines Flight 
253 on Christmas Day 2009. Public awareness of the threat posed by Aulaqi is an even more 
recent development. 

San Diego's lead reasonably described the FBI's knowledge about Au!aqi as ofJanuary 7, 
2009. 

C. The FBI's Knowledge About Nidal Malik Hasan (Chapters 6 and 7) 

Our searches of the FBI's data holdings confirmed that San Diego's lead contained all of 
the FBI's actionable knowledge about Hasan as of January 7, 2009 ~ Part One, Chapter 7). 
That knowledge justified an assessment of Hasan. 

The FBI's knowledge grew, or should have grown, as San Diego reviewed fourteen 
further messages from Hasan to Aulaqi and two emails from Aulaqi to Hasan. That knowledge 
also grew, or should have grown, as WFO conducted its assessment of Hasan in May 2009 and 
San Diego reviewed WFO's assessment in June 2009. 
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The totality of that knowledge was limited. The FBI did not have access to all DoD 
records on Hasan, but only the limited information accessible by DoD personnel assigned as 
TFOs to San Diego and WYO. As a result, the FBI did not have direct access, until after the Fort 
Hood shootings, to the disturbing contents of Hasan's personnel files at Walter Reed Army 
Medical Center and the Uniformed Services University of the Health Sciences or to (among 
other things) Hasan's medical licensing records. 

D. Jplormation Sharing 

The FBI did not share the Hasan information with any DoD employees other than the 
DCIS and NCIS personnel assigned to San Diego and WFO. 

1. Notice oUIle HaHn Assessoteat (Chapter 6) 

Prior to the Fort Hood shootings, the FBI had no written policy on advising DoD about 
counterterrorism assessments or investigations of members of the U.S. military, DoD civilian 
personnel. or others with known access to DoD facilities. FBI Field Offices informa1ly shared 
information with DoD on a regular basis when these individuals became subjects of assessments 
or investigations. However, there was no formal procedure and no formal requirement to advise 
DoD about these assessments and investigations. 

When San Diego set the lead to WFO, the FBI knew only !bat an individual said to be 
named Nidal Hasan had contacted Aulaqi fiom the Washington. D.C., area and that a U.S. Army 
officer named Nidal Malik Hasan worked in Washington. D.C. San Diego did not know with 
certainty that a U.S. Army officer had contacted Aulaqi until receiving WYO's assessment five 
months later. 

San Diego's EC also sec an Information Only ("read and clear") lead to International 
Terrorism Operations Section (ITOS) I, Continental United States (CONUS) 6, which oversees 
the San Diego JTfF's intelligence collection and investigative efforts. SD-Agenfs cover email 
10 ITOS I, CONUS 6 recommended not disseminating the information as an Intelligence 
Information Report (I1R) and Staled: "If this needs to get to the military, WFO might have to do 
it internally." 

In conducting its assessptenl of Hasan., WFO decided not 10 contact his chain of 
command. WFO's assessment, although "slim" in San Diego's estimation, concluded that Hasan 
was not involved in terrorist activities. 

Under these circumstances, and in the absence of a fonnaI policy requiring San Diego, 
WFO, or ITOS I to advise DoD about a counterterrorism assessment of a U.S. soldier. the failure 
of either JTIF to advise DoD about the infonnation or the assessment was not unreasonable. 
However, the absence of a formal policy on notifYing DoD of assessments or investigations of its 
persolUlel was unreasonable. 
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2. Tbe DeSislo! Not to Issue an l!teUlgem;e Information Re!)!n'! (Chapter 6) 

The FBI did not issue an DR to 000 and other USIC members concerning Hasan's tirst 
two messaaes. Dissemination of this information would have been appropriate. lawful, and 
consistent with FBI guidelines. 

SD·Agent, SO-Analyst, and SO-TF02 discussed issuing an IIR about the messages. 
There was an arguable reason to believe that the messaaes were foreign intelligence information 
that could be lawfully disseminated outside the FBI. The first message suggested that a U.S. 
soldier was seeking Aulaqi's advice on committing violence against fellow soldiers. Given 
Aulaqj's prominent inspirational role, this information reasonably appears necessary to the 
ability of the U.S. to protect against international terrorism - in this case, to protect against a U.S. 
soldier committing acts of violence against fellow soldiers on the battlefield. ~ SO U.S.C. § 
I 801 (e). • 

FBI policy is to share FBI intelligence when dissemination has the potential to protect the 
U.S. against threats to national security or improve the effectiveness of law enforcement. FBI 
INTELLIGENCE POLICY MANUAL § 1.7. As noted in Chapter 6, San Diego believed dissemination 
was permissible if a message reasonably appeared to concern taking part injihad, engaging in 
violent conduct, or committing crimes - or if the information was believed valuable to the 
greater intelligence community. Given Hasan's apparent identity as a U.S. Army officer, his 
messages met these standards. 

San Diego did not issue an IlR because of a mistake in intel'preting Hasan's Defense 
Employee Interactive Data System (DElOS) record. SI).. TF03 read the abbreviation "Comm 
Officer" to mean "Communications Officer" rather than "Commissioned Officer." SO-Agent 
thus believed that Hasan might have access to IlRs. To protect the Auiaqi 
investiga1ion .. he decided not to issue an IIR and noted his concern about issuing 
an IlR in an email transmitting the lead to San Diego's overseers at FBI Headquarters, ITOS I, 
CONUS 6. 

SI)..TF03's misinterpretation of the DElOS record was understandable; indeed, WFO­
TFO noted that he had seen others make the same mistake. The mistake had serious 
consequences, however, because IlRs are a primary means by which the FBI shares information. 
An DR could have provided notice to senior DoD officials of Hasan's communication with 
Auiaqi. 

WFO's response to the lead corrected this mistake and identified Hasan as a U.S. Army 
Major and physician based at Walter Reed Army Medical Center. San Diego's initial interest in 
sending an lIR was to identify Hasan. Given WFO's identification of Hasan and its assessment 
that he was not involved in terrorist activities, San Diego had no reason to revisit the question of 
issuing an UR. . 
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Chapter 9 

Ownership of the Lead 

The FBI's operational actions suffered from a lack of clear ownership of the Hasan lead. 
After setting the lead, San Diego believed that WFO was responsible for Hasan. WFO, on the 
other hand, acted as if San Diego had responsibility fur Hasan. The confusion resulted from the 
nature of Discretionary Action leads, as well as a lack of written policy guidance, the differing 
investigative interests of San Diego and WFO. a lack of priority, a misguided sense of 
professional courtesy, undue deference to military TFOs, and an Inversion ofthe chain of 
command. 

A. FBI Polisv and Praetlse (Chapter 6) 

No FBI written policy establishes ownership of interoffice leads. The FBI practice, 
however, is that the receiving office owns the lead. That office is responsible for taking action in 
response to the lead and detennining what, if any, additional investigative steps are warranted. 
No policy or practice distinguishes "trip wire" and other "standalone" leads from other leads for 
purposes of ownership. 

Effective April 2006, San Diego was the Office of Origin for the Aulaqi investigation. 
San Diego was thus the FBI Field Office with ultimate responsibility for that investigation. As a 
matter of practice, but not written policy. WFO owned the Hasan lead and had ultimate 
responsibility for its outcome. However, the lack of clear policy guidance resulted in neither 
mF taking effective ownership of the lead. 

S. The Lead (Chapter 6) 

Upon reading Hasan's December 17,2008, message to Aulaql, SO-Agent and SO­
Analyst identified a potential threat Hasan asked Aulaqi whether a Muslim in the U.S. military 
would be considered a martyr for committing violent acts against fellow soldiers. SO-Agent's 
initial instinct was to determine whether the sender was It U.S. soldier. SO-TF03 identified a 
U.S. Army officer named Nidal Malik Hasan who worked at Walter Reed Army Medical Center 
in Washington, D.C. SO-Agent set a lead to WFO because Hasan worked in its Area of 
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Responsibility. Before setting the lead, he checked DWS to determine if Au1aqi had responded 
to the email. He found a second email from Hasan expressing sympathy for the Iranian 
government 

SD·Agent set a Routine Discretionary Action Lead to WFO that contained both messages. 
The messages contained no suggestion of imminent violence and no overt threat. Because the 
lead did not demand action within 24 hours, FBI policy required San Diego to set the lead in the 
ordinary course of business - and thus, as a Routine lead. ~ MIoa Part II, § 16-1.4(2). 
Because conventional practice was to give the receiving office discretion in handling 
assessments of potential threats in its Area of Responsibility, the lead was "[£lor action as 
deemed appropriate." SO-Agent had set prior leads on other "trip wire" contacts with AuJaqi. 
Each had been a Routine Discretionary Action lead. 

The decision to set a Routine Discretionary Action lead was reasonable under the 
circumstances and then-ex:isting policies. The follow-up, however, was not adequate. 

San Diego's EC also set an Information Only lead to ITOS I, CONUS 6 at FBI 
Headquarters. SO-Agent's cover email stated, in part: "If this needs to get to the military. WFO 
might have to do it internally." This message indicates SO-Agent's belief that, ifWFO 
established that a U.S. Army officer sent the messages, WFO was responsible for notifying 000 
about any assessment or investigation of Hasan. It also underscores San Diego's belief that 
WFO was responsible for Hasan. 

After setting the Hasan lead, SO-Agent and SO-Analyst returned their attention to the 
Aulaqi investigation. Hasan had no apparent connection to Aulaqi. He had contacted Aulaqi 
through his website, which suggested that he was a stranger. Nothing in his first two messages 
suggested an association with Aulaqi. Aulaqi had not responded to him. Because the Hasan lead 
had no direct relationship to the Aulaqi investigation - which did not need and was not waiting 
on its results - San Diego believed that Hasan was WFO's responsibility. As a result, SO-Agent 
and Hasan's name or email address for future reference. Without a 

them in tracking •••••••••• 
•••• "[and correlating certain email data or to link a new 

message with earlier messages,] they reviewed sixteen further Hasan-Aulaqi messages over the 
nm five months without tying them to the lead. 

C. The Response (Chapter 6) 

San Diego knew little about Nidal Hasan, but the available infonnation suggested that a 
U.S. Army officer sympathetic to the Iranian government might be communicating with an 
Islamic extremist and radicalize! aoout violence against fellow soldiers. This potential threat 
deserved reasonably prompt action. 

San Diego set the lead on January 7, 2009. SO-Agent believed thai WFO, the receiving 
Field Office, would assign leads within 48 hours of receipt. FBI written policy requires 
Immediate and Priority leads to be aSsigned and resolved within two and twenty-four hours, 
respectively. ~ MIOG Part II, § 16-1.4(2). There is no formal policy guidance on the 
assignment or resolution of Routine leads. The timing of assignments thus depends on the 
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personal practice of the receiving supervisor. That timing, in turn, is audited at the Field 
OfficelJTTF level. In contrast, FBI written policy directs supervisors to assign assessments 
generated on the Guardian Threat Tracking System within five business days of the receipt of the 
Guardian incident. A Headquarters unit, the Assessment Response Team, audits compliance 
with the Guardian policy. 

At WFO, WFO-SSA did not read and assign the lead until February 25, 2009, nearly fifty 
days after the lead was set. The lead arrived when WFO was dealing with threats involving 
President Obama's inauguration. That does not excuse a failure to take the simple step of 
reading and assigning a lead within a reasonable number of days after its receipt. 

There is no formal FBI policy that sets a deadline for the completion of work on Routine 
leads. Because file reviews occur on a quarterly basis, informal FBI policy requires personnel to 
complete work on Routine leads within ninety days of assignment. In the context of Guardian-

based assessments, on the other hand, FBI written policy provid,esiiiiilt.h.atil".!e.lv.e.2.3t.te.miP.t .m.us.t.be. 
made to 'mitigate' Guardian incidents within the first 30 days.". I I. • 

[FBI policy number redacted]. An extension of this 3O-day deadline is permitted 
only with the written justification of a supervisor. 

After WFO-SSA a~igned the lead, WFO-TFO waited ninety days - until the day his 
work on the lead was supposed to be completed - to read it and take action. WFO-TFO could 
not recall why the work was put off until the ninetieth day. The timing could be coincidental. 
We believe, however, that the ninety-day delay in even reading the lead, let alone taking action, 
was unreasonable. That delay may have affected the shape, scope, and outcome of WFO' s 
assessment of Hasan, which took place in four hours on that ninetieth day. 

Five months passed before WFO responded to San Diego's lead. The delay in WFO's 
response pushed Hasan further from the minds ofSD-Agent and SO-Analyst, and may have 
contributed to their failure to connect other Hasan-Aulaqi communications with the lead. 

D. The Impasse (Chapter 6) 

WFO had an obligation to assist San Diego ill the Aulaqi investigation. WFO also had an 
obligation to determine the importance of the lead to its Area of Responsibility. WFO lacked 
policy guidance, however, on which office had ultimate responsibility for the lead. 

Although the lead identified a potential threat in the Washington, D.C., area, WFO-SSA 
and WFO-TFO treated Hasan as part of San Diego's investigation of Aulaqi. This perspective 
appears to inform their apprehension about interviewing Hasan and conducting a more expansive 
assessment without first checking with San Diego. Yet WFO declined to take further action even 
after San Diego criticized WFO's assessment as "look[ingJ a little slim" given "limited probing 
into [Hasan's] background, no contact [with) command, and no interview of [Hasan]." This 
message indicated that San Diego expected, at the least, that WFO would contact Hasan's 
command and interview Hasan. WFO did not take those steps and instead offered to "re-assess" 
if San Diego "request[ed] any specific action." 

IfSD·TF03's recollection is accurate, his final phone call with WFO-TFO reflected the 
failure of either JTTF to take ownership of the Hasan threat. Without clear policy direction, each 
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looked to the other as responsible and as the final decision-maker. As a result, nothing further 
was done. 

E. Delemee to Military Task Fom OWeers (Chapter 6) 

Both Field Offices compounded the lack of ownership by deferring to military TFOs. 

SO-Agent asked DCIS and NCIS TFOs in San Diego to determine whether Hasan was a 
member of the U.s. military. He also involved those TFOs in the decision about whether to 
circulate an HR on Hasan. Those actions were reasonable and prudent. Interagency synergy is a 
prime reason for the JTTF Program. 

That synergy weakens, however, when the result is that TFOs assume sole responsibility 
for investigating members of their own departments or agencies. WFO-SSA's assignment of the 
lead to WFO-TFO had practical advantages. As a DCIS Agent, WFO-TFO had access to DoD 
resources and databases that were not available to FBI Agents and Analysts. He also had an 
insider's knowledge of DoD practices and procedures that could prove vital to an assessment of a 
service member. However, he also brought the subjectivity of an insider to the assessment. In 
this case, that subjectivity may have caused undue deference to the Army chain of command and 
undue concern about the potential impact of an interview on Hasan's military career, which 
appears to have driven the d~cision not to interview Hasan or contact his superiors. 

F. An loy.ned Chain of Command (Chapter 6) 

The JTTF synergy also weakens when the FBI looks to military TFOs - or those of any 
other agency - to resolve disputes between ITTFs. Here, after SD-Agent reviewed WFO's 
response to the lead, he was reluctant to push back. He knew WFO-SSA. They were peers. Yet 
SO-Agent asked SO-TF03 to contact WFO-TFO, DCIS Agent to DCIS Agent, even though the 
two had never met. 

SO-Agent took this approach to avoid being, in his words, "the heavy" in dealing with a 
DelS Agent in another mF. He was also concerned about professional courtesy and deference 
to another Field Office; indeed, he had pushed back at the response of another Field Office only 
once before in his career. SO-Agent's request also could have been based in part on SD-TF03's 
reaction to WFO's response, which caused SO-TF03 to wonder whether Hasan was a WFO 
asset. 

SO-Agent's request also underscores the perception of the Hasan assessment as a military 
matter. That perception led both JTTFs to push the dispute down the FBI chain of command. to 
be resolved by OCIS TFOs, rather than up the chain of command to FBI supervisors or 
Headquarters. That action led, in tum, to a lack of resolution - and a lack of further investigation. 

We understand SO-Agent's interest in extending professional courtesy and investigative 
deference to another Field Office. We appreciate the discomfort in challenging a TFO assigned 
to another Field Office about the sufficiency of his level of investigation. But too much is at 
stake for these concerns to guide (or deter) resolution of interoffice investigative disputes. 
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SO-Agent should have called WFO-SSA. lfthey could not resolve matters, SO-Agent 
should have raised the dispute up the FBI chain of command to his supervisor, who could have 
reviewed the matter and contacted WFO-SSA's supervisor. If disagreement continued, the 
supervisors could have turned to FBI Headquarters for resolution. This is how the FBI routinely 
handles interoffice disputes and disagreements, but only as a matter of unofficial policy. 

G. The Look of Formal PtUeles (Chapter 6) 

The lack of fonnal policy guidance defining ownership of this lead and requiring 
elevation of interoffice disputes caused or contributed to a situation in which two mFs 
effectively disowned responsibility for the lead - each believing that the other office was 
responsible. That belief affected, in turn, each ITfF's sense of priority when it came to the 
assessment, the search for additional Hasan-Aulaqi communications, and how the conflict 
between the offices should be resolved. 

The nature of Routine Discretionary Action Leads only added to the dissonance. At that 
time, written FBI policy on Discretionary Action Leads placed responsibility on the issuing 
office to set the lead while apparently placing responsibility on the receiving office to determine 
the adequacy of any action taken on the lead: "the recipient will decide what, if any, action to 
take ...... MAOP § IO.2.9{t)(b). 

The FBI should have provided formal policy guidance on the ownership of leads and 
interoffice dispute resolution. 
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Chapter 10 

The Assessment 

WFO-SSA and WFO-TFO erred in the process they followed to conclude that Hasan's 
communications with Aulaqi were benign and acceptable. They also erred in failing to search 
DWS·EDMS after the passage of five months, if only to determine whether Aulaqi had replied to 
Hasan's messages. Their assessment of Hasan was belated, incomplete, and rushed, primarily 
because of their workload; the lack offormal policy setting deadlines for the assignment and 
completion of Routine counterterrorism leads and establishing a baseline for information 10 be 
collected in counterterrorism assessments; WFO·TFO's lack of knowledge about and training on 
DWS·EDMS; the limited DoD personnel records available to WFO-TFO and other DoD TFOs: 
and the delay in assigning and working on the lead, which placed artificial time constraints on 
the assessment. 

A. The Records Check (Chapter 6) 

WFO-SSA and WFO· TFO assessed Hasan using the limited U.S. Army Electronic 
Personnel File that WFO·TFO had authority to access. Those records praised Hasan's research 
on Islam and the impact of beliefs and culture on military service, and also showed that he had 
been promoted to Major weeks earlier. WFO-TFO thus believed - and WFO-SSA agreed - that 
the Army encouraged Hasan's research and would approve of his communications with Aulaqi. 

Based on this simple records check. those conclusions may have been reasonable. The 
two messages in San Diego's lead solicit Islamic opinions. Hasan made no attempt to disguise 
his identity and used an email address that revealed his proper name. If these two messages and 
the Electronic Personnel File were the universe of available infomuttion, they might provide a 
reasonable basis to believe that inquiries to a radical Islamic cleric were relevant to Hasan's 
research. 

The U.S. Army records available to WFO·TFO did not present a complete or accurate 
picture of Hasan. Indeed, their contents were misleading. WFO-TFO did not have access to 
files maintained locally by Army command. As a result, he was unaware of the Army's issues 
with Hasan. We believe that DoD should examine whether DoD participants in the JTTF 
program should have full access to all DoD personnel records. 

Despite the Army's interest in Hasan's research, his communications with an 
inspirational and potentially operational _ [known radicalizer] under FBI investigation 
=~ seru, beyond a simple records check. As the fina1 sentences of San DiMo'S lead 

_ Although the content of these messages was not overtly nefarious, this type of contact 
with Aulaqi would be of concern if the writer is actually the [active duty military officer] 
identified above." Regardless of his Electronic Personnel File, the lead warranted a closer look 
at Hasan, even if an interview were ruled out. 
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B. The Deeisfon Not 1) Interview Hasan (Chapter 6) 

The decision not to interview Hasan was flawed. WFO-TFO and WFO-SSA offered two 
explanations for it. First, both men believed that an interview could jeopardize the Aulaqi 
[investigation] I by revealing the FBI's access to Hasan's messages. This 
explanation is not persuasive. Pretext interviews are common FBI tradecraft. FBI Agents talk 
to subjects and assess threat levels every day without explaining the source of their knowledge. 
Pretexts for interviewing Hasan come easily to mind; for example, an Agent could have 
approached Hasan to ask for insights into Islamic radicalization, for infonnation about the 
tolerance of Muslim soldiers in the U.S, military, or to discuss a possible guest lecture by Hasan 
based on his research. 

Second, WFO-TFO and WFO-SSA concluded, from the records check, that Hasan was 
not "involved in terrorist activities." As a result, they believed that an interview and contact with 
Hasan's chain of command might jeopardize his military career, which in this instance they 
determined would be contrary to the DIOO's "least intrusive means" requirement. That 
requirement is straightforward: an investigative technique (for example, a records check or 
Interview) may be used ifit is the least Intrusive feasible means of securing the desired 
infonnation in a manner that provides confidence in the informatio]l's accuracy. DIOO § 4.4(8). 
Thus, when certain infoimation can be obtained from public sources, Agents and TFOs generally 
should not obtain that infonl1ation through more intrusive means, such as physical surveillance. 

Here, San Diego's lead advised that, "[w]hile e-mail COntact with Aulaqi does not 
necessarily indicate participation in terrorist-related matters ... this type of contact with Aulaqi 
would be of concern if the writer is actually the individual identified above." In response to the 
lead, WFO conducted an assessment to determine whether Hasan was "involved in terrorist 
activities." The first and only method WFO used to secure that knowledge was a records check. 
The available files suggested that Hasan's messages involved research, not terrorism; but the fact 
that messages to a radical imam appear to be benign academic inquiries does not answer the 
question of whether Hasan was a threat. The "least intrusive means" requirement did not 
prohibit further inquiry into that question. but would require a careful balancing of the competing 
interests of assessing a potential threat and minimizing potential hann to the subject of the 
assessment. ' 

Moreover, when San Diego expressed doubts about WFO's assessment, the calculus of 
the least intrusive means requirement should have changed. The next-least intrusive means (for 
example, an interview) could have been used to resolve any doubts about the messages and 
provide more confidence in the accuracy of the infonnation supporting WFO's conclusion. This 
is how the least intrusive means requirement is supposed to operate: selecting, step-by-step, the 
least intrusive technique(s) that will accomplish the operational objective at hand. 

SO-TF03's recollection of his final telephone call with WFO-TFO, if correct, indicates 
that another factor played a role in WFO's decision not to interview Hasan. According to SD­
TF03, he called WFO-TFO on or about June IS, 2009, and told him that, upon receiving a lead 
like this one, San Diego would have conducted, at the least, an interview of the subject. SO­
TF03 recalls that WFO-TFO replied, in effect (paraphrased, not a quotation): "This is not SD, 
it's DC and WFO doesn't go out and interview every Muslim guy who visits extremist websites." 
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According to SD-TF03, WFO-TFO also advised him that this subject is "politically sensitive for 
WFO." 

C. Tbe Failure To SeaRb For Additional Messages (Chapters 4 and 6) 

Hasan sent his first two messages on December 17,2008, and January I, 2009. San 
Diego set the lead on January 7, 2009. Before setting the lead, SD-Agent searched DWS to 
determine whether Aulaqi had responded to Hasan's first message. That search returned Hasan's 
second message. 

In reviewing the lead and making the assessment five months later, neither WFO-TFO 
nor WFO-SSA considered searching DWS-EDMS to determine if Aulaqi had responded to these 
messages - or, indeed, if there were additional messages. Likewise, after reviewing WFO's 
assessment of Hasan, neither SD-Agent nor SD-Analyst considered searching DWS-EDMS to 
identify "additional information" that might cause WFO to «re-assess this matter." 

The failure to search for additional messages resulted primarily from the FBI's failure to 
provide TFOs with training on and access to DWS-EDMS and other FBI databases, the search 
and information management limitations of DWS-EDMS, the lack of ownership of the Hasan 
lead, and the absence of the type of initiative that Agents, Analysts, and TFOs should be 
encouraged to take, particularly when confronted with dissonant information or an interoffice 
dispute. . 

The FBI's failure to instruct TFOs on the existence and use of DWS-EDMS - and to 
provide them with training on and access to the system - was unreasonable. The two TFOs 
primarily involved in the Hasan assessment - WFO-TFO and SD-TF03 - did not even know that 
DWS-EDMS existed until after the Fort Hood shootings. Although SD·TFOI and SD-TF02 
knew about DWS-EDMS - and SD-TF02 received training on the system in April 2009-
neither of them had access to the system until after the shootings. 

Because ofWFO-TFO's lack of knowledge, neither he nor anyone else at WFO searched 
DWS-EDMS using Hasan's name or email address. WFO·TFO did search the FBI's Telephone 
Applications using the telephone number in Hasan's DEIDS record. He also searched ACS 
using Hasan's email address, assuming incorrectly that San Diego would place any additional 
messages of DOte into that system. After finding only the lead, WFO-TFO made no further 
inquiries or searches of FBI databases. He did not ask his squad's IA for assistance. He did DOt 
search the Investigative Data Warehouse (lOW) or the Data Loading and Analysis System 
(DaLAS), the FBI's two largest databases ofinvestigative and intelligence information. His 
limited searches and mistaken assumption about ACS reveal a broader lack of training on the 
FBI's most precious counterterrorism resource its information. 

When presented with WFO-TFO's analysis and conclusions, WFO-SSA did not think to 
ask whether Aulaqi had responded to Hasan's messages or whether there had been additional 
messages during the five-month interlude. He did ask whethe~ WFO-TFO had searched FBI 
databases. WFO-TFO's affirmative response could have caused WFO-SSA to believe that he 
had searched DWS-EDMS, IDW, and DaLAS. 
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The failure to search DWS-EDMS and WFO-SSA's failure to confinn which databases 
had been searched, appear to have had significant ramifications. Depending on the search 
technique. that search, if perfonned on May 25, 2009, could have returned as many as_ 
additional messages from Hasan, as well as Aulaqi's two emails to Hasan. The additional 
messages could have undennined the assumption that Hasan had contacted Aulaqi simply to 
research Islam. Indeed, WFO-SSA said - with the benefit of hindsight that WFO would have 
opened a preliminary investigation of Hasan if he had seen all of the additional messages. 

After receiving WFO's response, San Diego failed to search DWS-EDMS to detennine 
whether there had been additional communications during the intervening five months. Under 
the circumstances, that failure is not unreasonable. SO-Agent and SO-Analyst believed that 
WFO had reviewed DWS-EDMS as part of the Hasan assessment. WFO's response to the lead 
stated that "WFO reviewed FB! and Department of Defense databases and record systems" and 
referred to Hasan's "to date unanswered email messages," which implied that WFO had 
reviewed DWS-EDMS. Moreover, SO· Agent and had been reviewing the 
[information acquired in the Aulaqi investigation} throughout the intervening five 
months, and no doubt believed although perhaps - that they would have identified 
any other messages of interest. 

The collective failure of WFO and San Diego to review DWS·EDMS in May and June 
2009 also underscores the lack of clear policy guidance on which Field Office owned the Hasan 
lead. WFO believed that it was San Diego's responsibility to forward any additional messages of 
interest that were relevant to the lead. San Diego, on the other hand, believed that it was WFO's 
responsibility to search DWS-EDMS and other FBI databases when acting on the lead. 

D. WFO's Baseline Collection for Assessment (Cbapter 6) 

On September 24, 2009, the FBI Counterterrorism Division sent an Electronic 
Communication (EC) to all Field Offices with guidance on the Division's "Baseline Collection 
Plan" for terrorism assessments and investigations. FBI Counterterrorism Division, Baseline 
Collection Plan Administrative and Operational Guidance (Sept. 24, 2009). Baseline Collection 
is a framework, consistent with the D]OG, "to guide investigators in obtaining infonnation and 
intelligence and using investigative methods during the course of each DT [Domestic Terrorism} 
and IT [International Terrorism] investigation." The Division intended the Baseline Collection 
"to establish a foundation of intelligence upon which the FBI may base the decision to continue 
or close an assessment or investigation." 

The EC identifies a series of actions that constitute the expected Baseline Collection of 
information when conducting an assessment or investigation. Although not sent until September 
2009, the EC'represents a relatively contemporaneous objective standard for measuring the 
reasonableness and adequacy ofWFO's assessment of Hasan and San Diego's view of that 
assessment. (Because the EC was effective on November IS, 2009, and thus parallels in time the 
FBI's remedial responses to the Fort Hood shootings, we examine its sufficiency in Part Three.) 
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The Baseline Collection standards include the following questions and searches relevant 
to the Hasan assessment: 

Is there reason to bel,eve that your subJect has been 1n emall contact 
wlth subJects of othe~ FBI lnvestlgatlons? If so, compare relevant 
data conCernlng the sUbJect's erna11 account (5) contalned wlthln FBI 
databases: DWS/EDMS, ACS, IDW and DaLas. 

Is there reason to belleve that the subJect has purchased or 1$ 
l~censed to possess £lrearms or exploslves? If so, run NCIC checks 
and/or contact local ATF representatlves or any ava1lable State 
database 1n the relevant )UTlsdlctlon to collect responslve records or 
lnformatlon. 

Is there any reason to bel~eve, cons~derlng the subJect's background, 
lncludlng employment and crlmlnal hlstory, that he has recelved 
spec1al1zed tralnlng or exper1ence or has speclal1zed knowledge ~n 
m111tary tact1cs or operat1ons, law enforcement, flrearmS or exploslves, 
or SlID11ar subJects? 

Viewed under the Baseline Collection standards, WFO's assessment was deficient in 
failing to search for "relevant data conceming the subject's email account(s) contained within 
FBI databases" including DWS-EDMS. That search, if conducted on May 25, 2009, would have 
disclosed (depending on the search technique) as many as _additional messages from 
Hasan to Aulaqi, as well as Aulaqi's two emails to Hasan. WFO's assessment also did not 
pursue the questions concerning fireanns ownership and training, experience. and knowledge m 
military ~ics; but the revelation that Hasan was a U.S. Army psychiatrist may have tempered 
any concern about these subjects. 

The Baseline Collection standards do not require interviews as part of an assessment. 
Instead, after the Baseline Collection is obtained, the "Assessment may continue until factual 
infonnatlOn is developed that wanants opening a predicated investigation or until a judgment can 
be made that the target does not pose a terrorism or criminal threat." The EC thus supports the 
reasonableoess of San Diego's view that the assessment was inadequate. It also suppol1s the 
reasonableness of San Diego's belieftbat, at minimum. WFO wouJd have reviewed DWS-EDMS 
as part of the Hasan assessment. 

E. Worldoad and tJK Laek ofFonnaI Policies (Chapter 6) 

We cannot assess the role that woddoad played in the assessment. The nearly fifty-day 
delay in the assignment of the lead and the ninety-day delay m taking action on the lead suggest 
that WFO CT-I was overburdened. If so, that underscores the importance of formal policy 
direction that allows supervisors as well as SAs, lAs, and TFOs to understand, prioritize, and 
manage their workloads. Otherwise, the FBI risks creating cireumstances in which Routine 1eads 
are priorilized by the order of receipt, rather than the order of potential n:nportance 

Fonnal deadlines would have required WFO-SSA and WFO-TFO to read the Hasan lead 
at earlier dates and make infonned decisions about whether to assign and complete the lead at 
earlier dates. 
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Likewise, a fonnal policy on baseline collections for assessments like the one instituted 
on September 24, 2009, would have advised WFO-TFO about the existence ofDWS-EDMS and 
caused WFO to search [information acquired in the Aulaqi investigationl--' That 
search, if performed on May 25, 2009, could have located as many as ~nalrnessages 
from Hasan, as well as Aulaqi's two emails to Hasan. 

The absence of formal policy guidance setting deadlines for assignment and resolution of 
Routine counterterrorism leads and establishing a baseline for information to be collected in 
counterterrorism assessments caused or contributed to an assessment of Hasan that was belated, 
incomplete, and rushed 
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Chapter 11 

Information Technology and 
Information Review Workflow 

A. Information Technology Limitations (Cbapter 4) 

STAS designed DWS 
communications] interce~ptsD:!!!!!! 

database to record _ [all 

been transformed into a ~ 
DWS·EDMS has 

is a capable tool for the review of the ~!!~.ling 
[volume of investigative] information, but it lacks the modem' 

infi'llStlructure needed to fulfill and preserve its crucial functionality. 

The lack of a modem hardware infrastructure has two major implications. First, the 
relatively aged server configuration for DWS·EDMS and its ever·increasing data storage 
demands, coupled with ever-increasing use, creates slowdowns that we witnessed repeatedly in 
our hands-on use of the system. An Agent in the field with considerable DWS·EDMS 
experience reported that the slowdowns deterred searching the system. 

B. Information Review WorJdlow (Chapters 4 and S) 

In examining of the [information acquired in the 
Aulaqi investigation] we serious concerns about the available 
technology and two interrelated concerns about human actions: questionable decisions in 
_ [reviewing] certain Hasan·Aulaqi communications and the failure to relate later 
communications to the lead set on January 7, 2009. Our investigation of these matters leads us 
.to.CO.OC.I.ud.e.thatli.th.,.tec.hn.o.IIIO§!I· cal tools and review workflow for this [information] _ 
• • were inadequate. 

With the admitted benefit of hindsight - and a lack of broader 
with certain decisions SD.Agent and SO-Analyst made when reviewing 
Aulaqi communications. For example, between February 2 and March 3, 
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several messages to Aulaqi offering financial assistance. These messages triggered Aulaqi's 
only two responses. On May 31, 2009, Hasan SUMested that he viewed suicide bombing as 
pennissible in certain circumstances. SD-Agent [identified] each email as "Non­
Pertinent" and "Not a Product of Interest." He explained the financial-assistance messages as 
relating only to the upkeep of Aulaqi's website. He dismissed the suicide-bombing message 
because Hasan seemed to describe a third-party's opinion, although Hasan wrote that the logic 
"make[s] sense to me" and that "I would assume that [a] suicide bomber whose aim is to kill 
enemy soldiers or their helpers but also kill innocents in the process is acceptable." 

We are mindful that SO-Agent is the Case Agent on the Aulaqi investigation and that the 
words of and his associates were the focus as SO-Agent and SO-Analyst reviewed the 
[information) We are unable to assess the of these _ 
(identifying] (nearly 20,000] otber 
Aulaqi-related that SO-Agent 
and SO-Analyst months between March 16,2008, and JWIe 
17,2009. 

We find. however, that the FBI's information technology and document review workflow 
did not assure that all [information] would be identified and 
managed conedly and effectively in DWS-EDMS because of a confluence of factors: (1) the 
humanity ofthe reviewers; (2) the nature oflanguage; (3) the _ [volume of the Aulaqi 
informatiOlll • (4) the workload; (5) limited training on databases and 
search and management tools; (6) antiquated and slow (:OIIIJluter technology and inftasIructure; 
(7) inadequate data management tools; (8) the inability to relate DWS-EDMS data easily, if III 

all, to data in other FA:B~jrl~s~tores;~~~.: IIlIlIthe.. quality control regime for 
{review of strategic ... 

C. Tht Huma, Fagor (Chapters 4 aad 6) 

Agents, AnalQ and Task Foree Officers are human. We may hope fur, but we cannot 
expect, perfection. [FBI governing authorities] 
require reviewers to decide whether a document is "Not Pertinent" or "Pertinent." (Like 
reviewers in the that fulfill1be 
[requirements] Research 

~~ ~-_ [FBI] reviewers - relevantlirrelevant, responsivelnon-responsive, pertincntlnon-pertinent 
- identify only about 75% of the relevant documents and, indeed, agree with each other's 
decisions only about 75% of the time ~ Chapter 4). 

Although differences in the background and experience of reviewers, as well as extrinsic 
and random factors (for example. inattention, distraction, fatigue, or illness) canp .f.od.u.c.e •• 
variations in accUrate decision-making about the relevance - or, in the review of. 
[case infonnation], pertinence - of information, the primary factors are those we now discuss. 
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D. The Language Barrier (Chapters 4 and 6) 

.~ ••••••••• I-The inherent ambiguity of language and the 
presence of jargon, idiom, foreign languages. and code challenge even the most capable 
reviewers and search technologies. 

E. The Data Explosion (Cbapters 4 and 6) 

The exponential growth in the amount of electronically stored infonnation is a criti<;al 
cballenge to the FBl As ofMa 201 J. the holdings of DWS·EDMS exceeded of 
dat3. the equivalent of printed pages of text. DWS·EDMS holdings increase. on 
average, by files each week. 

F. Werk!oad (Otapters 4. 5. and 6) 

The Aulaqi (investigation 1 is a stark example 
data explosion. SO-Agent and SO-Analyse confronted a weighty 
SO-Agent spent approximately three hours each day reviewing the 
acquired in the Aulaqi investigation]. SO-Analyst spent about 40"10 
investigation. 

No'veulber 5, 2009, the date oCthe Fort Hood shootings, the 
SO-Agent and SD-Analyselo review 

relc:ctr()fIic docwnents - on average.] !!~~~~~Iii~ 
per work day. At times, the average number r~I~!Ctl't'ni" 

reviewedJ ranged higher than 130 per work day, 

As these statisticC!S:~sh:ow;.~th~e~ ~!!P!!!!!I'!I!!!'! demands of the Aulaqi ill 
[information) and the nature of the 

88 



441

G. [Identifying) Requirements (Chapters 4, 5, and 6) 

::"=:.L.:-""'-- required SD-Agent and 
about each product, llW';IUlJlH!iU 

Attorney-Client 

and Translation. Although the!,!!!! 
categories include an Unreviewedl ch~lCkbOl{, FBI trains expects r ... v .. ,,,,,,,,,, 
make _ [identification 1 decisions inunediately upon reviewing each product. 

H. The Lack of DWS-EDMS Training (Chapters 4, 5, and 6) 

To obtain DWS-EDMS access, an Agent, Analyst, ()r TFO must first complete three 
training courses in the FBI's Virtual Academy. None ofthese courses provides instructi()n on 
how to use the DWS-EDMS search tool or other functionalities. 

Many Agents and most TFOs did not receive training on DWS-EDMS and other FBI 
databases until after the FBI's internal investigation of the Fort Hood shootings. Even for 
Agents and Analysts with access before the F()rt Hood shootings, there was no formal training 
program for DWS-EDMS; instead, most "training" was on the job. Our interviews and visits to 
the field revealed significant disparities in skill at using the search and management functions of 
DWS-EDMS. 

I. Search Tools (Chapters 4 and 6) 

incarnation. the effective review 
and management [the large quantities 
of information collected in the Aulaqi investigation). Even today, it lacks the modern hardware 
needed to fulfill its potential. 

Our interviews with DW8-EDMS users, including the participants in the Hasan matter, 
elicited the following typical comments about the system: "awkward"; "complex"; "difficult"; 
"cumbersome"; and "terrible." Each user, not unexpectedly, had particular issues with the 
system:s search tools, management tools, and responsiveness. 

We replicated, through hands-on use of the technology, the steps taken by SO-Agent and 
SD-Analyst in reviewing the [information acquired in the Aulaqi investigation] and, 
in particular, the Hasan-Aulaqi communications. We undertook searches of DWS-EDMS using 
Hasan's name and email address that could have been pursued by WFO and. San 
Diego in. 2009. We a1S<J performed or supervised other searches of DWS-EDMS to test its 
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fullCtionality. Our hands-on experience with the system confirms the assessments of users in the 
field. 

1. Two Interfates 

In May 2009, the Special Technology Applications Section (STAS) upgraded the DWS­
EDMS graphic user interface (GUI) to reduce the number of menus and commands, reorganize 
filters and preferences, and provide three new search methods (by case ID, court-assigned docket 
number, and facility). However, STAS retained the original GUI - now called DWS-EDMS 
Classic - as an alternative interface because the new GUI lacked its analySis.t.ojo.ls.an.dllire.p.ort 
capabilities. As a result, users must choose which GUI to use in reviewing. • 
[acquired communications productsl. Each has advantages and disadvantages. As noted below, 
the choice may affect the outcome of searches. 

2. Searth Limitations 

.... D.W.S.-EiiiDiiiM.s.se.aiilrc.hiicaiii"liiIbiiiil.ili.·e.S jare.li.m.it.edj .• T,h.e.p,ri.mj2.searlii.ch.rnodes are by_ III • • _ These searches are 
literal, and return only documents containing the specified identifier or keyword, whether alone 
or in specified relationships (a "Boolean" search - for example, ("smoking" and "gun") or 
("smoking" within five words of "gun"). Anyone who has used Wesdaw, Lexis, or Google 
understands the methodology. Relying on keyword searches to identify, compare, analyze, tag, 
and retrieve information of potential interest is time-consuming, impractical, and inefficient. It is 
also risky. 

Keyword searches are both under- and over-inclusive. They return only those electronic 
records containing the specified word or words, and will not capture documents using similar 
words - for example, abbreviations, acronyms, synonyms, nicknames, and misspellings. Thus, a 
search for "gun" will not return "pistol" or "rifle." At the same time, keyword searches capture 
every document, whether potentially relevant or not, that contains a keyword; thus, a search for 
"gun" will return documents involving a squirt gun, a glue gun, the phrase "under the gun." 

Increasing the number of keywords may reduce the risk of missing responsive 
information. A dedicated search for "gun" should include synonyms like "pistol" and "rifle" and 
"weapon"; but the greater the number of keywords, the greater the number of non-responsive 
records that will be returned. 

The search technique may also affect the outcome. We found, for example, that a "full 
text" search for products containing the email address NidaIHasan@aol.com,returned only nine 
of the eighteen Hasan-Aulaqi communications, even though that address a Iii ••••••• 
of them. The reason is that a DWS-EDMS full text Search will not return • 

A "participant" 
search, on the other hand, returned all of the communications. We learned of similar experiences 
during our interviews. For example, WFO-TFO reported that, in the aftermath of the shootings, 
WFO-Analyst searched Hasan's email address in DWS-EDMS and obtained different results 
depending on whether she used DWS-EDMS or DWS-EDMS Classic. 
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3. Potmdallnascarm 

on 
" •• II! •• ""~~~:I.SS1ICS with the search index used 

text searches of the system will be incomplete. 

4. Responsiveness 

The hardware hosting DWS·EDMS [is dated] It is operating 
under maximum stress. As a result, the responsiveness of the DWS-EDMS database to search 
queries is remarkably slow. Our test searches produced wait times for results that took twenty 
seconds and longer. and occasionally "timed out" because of the time consumed by 
the search). One Agent noted that, with a [longJ wait for the system to 
open a new window, DWS·EDMS 

J. Management Tools (Chapters 4 and 6) 

'!~!!!! memory notes. j notes. Because Hasan was a "trip wire" lead and not 
apparently relevant to the Aulaevestigation - and underscoring the lack of policy guidance on 
ownership of the lead - neither _ [SO-Agent nor SD·Analyst] recorded Hasan's name or 
email address for potential future reference. 

K. Lask of Mapaged Docqmept Review and Qq. Coptrol (Chapters 4, 5, and 6) 

Because any review of information is prone to error, the standard for information review 
is not perfection. but accuracy within tolerances that are consistent with professionalism, 
diligence. and reasonable care. These tolerances require well-designed quality control measures 
based on effective training. project management, performance measurement, and reporting. The 
FBI did not provide the San Diego reviewers with any of these basic safeguards. 
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SD-Agent and SO-Analyst were the only two FBI petSOMel [reviewing] the 
communications [acquired in the investigation] of the leading English-speaking inspiration for 
violent Islamic extremism. Their ideal, not always fulfilled, was that both of them would review 
all new products over the course of each work day. There was no other backstop. Although 
International Terrorism Operations Section (lTOS) 1. Continental United States (CONUS) 6 had 
program management responsibility for overseeing the San Diego lTIF's intelligence collection 
and investigative efforts, the FBI had not implemented any procedures for ITOS 1, CONUS 6 to 
assess, validate, or contextualize the results of San Diego's review, whether to detect potential 
_ [identification] errors, identify information requiring additional review, link disparate 
message threads, assess the potential for additional "trip wire" investigations, or conduct 
retrospective strategic analysis. 

L. De WorkQow (Chapters 4, 5, aad 6) 

[information's) "Pertinence" depends primarily on the. 
[il'lfonrnal:iOl1I]; its context; the reviewer's knowledge of the 

matter, the sender. AlVlfnr t .... recipient; the reviewer's training and experience.-.and •• 
perspective drawn from other [information in the investigation]_ Iii ••• intelligence located elsewhere in the FBI's possession, and other reviewers. 

As SD-Agent when he searched DWS-EDMS before setting the Hasan lead, the decision 
also depends on time. That search located a second Hasan message to Aulaqi, whidl SO-Agent 
had reviewed only days earlier and _ (identified) "Not a Product of Interest. ~ Read laler 
and in the context of the first message, the second message became ~ of an EC setting a lead 
on a potential terrorism threat. 

Decisions on pertinence may be tactical (the Hasan lead) and strategic (the Aulaqi 
investigation). Agents, Analysts, and Task Force Officers may have different goals in mind 
when assessing electronic information and these goals may vary over time. The limited search 
and management capabilities of DWS-EDMS as it existed in 2008·2009 and a linear, forward­
looking. unmanaged workflow prevented San Diego from connecting Hasan's messages and 
making strategic judgments about those messages. 
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Part Three 

Assessment Of 
FBI Remedial Actions 
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Following its internal review of the Fort Hood shootings. the FBI made important 
changes to its policies, operations, and technology. The FBI and the Department of Defense 
(000) recommended certain of these changes to the Assistant to the President for Homeland 
Security and Counterterrorism on November 30, 2009. In the months that followed - and in the 
wake of the attempted Christmas Day 2009 bombing of Northwest Flight 253 and the attempted 
Times Square bombing of May 1,2010 - further changes have occurred. 

The Terms of Reference asked Judge Webster to examine "whether the steps the FBI is 
taking following an internal review of the shooting are sufficient or whether there are other 
policy or procedural steps the FBI should consider to improve its ability to detect and deter such 
threats in the future." 

We applaud the steps the FBI took in response to its internal review and subsequent 
events. In this Chapter, we assess those steps. In Part Four, we discuss additional policy, 
procedural. and technological improvements that the FBI should consider to improve its ability 
to detect and deter future threats. 

A. lDfermatwD Shad" 

I. FBI-DoD Cleadapoase Pro«ss for Coanterterromm 
A_mAts and 'DVes!iaatWas or Militarv PWO!IDet 

Effective November 2009, the FBI and DoD adopted a clearinghouse procedure to 
provide notice to DoD of any FBJ counterterrorism assessment or investigation of a known 
member of the military, a known DoD civilian employee, or a person known to have access to 
military facilities. Under this procedure, JTTFs must notify the Counterterrorism Division­
which. in tum, notifies the NITTF - upon opening the assessment or investigation. The 
notification must include the subject's identity and branch affiliation, the basis or predication for 
the assessment or investigation, and contact information for the FBI case agent and supervisor. 
However, the notification cannot contain information that cannot be disseminated under FJSA 
Minimization requirements. 

The NIITF must. within ten days, transmit tbe notification by Letterhead Memorandum 
(LHM) to the appropriate headquarters Military CounterinteUigeru:e Service and to the Deputy 
Director of the Defense Intelligence Agency's Defense Counterintelligence and HUMINT Center 
(DCHC). Within ten days of receiving the LHM, those military entities must send a 
confirmation of receipt to the FBI. This process is designed to provide nofice at the executive 
level and the field level. 

The FBI and DoD implemented these procedures infonnally in late November 2009. The 
FBI formally implemented the procedures by a memorandum to the field on January 7, 2010. 

In late November 2009, the FBI sent DoD a listing of active counterterrorism 
assessments and investigations with a military nexus. By May 2011, the FBI had used this 
clearinghouse process to notifY DoD of an additional counterterrorism assessments or 
investigations of military/DoD personnel. 
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Conclusion: This procedure assures that, as a matter of written policy, the FBI will 
provide timely and consistent notice of counterterrorism assessments and investigations of 
known members of the military, DoD civilian employees, and others with access to military 
facilities to DoD at the executive and field levels. It is an important information sharing 
development. 

If this procedure had been implemented prior to November 5, 2009, its impact on the 
Hasan assessment is a matter of conjecture. Although the procedure might have raised the 
visibility ofthe assessment inside the FBI, it might not have changed WFO's assessment or San 
Diego's reaction to that assessment. The pri!l\ary impact would have depended on DoD's 
response and any action that DoD investigators would have taken alone or in cooperation with 
the FBI. 

We do oot believe that this clearinghouse procedure alone is suffltient 10 resolve the 
information sharing issues implicated by this matter. As discussed in Paft Five. we recommend 
that the FBI create a fonDa! policy establishing a clearinghouse procedure for counterterrorism 
assessments and investigations of known law enforcement personnel. We also recommend that 
the mI proceed with plans to identify other federal departments and agencies (for example, the 
Department ofSta1e and the Transpottation Security Administration) as pot~tiaJ subjects of 
comparable information sharing procedures - thus requiring ITTFs to inform the 
CoWlterterrorism Division and the NJITF (and, if appropriate, the relevant department or agency) 
of counterterrorism assessments and investigations involving employees of those departments 
and agencies. 

2. Coasolidadoa of FBI-DoD Memoranda of UoderstandlDg on Information 
Sharing. Ooeratioaal Qmdl.a.ioa. and Ilvestigativt Respopsibi!ities 

DOJ and DoD have executed, effective August 2, 2011, a base agreement (MOU) setting 
forth a ftamework for future agreements JOverning informalion sharing, operational coordination, 
and investigative responsibtuties between the FBI and DoD. Through annexes to the base 
agreement, the FBI and DoD will define each party's investigative responsibilities, as well as 
obligatiom and responsibilities to share information and to coordinate operations. 

The FBI and DoD are neg<>tiating subjeCt matter-specific annexes that will JOvern, 
among other things, information-sharing and operational coordinationfjurisdiction in 
countertenorism and coonterintelligence contexts and the sharing oflhe Terrorist Screening 
Center's watchlist information. 

When the annexes on information-sharing and operational coordination/jurisdiction in 
counterterrorism and counterintelligence contexts are signed, they and the base MOU will 
collectively supersede the Agreement Governing the Condtltt of Department of Defense 
Counterintelligence Activities in Conjunction with the Federal Bureau of rnvestigation (1979) 
and its 1996 supplement, as well as the MOU Regarding Coordination of Counterintelligence 
Matters (1991). 

95 



448

Cooc'usioo: There are aPi'roximately 167 FBI-DoD Memoranda of Understanding. 
Some 114 of these agreements concern, at least in part, information-sharing. (A m.nnber of these 
agreements involve specific operations or situations, and are effectively inoperative.) We 
believe that the base MOU and its annexes on information-sharing and operational coordination 
represent a major step toward consolidating and refining those diverse agreements. We 
encourage the FBI and DoD to continue in their efforts to consolidate and refine those 
agreements that are fundamental to their shared responsibilities. 

B. Operations 

1. DiscontinUance of "Discretionary Action Leads" 

In the relevant time frame, the FBI pennitted rbree types of leads: Action Required, 
Discretionary Action, and Information Only. MANUAL OF ADMINISTRATIVE OPERATIONS AND 
PROCEDURES (MAOP) § I 0.2.9( 1). "Action Required leads are used if the sending office 
requires the receiving office to take some type of action. ... Discretionary Action leads are used 
if the sending office has some information that may be of importance to the receiving office. 
These leads mayor may not require action by the recipient, and the recipient win decide what, if 
any, action to take .... Information Only leads are used for infonnation only and when no 
specific action is required or necessary." MAOP § 10.2.9(1 Xa}( c). 

By Electronic Communication (EC) dated Marcb 2. 2010, the FBI discontinued the use of 
Discretionary Action leads effective March 19, 2010. All pending Discretionary Action leads 
were 10 be completed no latertban May 20, 2010, or converted into Action Required Ieacb.. As a 
resull of this change, any lead issued for other than informational purposes is an Action Required 
lead. The receiving Field Office cannot ignore the lead. and must do something in response. 
'I'M EC directs personnel setting Action Required Leads to "adhere to the concept of utilizing the 
least intrusive alternative that is operationally sound, effective and efficient in obtaining the 
desired investigative outcome." 

Condusion: The elimination of Discretionary Action leads creates a single category of 
working leads and avoids prioritization of leads based on the designations Action Required and 
Discretionary Action. It also assures that receiving Field Offices take some action in response to 
every working lead. 

In setting Action Required leads, however, a Field Office may continue to allow the 
receiving Field OffICe to decide what action to take. In other words, the discontinuation of 
Discretionary Action leads does not necessarily require the sending Field Office to specify 
actions to be taken or eliminate the receiving Field Office's discretion in deciding what action to 
take. That is understandable, given the practical need to defer to the receiving office's expertise 
in its Area ofResponsibililY, its resources, and potentially greater experience with handling the 
subject matter oftbe lead. 

If this change had been made prior to the Hasan matter. we believe - and the JITF 
personnel involved agree - that it would not have changed San Diego's lead or WFO's response. 
San Diego would have set an Action Required lead that gave WFO discretion on how to handle 
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the lead. WFO would have taken the same actions in response to that Action Required lead as 
they did in response to the Discretionary Action lead. 

The elimination of Discretionary Action leads is thus important; but, on its own, it is not 
a sufficient remedy. Timely and effective action on Action Required leads demands written 
policies imposing fonnal deadlines for responding to leads, identifying the minimwn information 
to be gathered in response to leads (consistent with the "least intrusive means" principle), and 
resolving cQnflicts between JTTFs and Field Offices about the adequacy of an assessment or 
investigation. The FBI has taken some, but not all, of the steps necessary to resolve these issues. 
We recommend that it take the remaining steps ~ Part Five). 

2. Counterterrorism Baseline Colleetiog Plan 

On September 24, 2009, the Counterterrorism Division sent an EC to all Field Offl¢eS 
with guidance on the Division's new "Baseline Collection Plan" for counterterrorism 
assessments and investigations. FBI Counterterrorism Division, Baseline Collection Pwn 
Administrative and OperatWnol Guidunce (Sept. 24, 20(9). The EC took effect on November 15, 
2009, ten days after the Fort Hood shootings. Before that date, the FBI did not prescribe the 
minimwn infonnation that should be collected in counterterrorism assessments and 
investigations. Although not technically a post.Fort Hood corrective action, we assess the 
Baseline Collection Plan as a contemporaneous action that is relevant 10 the discontinuation of 
discretionary leads and to minimizing the risks of future assessments and investigations. 

The Baseline Collection Plan is a framework, consistent with the 0100, "to guide 
investigators in obtaining information and intelligence and using investigative methods during 
the course of each DT [Domestic Terrorism] and IT [International Terrorism] investigation." 
The Division intended the Plan "to establish a foundation of intelligence upon which the FBI 
may base the decision to continue or close an assessment or invesligation." Baseline Collection 
Plan Administrative and Operational Guidonce at 2. 

The Plan identifies a series of inquiries and actions that constitute the expected minimwn 
Baseline Collection of information when conducting assessments and investigations. Those 
actions do not require interviews as part of assessments, but do require a level of inquiry that 
exceeds the steps taken in the WFO assessment of Hasan. 

C.adusioo: The Baseline Collection Plan provides useful gUidance to Agents, AnalySIS, 
and TFOs about the fuctuaI information that is basic to most assessments and preliminary 
investigations. The Plan also standardizes the basic infonnation to be collected. As with any 
baseline, there is a risk that its minimum requirements could stifle creative thinking and become 
a checklist - the ceiling, rather than the floor, for infonnation collection. We encourage effective 
1Iaining, communications, and reminders about the Plan to assure that its minimums are 
perceived as a starting point, not an ending one. 

If the Baseline Collection Plan had been implemented prior to the Hasan assessment, its 
impact on the outcome could have been significanl The Plan slates that, if "there (is) reason to 
believe that your subject bas been in email contact with subjects of other FBI investigations," the 
Agent, Analyst, or TFO must "compare relevant data concerning the subject's email account( 5) 
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contained within FBI databases: DWSIEDMS, ACS, lOW and Dabs." That requirement, if 
met, would have alerted WFO-TFO to the existence of DWS/EDMS and caused someone at 
WFO to search that database on his behalf. Depending on when and how that search was 
conducted, it could have revealed the existence as many as fourteen additional communications 
between Hasan and Aulaqi. The content of those communications or Hasan's persistence in 
sending unanswered emails could have changed WFO's assessment of Hasan - or, at least, 
prompted an interview and discussions with his chain of command. The potential impact on the 
assessment underscores the importance of effective implementation of the Baseline Collection 
Plan. 

3. [Certain Conductl Triggers Investigation 

Conelusion: This trigger is appropriate. post-Fort Hood "1111!.~.~"'. 
given [Au!aqi's]. highly publicized reputation in the aftermath of the shootings and the 
attempted Christmas Day 2009 bombing ofNortbwest Airlines Flight 253. 

[The redacted portion involves classified FBI investigative techniques and ongoing 
investigations. J 

4. Deeisions to Close Certain Investigations of DoD Personnel 

At the time of the Fort Hood shootings, FBI and DoD practice was to elevate any 
objections by one entity to the other's decision to close an investigation ofa military member, 
civilian DoD employee, or other person with access to military facilities. The FBI and DoD are 
formalizing this practice in the MOU annex on counterterrorism operational coordination ~ 
Section A.2). 

Conclusion: As a result of the implementation of the FBI-DoD Clearinghouse Process 
for Counterterrorism Assessments and Investigations of Military Personnel ~ Section A.I), 
military investigative agencies should be involved, directly or indirectly, in all FBI investigatiom 
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of relevant personnel. By fonnalizing this pre-existing practice in the MOU annex, FBI and 
DoD will assure that a consistent conflict resolution process is in place. 

5. Jdent1fisation and Designation of Skatgic CoUeetions 

By definition, the Strategic 
review and analysis will apply to any 
000 personnel, law enforcement personnel, 
radicalizing forces. 

designation will assure that additional 
[identified connection] between known 

clearance holders, and others with major 

Conclusion: The Hasan matter shows that certain _ [intelligence collections] 
•••• serve a dual role, providing intelligence on the target while also serving as a means of 
identifying otherwise unknown persons with potentially radical or violent 
susceptibilities. The identification and designation of Strategic allow 
the FBI to focus additional resources - and, when appropriate, those [other 
government agencies]- on collections most likely to serve as "trip wires. in tum, 
increase the scrutiny ofinfonnation that is most likely to implicate persons in the process of 
violent radicalization - or, ind~ have radicalized with violent intent. This will also 
provide Strategic Collections _ with a significant element of program management, 
managed review, and quality control that was the 
information acquired in the Aulaqi investigatio~~n;]"]·iii1l1iiliiiiil •• 
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C. Technology 

Because of the large and ever-increasing amo\lllt of electronically stored information in 
FBI data stores, any change in policy or procedure that affects the collection, storage, review, 
search. identification, or management of data must be assessed carefully for its practical impact 
on human resources and the review workflow. 

1. Automatic Linking of Email [Data) 

Conclusion: This is a useful, although limited, revision ofDWS-EDMS searilc.h •• 
eliminates the need for a search window 

More important, it enables 
in a broader contex4 

The 

This revision is a good example of the way in which automation of even relatively simple 
tasks can expedite, assist, and inform the review of electronic information. It is also a good 

example, however, of the ~!,in~w!hi!c!h~a!ut!o,m~a!ti!o!n!c!an~linu!'t~o!r~S~k~ew!re,v~i!ew!. ~A!se!ar~c!h!!the !.!.U~~ will return only 
On the other 

If implemented before November 5, 2009, this revision would have had limited value to 
San Diego's review. Hasan's initial seven (7) messages to Aulaqi were not emails, but messages 
sent via the "Contact the Sheikh" function of Aulaqi's website. The website's internal email 

!l~tQIl:l!!i~!i'!!~@!~ the email to one of email ~!!e:sses. 

not seven messages as part 

.ex.c.bang •• e.be.tw.een.H.as.a.O.and.iAUlaqi. Moreover, reviewers might not have clicked 00 the link if 
IIII! • [Hasan's communications] did not trigger a memory that he was 
the subject of a lead. 

2. Automatic Flagging of (Certain Email Datal 

STAiis.a1.so.m.odi.·fi.ed.DIIW.S.-.E.D.M.s.o.n.F.e.bliiii .. lii7i,.20iil.0.t.olllau.t.o.m.at.ica1.1.flailllcc.rta.in email data] • 
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That said, this revision provides a useful visual cue for reviewers and should remain 
active. 

3. F1agiag DWS-EDMS Aetiyify As 

On May 17,2010, STAS implemented a (tool that allows DWS-EDMS users 10 

[The redacted portions describe details of sensitive FBI information systems.) 
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iiiiiiiiliiliiiilililiiiii.oirliIDffenmt 

an automated backstop to assure thai ••••• 

•• !ii.iiiiiii.ii.lI.ii(~information is) not overlooked, as ", .. el.l.as.a.mean.I!IS.Oif. 

iiiiliiii1i.ii~; TFOs (about infonnalion acquired). 
in their cases, creating additional synergy across investigatiQns. 

4. 1Workload Redue.ion Tools! 

STAS tested the [tool] against the voluminous _ 
_ [information acquired] in the Aulaqi investigation. Recent tests indicate that the. 
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• [tool] is 96% to 98 % accurate However, 
the [toolJ has not been implemented. At this writing, the project is on hold given 
the need to focus limited ST AS resources on more pressing matters. 

Conclusion: The !!!!! 
assist users in organizing and 

or review demands on ... vi ..... "" ... 

5. DWHDMS [September 10111 Release 

The. [September 201 I] release ofOWS-EOMS is system 
evolution. not a remedy implemented as a result of the Fort Hood shootings. However, the. 
[September 2011] release resolved many of our concerns about DWS-EDMS. We discuss it 
briefly here. The. [September 2(11) release was deployed in betafonnat in May 2011 for 
feedback from a internal User Advocacy Group. Roughly 1,200 personnel given ~ to the 
application gave it an approval rating of 70%. Each user provided feedback, nearly all of which 
was incorporated into the application before its production release. 

STAS deployed industry-leading third n tools for the develomt of [the] DWS­
~September20ll release) ___ The. (September 20111 release includes a complete redesign of the user 
interfuce and resolves the performance and scalability issues that hamstrung earlier versions. It 
also provides Agents, Analysts, and Task Force Offtcers with automated analysis of cases and 
facilities as they work. 
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D. Training 

In March 20 I 0, the FBI instituted Headquarters and NJITF oversight of JTIF training to 
ensure unifonnity and quality of training across JIIFs and to ensure that Task Force Officers 
(TFOs) complete training promptly upon joining a JIIF. A mandatory four-day orientation 
course introduces new TFOs from partner departments and agencies to the FBI and JIIFs, 
including procedures for conducting and documenting investigations. New TFOs are laught that 
working in an FBI environment makes them responsible, like FBI personnel, for complying with 
the governing authorities, including those designed to protect civil liberties and privacy interests. 
The training also ensw-es that alllrOs understand and, if appropriate, have access to FBI 
databases that contain information relevant to their JTIF responsibilities. 

On April 13. 2011, the Assistant Director of the Counterlerrorism Division (CfD) 
reaffirmed and expanded the training requirements for aU J1TF personnel, whether FBI Special 
Agents (SA), Intelligence Analysis (lA), and Staff Operations Specialists (SOS) or TFOs. The 
expanded training consists of three components· Virtual Academy training, classroom training 
and database training. 

I. Virtual AsIdemY 

CTD identified twelve Virtual Academy training modules as the baseline level oflraining 
for JITF personnel: 

Joint Terrorism Task Force Orien1ation 
FBI Watch listing 
FISA Accuracy 
Information Sharing Environment (lSE) Core Training 
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Information Systems Security Awareness 
Introduction to Domestic Terrorism 
Introduction to International Terrorism 
National Security Branch Introduction 
National Security Letters (NSL) 
Overview of Domestic Investigations and Operations Guide (0100) 
Overview of the Attorney General Guidelines for Domestic FBI Operations 
U.S. Persons and Infonnation Sharing 

These training modules are to be completed within 90 days after a SA, lA, SOS, or TFO 
is assigned to a JTTF. Personnel who do not complete this training within 90 days must 
complete all twelve modules immediately. Field Office executive management is required to 
ensure and document completion of the mandatory baseline Virtual Academy training modules. 

2. Classroom Training 

The NJTTF established the JTIF TFO Orientation & Operations Course (JTOOC) at 
Quantico to address TFO training needs. JTOOC is a five-day course designed to introduce 
TFOs to counterterrorism investigations. Classes are designed around a national 
counterterrorism case to assist discussion and interaction. All full-time TFOs, regardless of 
when assigned to a ITTF, who have not taken JTOOC are required to attend the course before 
October 2011. Part-time TFOs with une5COrted access to FBI space and access to FBI computer 
systems are also required to attend the course. TFOs must complete all twelve baseline Virtual 
Academy training modules prior to attending JTOOC. 

Field Office executive management is required to ensure that eligible TFOs assigned to 
their JTTF attend JTOOC and to document successful completion JTOOC by those TFOs. 

3. Database Training 

In 2010, in response to the FBI's initial Fort Hood investigation. CTD required that JTTF 
members to receive hands-on training on key FBI databases and systems, including the Data 
Warehouse System-Electronic Surveillance Data Management System (DWS-EDMS), 
Infonnation Data Warehouse (lDW), Clearwater, and Automated Case Support (ACS)lSentinel 
(s Part One, Chapter 4). In January 2010, a "train-the-trainer" session was conducted at 
Quantico. Each Field Office provided at least two trainers. These trainers then returned to their 
Field Office to train all TPOs, SAs, lAs and SOSs assigned to counterterrorism matters by March 
2010. Training of JTTF members assigned after March 2010 is to be conducted within six 
months of access to FBI systems. 

Conclusion: The FBI's post-Port Hood enhancements of counterterrorism and JTIP 
training represent significant improvements. The critical shortfall before Fort Hood was the failure 
adequately to train Task Force Officers on their role as mF members and to provide them with 
knowledge about, and access to, FBI databases relevant to their responsibilities. We encourage the 
FBI to continue to focus on JTTF training in order to provide TFOs with all available tools and 
resources. It is also important to ensure that all TFOs understand that, regardless of their home 
agency, the FBI's governing authorities control their activities as mF members. 
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Part Four 

Analysis of Governing Authorities 
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Existing Authorities 

The Terms of Reference asked Judge Webster to "review ... whether current laws and 
policies strike an appropriate balance between protecting individual's privacy rights and civil 
liberties and detecting and deterring threats such as that posed by Major Hasan." 

We discussed the FBI's governing authorities in Part One, Chapter 3. We asked 
representatives of Congressional oversight staff (the Majority and Minority staffs of the Senate 
and House Judiciary and Intelligence Committees) and public interest groups (the American 
Civil Liberties Union and the American Enterprise Institute) to identify their concerns about the 
impact of the governing authorities on privacy rights and civil liberties. 101 This Chapter assesses 
those concerns in the context of the FBI's responsibility to detect and deter terrorism. 

We describe policy changes that the FBI has adopted. We also note areas that may need 
additional improvement or oversight. Congress is ultimately responsible for determining 
whether the appropriate balance exists. We believe our review will assist in that task. 

The guiding principle of our analysis has been that, as the risk of potential infringement 
of individual privacy rights and civil liberties increases. the level off actual predication, 
supervisory approval, and oversight should increase. The FBI should monitor and report on its 
use of techniques that raise concern through OIC compliance reviews, Inspection Division audits, 
and National Security Division reviews. The FBI should modify or abandon policies and 
protocols that experience proves to be unacceptably harmful to privacy rights or civil liberties. III 

lor A letter to Judge Webster setting forth the ACLU's concerns is attached a~ Exhibit 1. 

III By letter dated December 9,2010, Attorney General Eric Holder advised Senator Patrick 
J. Leahy, Chairman of the Senate Committee on the Judiciary, that OOJ and the FBI would 
implement certain enhanced privacy and civil liberties protections proposed in S. 1692, Ilith 
Congo (2009), the USA PATRIOT Act Sunset Extension Act, as reported by the Judiciary 
Committee. The Attorney General advised that he was "confident that these measures will 
enhance standards, oversight, and accountability, especially with respect to how information 
about U.S. persons is retain!!d and disseminated, without sacrificing the operational effectiveness 
and flexibility needed to protect our citizens from terrorism and facilitate the collection of vital 
foreign intelligence and counterintelligence information." 157 Cong. Rec. S3,250 Ex. 1 (dailyed. 
May 24,2011). 
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A. Standard (or Opening AstessmeDtslJnyestigatiye Tes_nioues Used ip Al8!8lments 

1. BaekgrouDd 

The AG Guidelines authorized certain techniques in assessments that were not 
previously pennitted during national security threat assessments, but were pennitted for the 
"prompt and limited checking of leads" under the prior General Crimes Guidelines. The 
Attorney General promulgated this revision to better equip the FBI to detect and deter terrorist 
activity. 

2. Conserns 

To open an assessment, the FB! must identify its purpose in writing and that purpose 
must be "authorized," 1&.. within the Bureau's mission. Dloo §§ 5.1-5.3. Critics are concerned 
that this standard authorizes the FB! to conduct assessments without any factual predicate 
sU&geStiog the target's involvement in illegal activity or threats to national security. They 
believe the AG Guidelines and Dloo should require some factual predicate to avoid collecting 
and retaining infonnation on individuals who are not engaged in wrongdoing. III 

A corresponding concern is that the AG Guidelines allow the FBI to use investigative 
techniques during an assessment that some regard as intrusive; for example, physical 
surveillance, recruiting and tasking informants to attend meetings under false pretenses, and 
engaging in "pretext" interviews in which Agents do not disclose their FBI affiliation and/or the 
purpose of the interview. 

Conunenters also believe the AG Guidelines "explicitly authorize the surveillance and 
infiltration of peaceful advocacy groups" prior to demonstrations and "open the door to racial 
profiling." Letter from Laura W. Murphy, Director, ACLU Washington Legislative Office, and 
Anthony D. Romero, Executive Director, ACLU, to Hon. William H. Webster (August 6, 2010) 
at 7. They believe the AG Guidelines should be amended to provide stronger protection of First 
Amendment activity and to ban racial profiling. 

12/ Based on data obtained from the FBI under the Freedom of Infonnation Act, a recent 
news article reports that the FBI opened 82,325 Type 1 & 2 assessments of persons or groups 
between March 25, 2009, and March 31, 2011. Charlie Savage, F.B.I. Focusing on Security 
Over Ordinary Crime, New York Times, August 24, 20 II, at A 16. Infonnation collected in those 
assessments led to 3,315 preliminary or full investigations that remained open as of May 2011. 
The FBI also opened 1,819 Type 3 assessments during that period to identify particular threats in 
particular geographic areas. 1,056 remained open in May 2011. Based on this data, the ACLU 
has expressed concern that the FBI is "casting its investigative net too broadly" and that the 
assessment authority granted by the AG Guidelines is "far too broad." Ul. Valerie Caproni, 
then-FBI General Counsel, noted that the data showed that the FBI had disposed of about 96 % 
of the assessments using "low intrusion techniques" without opening a potentially more invasive 
preliminary investigation. J.d.. 
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3. Evaluation 

We believe that the increased flexibility under the AG Guidelines to conduct 
assessments using specified techniques is critical to the FBI's ability to combat telTOrism. The 
FBI's evolving role as an intelligence agency demands anticipation rather than reaction. If the 
Bureau's ability to gather information were limited to circumstances of specific factual 
predication, then in many cases it would not be able to identify and prevent threats before they 
escalate into action. Without the ability to gather and analyze intelligence, the FBI would be 
primarily reactive, investigating crimes and terrorist acts after they occur. 

We recognize. however, that the AG Guidelines standard for opening counterterrorism 
assessments and conducting investigative activity can lead to the collection of information about 
individuals who tum out not to have been involved in any illegal or terrorist activity. We 
discussed this issue with the FB! and reviewed its safeguards for minimizing the collection and 
retention of such information. 

fi.W, the DIOG prohibits assessments based on "arbitrary or groundless speculation"; 
solely on the exercise of First Amendment rights; solely on the race, ethnicity. national origin, or 
religious practice of any person or group; or on a combination of only these factors. These front­
end prohibitions are closely enforced and monitored by the FBI. 

~ the Privacy Act prohibits the retention of information about how First 
Amendment rights are exercised unless it relates to criminal activity or a national security threat. 
~ S U.S.C. § 552a(e)(7). FBI policy sets out procedures for removing information from FBI 
records that does not comply with the Privacy Act. ~ Corporate Policy Notice 0356N, 
Handling of Information Gathered in Violation of the Privacy Act (effective June 9,2011). 

Ihini. as noted in Chapter 4, the FBI's Guardian Threat Tracking system is an access­
controlled classified database that provides terrorism threat tracking and management for all 
Type 1 & 2 assessments and all incidents with a potential nexus to telTOrism (including those that 
lead to predicated investigations). FBI policy requires the entry of all terrorism-related threats. 
events, and suspicious activities into Guardian. The Guardian Management Unit (GMU) is 
responsible for administering the system and for ensuring that all policies involving the types of 
information that can be entered into Guardian are followed. GMU's Assessment Review Team 
(ARn reviews each Guardian assessment to ensure that there was a sufficient basis to open the 
assessment (i&, an authorized purpose not based solely on protected rights or characteristics); 
that only authorized techniques are used; and that all applicable DIoo and FBI policies are 
followed, including those policies that proscribe the retention of information that is inconsistent 
with the Privacy Act. When ART identifies a compliance issue, it follows up with the Field 
Office involved and is authorized to seek the removal of improperly collected or retained 
information from FBI systems. 

Em!nb. the FBI has initiated the process to shorten the 30-year retention period for 
information collected through Guardian leads. Under the new policy, this information will be 
accessible for five years. Ifthere are no Khits" against the information, it will be available only 
on a restricted basis for an additional five years. Users will receive notification of any hit, but 
will need to obtain a supervisor's permission to access the information. Iftbere are no hits after 
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ten years, the information will be removed from the system. Under the Federal Records Act, the 
FBI is required to obtain approval of the change through the National Archives and Records 
Administration. 

Fifth, FBI policy requires that reviewing Agents who determine conclusively that no 
nexus to terrorism exists must note "No nexus to terrorism" when closing a Guardian lead. This 
serves two purposes. If the FBI receives similar complaints involving the individual or group, 
reinvestigation may not be necessary. If the subject becomes involved in illegal or terrorist 
activity, there will be a record of the previous encounter. 

There is also oversight. Type 3 through 6 assessments require the approval of a 
Supervisory Special Agent or Supervisory Analyst, who must be satisfied that (1) the basis of the 
assessment is well-founded (which typically means supported by source information, intelligence 
reporting, information from other agencies or foreign partners, or public source data); and (2) 
there is a rational relationship between the stated purpose of the assessment, the information 
sought, and the means proposed to obtain that information. Type I & 2 assessments, which 
involve the prompt and limited checking ofleads, do not require supervisory approval unless 
they involve a "sensitive investigative matter" (SIM). A supervisor must assign Type 1 & 2 
assessments. which requires the supervisor to review the assessment. He or she must close the 
assessment if there is no valid basis for action. 

In addition, all assessments are subject to regular file reviews at least four (4) times per 
year in which the supervisor must determine whether the assessment should remain open. 13 

Legal counsel and the Special Agent in Charge (SAC) must review and approve any assessment 
involving a SIM, which includes investigations of domestic public officials or political 
candidates involving corruption or threats to national security; religious or domestic political 
organizations (including organizations formed to advocate or educate the public about a political 
or social issue) and persons prominent in them; the news media; an investigative matter having 
an academic nexus; and any other matter that in the judgment of the official authorizing the 
investigation should be brought to the attention of FBI Headquarters. mOG 2.0 §§ 10.2.1, 
10.1.3. Further, the technique(s) used in all assessments and predicated investigations must be 
the least intrusive feasible means, that are operationally sound and effective, of securing the 
desired information sufficient to meet the investigative objective (for example, physical 
surveillance should not generally be used when accurate information can be obtained from public 
sources). DIoo § 4.4; see also AG Guidelines 1(C)(2)(a); Exec. Order No. 12333 at § 2.4 (Dec. 
4,1981). DIoo 2.0 § 10.1.3 requires that "particular care" should be taken in a SIM when 
considering whether the planned course of action is the least intrusive means. 

Certain assessment techniques deserve discussion. Although expressed concerns about 
these teclmiques have focused on their use in assessments, some extend to their use in predicated 
investigations. 

131 When the DIOG became effective, OlC instituted a compliance monitoring program that 
required operational program managers to review 10 assessments per program per week to 
ensure compliance with the DIOG. That program was discontinued in light of the positive 
results of the Inspection Division's 2009 audit of the FBI's use of assessments and the Inspection 
Division's plans to conduct future audits ofDIOG compliance. 
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Pbysleal Surveillance. Physical surveillance can occur only in areas where there is no 
constitutionally protected expectation of privacy and requires an articulated purpose and a 
supervisor's authorization. There is a [time} limit on physical surveillance. DlOG § 

:.... • " I 

disclose techniques and procedures for law enforcement investigations and prosecutions.1 The 
goal of these controls is to permit Agents to respond to leads quickly and effectively or to obtain 
the limited factual information necessary to achieve the purpose of the assessment while 
precluding long-term. continuous surveillance of a person's lifestyle or habits when there is no 
basis for opening a predicated investigation. 

Source Recruitment. To facilitate the prompt and limited checking of leads, the prior 
General Crimes Guidelines authorized recruiting and tasking sources without an open 
investigation; but the AG Guidelines for FBI National Security Investigations and Foreign 
Intelligence Collection prohibited these techniques during national security threat assessments. 
The DIOG, based on the authority provided by the Attorney General Guidelines, authorizes these 
techniques for assessments across all FBI investigative programs. Source recruitment, vetting, 
and validation are critical 10 the FBI's success as an intelligence agency. Although the AG 
Guidelines expanded the range of techniques available for source recruitment (to include use of 
false identification, voluntary polygraph examinations, and searches that do not require a court 
order), the FBI did not authorize use of these other techniques until it finalized policies 
governing their use. 

Interviews. In its discussion of least intrusive means, the DIOG recognizes that an FBI 
interview of an individual's employer, family, or other acquaintances could, in certain 
circumstances. create a risk ofharm to the individual arising from the contact itself or the 
information sought. DI0G § 4.4.C.S. In recognition of this risk, the FBI has cautioned its 
personnel that, when determining the least intrusive means, tbey should consider the 
intrusiveness of conducting an interview ora subject's employer (among others). hi. Consistent 
with this guidance, the Supervisory Special Agent and Task Force Officer (TFO) who conducted 
the Washington, D.C., JTTF assessment of Nidal Hasan cited the potential adverse impact on his 
military career as a reason they did not contact his superiors at Walter Reed Army Medical 
Center. We recognize that Agents and TFOs face a difficult task in balancing the competing 
interests in this situation. If no interviews are conducted, they risk being criticized for failing to 
act to prevent harm. If they conduct an interview and harm to the individual results, they risk 
criticism for causing that harm. We believe that the DrOG's existing guidance is appropriate, 
and we encourage the FBI to remain sensitive to minimizing potential harm when conducting 
interviews. 

"Pretext" Interviews. FBI policy limits the circumstances in which Agents may 
conduct an interview without affirmatively ili."I",lina 
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not to conduct a using a 
purpose. also may not] engage in "Undercover Activity" during an 

assessment. (The Attomey General's Guidelines for Undercover Operations define an 
"Undercover Activity" as "any investigative activity involving the use of an assumed name or 
cover identity by an employee of the FBI or another Federal, state, or local law enforcement 
organization working with the FBI.") Agents must also consider whether a pretext interview is 
the least intrusive means of gathering the information needed. 

U adisdesed Participation. Pursuant to Executive Order 12333, no one acting on behalf 
of the U.S. Intelligence Community may join or otherwise participate in an organization in the 
U.S. without disclosing his or her affiliation except in accordance with procedures approved by 
the Anomey General. On November 26, 2008, the Attorney General, in consultation with the 
Director of National Intelligence, signed the policy th8t governs the undisclosed participation 
(UDP) of FBI employees and sources in 

In light of the sensitivity ofUDP activity involving religious [. advocacy. and similar] 
organizations, we examined FBI that activity. We learned that the level of 
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[The redacted portion sets forth the escalating approvals required by FBI policy for UDP; 
the more sensitive the activity, the higher the approval level. These approvals may include a 
Supervisory Special Agent, Chief Division Counsel, or other DOJ or FBI lawyers, a Special 
Agent in Charge, an FBI Assistant Director, or the Director.] 

Given this infrastructure and heightened approval levels, we believe that the FBI has 
appropriately balanced the protection of national security with privacy rights and civil liberties in 
its use ofUDP. We recommend, however, that OIC and the Inspection Division monitor the 
FBI's use of UDP in these contexts to ensure that the balance holds. 

Racial Profiling. Racial profiling, or the invidious use of race or ethnicity as the basis 
for targeting suspects or conducting stops, searches, seizures, and other investigative procedures, 
has no place in law enforcement It is an unconstitutional and ineffective law enforcement tool. 
It is also prohibited by FBI policies. The DrOG incorporates the DO] Guidance Regarding the 
Use of Race by Federal Law Enforcement Agencies, which prohibits racial profiling and 
describes the limited circumstances in which law enforcement may consider race or ethnicity. 
Chapter 4 of the DrOG provides extensive guidance designed to prevent racial or ethnic profiling. 
It prohibits the use of race or ethnicity as the primary, dominant, or sole factor in commencing an 
assessment or investigation. 

Race and ethnidty may be used as a specific identifier of a suspect based on credible 
information. If the FBI receives a lead that a short, white male robbed a bank, the FBI can limit 
the pool of suspects to short, white males without running afoul of prohibitions on racial or 
ethnic profiling. Race or ethnicity also may be considered if it has an explicable and well­
founded nexus with the threat or group being assessed or investigated; for example, some 
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criminal gangs and terrorist organizations consist exclusively or primarily of persons of a 
common ethnic background. 

The prohibition of investigative activity based solely on race or ethnicity also applies to 
the collection ofraciaI/ethnic demographics and behavioral characteristics. The DIOO allows 
collection of this infonnation only for limited purposes, such as furthering intelligence analysis 
and planning around potential threats and vulnerabilities. UI 

Undercover Operations and Aetivities. 

[The redacted portion describes the various FBI committees that must approve 
undercover counterterrorism operations and activities involving sensitive circumstances; one 
committee includes mid-level FBI managers, and the other includes senior executives (discussed 
below). Both include lawyers from the DO).] 

At the Director's request, thiii ........... iiiii Committee (SORC) chaired by the •••• 1 
Its members include 

-=-:::..:. ___ • ., ___ Attorneys General of the 
their senior level designee. 

Chief Privacy and Civil Liberties 

141 For example. collecting demographics about a concentrated ethnic community could 
enable a Field Office to assess and mitigate the threat posed by an ethnically-identifiable terrorist 
organization's efforts to recruit new members from that community. The data could also be 
mapped to enable the identification of otherwise imperceptible coMections. Moreover, knowing 

that terrorist recruit members from a certain region of the ~'!!!!!!!! 

~!~~!!!!~!!!~: to the assessment In these examples, the not 
" .... u....... Because of the potential risk of hann to civil rights 

and liberties in the collection of such information, we recommend that Ole and the Inspection 
Division monitor these collections 10 ensure that harm does not occur. 
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Officer or a designee. The SORC reviews and makes recommendations to the Director on 
sensitive operations and initiatives (whether assessments or investigations), including sensitive 
UDP; for example, the SORe reviewed a proposed undercover operation during an investigation 
that would attract predicated subjects but also might require substantial interaction with members 
of the general public. The DIOG requires notice to the SORC of less sensitive operations and 
initiatives to ensure high-level monitoring, trend evaluation, and reports to higher authority. This 
level of review is important for sensitive activities during assessments, which are limited; for 
example, undercover activity is not allowed in an assessment 

In certain recent counterterrorism cases, the FBI used a CHS or an undercover FBI 
employee (UCE) in dealing with individuals who were later arrested. Given concerns about 
whether CHS or UCE use in these circumstances comports with the law and judicial precedent 
on entrapment, we examined FBI policy. The FBl uses CHSs and UCBs to gather intelligence 
in ongoing predicated investigations; more rarely, a CHS (but not UCE) may report on the 
subject of an assessment. FBI personnel who approve CHS and UCE use are obligated to assure 
there are safeguards to protect the rights of those affected. When the FBI receives an allegation 
or lead indicating that an individual may be planning or is interested in committing a terrorist act, 
the FBI structures and monitors the investigation to confirm the subject's required predisposition 
to engage in criminal activity and to avoid unlawful entrapment. This is accomplished in part by 
involving FBI and National Security Division attorneys (as well as a local AUSA) when the 
disruption plan may involve a criminal prosecution. The attorneys evaluate the prospect of 
prosecution and[, if so,] how best to conduct the investigation to enhance the likelihood of 
success while ensuring that individuals are not lured into criminal activity. This may include, for 
example, providing the subject with clear opportunity to opt out of criminal conduct.I!II 

Given the substantial involvement of FBI and DOJ attorneys and the required higher 
levels of approval, we believe the FBI's use of undercover operations and activities in 
counterterrorism investigations is properly administered. We also believe that the rights of 
individuals not involved in or predisposed to terrorist or criminal activity are safeguarded. We 
recommend, however, that OIC and the Inspection Division monitor undercover operations and 
activities, including CHS and VCE use, in counterterrorism investigations to ensure that those 
rights continue to be protected. 

DIOO 2.0. Concerns also have been expressed that certain Dloo 2.0 revisions provide 
the FBI with leeway to infringe privacy rights. For example, there is concern that permitting 
Agents to search commercial or law enforcement databases (i.e.,.a ~record check") before an 
assessment is opened without making a record of the inquiry could result in inappropriate use of 
databases. The purpose of this change, however, was to enable Agents to run quick checks on 
individuals (for example, in response to a citizen complaint) and resolve unfounded complaints 
while preserving resources and minimizing the impact on the subjects of complaints. DIOG 2.0 
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§ 5.1.2 requires that "FBI employees must document and retain records checks ... if, in the 
judgment of the FBI employee, there is a law enforcement, intelligence or 
to do so." the results of 

reports s possible use lie detector tests and 
trash covers when evaluating a potential informant, the multiple use of surveillance squads in an 
assessment, and the number of times Agents or attend group meetings before the 
UDP rules apply. Any such changes would be) within the scope of authority 
granted by the AG Guidelines. The FBI on using _ [certain] techniques 
until policy guidance could be developed. However, given the potential risks to civil liberties 
and privacy, we recommend that Ole and the Inspection Division monitor the use of the 
additional investigative techniques authorized by DIOG 2.0 to ensure that a proper balance has 
been struck. 

* " 
Based on this combination of controls, we believe that assessments using the authorized 

techniques should not result in the intrusive collection or retention of personally identifiable 
information about large numbers of U.S. persons for impermissible reasons or infringe privacy 
rights or civil liberties. 

Our conclusion is supported by an Inspection Division audit of all Type 3 through Type 
6 assessments pending in 2009 in seven compliance areas: monitoring of First Amendment 
activities; collection of information based on protected characteristics; assessments based solely 
on FBI national or field office collection requirements; identification of assessments as SIMs; 
approval for undisclosed participation; approval of authorized investigative methods; and use of 
prohibited investigative methods. 

Of the 3,426 assessments evaluated, only 178 (5.2%) had one or more ofa total of218 
compliance errors. No assessment collected information based on protected characteristics. The 
218 compliance errors involved identification of assessments as SIMs (\ 58): FBI Headquarters 
and Field Office collection requirements (35); approval of authorized investigative methods (17); 
monitoring of First Amendment activities (3); approval for UDP (3); and use of prohibited 
investigative methods (2). Of the 218 errors, 213 (98%) were administrative and primarily 
involved Field Office failure to recognize and designate an assessment as a 81M (158 errors) or 
assessments based solely on collection requirements (35 errors). The other five errors were 
substantive and mainly involved initiating an assessment or retaining information during an 
assessment that appeared to be based solely on First Amendment activities. The audit 
determined whether those assessments were based on an authorized purpose and collected 
information related to that purpose. The FBI closed assessments that were not in compliance 
and/or removed and sequestered the information collected. 

In September 2010,010 reported on the FBI's investigation of domestic advocacy 
groups. DIG found no evidence that the FBI had targeted any group or individual based on First 
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Amendment activities. The report concluded that the FBI had generally predicated the 
investigations on concerns about potential criminal acts rather than First Amendment views. 
OIG found that the FBI's purpose for attending a 2002 anti-war rally fulfilled the AG Guidelines, 
but that FBI statements to Congress and the public tying attendance to an FBI subject were 
inaccurate and misleading. orG criticized the factual basis for opening or continuing domestic 
terrorism investigations of certain non-violent advocacy groups and questioned classifying some 
cases as domestic terrorism and opening some investigations as full rather than preliminary. 
OIG also found instances of questionable investigative techniques and improper collection and 
retention of First Amendment infonnation. 

The report noted that the AG Guidelines had loosened prior limitations on FBI retention 
of information collected in coMection with public events, which had been prohibited unless 
related to potential terrorism or criminal activity. orG recommended that the FBI consider 
reinstating the prohibition. In a September 14, 201O,letter from Deputy Director Timothy P. 
Murphy to the Inspector General, the FBI concurred with this recommendation and the report's 
other recommendations.16I 

4. Recommendations 

Although we conclude that the AG Guidelines standard for opening an assessment and 
the available investigative techniques strike an appropriate balance, privacy rights and civil 
liberties may be implicated. We recommend that OIC and the Inspection Division conduct 
compliance reviews and audits on a regular basis - at least aMually, for a period of three years -
of the FBI's use of assessments and the investigative techniques used to ensure compliance with 
policies and procedures that guard against the inappropriate use of race, ethnicity, national origin, 
or religion as a basis for investigative activity and to identify any concern about or impact on 
privacy rights and civil liberties. 

Because assessments may collect information that has no current investigative value, we 
further recommend that the FBI strictly adhere to policies to ensure that persoMCI do not access 
or view this information without a legitimate law enforcement or intelligence reason. These 
policies include the requirement that any investigative activity - including activity involving 
assemblies or associations of U.S. persons exercising their First Amendment rights - must have 
an authorized purpose under the AG Guidelines that is rationally related to the information 
sought and the technique to be employed. DIoo § 4.2.0. We recommend that the FBI apply 
these policies with particular focus - and OIC monitoring - on information gathered during 

J6I Information concerning the exercise of First Amendment rights by U.S. persons may be 
retained only if pertinent or relevant to FBI law enforcement or national security activity. DIOG 
1.0 § 5.13; DIoo 2.0 § 5.12. DIoo 2.0 §4.1.3provides that documents describing First 
Ameridment activity that are determined to have been collected or retained in violation of the 
Privacy Act must be destroyed, citing Records Management Division Policy Notice O108N. The 
Privacy Act forbids federal agencies from collecting information about how individuals exercise 
their First Amendment rights, unless authorized by statute or by the individual, or it is pertinent 
to and within the scope of authorized law enforcement activity. 
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assessments that implicates privacy interests or civil liberties or that relates to First Amendment 
activities or other Constitutional rights.17I 

B. NatioNl Seeurity Letters 

1. BaekgroPnd 

After the PATRIOT Act revised the standaId for issuing National Security Letters (NSLs) 
to "relevance to an authorized investigation" and the FBI significantly increased the nwnber of 
Special Agents assigned to counterterrorism" the FBI's use ofNSLs increased from 8,500 in 
2000 to an average of about 19,000 per year from 2008 to 2010. The FBI has used information 
obtained through NSLs to determine whetha further investigation is needed; to generate leads 
for Field Offices. lITFs, and other federal agencies; to prepare FISA applications; to corroborate 
information developed through other investigative techniques; and to clear individuals suspected 
of posing a threat to the national security. 

In 2006, Congress amended the NSL statutes to provide the government with explicit 
enforcement authority and to respond to, among other things. the Southern District of New 
York's decision in Doev. Asb&mft, 334 F. Supp. 2d471 (S.D.N.Y. 20(4), and other judicial 
decisions that had questioned the constitutionality of the non-disclosure provisions. The 
amendments also required two DOJ Inspector General (OIG) audits of the FBI's use ofNSL 
authority. 

2. Concerns 

The OIG audits shaped much of the public perception ofNSLs. The oro's March 2007 
report found that, prior to 2007, the FBI had inadequate internal controls on NSLs and had not 
adequately trained personnel to understand the intricacies of the statutes. These inadequacies led 
to a small, but not insignificant, number ofNSLs being issued inappropriately. The OIG's 
March 2008 report noted that the FBI had made significant progress in rectifying the problems 
identified in 2007. The OIG found no intentional violations of the governing authorities, 
although one Headquarters unit had circumvented protections in the Electronic Communications 
Privacy Act of 1986, Pub. L. No. 99-508, 100 Stat. 1848 (1986), by issuing over 700 "exigent 

Although our recommendation concerns information gathered during assessments, the 
FBI should consider monitoring its compliance policies for all information collected that lacks 
current investigative value and implicates privacy rights and civil liberties. We considered 
whether front-end access control procedures similar to the NSL Procedures discussed below 
should apply to such information. We detennined that those protocols would not be practical 
because the limited search capabilities of the FBI's current technology could effectively render 
information stored in a discrete database inaccessible. Data aggregation and integration of 
lawfully obtained infonnation are critical to the FBI's oounterterrorism mission. The need for 
strict compliance and orc monitoring is underscored by recent news reports that the ACLU has 
obtained documents fiom the FBI through the Freedom of Information Act that reflect the 
improper retention ofFirst Amendment activity information in violation of the Privacy Act. 
Washington Post, Dec. 2, 2011, at A3. 
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letters" for telephone billing information. That unit's actions were the subject of a 2010 OIG 
report. The FBI had prohibited the use of exisent letters before OIG issued its 2007 report. 

Critics believe the PATRIOT Act unwisely loosened the nexus between the information 
souaht by an NSL and the factual basis for suspecting activity that threatens national security. 
They say the statutory standard ("relevance to an authorized investigation") pennits the FBI to 
obtain records about subjects with no ties to an agent of a foreign power (for example, a terrorist 
organization). These critics believe the FBI should have reason to believe that the subject of the 
records has some connection to an agent of a foreign power or to his or her activities. Critics 
also argue that certain transactional records such as to-and-from calling information should be 
available only with a Section 215 court order or a grand jury subpoena because these records are 
more sensitive than basic subscriber information (name, address, and billing information). 
Critics suasest that the statutory non-disclosure proviSions are overbroad and should be amended 
to reflect Doe v. MukaseY, 549 F.3d 861 (2d Cir. 2008); require the government to demonstrate 
that national security would be harmed in the absence of the non-disclosure order: and 
automatically nUllify the order when the threat ceases to exist. 

The Senate Judiciary Committee proposed legislation in 2010 (S. 1692) to address certain 
concerns about NSL authority by (1) allowing the recipient of a non-disclosure order to 
challenge that order at any time; (2) requiring the FBI to retain a statement of facts showinS that 
the information sought is relevant to an authorized investigation; and (3) requirins the Attorney 
General to establish procedures for the handling of NSL-obtained information. The proposed 
legislation would have included a four-year sunset provision. 

3. Eyalgation 

These concerns are important We are satisfied. however, that the FBI has implemented 
procedures and policies to resolve the compliance issues identified by the 01G. The most 
significant solutions are the addition of an automated NSL workflow subsystem to the 
computerized FISA manaaement system and the implementation of the NSL Procedures. 

NSL Subsystem. The NSL subsystem became operational in all Field Offices and 
Headquarters on January I, 2008. It is used to generate and seek approval of most NSLs, and 
ensures that the FBI can issue NSLs only after invoking the appropriate statutory authority, 
obtaininS all required approvals (including legal review). and opening an investigative file in 
accordance with the AG Guidelines. No NSL prepared in the subsystem can be approved or 
issued without all requisite information, such as the subject of the NSL. the predication, the type 
ofNSL requested, the recipient, and the target(s). (With OGC approval, limited categories of 
NSLs can be created outside of the subsystem. Separate procedures, including a regular review 
of those NSLs, promote compliance with statutory and policy requirements.) 

The FBI supplemented the NSL subsystem with published guidance that stresses the least 
intrusive means doctrine and de,ftnes the scope of review by FBI attorneys and signatories. FBI 
attorneys must review a proposed NSL to determine whether the data sought is relevant to a 
national security investigation, and the investigation appears to be properly predicated. The 
signer of the NSL, generally the SAC or Acting SAC ofa Field Office, must determine whether 
the information is relevant to the investigatio~. the investigation appears to be adequately 
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predicated and, if applicable, there is a valid basis to impose a non-disclosure requirement. 
Because the NSL subsystem is role-based, only persons with identified authority can approve 
NSLs. The Inspection Divisiovx:riodically samples NSLs to confirm, among other things, that 
NSLs are properly authorized. I 

NSL Procedures. In response to the OlG's 2007 report, Attorney General Gon7..ales 
convened a NSL Working Group to examine (1) minimizing the retention and dissemination of 
NSL-derived information; (2) "tagging" (segregating or marking) NSL-derived information in 
databases for tracking and, if necessary, deletion; and (3) limiting the retention ofNSL-derived 
information. On October 1,2010, Attorney General Holder approved the Working Group's 
proposed National Security Letter Procedures. The FBI incorporated the Procedures into OlOG 
2.0. 0I0G 2.0 § 18.6.6.3.12. 

The NSL Procedures govern the collection, use, and storage ofNSL-derived information 
and are designed to ensure that only those records that may have "investigative value" are 
included in the Automated Case Support (ACS) system, which houses FBI investigative case 
files and is generally available to almost all FBI employees with investigative or analytic 
responsibilities. (Having "investigative value" means the information responds to or creates a 
new investigative need, contributes to an intelligence collection requirement, or has the 
reasonable potential to provide other FBI or Intelligence Community employees information of 
value, consistent with their mission.) 

The NSL Procedures require FBI employees to detennine that material uploaded to ACS 
is responsive to the NSL and will serve the goals of the investigation or reasonably can be 
expected to serve the goal of other investigations. 9nly NSL-derlved information that is 
responsive to the NSL and which has potential investigative value may be uploaded to ACS. 
However, all NSL-derived information may be entered temporarily as electronic files on the hard 
drives of desktop computers to determine whether it is responsive and has investigative value. 
Because desktop computers are accessible only with a password, other employees cannot access 
information stored on the hard drives. All records that lack current investigative value, but 
which fall within the scope of the NSL request, are preserved in the physical file (with controlled 
access) to ensure that, in the event subsequent information or analysis renders the records 
relevant to an FBI investigation or Intelligence Community need, they will be accessible. 

181 The Inspection Division evaluated the effectiveness ofthe NSL subsystem by auditing 
random samples of699 NSLs issued in 2008; 1,560 NSLs issued in 2009; and 1,499 NSLs issued 
in the first half of2010. The audits also included all NSLs created outside ofthe NSL subsystem. 
The Inspection Division determined that six (0.9"10) of the 2008 NSLs, ten (0.7%) of the 2009 
NSLs, and eleven (0.7%) of the 2010 NSLs had errors requiring a Possible Intelligence 
Oversight Board (PIOB) violation referral to the OGC and the National Security Law Branch. 
The errors were classified into three principal types: improper authorization (5), overproduction 
and unauthorized use (10), and substantive typographical error (4). A few administrative errors 
resulted from FBI policy lapses that did not rise to a PIOB violation. The overall administrative 
error rate was 4.7% for 2008; 0.9% for 2009; and 0.1 % for the first half of 20 10. The FBI 
attributes the significant reduction in errors to the NSL subsystem. 
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The NSL Procedures contemplate the potential creation of a discrete, secure database for 
storing and analyzing financial information to identify connections of interest that might not 
otherwise be apparent. Any such database would have access controls, an established access 
policy, and an audit capacity to monitor compliance. 

Documentation and Non-Disclosure Provisions .. The moo also requires the FBI to 
prepare and retain a statement off acts showing (1) that the NSL seeks information relevant to an 
authorized investigation; and (2) if applicable, the need for a non-disclosure order. DIoo § 
1 L9.3.E. As of February 2009, all NSLs that invoke the non-disclosure provisions must include 
EI notice informing recipients of the opportunity to challenge the non-disclosure requirement 
through govemment-initiatedjudicial review. The NSL subsystem automatically generates this 
notice. k/. If a recipient unsuccessfully challenges a non-disclosure order, the FBI will review 
the continued need for non-disclosure and notify the recipient when compliance with the order is 
no longer required. Thus far, there have been only four challenges to non-disc1osure. In two 
challenges, the FBI permitted the recipient to disclose its receipt of an NSL. 

In our view, the FBI's implementation ofOlO's recommendations, adoption of the NSL 
subsystem, policy guidance, and the NSL Procedures provide an appropriate balance between the 
FBI's national security needs and privacy rights and civil liberties. We recognize that the 
PATRIOT Act's "relevance to an authorized investigation" standard can produce NSLs that 
acquire information that later proves irrelevant to national security investigations. However, this 
standard enhances the FBI's ability to acquire and assess intelligence in an effective and timely 
manner and matches the standard that applies in criminal investigations. Moreover, NSLs can be 
issued only in predicated investigations, not in assessments, thus assuring their use only in 
investigations involving suspected criminal or terrorist activity.191 

4. Recommendation 

To ensure that the FBI's procedures minimize the risk to privacy rights and civil liberties, 
OIC and the Inspection Division should regularly conduct, as experience indicates, compliance 
reviews and audits of the FBI's use of its NSL authority and the efficacy of the document control 
and access procedures. 

191 OIG is reviewing NSL use from 2007 to 2009 and the FBI's progress in responding to 
earlier OIG recommendations. 010 also intends to examine the NSL subsystem. The DOJ 
National Security Division and OGC monitor the FBI's use ofNSLs and the document handling 
procedures as part of periodic National Security Reviews. In addition, DO] and the Office of the 
Director of National Intelligence will soon complete the joint report to Congress on NSL 
minimization required by the USA PATRIOT Improvement and Reauthorization Act of 2005, 
Pub. L No. 109-177,120 Stat. 192 (2006). 

121 



474

C. FISA Section 215 Business Records Authority 

1. Background 

FISA Section 215 business records authority is a national security tool parallel to 
criminal discovery tools (for example, grand jury subpoenas). The operational requirements of 
most national security investigations require the secrecy afforded by FISA rather than the more 
limited confidentiality available in criminal investigations.281 

2. Concerns 

Critics say that Section 215, like the NSL statutes, uses a standard ("relevance to an 
authorized investigation") that inappropriately loosens the nexus between the order sought and 
the factual basis to suspect activity that threatens the national security. They also suggest that 
the statutory presumption of relevance to an authorized investigation - which applies if the 
government shows that the records sought pertain to (a) a foreign power or the agent of a foreign 
power; (b) the activities of a suspected agent of a foreign power who is the subject of an 
authorized investigation; or (c) an individual in contact with, or known to, an agent of a foreign 
power who is the subject of an authorized investigation - is unnecessary and enables the 
government to secure FISC approval without providing facts to support the request. 

The Senate Judiciary Committee proposed legislation in 2010 (S. 1692) that would have 
addressed these concerns by (1) removing the statutory presumption of relevance; (2) requiring 
the government to provide a statement offucts to the FISC supporting its beliefthat the records 
sought are relevant to an authorized national security investigation; (3) heightening the standard 
for library circulation/patron lists ("reasonable grounds to believe the tangible things [sought] are 
relevant to an authorized national security investigation and pertain to (a) an agent of a foreign 
power, (b) the activities of a suspected agent of a foreign power, or (c) an individual in contact 
with or known to such an agent"); and (4) authorizing the FISC to review compliance with the 
minimization procedures. 

Critics also argue that Section 215 runs afoul of the Fourth Amendment by allowing the 
government to obtain records by showing "relevance to an authorized investigation" rather than 
"probable cause." However, a Section 215 order is not a "search" within the meaning of the 
Fourth Amendment. &&. Zurcher v. Stanford Daily. 436 U.S. 547, 563 (1978) (grand jury 
subpoenas "do not require proof of probable cause"); Okla. Press Pub. Co. v. Walling. 327 U.S. 
186,195 (1946) (orders for the production of records "present no question of actual search and 
seizure"). 

20/ From 2001 to 2010, the FISC issued more than 380 Section 215 orders. Nearly halfof 
these orders were issued in 2004-2006 in tandem with FISA pen register orders because a 
statutory anomaly prevented automatic acquisition of subscriber identification information 
associated with telephone numbers identified by the pen registerftrap-and-trace. Congress 
corrected this deficiency in the USA PATRIOT Act Additional Reauthorizing Amendments of 
2006, Pub. L. No. 109-178, 120 Stat. 278 (2006). The other Section 215 orders obtained hotel, 
rental car, shipping, and similar records. 
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3. Evaluation 

Congress built safeguards against misuse into Section 215. Section 215 orders are more 
protective of civil liberties than the grand jury subpoenas routinely issued by federal prosecutors. 
Section 215 orders, like grand jury subpoenas, can only seek records relevant to an authorized 
investigation; but a Section 215 order requires court approval, while a prosecutor can issue a 
subpoena without judicial review. Moreover, a Section 215 order may not issue if the 
investigation of a U.S. person is conducted solely on the basis of First Amendment activities. 
Finally, Section 215 requires the 001 to submit detailed reports to Congress about its use.w 

Congress added further safeguards to Section 21 5 in the Reauthorization Act of2oo6, 
requiring high-level FBI approval (Executive Assistant Director for National Security) before a 
Section 215 order. could be sought for "library circulation records, library patron lists, book sales 
records, book customer lists, fuearms sales records, tax return records, educational records, or 
medical records containing infonnation that would identify a person." 50 U.S.C. § 1861(a)(3). 
Congress also added procedures allowing the recipient of a Section 215 order to challenge its 
validity and the basis for its non-disclosure requirement by appeal to the FISC. To date, no 
recipient of a Section 215 order has challenged its validity. 

Consistent with prior FBI policy and FISC practice, the 0100 does not rely on the 
presumption of relevance; it requires the preparation and retention of a written statement of facts 
supporting all Section 215 business records applications to the FISC. DIDO 2.0 § 18.6.7.3.3. 
DOJ, in consultation with the FISC, is developing minimization procedures to replace the interim 
procedures governing the handling of materials obtained under Section 215. 

We believe that FISA's protective provisions and the FBI's policy guidance appropriately 
balance national security investigative needs with privacy rights and civil liberties. We 
recognize that the "relevance to an authorized investigation" standard can result in the 
acquisition of infonnation that proves irrelevant to national security investigations. That 
standard is necessary, however, to ensure that the FBI can acquire and assess intelligence in an 
effective and timely manner. As Attorney General Holder has noted, 50 U.S.C. § 1861(b)(2)(B) 
requires minimization procedures for Section 215 orders. The FBI is operating under interim 
procedures pending the FISC's adoption offonnal procedures. We endorse the DOJ's effort to 
finalize proposed fonnal procedures. We anticipate that those procedures will minimize the risk 
that access to irrelevant information may pose to civil liberties and privacy interests. Finally, the 
NSD will continue to monitor the FBI's use of Section 215 authority and its application of 
minimization procedures. 

211 In March 2007 and March 2008. oro reported on FBI Section 215 use in 2002-2006. 
010 identified no illegal use of the authority, but reported four instances of overproduction 
resulting from inadvertence or telephone company error. 0[0 is scheduled to review Section 
215 use in 2007-2009 as weIl as actions in response to its recommendation that the Attorney 
Oeneral adopt minimization procedures for Section 215 infonnation (which has not yet occurred). 
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4. ResgmmendatioD 

Based on the FBI's operational experience and given these safeguards, we believe that 
Section 215 should remain in effect. FBI national security investigators need the ability to obtain 
records that are outside the scope of the NSL statutes when wOrking in an environment that 
precludes the use ofless secure criminal authorities. Moreover, criminal authorities may be 
unavailable when an investigation is not focused on a violation of criminal law. As in the past, 
many requests will be mundane, such as seeking driver's license information that state law 
protects from disclosure. Other requests will be more complex, such as the need to track the 
activities of targets through their use of business services. The availability of the FISC­
supervised business records authority is an appropriate way to advance national security 
investigations in a manner that protects civil liberties and privacy interests. The absence of this 
authority could force the FBI to sacrifice key intelligence opportunities, to the detriment of the 
national security. 

To ensure that FBI policies and procedures are effective in minimizing the risk, OlC and 
the Inspection Division should regularly conduct, as experience indicates, compliance reviews 
and audits of the FBI's use of the Section 215 business records, adherence to Section 215 
minimization procedures, and use of pen registers and trap-and-trace authority. 

D. Roving SpryeiUagllC Authority 

1. Backgropnd 

The FBI's roving surveillance authority under FISA is an important intelligence­
gathering tool in a small but significant subset of investigations. The authority is only available 
when the government provides the FISC with "specific facts" that the target may engage in 
activities that thwart the identification of communications service providers (such as rapidly 
switching mobile phone companies). ~ SO U.S.C. § 1805(c)(2)(8). The authority is subject to 
FISA's touchstone evidentiary requirement: the government must demonstrate probable cause 
that the target is a foreign power or an agent of foreign power and that the target is using, or is 
about to use, a communications facility such as a telephone. 

From 2001, when the roviin surveillance authority was added to FISA. through 2010, the 
FISC has granted approximately FBI requests to use this authority. 

Z. Concerns 

Critics worry that this authority vests Agents with an inappropriate level of discretion and 
enables the FISC to issue surveillance orders that specify neither the person targeted nor the 
device to be monitored. They argue that FlSA should be amended to require the order to identify 
either the device or individual being intercepted. 

3. Evaluation 

A roving intercept may be critical to effective national security surveillance. Agents have 
observed targets of FISA surveillance engage in counter-surveillance and instruct associates on 
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how to communicate through more secure means, In other cases, non-FISA investigative 
techniques have revealed counter-surveillance preparations (such as buying "throwaway" cell 
phones or multiple calling cards), 

FISA requires the FBI to describe the target of roving surveillance with particularity and 
to report to the FISC within ten days (or more, If the Court permits) of using roving surveillance 
authority on a new communications device, The report must state, among other details: (1) the 
facts and circumstances supporting the FBI's belief that the target was using the device; and (2) 
how the FBI will adapt standard minimization procedures to limit the acquisition, retention, and 
dissemination of communications involving U,S, persons that might be collected. 50 U.S.c. § 
l805(c)(3), 

We believe that this reporting requirement refutes the suggestion that the Title III 
ascertainment requirement should be imported into FISA. Adding a requirement that the 
government know that the target is proximate to the facility would effectively require the FBI to 
maintain constant physical surveillance of the target or risk missing communications it is 
otherwise entitled to intercept. That risk is substantial when dealing with surveillance-conscious 
targets. The reporting requirement guards against misuse of the authority. There have been no 
known major compliance issues with grants of roving surveillance authority. 

We believe that the statutory safeguards provide for an appropriate balance between the 
FBI's national security needs and privacy rights and civil liberties. We also believe that the 
justification for the roving surveillance authority offered to Congress in 2001 remains valid 
today. The technological advances of the past decade have only heightened its importance, The 
FBI is confronted with the increased availability of prepaid (throw-away) mobile phones; the 
ease of adding and/or porting telephone numbers; easily established email and messaging 
accounts; and other readily accessible means of electronic communications. As these widely· 
available and often-free technologies develop and diversify, the need for roving surveillance 
authority to help protect national security will continue to grow. 

4. Recommendation 

In light of the FISA legal threshold and judicial oversight ot: the exercise of the roving 
surveillance authority, we believe this essential tool for protecting national security should 
remain in effect. We believe that the judicial oversight required by FISA is sufficienl to ensure 
that the authority is used as intended., 

E. "Lone Wolf" Authority 

1. Background 

The FISA "lone wolf' authority applies only to non-U.S. persons who "engage[] in 
international terrorism or activities in preparation therefor." ~ 50 U.S,c. §§ 1801(i) and 
1801 (b)(2)(C). The government must otherwise satisfy the requirements ofFISA, including the 
requirement of certification that a significant purpose of the surveillance is to collect foreign 
intelligence infonnation. In practice, this means that the government will likely know a great 
deal about the target, including the target's purpose and plans for terrorist activity (in order to 
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satisfy the definition of "international terrorism"), but may not be able to connect the individual 
to a group that meets the FISA definition of a foreign power. 

2. Concerns 

Critics contend that, because terrorism is a crime, the government could obtain a Title III 
surveillance order from a criminal court if there is probable cause to believe that a lone 
individual is planning a terrorist act. They thus believe that there is no need for the authority. 
On the other hand, some non-FBI interviewees suggested that the statute should be expanded to 
include U.S. persons. 

3. Evaluation 

There are scenarios where this authority would provide the only avenue to effect 
surveillance of a foreign terrorist. A non-U.S. person could sever ties with a foreign terrorist 
group after an internal dispute, yet remain committed to international terrorism. In that event, 
absent this provision, the government may not be able to show probable cause to believe he is an 
agent of a foreign terrorist group and thus a permitted target of FISA surveillance. Without the 
"lone wolf' authority, the govenunent could not initiate or could be forced to postpone FISA 
surveillance until the person could be linked to a foreign terrorist group even though he posed a 
real and imminent threat. The "lone wolf' proviSion may also be needed to conduct surveillance 
of a non-U.S. person who "self-radicalizes" using inspiration, information, or training obtained 
on the Internet or through other means not connected to a foreign terrorist group. This non-U.S. 
person could adopt the aims and means of international terrorism without being a member of, or 
acting as an agent of, a terrorist group. 

for rare 
person engaged in foreign terrorist activities, but cannot immediately connect 

that person to a foreign terrorist group. The narrow language of this provision minimizes the risk 
of overuse. To assure effective oversight, the FBI has committed to notify the appropriate 
Congressional committees if it invokes the authority. We believe that the authority should be 
preserved. 

We do not believe, however, that the provision should be expanded to include U.S. 
persons. FBI counterterrorism personnel we interviewed saw no overriding operational reason 
for this change because Title III authority exists for electronic surveillance and physical searches 
of U.S. persons suspected of terrorist activities. Title III surveillance may Dot be as efficient and 
effective as FISA surveillance in counterterrorism investigations, but we believe that the use of 
Title III is a better balance of the competing interests when a U.S. person is involved. Moreover, 
because F1SA's primary purpose is to acquire foreign intelligence, the absence of an established 
foreign connection could raise serious legal issues if the target were a U.S. person engaged in 
criminal activities. 

4. Resommendation 

We believe that the "lone wolf" authority as enacted should remain in effect and that the 
judicial oversight required by FISA is sufficient to ensure that the authority is used as intended. 
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Additional Authorities 

The Tenns of Reference also asked Judge Webster to ''review,., whether the FBI should 
propose any legislative action to improve its ability to deter and detect such threats [as those 
posed by Major Hasan] while still respecting privacy and civil liberty interests," 

We interviewed a broad range of FBI' personnel involved in counterterrorism work at 
Headquarters and in the field; fonner FBI and other U,S. Intelligence Community persoMel; and 
members of the Majority and Minority staff of the Congressional Judiciary and Intelligence 
Committees. Although we received a number of recommendations for legislative action, we 
identified two in particular that the FBI bas proposed or could propose to improve its ability to 
deter and detect terrorist threats: amendments to the Communications Assistance for Law 
Enforcement Act (CALEA)(1994), 47 U.S ,C. § 1001 ~" and definitive and consistent 
counterterrorism administrative subpoena authority. The FBI believes, and we agree, that 
amending CALEA is an immediate priority. 

A. CALEA In the TwePW·Firs! Century: "Going Dark" 

1. Background 

Our investigation revealed the adverse impact of eVOlving technologies on the FBI's 
lawfully authorized ability to access, collect, and intercept reaI·time and stored communications. 
Since the passage of the CALEA in 1994, electronic communications technologies have evolved 
in diverse and dramatic ways. New and popular modes of electronic communications - text, 
voice, and video - exist and flourish outside the scope of CALEA, challenging the FBI's 
practical ability to conduct timely and etIective lawful electronic surveillance of communications 
by terrorists and other criminal threats to public safety and national security. 

The FBI is confronted by the likelihood that any given subject of an assessment or 
investigation will have access to multiple communications devices, service providers, accounts, 
and access points. Nidal Hasan possessed or bad access to a mobile telephone, a pager, four 
computers, three private email accounts with two service providers. five military email accounts, 
and access points ranging from his apartment to his workplace, as well as any merchant or 
municipality that provided a WiFi hotspot. 

There is no known evidence that Hasan used 
than website posts and email to attempt to contact 

~our 
_ in an etIort to 

conceal their identities, opcmltional same problem 
exists in criminal contexts. notably in child exploitation/pornography contexts and drug 
trafficking. 
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The use of advanced technologies by terrorists and criminals is worrisome because of the 
FBI's increasing inability to intercept communications using those technologies. When CALEA 
was enacted in 1994, a handful of large companies serviced most U.S. telephone users using 
relatively standard technologies. CALEA sought to maintain law enforcement's ability to 
conduct surveillance of communications services using traditional land line and cellular 
platfonns. In 2005, the Federal Communications Commission (FCC) applied CALEA to 
"interconnected" VolP services and providers of facilities-based broadband access services. At 
that time, there were nearly 40 million high-speed Internet lines serving U.S. residences and 
businesses, and at least one high-speed provider in 95% of U.S. zip codes. ~ FCC News 
Release, Federal Communications Commission Releases Data on High-Speed Services for 
Internet Access (July 7, 2005). 

CALEA does not apply, however, to other Internet-based or -enabled technologies, 
nocably VolP services that fall outside the FCC's definition of"intercoonected' VoIP services 
(for example, one-way calling services, peer-~ communications services, and other voice 
communications services provided by Internet Service Providers). Al1hough many U.s.-based 
service providers not subject to CALEA cooperate with the FBI, they are not required to have, 
and do not all have or maintain, the capability to enable prompt and effective surveillance of 
their commWlicalion services. 

The FBI refers to the impact of the widening gap in its ability to conduct lawful 
electronic surveillance as "Going Dark." ~ Going Dark: Lawful ElecJronk Surveillance in 
the Face of New Technologies, Hearing before the H. Subcomm. on Crime, Terrorism, and 
Homeland Security, I 12th Congo (2011) (statement of!hen-FBI General Counsel Valerie 
Caproni). We believe that the FBI should pursue legislation that will bring communications 
assistance to the FBI and other law enforcement agencies into the Twenty-First Century. 

The electronic conununications revolution is global. An increasing number of enterprises 
have facilities outside the U.S. that provide services to persons in the U.S., which creates 
significant jurisdictional, logistical, and technical complexities for conducting lawful electronic 
surveillance on their facilities. Modernizing the scope of the requirement to have lawful 
intercept capabilities would not be effective unless the FBI also had access to off-shore 
enterprises that provide services inside the U.S. The FBI thus believes it is important to require 
communications service providers to u.s pen;ons to maintain an operational "point-of-presence" 
in the U.S. for the conduct of electronic surveillance. 

2. CORUfDS 

Any proposal to amend CAlEA must consider the potential impact on the civil liberties 
and privacy interests of U.S. persons, as well as the compliance costs placed on private enterprise. 
k, Going Dark: Lawfol Electronic SurveiJ1ance in the Face of New Technologies, Hearing 
before the H. Subcomm. on Crime, Terrorism, and Homeland Security, tl2th Cong. (2011) 
(Statement of Laura W. Murphy, Director, Washington Legislative Office, ACLU). The ACLU 
has expressed a primary concern about the potential for limitless reach inherent in any proposal 
to regUlate electronic communications providers in an increasingly interconnected and Internet­
reliant world. There is also concern that the costs of fulfilling CALEA's capability and capacity 
requirements will be passed through to conswners and could inhibit the development of new and 
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innovative technologies. For these reasons, the ACLU concludes that CALEA should not be 
extended to communications methods unless the FBI and other law enforcement agencies 
demonstrate an associated threat to the U.S. 

These are important concerns. Congress enacted CALEA to assure that law enforcement 
obtains prompt and effective access to communications services when conducting a lawful 
electronic surveillance during the investigation of a threat. The statute is founded on the 
recognition that lawful electronic surveillance activities may be difficult, ifnot impossible, 
absent an existing level of capability and capacity on the part of communications service 
providers. New communications technologies do not pose a threat to the U.S. The thneat to our 
national security - implicit in CALEA and increasingly explicit in FBI investigations - is the 
lack of surveillance capability and capacity on the part of service providers that use those new 
technologies. The FBI's proposed amendments would require those service providers to fulfill 
the same capability and capacity requirements that the telecommunications industry has fulfilled 
for nearly 20 years. 

3. Reeoml!l!DdatioD 

In view of the weighty impact of evolving technologies on FBI intelligence-gathering and 
counterterrorism operations, the FBI should pursue its proposed amendments to CALEA. In 
considering those proposals, Congress should weigh the FBI's operational needs and the specter 
of "going dark" with the potential effects on privacy rights and civil liberties. 
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B. Counterterrorism Administrative Subpoena Authority 

1. Background 

The FBI's counterterrorism authorities are not as robust as its law enforcement authorities. 
The FBI has the authority to issue administrative subpoenas in narcotics, child-abuse, and child­
exploitation investigations, but not in counterterrorism investigations. Because counterterrorism 
is the government's highest national security priority, this inconsistency is noteworthy, although 
we recognize that counterterrorism investigations may implicate potential risks to civil liberties 
and privacy interests in ways that traditional law enforcement investigations do not. 

Proposals have been advanced to authorize the FBI to issue administrative subpoenas to 
compel the production of records and documents in aid of terrorism investigations. Some 
proposals would also authorize the FBI to compel testimony. Others would replace the NSL 
statutes with administrative subpoena authority in order to simplify and streamline the law.l21 

One notable proposal we received would authorize the FBI to secure third-party records­
but not testimony - modeled on 21 U.S.C. § 876, which authorizes DOJ agencies to issue 
subpoenas for records relevant to narcotics investigations. The proposal would apply only in 
terrorism investigations, not in other national security investigations. It would not be available to 
obtain those sensitive records identified in FISA Section 215 (library circulation records and 
patron lists, book sales records, book customer lists. firearms sales records, tax return records, 
and educational records and medical records containing information that would identify a 
person). Agents seeking those records would have to use Section 215. Finally, the proposal 
would adopt Section 215 and NSL safeguards, including the internal approval requirements and 
the mechanisms for challenging the subpoena and any non-disc1osure order. 

Proponents of FBI counterterrorism administrative subpoena authority, including Special 
Agents we interviewed in the field, believe that time is often of the essence in terrorism 
investigations, and the FBI should have the ability la""fully to compel third parties to provide 

1lI For example, in April 2008, David Kris, former Assistant Attorney General, DOJ 
National Security Division, but at that time a private citizen, proposed legislation in testimony 
before the Subcommittee on the Constitution, Civil Rights and Civil Liberties of the House 
Committee on the Judiciary that would enact "a single statute, providing for national security 
subpoenas, to replace all of the current NSL provisions." National Security Letters Reform Act 
of2oo7: Hearing on HR. 3189 Before the H Subcomm. on the Constitution, Civil Rights and 
Civil Uberties, I 10th Cong, (2008) (statement of David Kris), at 1. Mr. Kris stated that any new 
statute should satisfy ten essential elements described in his written submission most notably, 
that national security subpoenas should be (I) issued by DOJ lawyers; (2) limited to acquiring 
specified types of foreign intelligence or other protective information; and (3) governed by 
rigorous minimization procedures concerning acquisition, retention, and dissemination of 
information. 14 at 2; see also Christophir Kerr, What the Real Jack Bauers Really Need: A New 
Subpoena, I William & Mary Policy Rev. 51 (2010), in which a former FBI Agent, proposes 
national security subpoena authority for the FBI similar to grand jury and other administrative 
subpoenas, with high-level approval required for subpoenas of organizations engaged in First 
Amendment political advocacy and with independent judicial review, 
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infonnation as quickly as possible. It is not difficult to imagine an urgent scenario in which 
obtaining a grand jury subpoena for documents from a federal prosecutor is not practicable. 
Assume, for example, that Top Secret, compartmentalized infonnation suggests that the FBI 
should obtain certain records from a chemical supply company. To obtain a grand jury subpoena 
for those records, the Agent would need to describe the underlying information to allow the 
AUSA to determine whether the records are relevant. That would require access to an AUSA 
with a Top Secret security clearance who has been "read in" 10 the relevant compartment. At 
night and on weekends. even if such an AUSA was available, establishing a secure method of 
communication could be difficult, ifnot logistically impossible. Moreover, there is no general 
legal requirement that recipients of grand jury subpoenas keep them secret, further complicating 
reliance on the grand jury as a method of compelling production of documents. See also 
Testimony of Rachel Brand, Principal Dep. Asst. Attorney General, Office of Legal Policy, 
before the Subcomm. on TerroriSltl, Tecbnology and Homeland Security of the Senate Judiciary 
Comm. (June 22,2004), at 6-7. 

Proponents also say thai the varying procedural and substantive standards in the NSL 
statutes create praclical difficulties in the field. 1be OIG 2008 NSL report revealed. for example, 
that FBI agents did not always appreciate the difference between NSLs under IS U.S.C. §§ 
1681 u and 1681 v of the Fair Credit Reporting Act. 1be resu1t was that agents were sometimes 
slow to use the NSLs and sometimes used them incorrectly - to the potential detriment of both • 
national security and civil liberties. 

Proponents acknowledge that the FBI mishandled its expanded NSL authorities in the 
wake of9/11 - as described in the DOJ Inspector Genera/'s 2007 report - but argue that these 
problems were resolved by the expansion of FBI and National Security Division oversight and 
the implementation of an effective NSL subsystem to ensure that all statutory and regulatory 
requirements are satisfied before an NSL may be issued. 1bese same measmes, proponents say, 
would apply to any broader administrative subpoena authority and prevent that new authority 
from succumbing to the problems revealed by the Inspector Genera/'s report. 

1. CO,m'IS 

Opponents argue that administrative subpoena authority in terrorism cases would 
fundamentally change the traditional limits on law enforcement interference with privacy rights 
and civil liberties. They cite important checks and balances on the government's authority to 
compel the production of documents and express concern that administrative subpoenas would 
compel U.S. citizens to produce documents, potentially in secret on certification by the Attorney 
General, without the panicipation or protection of a U.S. Attomey, gnmdjury, or judge. No 
showing of reasonable suspicion, probable cause, or even imminent need or exigent 
circumstances would be required. That is 1rue, however, about administrative subpoenas in any 
context, as issued by any number of other federal departments and agencies. 

Opponents recognize that the swift production of documents can be critical to the FBI's 
abilily to prevent terrorist acts. They note, however, that the administrative subpoena proposals 
do not require an imminent threat ofbarm. 1bey suggest alternative ways to obtain the 
immediate production of documents: amending FISA to provide for emergency Section 215 
orders; posting "duty" AUSA~ 10 be available around the clock for issuing grand jury subpoenas; 
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and/or limiting admini;;trative subpoena authority to exigent circumstances as certified by the 
FBI Director (similar to the Secret Service Director's authority to issue administrative subpoenas 
under 18 U.S.C. § 3486(a)(lXA)(ii) in the event of an imminent threat ofhann to a protectee). 
They also note that secrecy can be achieved by providing for non-disclosure of counterterrorism 
grand jury subpoenas upon certification of need. 

At hearings held by the Subcommittee on Terrorism, Technology and Homeland Security 
of the Senate Judiciary Committee in 2004, the principal justifications advanced by DOJ and 
other witnesses (as weI! as Senators) for administrative subpoena authority were the need for 
speed and the risk that an AUSA would not be available. However, in a response to a written 
question from Senator Patrick Leahy in January 2005, DOJ stated that it was "unaware of any 
specific instances in which an AUSA's inability to sign offon an emergency grandjury 
subpoena resulted in a loss of evidence or some other irrevocable consequences [to 1 a pending 
investigation." A Review of the Tools to Fight Terrorism Act: Hearing Before the Subcomm. on 
Terrorism, Technology, and Homeland Security of the Senate Comm. on the Judiciary, 108th 
Cong., 2d Sess. (2004), at 38. Proponents argue, nonetheless, that the absence of this tool 
naturally slows or disrupts investigations. When a terrorism investigation must resort to a more 
cumbersome or time-consuming tool because the NSL statutes do not reach the needed 
information, real or potential terrorists might gain an advantage. 

3. Recommendation 

Given the FBI's view that administrative subpoena authority for terrorism investigations 
would be useful in potentially critical situations and in resolving the complexities of the NSL 
statutes, the FBI could seek a definitive and consistent administrative subpoena authority that is 
compatible with its counterterrorism mission. If this authority is sought, then Congress should 
weigh the FBI's operational needs against the potential effects on privacy rights and civil 
liberties. We recommend consideration of the following salient issues: 

• Consistency: Should the FBI have the authority to issue administrative subpoenas in 
narcotics and child pornography investigations, but not in terrorism investigations? 

• Need: Have the proponents of counterterrorism administrative subpoena authority 
justified its opemtional need or usefulness? Although the government has not cited 
instances when the lack of this authority resulted in lost evidence or hann, other 
justifications (such as the elimination of confusion and complexity) exist. Are there 
alternative authorities that would meet the govemment's needs (such as emergency 
Section 215 orders or Director certified subpoenas in exigent circumstances)? 

• Availability and Scope: Should, as suggested by some non-FBI commenters, the use of 
the subpoenas be available in assessments, or should they be available only in predicated 
investigations? Should the subpoenas reach all records, or should Section 215 "sensitive" 
documents be excluded? Should the subpoenas compel testimony as well as documents 
and records? 
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• ~: Should the FBI have the authority to issue the subpoenas (as it does with NSLs 
and other administrative subpoenas) or should a OOJ attorney (for example, an AUSA) 
issue them as is done with grand jury subpoenas? 

• ~: Should the subpoenas issue ba<red on "relevance to an authorized 
investigation" or a standard that requires a closer nexus to and/or predicate for the 
investigation? 

• Non-Disclosure/Secrecy: Should the non-disclosure and judicial review provisions of 
the NSL statutes (as modified to reflect Doe v. Mukasey) govern the subpoenas? 

• Minimization: What minimization procedures, if any, should apply to the acquisition, 
retention, and dissemination of records acquired by the subpoenas? 

• ReportsIAudits: Should counterterroris administrative subpoena authority include 
required reporting to Congress, OIG and National Security Division audits. and/or FBI 
OIC compliance re~ws and Inspection Division audits? 

Congress is responsible for assessing these issues and determining whether to grant the 
FBI administrative subpoena authority for tenorism investigations. We offer the following 
thOUghlS. 

First, whether or not subpoena authority is granted, the varied standards of the NSL 
statutes should be reconciled and made consistent. 

Second, if the authority is granted, the FBI should adopt and implement strict document 
access and control protocols to ensure that acquired information that lacks cum:ut investigative 
value is not improperly accessed, retained, or disseminated. Those protocols would be 
comparable to those the FBI is implementing to limit dissemination of certain NSL information 
or to the restricted access that is provided for grand jury material. 

Third, any counterterronsm administrative subpoena authority should be subject to 
oversight by Congress, OIG, and NSD. Initially, this should include periodic reports to Congress 
as experience indicates and annual OIG/NSD audits. The FBI's OIC should be tasked with lead 
responsibility for identifying potential compliance risks, devise and monitor measures to mitigate 
those risks, and coordinate with the FBI Inspection Division In conduct compliance reviews and 
audits. The FBI should also expand the NSL subsystem to include any subpoena authority to 
ensure that the appropriate authority is invoked, that all required approvals (including legal 
review) are obtained. and that the relevant investigative file has been opened in accordance with 
the AG Guidelines. 

A 2008 Inspection Division review of the FBI's use of existing administrative subpoena 
authorities found that the process for obtaiuing these subpoenas allowed AgenlS to use them for 
investigations not authorized by statute in five percent of sampled cases. (The overall n0n­

compliance rate was higher for all compliance issues, including administrative enors such as 
missing or incorrect citations.) The review also found that the FBI lacked a standardized 
mechanism to track the number of administrative subpoenas issued. To mitigate non-compliance 
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risks, lCP developed a plan to automate the process for issuing administrative subpoenas. A 
March 2011 Inspection Division audit found, however, that compliance concerns remained, and 
recommended further mitigation of compliance risks. The ICP has developed a corrective action 
plan. The FBI should ensure that any steps taken under that plan would apply to any 
counterterrorism administrative subpoena authority. 
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Part Five 

Recommendations 
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The Terms of Reference asked Judge Webster to assess "whether there are other policy or 
procedural steps the FBI should consider to improve its ability to detect and deter ... threats such 
as that posed by Major Hasan ... while still respecting privacy and civil-liberty interests" and 
''whether any administrative action should be taken against any employee." 

We make eighteen recommendations for policy. procedural, and other actions to be taken 
by the FBI and/or the Attorney General. We then discuss the conclusions of our careful 
deliberations about whether administrative action should be taken against any employee. 

We recognize that the FBI has continued to evolve as an intelligence and law 
enforcement agency in the aftermath of the Fort Hood shootings and in furtherance of internal 
and external recommendations that followed, including the Special Report of the Senate 
Committee on Homeland Security and Governmental Affairs (February 3, 2011). To the extent 
our Recommendations may parallel or implicate actions and initiatives proposed internally or by 
others, they should not be read to suggest t~t the FBI has not been diligent in pursuing those 
actions and initiatives, but to underscore their importance. We understand, for example, that the 
FBI has drafted written policies that would fulfill our Recommendations A.I, A.6, and A.7 
below. We urge the FBI to finalize and promulgate these policies. 

A. POLICIES 

RECOMMENDATION A.l: 

A Formal PoHey on Counterterrorism Command-apd-Cgntrol Hienrshy 

The FBI should prepare and promulgate a written policy that identifies the division of 
authority and the comrnand-and-control hierarchy among the FBI's Headquarters entities 
(including the Counterterrorism Division, NmF, and the Directorate ofIntelligence) and its 
field entities (including Field Offices and JTTFs). The policy should provide a clear 
understanding of each entity's responsibility. authority, and accountability within the FBI and in 
interactions with other governmental departments and agencies. 

RECOMMENDATION A.2: 

A Forma! POliey on the OwnershiP of Counterterrorism Leads 

The FBI should prepare and promulgate a written policy establishing ownership and 
ultimate responsibility when one Field Office or JTTF sets a counterterrorism lead to another 
Field Office or JTTF. This policy should adopt current FBI practice that the receiving office has 
ultimate responsibility for resolving leads set by other Field Offices or mFs. This policy 
should also discuss procedures for resolving disagreements between Field Offices, JTTFs, and 
other FBI entities. 

The FBI should also consider applying this policy to national security, criminal, and other 
investigative contexts. 
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RECOMMENDA nON A.3: 

A Formal Poliey on Eleyated Review oflnteroffice Disagreements in Counterterrorism 
Contexts 

The FBI should prepare and promulgate, either alone or in the context of 
Recommendations A.I and A.2, written policy identitying the procedures for resolving inter­
office disagreements in counterterrorism contexts, whether about the adequacy of a response to a 
lead or any other subject. We ~ommend that the FBI adopt the existing informal process of 
elevating disagreements up the chain-of-command within Field Offices and JTIFs (Special 
Agent-Supervisory Special Agent-Assistant Special Agent in Charge-Special Agent in Charge). 
We ~ommend that the policy identify when and how to contact FBI Headquarters; who should 
be contacted at FBI Headquarters; and who should become involved in the resolution of 
disagreements. We also recommend that the FBI train all personnel on the elevation of 
interoffice disagreements. 

The FBI should also consider applying this policy to national security, criminal, and other 
investigative contexts. 

RECOMMENDATION A.4: 

A Formal Policy on the Assignment and Completion of Routine Counterterrorism Leads 

The FBI should prepare and promulgate a written policy for prioritizing Routine 
counterterrorism leads set outside of the Guardian system. This policy should adopt reasonable 
deadlines for the assignment of Routine leads and for responses to these leads. As our 
investigation revealed, formal deadlines will assure that supervisors and assignees read and 
handle leads in a timely manner. Nearly fifty days passed before the supervisor read and 
assigned the Hasan lead. Another ninety days passed before the assignee read and took action on 
the lead. 

Our investigation also revealed, however, that mere adherence to deadlines is not 
necessarily consistent with effectiveness. By allowing the assignee to wait until the ninetieth day 
- the deadline for response under informal FBI practice - to read and take action on the lead, 
WFO denied itself the time to conduct a thoughtful and adequate assessment. Expediting 
assessments and preliminary investigations by imposing tight deadlines would likewise risk 
denying the Agent, Analyst, or Task Force Officer time to provide a thoughtful and complete 
response. We are also concerned about the imposition of unreasonable deadlines on personnel 
who are already working heavy caseloads with varied and constant demands on their time. 

The FBI's published Guardian Policy and System Guidelines, which apply to Type 1 and 
2 assessments, require supervisors to ensure that Routine incidents are assigned within five 
business days and state that "[e]veg attempt must be made to 'mitigate' Guardian incidents 
within the first 30 days." [FBI policy number 
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redacted]. The 30-day period can be extended if the supervisor provides a documented 
justification. Compliance with these deadlines is monitored and audited by a Headquarters unit, 
the Assessment Review Team. 

We recommend that the FBI policy on prioritizing Routine non.Quardian leads in 
counterterrorism contexts should (1) require the receiving supervisor to assign the lead within, at 
minimum, two weeks of receipt; (2) adopt the existing infonnal practice that work on a lead must 
be completed within 90 days of assignment (unless the supervisor imposes a shorter deadline); 
and (3) provide for Headquarters-level monitoring and audits of compliance with these deadlines 
through the ITOS unit responsible for program management of the relevant Field Office or nTI. 
The policy should provide for an extension of the 90-day deadline if the assignee provides 
written evidence to his or her supervisor that circumstances such as the exceptional demands of 
the lead or workload render it unreasonable to complete the work within 90 days. We also 
expect the FBI to establish and enforce robust management and monitoring procedures to assure 
that inexcusable delays of the type that occurred in the Hasan matter do not recur. 

RECOMMENDATION A.5: 

A Formal Policy OD Cog,terttrroris_ Leads AssillWl to J1TF Task Fom Oflkm 

The FBI should prepare and promulgate a written policy that no JITF Task Force Officer 
win be assigned lead responsibility for an assessment or investigation of an employee of his or 
her home department, agency, or authority. We encourage reliance on Task Force Officers as 
coosultants in these contexts; but the FBI is ultimately responsible for the activities of its JITFs. 
and its Special Agents are best prepared and best qualified to condoo countertenorism 
investigations - as citizens, we want the FBI to investigate in these contexts. As a result, FBI 
Special Agents should take lead responsibility for conducting any assessment or investigation of 
an employee of adepar\menl, agency, or authority that has provided a Task Force Officer to the 
relevant JlTF. 

RECOMMENDATION A.6: 

A Formal Policy on the FBI Clearinghouse Process for Connterterrorism Assessmepts and 
Investigations ofLm Epforsement Pmopnel 

Although the military context of the Fort Hood shootings has focused attention on 
information-sharing and other measures involving the Department of Defense, we believe that 
equal, if not potentially greater, national security risks could arise in other contexts involving 
government employees with ready access to weapons and intelligence. We recommend that the 
FBI finalize and promulgate a written policy requiring Field Offices and JTTFs to notify the 
Counterterrorism Division - which .will, in tum, advise the NJTfF - of any counterterrorism 
assessment or investigation of a known member of a federal, state, local, or tribal law 
enforcement agency. Under this policy, the NJITF's Homeland Security component should 
track these assessments and investigations, while the Counterterrorism Division should 
determine whether the subject's agency can and should be notified of the 
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assessment/investigation or its predication. Any disclosure would comply with FISA 
minimization procedures. This policy would parallel the FBI·DoD clearinghouse procedure in 
assuring that Field Offices and JTTFs provide timely and consistent notice of counterterrorism 
assessments and investigations of law enforcement personnel to the NJTTF and, if appropriate, 
to the law enforcement agency involved. 

RECOMMENDATION A.7: 

A Forma! Polley on the FBI Clearinghouse Proms for Counterterrorism Assessments arut 
Investlgatlons of OtIIer Government rempnel 

We do not believe that the FBI·DoD clearinghouse procedure and the policy proposed by 
Reeommendation A.6 are sufficient to resolve the information-sharing risks implicated by the 
Hasan matter. We recommend that the FBI identifY other federal departments and agencies 
outside military and law enforcement contexts (for example, the Department of State and the 
Transportation Security Administration) as subjects of comparable infoltt1ation-sharing 
procedures. We recommend that the FBI then flI\alize and promulgate a written policy requiring 
Field Offices and JTTFs to inform the Counterterrorism Division and the NJTTF of 
counterterrorism assessments and investigations involving employees of those departments and 
agencies. This policy should place responsibility on the Counterterrorism Division to determine 
whether to disclose the assessment or investigation to the relevant department or agency. Any 
disclosure should comply with FlSA minimization procedures. 

8. OPERATIONS 

RECOMMENDATION 8.1: 

Coptinued Integratiop of intelligence AnalYsts !gto OPerations 

Throughout our investigation, we were impressed by the quality and commitment of the 
FBI's Intelligence Analysts - and by the increasingly effective integration of those Intelligence 
Analysts into the FBI's hierarchy and culture. The FBI has made notable progress in embedding 
Intelligence Analysts in the Counterterrorism Division and the Counterterrorism Analysis 
Section in operational squads, in implementing counterterrorism "fusion cells," and in pursuing 
initiatives to apply the "fusion cell" model across its operational divisions. We recommend that 
the FBI continue to increase the number and participation of Intelligence Analysts in its 
operational divisions. 

C. INFORMATION IECHNOLOGY AND REVIEW 

Our investigation witnessed, first-hand, the impact of the ever-increasing diversity and 
complexity of communications teehnologies and services - and the ever-expanding amount of 
electronically stored information - on the FBI's electronic surveillance and information review 
and management capabilities. The FBI and other law enforcement agencies need the financial 
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resources, capability mandates, and human and technological capacity to respond to these 
complex and sensitive issues. 

The ability to conduct effective electronic surveillance in the face of evolving 
technologies and massive accumulations of data represents only half of the challenge. The 
ability to acquire and collect information is meaningless unless the FBI has the technology, the 
human resources, and the protocols to review, analyze, relate, manage, and act on that 
information in a timely and effective manner. On January 7, 2010, two months after the Fort 
Hood shootings, the President issued a directive to the U.S. Intelligence Community to 
"[a)ccelerate information technology enhancements, to include knowledge discovery, database 
integration, cross-database searches, and the ability to correlate biographic information with 
terrorism-related intelligence." We concur fully With that directive. 

Our Technology Recommendations have financial implications in a time of budgetary 
constraints. To the extent these Recommendations would require the FBI to divert funding from 
projects of equal or greater importance or from system maintenance, we urge the FBI to seek 
additional funding for what we believe to be crucial technology needs. 

RECOMMENDATION C.I: 

Expedite Enterprise Data Management Projects 

The historical evolution of the [multiple] FBI 
Community (USIC)] databases as discrete platforms 

Because information is the FBI's essential tool as an intelligence and Jaw enforcement 
agency, we recommend thaI the FBI expedite and, if appropriate, seek expanded funding for 
Enterprise Data Management projects, with an initial emphasis on aggregation of its primary 
investigative databases, the collection and storage of data as a service separate from applications, 
and the development of shared storage solutions across USIC members. 

Enterprise Data Management is the process of normalizing, consolidating, integrating, 
and federating information technology platforms, systems, and data to increase consistency and 
efficiency in storage, search, management and, when possible, sharing of data holdings. In the 
ideal, Enterprise Data Management projects would resolve FBI databases into a handful, at most, 
of access-controlled databases that could be reviewed using common search and management 
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tools while also pursuing access-controlled interagency solutions to the collection and sharing of 
information without copying across agencies. In most public and private enterprises, budget 
considerations require Enterprise Data Management to occur only as and when specific platforms 
and systems are replaced or removed from service. Because data is now the FBI's primary 
business, Enterprise Data Management cannot wait, and should be addressed immediately as an 
essential priority. 

RECOMMENDATION C.2: 

Expand and Enhance the nata Integration and Visualization System 

In January 2010, as a first step in responding to the President's directive on information 
technology enhancements, Director Mueller tasked the Special Technologies & Applications 
Section (STAS) with developing a means of searching across the FBI's primary repositories of 
data. The result, deployed in October 2010, is the Data Integration and Visualization System 
(DIVS). 

DIVS provides a one-password, access-controlled, integrated search capability that 
allows Agents, Analysts, TFOs, Linguists, Language Support Specialists, and Staff Operations 
Specialists to conduct searches across FBI data stores that otherwise do not and cannot connect 
with each other. Its Google-like interface returns results from cach database that the user is 
authorized to access (and reports any results that exist on databases the user does not have 
authority to access). 

plans to 
expand the reach ofDIVS to other [FBI and] U.s. Intelligence COlrununit.y, 

enforcement. and public data sets. 

Although DIVS is a visually appealing and impressive search tool, it is a short-term and 
somewhat superficial solution to the FBI's proliferation of databases. It is crucial that FBI 
management understand that DIVS, in its existing design, is only an indexing and search tool. 
DIVS does not aggregate or convert data; instead, it creates and searches a massive index of the 
content of the included databases. When the user selects a return for reyiew, DIVS opens that 
file in its native database application; thus, for example, if a search returns a result from DWS­
EDMS, a click on that result will take the user to that item in DWS·EDMS. The user then 
conducts review and further searches of that item in DWS-EDMS. 

DIVS does not and cannot normalize and consolidate the FBI's balkanized data stores or 
otherwise provide true interconnectivity of databases. Its search capabilities are welcome, but 
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should not be interpreted as anything but a bridge to the essential solution of an Enterprise Data 
Aggregation Plan. 

RECOMMENDATION C.3: 

A£qulre Modem and ExpaDded Hardware for DWS-EDMS 

The limited functionality of DIVS also underscores the importance of the individual 
systems that house the FBI's primary databases and the need to assure that those systems are 
robust, reliable, and sustainable. DIVS is only as good as the databases it indexes and searches. 
The addition of its cross-database search capability should not cause the FBI to lose focus on 
DWS-EDMS, whose functionality canoot be replicated or replaced by DIVS. 

Although originally designed by the Special Technologies & Applications Section (STAS) 
as a transactional warehouse, has of 

When our investigation began, SQme hardware components of DWS-EDMS were eight 
years old and stressed. During the course of our investigation, STAS migrated DWS-EDMS to a 
new generation of hardware. The design of the new DWS-EDMS system penDits the addition of 
equipment as needed, thus allowing STAS to maintain system perfonnance at an acceptable 
operational standard. 

We recommend that the FBI seek funding for the immediate acquisition of new hardware 
for DWS-EDMS by no later than 2012. This hardware, which would house the database, website, 
and search and analysis software, as well as integration and development tools. will significantly 
enhance search, analysis, management, and authorized data mining functions. This upgrade 
should fulfill the likely data capacity requirements for DWS-EDMS through 2018. It would 
require no software development, but simply the acquisition of the following or similar hardware. 
which we identify as a matter of example only -the FBI will need to assess, validate, and update 
any potential system depending on its needs, and broader Intelligence Community initiatives, at 
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the time of implementation. The important point is that the FBI needs to pursue a system 
solution for the horizontal scaling of data. Based on technology existing at the time of our 
investigation, the following is an example ofthe hardware needs ofDWS-EDMS in its current 
architecture: 

Production System: 

IntegrationlDevelopment System: 

[The redacted portions involve details of sensitive FBI information system capabilities 
and requirements.] 

The IntegrationJDevelopment System will also provide the FBI with an essential "live" or 
"failover" disaster recovery backup, although it would operate at a significantly reduced 
response rate, slowing searches and other activities. Given the crucial role that DWS-EDMS 
plays in counterterrorism and law enforcement activities, the optimum disaster recovery system 
would include a co-located duplicate of the Production System, enabling immediate replacement 
of the Production System in the event of disaster without any impact on system performance. 
We recommend that the FBI carefully assess the risks associated with operating only with the 
IntegrationJDevelopment System as a disaster recovery backup and consider seeking funding 
from Congress for acquisition of a duplicate of the Production System for disaster recovery 
purposes - to continue with the example provided above, based on existing technology and 
architecture . 

Optional "Live" Disaster Recovery Backup System: 

[The redacted portion involves details of sensitive FBI information system capabilities 
and requirements.] 
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RECOMMENDATION C.4: 

Acquire Advanced Igfonnation Search. FllterigL Retrieyal. and MlDaumept 
Technologies 

We recommend that the FBI evaluate and, if appropriate, acquire and implement 
advanced and automated search, filtering. retrieval, and management technologies to assist 
Agents, Analysts, TFOs, and other nlU'lel in reviewing and managing data - particularly the 
contents of Strategic Collections These tools are an important means by which 
the FBI can hope to master the ever-expanding amowtt of electronic data in its possession. 

Advanced search tools transcend the simplistic keyword searching and filtering available 
on most FBI databases by revealing communication patterns, compiling threads of electronic 
conversations, identifying near-duplicate documents, and perfonning other functions to narrow 
large data sets and focus review time on materials of potential significance. The most advanced 
search tool is "concept search" - sometimes called "analytics" - which dramatically enhances 
the vobmte, speed, and accuracy of human review. 

Concept searcb tools use computalional analysis of electronic infonnation rather than 
keywords to produce their results. With keywords, the reviewer seeks out words that messages 
happen to share. Concept search tools, on the other hand, automatically analyze the language in 
electronic documents and link messages that contain the same or similar meanings. For example, 
a keyword search fur "newspaper reporters" will return only messages that contain those words, 
while a concept search would identify and relate a message about newspaper reporters to a 
message about journalism even though the second message did not contain the words 
"newspaperft or "reporter," If the user identifies a few key documents at the outset, he or she can 
find and follow a path ofreIated documents, including emails written by the same person using 
two different accounts. 

Concept search tools are comparable to one of the FBI's standard tools, the Integrated 
Automated Fingerprint Identification System (IAflS) ~ C. Ball, Cli~hjng lite Co~epl of 
Concept Search. 2010). IAFIS, which is being replaced incrementally by the biometric Next 
Generation Identification SySlenl, compares a fingerprint found in the ftekt to a dalabase of more 
than 68 million known fingerprints. The system does not compare every aspect of a submitted 
print; instead, computer algorithms and/or fingerprint experts mark minute points, cores, and 
deltBs as detected. 1be system compares the resulting digital geometric analysis of the ridges 
and bifuIcations to its database of the geometric characteristics of known fingerprints. The 
system then returns a candidate list of potential matches. 

JARS allows the FBI to narrow dramatically lhe universe of potential matches without 
considering every nuance of a fingerprint. To determine a true match, however, a human 
assesses the returns and decides whether the print is a match. IAFIS does not eliminate the need 
for human judgment, but assures II more effICient and effective use of FBI resourceS. 
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Applying a similar technique to email and other electronic documents, FBI personnel can 
use digital technology to analyze and compare texts instead of fingerprints. Imagine an 
alternative scenario in which Hasan used 1hree different email accounts to communicate with 
Aulaqi without always using his name. A keyword search of DWS-EDMS using Hasan's name 
or one of the email addresses would not return all of the messages. A concept search based on 
the email messages from one account, however, would identify messages with similar 
characteristics and group them with a predicted percentage of similarity, Just as focusing on 
geometrically similar fingerprints speeds the matching of fingerprints, concept searching speeds 
human review of electronic documents and produces results that would not be possible using 
keyword searches. 

Enabling a reviewer rapidly to relate and group similar documents reduces the risk of 
overlooking Agents, Analysts, and no 

many 

Technology-driven law firms and corporations have tested and implemented concept 
searching in civil and criminal cases. ]n one study, a team of six professional reviewers 
competed against a concept search engine in assessing the relevance of electronic documents to 
three issues. The human reviewers identified 51 % of the relevant documents, with a low of 43% 
for one issue. The concept search engine identified more than 95% of the relevant documents, 
with a high of98.8% for one issue. ~ Electronic Discovery Institute, 2009. In a 2009 test by 
Verizon, a concept search engine automatically identified responsive documents with an 
accuracy rate of 92%. 

Concept search technology cannot and should not displace human review of DWS· 
EDMS and other FBI data stores; but it is an essential and inevitable tool. The FBI should place 
high priority on adopting and deploying this technology. We understand that the FBI recently 
completed a market survey of advanced analytic tools and has acquired analytic, collaboration, 
and knowledge management software. 
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RECOMMENDATION C.S: 

We recommend that the FBI adopt and implement mana'S information review protocols 
for Strategic Collections and other large-scale [data 
collections]. These protocols should include: 

(1) 

(2) 

(3) 

(4) 

(5) 

(6) 

Training: Comprehensive, hands-on training on DWS-EDMS and, if appropriate, 
the target and the subject matter of the investigation. 

Project Management: A clear delineation of the roles and responsibilities of 
project managers and reviewers. 

Planning: A review plan tailored to the needs of the specific case. 

Mission-Specific Review Teams: 
A case-specific review team assigned primary resCOnsibili!, for (a) gathering 
investiCtive and Operational intelligence; (b). I 1.1 ii ••• iI~.i_.IifI._ [reviewing and identifying information per FBI 
procedures); (c) setting leads; (d) issuing case-specific Intelligence Information 
Reports; and (e) case development. 
An analytical review team assigned primary responsibility for (a) gathering and 
assessing strategic intelligence; (b) analyzing that intelligence in the context of 
n:gional and other strategic intelligence; and (c) issuing strategic Intelligence 
Information Reports. 

Workflow: A well-designed procedure that enc~tful. retrospective 
analysis of data as well as day·to-day reviewing and _ [identifying) of 
products. 

Quality Control: A well·designed series of quality control measures that allow 
program manag~nl or the analteal review team 10 sample and lest case· 
specific reviewer accuracy in [identifying) and relating products - and to 
identifY products requiring further review. 
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D. GOVERNING AUTHORITIES 

RECOMMENDATION D.l: 

Increase Office of Integrity and Compliance (OIC) and Inspection Division Compliance 
Reviews and Audits 

We recommend that OlC and the Inspection Division conduct compliance reviews and 
audits on a regular basis as experience indicates is necessary to ensure FBI compliance with all 
policies applicable to assessments and all policies and procedures that guard against the 
inappropriate use of First Amendment activity or race, ethnicity, national origin, or religion as a 
basis for investigative activity and to identi:fY any concern about or impact on privacy rights and 
civil liberties. The FBI - and, if necessary, Congress - should make available sufficient 
personnel and funds to ensure that effective compliance monitoring is achieved, 

These audits and reviews should examine: 

• The FBI's use of assessments and the investigative techniques authorized for use in 
assessments (at least annually for a period of three years), 

• The FBI's collection, mapping, and other use of racial/ethnic demographics and 
behavioral characteristics. 

• The efficacy of the Guardian Management Unit and the Assessment Review T earn in 
ensuring that the FBI follows all DrOG and other policies, including those concerning 
the opening of assessments, the use of investigative techniques during assessments, 
and the retention of information collected during assessments in Guardian and other 
FBI databases. 

• The FBI's use of undisclosed participation in counterterrorism investigations 
involving religious and other First Amendment organizations and self-radicalizing 
individuals. 

• The FBI's use of undercover operations and activities, including the use of 
confidential human sources and undercover FBI employees, in counterterrorism 
investigations. 

• The FBI's use ofits National Security Letter, Section 215 Business Records, and pen 
register/trap-and-trace authority, and the efficacy of the FBI's NSL Procedures. 

• The FBI's use of additional investigative techniques approved by DlOO 2.0. 

Although we conclude that the AG Guidelines standard for opening an assessment and 
the available investigative techniques strike an appropriate balance, privacy rights and civil 
liberties may be implicated. The recommended compliance reviews should ensure that this 
balance holds and identi:fY any concern about or impact on privacy rights or civil liberties. The 
guiding principle should be that, as the risk of potential infringement of individual privacy rights 
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and civil liberties increases. the level of factual predication, supervisory approval. and oversight 
should increase. The FBI should modify or abandon policies and protocols that experience 
proves to be unacceptably harmful to privacy rights or civil liberties. 

RECOMMENDATION D.2: 

Assure Strict Adbereese to Policies That Ensure Security for lefongation Tbat LacS 
Cuttent Investigative Value 

The FBI should strictly adhere to existing policies to ensure that persoMel are not 
accessing or viewing information that lacks current investigative value unless there is a 
legitimate law enforcement or intelligence reason, and that peTSOMel observe the Privacy Act in 
retaining information concerning First Amendment activities. 

The FBI should apply these policies with particular focus - and ole monitoring - to 
infonnation gathered during assessments that implicates privacy interests. civil liberties, or First 
Amendment or other Constitutional rights. This focus would supplement existing FBI policy 
that requires any investigative activity - including activity involving assemblies or associations 
of U.S. persons exercising their First Amendment rights - to have an authorized purpose under 
the AG Guidelines that is rationally related to the information sought and the technique to be 
employed. 

RECOMMENDATION D.3: 

The FBI's National Segarlty Letter, Sestion 115 Business Reoord' Roving Wiretap. and 
"Lone Wolf" AgthoritIes Sbogld R.main}n Effest 

Based on the FBI's operational experience, we believe that the FBI's National Security 
Letter, Section 21S Business Record, Roving Wiretap, and "Lone Wolf' authorities are essential 
tools for protecting national security. The safeguards built into each authority, including 
minimization standards and judicial oversight, minimize risks to civil liberties and privacy 
interests. As noted in Recommendation 0.1, ole and Inspection Division review and audits of 
the FBI's use ofNSL and Section 21S authorities will help ensure that balance is maintained 
between national security needs and privacy rights and civil liberties. 

RECOMMENDATION D.4: 

Uod. Attorney Geperal GpideIiees AtTesting Extra.I.bitorial Operations 

The Attorney General's Guidelines for Domestic Operations did not supersede those 
sections of the Attorney General's Guidelines for FBI N!1tional Security Investigations and 
Foreign Intelligence Collection (NSIG) and the Attorney General's Guidelines for 
Extraterritorial FBI Operations that govem FBI activities in foreign territories. The NSIG has 
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not been updated since 2003. The Guidelines for Extraterritorial FBI Operations, which govern 
non-national security matters, have not been updated since 1993. Given the FBI's heightened 
intelligence requirements in combating terrorism and the need for clear guidance on operational 
matters, the FBI should continued to work with the Attomey General to update and, if possible, 
consolidate these guidelines with other Attorney General Guidelines. 

E. TRAINING 

RECOMMENDATION E.!: 

Train Task Force Officers on FBI Databases Before They Jolq Joint Terrorism Task 
Forces 

Under current FBI practice, new Joint Terrorism Task Force Officers must receive 
training on FBI databases relevant to their tasks within six months of obtaining ac«ss to FBI 
systems. As the Hasan matter underscores, TFO knowledge of and ability 10 use FBI databases 
can be crucial to an assessment or investigation. No TFO should be pennitted to join a JTTF 
unless and until he or she has bad adequate training on the FBI's primary investigative databases, 
including DWS-EDMS, DaLAS, Clearwater, and lOW, as well as the Automated Case System 
(ACS). We recommend that database training become a mandatory component of the TFO 
Orienbtion & Operations Coorse (JTOOC) at Quantico. 

We recognize, however. that mandatory training requirements could create practical 
issues given the known complexities and delays in interagency transitions and security 
clearances. We thus recommend that the FBI require all Task F<lrCe OffICers to complete basic 
J1TF training within sixty (60) days of joining a JTTF and that the FBI assure that Task Force 
Officers who have not completed basic JTTF training are not assigned leads or otherwise 
assigned primary responsibility for any investigative action. 
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F. ADMINISTRATIVE AND DISCIPLINARY ACTION 

RECOMMENDATION 1.1: 

As the Tenns of Reference requested, we carefully considered whether any 
administrative or disciplinary action should be taken against any FBI personnel. Although we 
are critical of certain actions and omissions, we do nol regard any of those actions to be 
misconduct that would warrant administrative or disciplinary action. We believe administrative 
or disciplinary action would be appropriate if FBI per50Mel violated known written policies or 
other binding directives, or ifFB! personnel obstructed our investigation or were not honest 
about their actions. None of the missteps described in this Report involved such misconduct. 
Indeed, some missteps occurred because there was no staled policy or binding directive in place 
that would have required different actions. For example, we believe the Washingtoo Field Office 
took. an urm:asonably long time to read and respond to San Diego's lead. but absent formal 
policy guidance on the assignment and resolution of Routine leads, the delay cannot be said 10 
involve misconduct. We therefore cannot and do not recommend any administrative or 
disciplinary action against any FBI personnel. 

If the formal policies that we recorrunend in Section A above are adopted and 
implemented, they will provide not only guidance to FBI personnel, but also clear standards by 
which future actions ofFBI personnel may be assessed. 

We are not in a position to say - and therefore express no view about - whether any 
administrative action should be taken for performance-based reasons (as distinguished from 
misconduct), Perfonnance appraisals oftliis kind must be made 00 the basis of comprehensive 
criteria and infonnation beyond the scope of our investigation. 
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ACS 
ACS-ECF 
ACS-JCM 
ACS-UNI 
AD 
ADIC 
AG 
AGG 
AGG-CHS 

AGG-Dom 
AGO-Ext 
AGO-UCO 
AOL 
AOR 
ASAC 
ATF 
AUSA 
CART 
CALEA 
CD 
CDC 
C.F.R. 
CHS 
CIA 
CID 
CONUS 
CPO 
CPU 
CSO 
CT-I 
CT-3 
CTD 
CUORC 
DAD 
DaLAS 
D.C. 
DCIS 
DCO 
DEIDS 
DI 
DIOG 

INDEX OF ACRONYMS 

Automated Case Support 
Automated Case Support - Electronic Case File 
Automated Case Support - Investigative Case Management 
Automated Case Support Universal Index 
Assistant Director 
Assistant Director in Charge 
Attorney General 
Attorney General Guidelines 
Attorney General's Guidelines Regarding the Use of FBI Confidential 
Human Sources 
Attorney General's Guidelines for Domestic FBI Operations 
Attorney General's Guidelines on Extraterritorial FBI Operations 
Attorney General's Guidelines on FBI Undercover Operations 
America Online 
Area of Responsibility 
Assistant Special Agent in Charge 
Bureau of Alcohol, Tobacco, Firearms and Explosives 
Assistant United States Attorney 
Computer Analysis and Response Team 
Communications Assistance for Law Enforcement Act 
Counterintelligence Division 
Chief Division Counsel 
Code of Federal Regulations 
Confidential Human Source 
Central Intelligence Agency 
Criminal Investigative Division 
Continental United States 
Corporate Policy Office 
Central Processing Unit 
Chief Security Officer 
Counterterrorism Squad I 
Counterterrorism Squad 3 
Counterterrorism Division 
Criminal Undercover Operations Review Committee 
Deputy Assistant Director 
Data Loading and Analysis System 
District of Columbia 
Defense Criminal Investigative Service 
Division Compliance Officer 
Defense Employee Interactive Data System 
Directorate of Intelligence 
Domestic Investigations Operations Guide 
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DIVS 
DMX 
DNI 
DoD 
DOJ 
DOS 
DWS 
DWS-EDMS 
EA 
EAD 
EC 
ECAU 
ECF 
ECPA 
EDI 
ELSUR 
EO 
FBI 
FBIHQ 
FBINET 
FCC 
FCRA 
FGUSO 
FI 
FI 
FICP 
FIG 
FISA 
FrSAMS 
FISC 
FTITF 
GC 
GUI 
HIMU 
HR 
HSC 
HSPD 
HUMINT 
IA 
IAFIS 
ICE 
rCM 
lOW 
llR 
ILB 
lOB 

Data Integration and Visualization System 
Digital Media Exploration Unit 
Director of National Intelligence 
Department of Defense 
Department of Justice 
Department of State 
Data Warehouse System 
Data Warehouse System-Electronic Data Management System 
Emergency Authority 
Executive Assistant Director 
Electronic Communication 
Electronic Communications Analysis Unit 
Electronic Case File 
Electronic Communication Privacy Act 
Electronic Discovery Institute 
Electronic Surveillance 
Executive Order 
Federal Bureau of Investigation 
FBI Headquarters 
FBI Network 
Federal Communications Commission 
Fair Credit Report Act 
Field Guide for Undercover and Sensitive Operations 
Foreign Intelligence 
Full Investigation 
Foreign Intelligence Collection Program 
Field Intelligence Group 
Foreign Intelligence Surveillance Act 
FISA Management System 
Foreign Intelligence Surveillance Court 
FBI Foreign Terrorist Tracking Task Force 
General Counsel 
Graphic User Interface 
Human Intelligence Management Unit 
House of Representatives 
Homeland Security Council 
Homeland Security Presidential Directive 
Human Intelligence 
Intelligence Analyst 
Integrated Automated Fingerprint Identification System 
Bureau of Immigration and Customs Enforcement 
Investigative Case Management 
Investigative Data Warehouse 
Intelligence Information Report 
FBI Investigative Law Branch 
Intelligence Oversight Board 
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IP 
IT 
ITOS 
JTOOC 
JTTF 
LHM 
MAOP 
MIOG 
MOA 
MOU 
NCIS 
NCTC 

NF 

NFIPM 
NFPO 
NHCD 
NIPF 
NISS 
NOFORN 

NJTTF 
NSB 
NSC 
NSD 
NSIG 

NSL 
NSLB 
NSPD 
OC 
OGC 
01 
OIC 
OMB 
00 
ORCON 
PCLU 
PI 
PO 
PIOB 
P.L. 
RFPA 
RICO 
S 

Internet Protocol 
International Terrorism 
International Terrorism Operations Section 
Joint Terrorism Task Force Officer Orientation & Operations Course 
Joint Terrorism Task Fqrce 
Letterhead Memorandum 
FBI Manual of Administrative Operations and Procedures 
FBI Manual ofinvestigative Operations and Guidelines 
Memorandum of Agreement 
Memorandum of Understanding 
Naval Criminal Investigation Service 
National Counterterrorism Center 

Distribution to non-US citizens is prohibited, regardless of their clearance 
or access permissions 
National Foreign Intelligence Program Manual 
No Foreign Policy Objection 
National HUMINT Collection Directives 
National Intelligence Priorities Framework 
National Information Sharing Strategy 
Distribution to non-US citizens is prohibited, regardless of their clearance 
or access permissions 
National Joint Terrorism Task Force 
National Security Branch 
National Security Council 
National Security Division, DOJ 
Attorney General's Guidelines for FBI National Security Investigations 
and Foreign Intelligence Collection 
National Security Letter 
National Security Law Branch 
National Security Presidential Directive 
Originator controls dissemination and/or release of the document 
FBI Office ofthe General Counsel 
Office oflntelligence, OOJ NSD 
FBI Office of Integrity and Compliance 
Office of Management and Budget 
Office of Origin 
Originator controls dissemination and/or release of the document 
FBI Privacy and Civil Liberties Unit 
Preliminary Investigation 
Policy Implementation Guide 
FaI Potential Intelligence Oversight Board 
Public Law 
Right to Financial Privacy Act 
Racketeer Influenced and Corrupt Organizations 
Secret 
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SA 
SAC 
SAN 
SCI 
SCION 
SMP 
SMS 
SOG 
SORC 
SSA 
STAO 
STAS 
SWT 
TCPIIP 
TICTU 
TFO 
TREe 
TS 
IT 
UC 
UCE 
UCFN 
UCRC 
UDP 
UNI 
USAO 
U.S.C. 
USIC 
USMS 
USPER 
VoIP 
WiFi 
WFO 
WRAMC 

Special Agent 
Special Agent in Charge 
Storage Area Network 
Sensitive Compartmentalized Information 
Sensitive Compartmentalized Information Operational Network 
Standard Minimization Procedure 
Short Message Service (text messages) 
FBI Special Operations Group 
FBI Sensitive Operations Review Committee 
Supervisory Special Agent 
FBI Special Technologies & Applications Office 
FBI Special Technologies & Applications Section 
Subhanahu wa ta'ala (Arabic phrase meaning "Glory to God"} 
Transmission Control ProtocollIntemet Protocol 
FBI TeleoommunicatioDS Intercept and Collection Technology Unit 
Task. Force Officer 
TextRebievwConf~ 
Top Secret 
Trap and Trace 
Undercover 
Undercover Employee 
FBI Universal Case File Number 
FBI Undercover Review Committee 
Undisclosed Participation 
FBI Universal Index 
United States Attorney's Office 
United States Code 
United States Intelligence Community 
United States Marshals Service 
US Person 
Voice Over Internet Protocol 
Limited range wireless communications network 
Washington. D.C., Field Office 
Walter Reed Army Medical Center 
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EXHIBITl 

Leiter dated August 6, 2010, 

from 

Laura W. Murphy, Director, 
American Civil Liberties Union Washington Legislative Office 

and 
Anthony D. Romero, Executive Director, 

American Civil Liberties Union 

to 

The Honorable William H. Webster 
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ACLU 
August 6, 2010 

The Honorable William H. Webster 
Milbank, Tweed, Hadley It McCloy LLP 
1850 K Street, NW 
Suite 1100 
Washington, DC 20006 

Dear Judge Webster: 

On behalf of the American Civil Liberties Union (ACLU). we write 
to express our views on current domestic surveillance authorities fur your 
cOI1sideration during your review of the incident at Fort Hood, Texas. This 
memorializes and expands upon COI1versations between our respective staffs. 
While we appreciate having the opportunity to engage in those conversations 
to express our strong concerns with existing surveillance authorities, we 
have had similar conversations with others in positions of authority over the 
last several years. We are particularly concerned that those authorities in 
most cases failed to address our concerns, while at the same time they also 
attempted to gain favorable treatment in some public spheres by claiming to 
have 'consulted' civil liberties groups. The Fort Hood killings were a tragic 
OCCUJTence. But that tragedy must not be ccmpounded by further eroding 
the privacy, due process, and speech rights of millions of wholly innocent 
Americans who are absolutely entitled ~o the full panoply of individual 
rights enumerated in our Constitution. 

In our view, the expansions in the government's surveillance 
authorities over the last nine years already infringe on civil liberties and 
should not be amended to grant the government even more expansive 
powers. Over the past nine years, the government's domestic surveillance 
powers have changed dramatically. SuspiOionless or mass surveillance has 
replaced the traditional model of surveillance narrowly targeted at those 
suspected of wrongdoing. Judicial oversight and discretion has been 
minimized. Since the attacks of September 11, the executive branch has 
asserted (or obtained from Congress) the authority for the dragnet collection 
and analysis of innocent Americans' telephone calls and e-mails, web 
browsing records. financial reccrds, credit reports, and library records. 
Increasingly, the government is engaged in suspicionless data collection and 
surveillance that vacuums up and tracks sensitive information about innocent 
people. Even more distUtbingly, as the government's 5UlVCillance powers 
have grown more inlrU$jve and more powerful, the restrictions on many of 
those powers have been weakened or eliminated. And this surveillance often 
takes place in secret, with lidle or no oversight by the courts, by legislatures, 
or by the public. Instead of further reducing privacy protec:tions in these 
laws, the government should amend them 10 require a nexus to suspected 
terrorist activity. This summary will examine constitutionally-suspect 
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powers and authorities in several laws and initiatives adopted in the post-91l I years, 
including the USA PATRIOT Act, the Foreign Intelligence Surveillance Act 
Amendments Act of 2008, the Attorney General Guidelines, the FBI Domestic 
Investigations Operations Guide, Fusion Centers, Suspicious Activity Reporting, and the 
increased usc of Administrative Subpoenas. 

De USA PATRIOT Ad 

On October 26, 2001, former President Bush signed the Patriot Act iDlo law. The 
Patriot Act vastly - and unconstitutionally - expanded the government's authority to pry 
into people's private lives with little or no evidence they were doing anything wrong. 
The expanded Patriot Act surveillance authorities unnecessarily and improperly infringe 
on Americans' privacy, free speech, and associational rights. Worse, the Patriot Act 
authorizes the government to engage in increased domestic spying in secret with few, if 
any, protections buih in to ensure these powers are not abused. and little opportunity for 
Congress to review whether the authorities it granted the executive branch ac:tuaIly made 
Americans any safer. We are concerned with many Patriot Act authorities, but will focus 
here on national security letters (NSLs) and three provisions due to expire on February 
28. 20 II. Our full report on the Patriot Act can be found at 
www.refonnthepatriotac.org. 

Natioaal security letters are secret letters through wbich the FBI can demand 
personal records about innocent customers from ISPa, financial institutions and credit 
companies without prior judicial approval or any requirement of suspicion. Through 
NSLs the FBI can demand sensitive information such as financial records, credit reports, 
telephone and e-mail communications records. and Internet-search activity. The NSL 
statutes also allow the FBI to impose non-disclosure or "gag orders" that prohibit NSL 
recipients from disclosing anything about the record demand. 

The FBI's NSL authority derives from separate statutes that were significantly 
expanded by section 50S of the Patriot Act. l Sectio. 515 increased the number of 
offICials who could authorize NSLs and reduced the standard necessary to Obtain 
information with them. Before enactment of the Patriot Act, NSLs could be used only to 
obtain records about people suspected of wrongdoing. Now, the FBI can obtain sensitive 
customer records merely by certifying to itself that the records sought are "relevant" to an 
authorized counterterrorism or counter-intelligence investigation. Thus, the NSL statutes 
now allow the FBI (and some other executive branch agencies) to obtain records about 
people who are not known - or even suspected - to have done anything wrong. The 
Patriot Act reauthorization made the NSL provisions pennanent. 

The Department of Justice Inspector General ("IG") has conducted a number of 
audits of the FBI's use of the intrusive NSL record demand power. Each of these audits 
revealed FBI abuse and mismanagement of the NSL authority. The first two lG audits, 

1 The four NSL authorizing statutes include t~ Electronic Communications Privacy Act, 18 U.S.C. § 2709 
(2000), the Right to Financial Privacy Act, 12 U.S.c. § 3401 (2000), the Fair Credit Reporting Act, 15 
U.S.C. § 168,1 et seq. (2000), and the National Security Act of 1947, 50 U.S.C. § 436(a)(1 )(2000). 

Page 2 of 13 



510

covering NSLs and section 215 orders the FBI issued from 2003 through 2005, were 
released in March of2007? They conflnned widespread FBI mismanagement. misuse 
and abuse of these Patriot Act authorities, just as the ACLU had warned.3 The NSL audit 
revealed that the FBI so negligently managed its use ofNSLs that it literally did not know 
how many NSLs it had issued. As a result, the FBI had seriously under-reported its use 
ofNSLs in previous reports to Congress. The 10 also found that FBI agents repeatedly 
ignored or confused the requirements of the NSL authorizing statutes and often used 
NSLs to collect private information against individuals two or three times removed from 
the subjects of FBI investigations. Twenty-two percent of the files the 10 audited 
contained unreported legal violations:' Finally, and most troubling. FBI supervisors used 
hundreds of illegal "exigent letters" to obtain telephone records without NSLs by falsely 
claiming emergencies.s 

On March 13, 2008. the TO released a second pair of audit reports which covered 
2006 and evaluated the reforms implemented by the OOJ and the FBI after the f1l'St audits 
were released in 2007.6 Not surprisingly, the new reports identified many of the same 
problems discovered in the earlier audits. The 2008 NSL report showed that the FBI 
issued 49,425 NSLs in 2006 (a 4.7 percent increase over 2005), and confirmed the FBI 
was increasingly using NSLs to gather information on U.S. persons (57 percent in 2006, 
up from 53 percent in 20(5).7 The 200810 audit also revealed that high-ranking FBI 
officials, including an assistant director, a deputy assistant director, two acting deputy 
directors and a special agent in charge, imrroperly issued eleven "blanket NSLs" in 2006 
seeking data on 3,860 telephone numbers. The 10 reported that none of these "blanket 
NSLs" complied with FBI policy and eight imposed non-disclosure requirements on 
recipients that did not comply with the law.9 Moreover, it is clear rrom the IO report that 
the NSLs were written to "cover information already acquired through exigent letters and 
other informal responses.,,10 The 10 expressed concern that such high-ranking officials 
would fail to comply with FBI policies requiring FBI lawyers to review all NSLs, but it 
seems clear enough that this step was intentionally avoided because the officials knew 

2 See below fordis(:ussion of Section 215 orders. 
1 DEP'T OF JUSTICE, OFFICS OF INSPECTOR GENERAL, A REvtSW OF THS FEDSRAL BURIAU OF 
INVESTIGATION'S USE OF NATIONAL SECURITY LE1TERS (Mar. 2007), (ll'QJlabJ, at 
http://www.usdqj.I2v101neclaVs0703b1flna!,pdf[hereinafter 2007 NSL Report]; DEP'T OF JUSTICE, 
OmCE OF INSPECTOR GENERAL. A REVIEW OF THB FEDERAL B1JR.EAlJ OF INVESTIOA TION'S USE OF 
SECTION 215 ORDERS FOR B1JS1NESS RECORDS (Mar. 2007), avaIlable at 
lmPillwww.usdgj.l2yfoineclalls0703a1fjna!.pdf[hereinafter 2007 Section 21 S Report), 
• 2007 NSL Repon, supra note 3, at 84. 
s 2007 NSL Repon, SI/pro note 3, at 86-99, 
6 CSP'TOF JUSTICE, OffiCE OF INSPECTOR GENERAL. A REVIEW OF THE FBI'S USE OF NATIONAL 
SECURITY LETTERS: AssESSMENT OF CORRScriVS ACTIONS AND ExAMINATION OF NSL USAGE IN 2006 
(Mer. 2008), aWI/lablll at http://www,usdoi.ioy/oi&lwcialfsQ803b{f!na!,pdf[hereinafter 2008 NSL 
Report]; DEp'T OF JUSTICE. OFFICE OF JNSPSCTOR GENERAL, A REviEw OF THE FBI'S USE OF SECTION 
21S ORDERS FOR B1JSINESS RECORDS IN 2006 (Mar, 2008). avaIlable at 
pt'p;f/WWW.usdoi.!!O\I/olg/specialis08Olalflnal,pdf[hereinafter 2008 SectIon lIS Report). 

2008 NSL Repon, supra noce 6. at 9. 
'2008 NSL Repon, supra note 6. at 127, 129 n,116. 
92008 NSL Report, suprQ note 6, at 127. 
10 2008 NSL Report, supra note 6. at 127. 
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these NSL requests were illegal. I i It would be difficult to call this conduct anything but 
intentional. In the face of such abuses, and in consideration of the ever expanding 
collection of sensitive records, the NSL statutes should be amended to limit the FBI's 
authority to issue NSLs only where the person whose records are sought is a suspected 
terrorist, ,and to issue exigent letters only when harm is imminent and compliance with 
the NSL process would cause undue delay. 

National security letter gag orders. The ACLU challenged the constitutionality 
ofNSL gag orders in three cases. In one of these cases, Doe v. Holder, the ACLU twice 
has successfully challenged the constitutionality of the non-disclosure provisions of the 
NSL statue itself. In 2004, a district court judge ruled that the NSL statute's automatic 
gag provisions violated the First Amendment. In response to that ruling, Congress 
amended the NSL statute, remedying some problems but worsening others. In particular, 
the NSL statute's gag provisions remained unconstitutional and the ACLU continued to 
challenge the amended provisions in Court. In December 2008, the U.S. Court of 
Appeals for the Second Circuit ruled that parts of the revised NSL statute's gag 
provisions were unconstitutional. Specifically, the court ruled unconstitutional the 
sections that wrongly placed the burden on NSL recipients to challenge gag orders, that 
narrowly limited judicial review of gag orders, and that required courts to defer entirely 
to the executive branch. Congress must amend the non-disclosure statute to require the 
government to demonstrate that national security would be harmed in the absence of the 
gag and ensure that the gag automatically ex.pires when that threat no longer exists. 

Section 206 of the Patriot Act authorizes the government to obtain "John Doe 
roving wiretap" orders from the Foreign Intelligence Surveillance Court (FISC) that do 
not identify either the communications device to be tapped nor the individual against 
whom the surveillance is directed.12 While the provision requires the target to be 
described "with particularity," and the FBI to tile an after-the-fact report to the FISC to 
explain why the government believed the target was using the phones it was tapping, it 
vests government agents with an inappropriate level of discretion reminiscent of the 
general warrants that so angered American colonists prior to our country's founding. 
There is little public information available regarding how the government uses section 
206. It should be amended to reflect the criminal standard to require the order to identify 
either the device or individual being tapped. 

Section 6001 of the Intelligence Reform and Terrorism Prevention Act, which is 
known as the "lone wolf' provision, authorizes the government to obtain secret FISA 
surveillance orders against non-U.S. persons ll who are not even believed to be connected 
to any international terrorist group or foreign nation.14 The government justified this 
provision by imagining a hypothetical "lone wolf," an international terrorist operating 
independently of any terrorist organization, but there is little evidence to suggest this 
imaginary possibility was a real problem. As of the fall of2oo9, this authority has never 

II 2008 NSL Report, supra note 6, at 130. 
12 50 U.S.C. §§ 1804.05. 
13 50 U.S.C. § J80J(i). 
14 50 U.S.C. § 1801(b)(IXC). 
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been used. IS However, since terrorism is a crime, there is no reason to believe that the 
government could not obtain a Title III surveillance order from a criminal court If the 
government had probable cause to believe such an individual was planning an act of 
terrorism. Quite simply, this provision allows the government to avoid the more exacting 
standards and heightened accountability associated with obtaining electronic surveillance 
orders from criminal courts. The lone wolf authority should be repealed. 

Seetioa 115 of the Patriot Act is a sweeping grant ofauthority that gives the 
government the power to obtain secret FISC orders demanding "any tangible thing" from 
anyone and about anyone it claims is relevant to an authorized investigation regarding 
international terrorism or espionage. Known as the "library records provision," section 
21 S significantly expands the types of items the government can demand and obtain 
under FISA, and lowers the standard of proof necessary to obtain an order from the FISC. 
Until the enactment of the Patriot Act, the government was required to show probable 
cause to believe the target of a demand was an agent of a foreign power. Section 21 S of 
the Patriot Act lowered that standard significantly. Now the government only needs to 
state that the items sought are relevant to an authorized investigation. Indeed, the FBI no 
10llier even needs to show that the items sought pertain to a person the FBI is 
investigating. Thus, under section 21 S, the government can obtain orders to obtain private 
records or items belonging to people - including U.S. citizens and residents - who are not 
even under suspicion of involvement with terrorism or espionage. Although some 
government officials have complained that the 21 S process is already too onerous, an 10 
investigation found that the delays in obtaining information were the result of 
unfamiliarity with the proper process, simple misrouting of the section 21 S ~uests. and 
an unnecessarily bureaucratic, self-imposed, multi.layered review process. 16 To prevent 
the collection of wholly innocent information, this provision should be limited to 
collection of information on agents of foreign powers. 

ForeNo Iotel_nee SumUIa0£! Act Amegdments AsS of lOO8(FM) 

The FISA Amendments Act (FAA) permits the executive branch to engage in 
dragnet surveillance of Americans' international telephone calls and e-mails without a 
warrant, without suspicion of any kind, and with only very limited judicial oversight.17 

Its most important limiting factor, that the "targets" of FAA surveillance must be people 
reasonably believed to be overseas, is oflittle comfort to the Americans who are on the 
other end of those communications. Americans do not lose their privacy and free speech 
rights just because they communicate with people abroad. 

The FAA requires only minimal court oversight of this spying authority. In 
assessing an FAA surveillance application, the FISC reviews only the government's 
proposed, general procedures for targeting and minimizing the use of information that is 

11 ReaulilorlZl'1 the u.s:.4 fA TRIOr Act Ensuring Liberty and SecurIty BejOl'e tit, Senate Comm on the 
JudiCiary. 110 Cong (2009) (&1atement of David Krll, Assistant Attorney General) OWlllable at 
http I/Judic;lary .senate govlpd£l09'()9-23%20KrIS%20Testlmony.pdf 
1~2008 Section 21S Report, supra note 6, at 45-47. 
1750USC.§ Illl-IIIU. 
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collected. The Act does not require the govemment to demonstrate to the FISC that its 
surveillance targets are foreign agents. that they are engaged in criminal activity, or that 
they are connected even remotely with terrorism. Indeed, the statute does not require the 
government to identify its surveillance targets at all. Moreover, the statute expressly 
provides that the govemment's certification is not required to Identify the facilities, 
telephone lines, e-mail addresses, places, premises, or property at which its surveillance 
will be directed. 

Thus, the government may obtain an FAA surveillance order without identifying 
the people (or even the group ofpeople) to be surveilled; without specifying the facilities, 
places, premises, or property to be monitored; without specifying the particular 
communications to be collected; without obtaining individualized warrants based on 
criminal or foreign intelligence probable cause; and without making even a prior 
administrative determination that the acquisition relates to a particular foreign agent or 
foreign power. An FAA surveillance order is intended to be a kind of blank check. which 
once obtained will suffice to Cover - without further judicial authorization - whatever 
surveillance the government may choose to initiate, within broadly drawn parameters, for 
a period of up to one year. Thus. the court may not know who, what. or where the 
government will actually tap. thereby undercutting any meaningful role for the court and 
violating the Fourth Amendment. A single FAA order may be used to justify the 
surveillance of communications Implicating thousands or even millions of U.S. citizens 
and residents. 

The FAA does contain a general ban on reverse targeting, the practice of 
continuing a wiretap on a person overseas as a pretext for listening in on a U.S. target. 
However, it lacks stronger language contained in prior House legislation that required 
clear statutory directives about when the government should retum to the FISA court to 
obtain an individualized order to continue listening to a U.S. person's communications. 
The trigger for individualized probable cause warrants is instead negotiated between the 
administration and the secret FISA court. 

The FISA Amendments Act should be repealed. The Fourth Amendment 
requires issuance of waIT ants to conduct a wiretap of Americans' communications. The 
Fourth Amendment also requires those warrants to describe with particularity the persons 
or places to be tapped. Moreover, surveillance authorities, in order to be deemed 
reasonable under the Fourth Amendment, must have "precise and discriminate" 
requirements that "carefully circumscribed" the government's spying power"so as to 
prevent unauthorized invasions ofprivacy."IB While we support amendments that would 
reduce the collection of innocent U.S. communications and information, such as banning 
bulk collection programs or strict minimization requirements, any collection under this 
program is unconstitutional. The ACLU is challenging this law in court.19 

II Berger v. New York, 388 U.S. 41, 57·58 (1967) 
19 Amnesty v. Blair Complaints, motions and declarations avO/I able Ql http'Nnw .slu o¥stigua1. 
securlty/amnesty=et·a!·v·b1a!r. 
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Attorney General Guidelines 

After the revelation of widespread spying on Americans in the 19705, the Senate 
convened the Church Committee to investigate government practices and make 
recommendations about reining them In. Exposure of the FBI's COINTELPRO program, 
Icd to a series of reforms, including laws designed to regulate government surveillance 
and internal guidelines, now referred to as the Attorney General's Guidelines. which 
limited the FBI's investigative authority and spelled out the rules governing law 
enforcement operations. The most recent and dramatic changes to the AG Guidelines 
were made in December 2008, in the Bush Administration's flnal month in otYice?O Then­
Attorney General Michael Mukasey instituted new gUIdelines that authorize the FBI to 
conduct investigations. called "assessments", without requiring any factual predicate 
suggesting the involvement of the target of the investigation in illegal activity or threats 
to national security. The Supreme Court established ''reasonable suspicion" as the 
standard for police stops in Terry v Oh,o in 1968. This standard ~ suspicion 
supported by articulable facts suggesting criminal activity was afoot before a policeman 
could stop a person for investigative purposes. Likewise. the Department of Justice 
established a reasonable suspicion standard for the inclusion of personally identifiable 
information into criminal intelligence systems. The Mukasey guidelines, however, allow 
the FBI to utilize a number of intrusive investigative techniques during these 
assessments, including physical surveIllance, retrieving data from commercial databases, 
recruiting and tasking informants to attend meetings under false pretenses, and engaging 
in "pretext" interviews in which FBI agents misrepresent their identities in order to elicit 
information "Assessments" can even be conducted against an individual simply to 
determine ifhe or she would be a suitable FBI informant. Nothing in the new AG 
Guidelines protects entirely innocent Americans from being thoroughly investigated by 
the FBI for no good reason. The new Guidelines explicitly authonze the surveillance and 
infiltration of peaceful advocacy groups in advance of demonstratlons. and they do not 
clearly prohibit using race, religion, or national origin as factors in initiating assessments. 

Innocence no longer protects ordinary Americans from being subjected to a wide 
range of intrusive investigative techniques such as collecting information from online 
sources, including commercial databases, recruiting and tasking informants to gather 
information, using FBI agents to gather information surreptitiously from someone 
without revealing their true identity or true purpose for asking questions, and having FBI 
agents follow them day and night for as long as they want. The new guidelines also open 
the door to racial profiling. They "do not authorize any conduct prohibited by the 
Guidance Regarding the Use of Race by Federal Law Enforcement Agencies," but that 
policy included an exemption for national security and border integrity investigations.21 

20 DEP'T OF JUSTICE, OFFICE OF THE ATTORNEY GENERAL, TH\i A TIORNEY GENERAL'S GUIDELINES FOR 
DOMESTIC OP£.R.A TlONS, DEPARThiENT OF JUSTICE. aWl/lable at 
http I/www Justu:e gov/aglreadmgroomfsu.delmes pdf, see also ACLU. Fact Sheet -Attorney General 
Ou.deJmes, Oct 8, 2008, (JIIallahle at http IIwww Mlp g!'!!ln!lt!OJlA\-wunlY/fact·sheet-new=dOIJlCY· 

~'jS*JE:!!~t'ENr OF JUSTICE, CIVIL R10HTS DlVISION, GUIDANCE REGARDING THE USE OF RACE BY 
FEDERALLAW ENFORCEMENT AOENClES (J\II1e 2003), ava/lable at 
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By erasing the line hetween criminal investigations and national security investigations, 
the guidelines open the door to racial profiling. The Guidelines should be amended to 
require a factual predicate before investigations are started, a complete ban on racial 
profiling, and stronger protections for First Amendment protected activity. 

Federal Bureau oflpvestigation D9me.s1ic InVestigations Operation! Guide (DlOO) 

An internal FBI guide to implementing the new AG Guidelines, called the 
Domestic Investigations and Operations Guide (Dloo),22 contains startling revelations 
about how the FBI is using race and ethnicity in conducting assessments and' 
investigations. Instead of further limiting the use of race in investigations, it expounds the 
many ways that it can be incorporated into suspicionless surveillance and information 
collection. First, the DIOG says that investigative and intelligence collection activities 
must not be based "solely on race." But the Department of Justice's 2003 Guidance on the 
Use of Race in Federal Law Enforcement,23 which is binding on the FBI, says race can't 
be used "to any degree" absent a specific subject description. This appears to subvert the 
more exacting limitation. 

~oreover, the moo describes the authorized uses of race and ethnicity for FBI 
agents, which include "collecting and analyzing" racial and ethnic community 
demographics, 14and collecting "specific and relevant" racial and ethnic behavior. Though 
the DIOG prohibits "the collection of cultural and behavioral information about an ethnic 
community that bears no relationship to a valid investigative or analytical need," it allows 
FBI agents to consider "focused behavioral characteristics reasonably believed to be 
associated with a particular criminal or terrorist element of an ethnic community," as well 
as "behavioral and cultural information about ethnic or racial communities" that may be 
exploited by criminals or terrorists "who hide within those communities.,,2s The DIOG 
grants the FBI far too much authority to target racial, ethnic and religious minorities for 
unwarranted surveillance. The DrOG should be amended to require a factual predicate 
before information is collected and a meaningful ban on racial profiling. 

Fusion Centers 

In November 2007, the ACLU issued its first report on fusion centers, rapidly 
developing multi-jurisdictional intelligence centers designed to organize local domestic 
information collection activities into an integrated system that can distribute data both 
horizontally across a network of fusion centers and vertical~, down to local law 
enforcement and up to the federal intelligence community? With at least 72 around the 

http://www.jYstiee,govlcrt/sj;!litfJ:!qcuments/guidwe Q!l race php [hereinafter DOl Use of Race 
Guidance). 
22 FEDERAL BUREAU OF INVESTIGATION, DOMESnC INVESTIGATION OPERATIONS GUIDE, available aJ 
http;//www.muslimadvOC!lte5,org/DIQGs Cluwter4.pdf [hereinafter DIOO). 
II 00] Use of Race Guidance, supra, note 21. 
lA DIOG, supra note 22, at 32. 
lS DIOG, supra note 22, 33-34 
26 ACLU, What's Wrong With Fusion Centers? (Dec. 20(7), avaIlable at 

http://www.i\c!u.orglfileslpdflllp!jvacy/fusioncenter 20071212.00(.. 
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country, these centers can employ officials from federal, state and local law enforcement 
and homeland security agencies. as well as other state and local government entities, the 
federal intellisence community. the military and even private companies. to spy on 
Americans in virtually complete secrecy. We have recently compiled a website to track 
known instances of abuse by some of these centers. Information about fusion center 
spying and the related local, state and federal agencies involved can be found at 
www.aclu.orglspy-files. 

While fusion centers vary widely in what they do, overarching problems with 
these domestic intelligelKle operations put Americans' privacy and civil liberties at risk. 
First, in a multi-jurisdictional environment with ambigl.lous lines of authority, it is unclear 
what rules apply and which agency is ultimately responsible for the activities of the 
fusion center participants. Seqond, some fusion centers incorporate private sector and 
military participation, thereby threatening the integrity of current privacy laws and 
risking the violation of the prohibition on military activity on U.S. soil. Third, federal 
fusion center guidelines encourage wholesale data collection and data manipulation 
processes that threaten privacy. And finally. fusion centers are characterized by excessive 
secrecy which limits public oversight and accountability. Moreover. the over­
classification of national security information limits its distribution to and from the fusion 
centers, impairing their ability to acql.lire essential information and impeding their ability 
to fulfill their stated mission of sharing information with all appropriate stakeholders, 
including the public. Excessive secrecy cripples fusion centers' ability to effectively share 
information. bringing their ultimate value into doubt.". 

A number of troubling fusion center intelligence products have leaked to the 
public. In one, a Texas fusion center intelligence bulletin described a purported 
conspiracy between Muslim civil rights organizations, lobbying groups, the anti-war 
movement, a former U.S. Congresswoman. the U.S. Treasury Department and hip hop 
bands to spread Shari a law in the U.S,l7 In another, a Missouri Fusion Center released a 
report on "the modem militia movement" that claimed militia members are "usually 
supporters" of third-party presidential candidates like Ron Paul and Bob Barr.28 Also, a 
March 2008 Virginia Fusion Center terrorism threat assessment described the state's 
universities and colleges as "nodes for radicaJization" and characterized the "diversity" 
surrounding a Virginia military base and the state's "historically black" colleges as 
possible threats. Finally, a Washington fusion center reported on protesters on both sides 
of the abortion debate, despite the fact that no violence was ex.pected.29 These bulletins, 
which are widely distributed. would be laughable except that they come with the 
imprimatur of a federally backed intelligence operation, and they reflect a status quo that 
apparently condones and encourages law enforcement officers to monitor the activities of 
political activists and racial and religious minorities, There is some good news, however. 

11 TExAS FuSION CENTER SVSTEM. PREVENTION AWARENESS BULLETIN (feb 19.2009). avalTdJle at 
lP'"www.prjyacyliyCS com/wp:content/uPloadSI2009/03!tmsfusjon 02 1m pdf. 

M1SSOURl INFORMAnoN ANALYSIS CENTER. THE MODERN MILITIA MOVEMENT (Feb 20.2009), 
available en www,w:!bwa",S9!ll 
2J Ryan J. Foley, Associated Press, Home/ami SeCllnJy CollfWled l11formoJIOn on WlSconsm AbortiOIf. PI'()O 
LIfo Ac11VI9~ APt Feb H, 2010. 
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The 2010 DHS Homeland Security Grant Program established a requiremenro that fusion 
centers certifY that privacy and civil liberties protections are in place in order to use DHS 
grant funds. This is the first time DHS has acknowledged its authority to regulate fusion 
center activities and it coincides with the establishment of a new DHS Joint Fusion 
Center Program Management Office to oversee DHS support to fusion centers.31 While 
these are only small steps. they are important advances toward establishing an effective 
governance and oversight structure for fusion centers. Many fusion centers have also 
made efforts to address our concern about excessive secrecy surrounding their activities 
by engaging with local privacy and civil liberties groups, and arranging tours andlor 
public meetings within their communities. Several fusion centers have sought feedback 
from privacy and civil liberties groups as they develop their privacy policies. These are 
welcome opportunities for members of the public to learn about fusion center activities 
and for fusion center personnel to hear. understand and address public concerns. Finally, 
the Naval Postgraduate School Center for Homeland Defense and Security initiated a 
Fusion Center Leaders Program that may help to train, standardize and professionalize 
fusion center staff. 

§yspisioHS AeUyity Reporting 

Over the last few years, federal. state and local authorities have initiated 
"suspicious activity reporting" (SAR) programs to encourage law enforcement officers, 
intelligence and homeland security officials. emergency responders, and even the public 
to report the "suspicious" activities of their neighbors to law enforcement and intelligence 
agencies.32 Law enforcement agencies have long collected infonnation about their routine 
interactions with members of the public. Sometimes called "field interrogation reports" or 
"stop and frisk" records, this documentation, on the one hand, provides a measure of 
accountability over police activity. But it also creates an opportunity for police to collect 
the personal data of iMocent people and put it into criminal intelligence tiles with little or 
no evidence of wrongdoing. As police records increasingly become automated,law 
enforcement and intelligence agencies are increasingly seeking to mine this routine 
contact information and distribute it broadly, as if it is criminal intelligence information. 
These SARs programs have aggressively expanded these efforts in the name of national 
security. 

The problem is that many oflbe behaviors these SAR programs identify as 
precursors to terrorism include innocuous and commonplace activities such as using 

~o DHSlDOJ FUSION PROCESS TIl.CHNICAL ASSISTANCE PROORAMS AND SERVICES, FACT SHEET; 
ENHANCING THE PRIVACY, CIVIL RIGHTS AND CIVIL LIBERTIES FRAMEWORK POR STATE AND MAJOR 
URBAN AREA FUSION CENTERS. l1VQi/able at 
lPillnsj.ncirc.w/c!oeumegts/FS gpbllQ9inll the PriYAAY !'or State and Major Urban Am FCI,Pdf. 
I OjJiclI of Inlelilgence and Analysis' Vision and Goals Hearing Before H_ Co_llee on Homeland 

Security, 110111 Cong. (2010) (statement of Caryn Wagner. Under Secretary and Chief Intelligence Officer. 
Dep't of Homeland Security, and Bart lohniOll, Principal Deputy Under SecretB/y, Dep't of Homeland 
Security), 
)l MARX A, RANDOL, CONGRESSIONAL REsEARCH SERVICE, TERRORISM INFORMA TlON SHARING AND THE 
NATIONWIDE SUSPICIOUS ACTIVITY /tEPORT INITIA nVE: BACKGROUND AND ISSUES FOR CoNGRESS (Nov, S. 
2009), 

Page 10 of 13 



518

binoculars. taking pictures. drawing diagrams, and taking notes. JJ SAR programs 
increase the probability that innocent people will be stopped by pollce and have their 
personal information collected for inclusion in law enforcement and intelligence 
databases. They also open the door to racial profiling and other improper police practices 
by giving police unwarranted discretion to stop people who are not reasonably suspected 
of wrongdoing. With new intelligence sharing systems like fusion centers, Joint 
Terrorism Task Forces. and the Director of National Intelligence (ONI) Information 
Sharing Environment (lSE), infonnation collected by local police in any city or small 
town in America can now quickly end up in federal intelligence databases. 

In January 2008 the DNI ISE program manager published functional standards for 
state and local law enforcement officers to report 'suspicious' activities to fusion centers 
and to the federal intelligence community through the ISE. The ACLU released a report 
criticizing these programs and in response, ISE program manager Thomas E. McNamara 
and his office worked with the ACLU and other privacy and civil liberties groups, as well 
as the LAPD and other federal, state and local law enforcement agencies, to revise the 
ISE SAR functional standard to address privacy and civil liberties concerns. 

The revised ISE guidelines for suspicious activity reporting, issued in May 2009, 
establish that a reasonable connection to terrorism or other criminal activity is required 
before law enforcement officers may. collect Americans' personal information and share 
it within the ISE. It affirms that all constitutional standards applicable to ordinary 
criminal investigations. such as the Terry reasonable suspicion test, also apply to SAR 
inquiries.34 The revised ISE functional standards also make clear that behaviors such as 
photography and eliciting information are protected under the First Amendment, and 
require additional facts and circumstances giving reason to believe the behavior is related 
to crime or terrorism before reporting is approprlate.lS These changes to the standard, 
which include reiterating that race, ethnicity and religion cannot be used as factors that 
create suspicion.36 give law enforcement all the authority it needs while showing greater. 
respect for Individuals' privacy and civil liberties. We applaud the willingness of the ISE 
Program Manager to engage constructively with the civil liberties community and to 
make significant modifications to the functional standard to address the concerns 
presented. However, ISE is one of only many SAR collection programs across the 
country. It is critical that operations at the state and local level and those conducted by 
other federal agencies adopt similar policies to reduce inappropriate law enforcement 
contact with completely innocent Americans. . 

)J Mike German and Jay Sian ley, ACLU, Fusion Center Update (July 2(08), available oJ 
~R;(Iwww.ac!u.O!JIflles(pdf&lprjyacyttUslon update 2008072.9.pdf. • 
INFOR~1A nON SHARINO ENVIRONMENT (lSE) FUNCTIONAL STANDARD (FS) SUSPICIOUS 

ACTIVITY REPORTING (SAR) VERSION 1.5, at 7, OWJilable at btlp;/lwww.ise.aoyldocslqtjulISE.fS: 
tpo ISt}SAR functional Standard VI S Issued 2009.pdf[hereinafterlSE Standards]. 

ISE Standards. supra note 34 at 29. 
36 ISB Standards, supra note 34 at 7. 29. . 
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Possible EXDlp.igp. of GoYerDm'Bt aythority; Administrative Spbpoenas 

Your staff asked us to share our opinion on the expansion of the current national 
security letter authority to create a general administrative subpoena for national security 
purposes. As discussed above, we believe that the government is already abusing its NSL 
authority to collect data on those who are not suspected of any wrongdoing. Expanding 
the NSL authority to compel the production of any tangible thing or any type of record 
will only exponentially increase the amount of innocent and irrelevant information in the 
government's hands and violate the privacy of countless additional people. 

Compulsory government demands for infonnation have a number of limiting 
factors: who issues the demand, the scope oftbe infonnation obtained. and on what 
showing the government must make to obtain it. An administrative subpoena would 
incorporate the lowest possible standard in all of these categories to create a powerful 
tool that is void of prior judicial authorization, is limitless in its application. and as 
proposed by a number of sources, would pennit collection infonnation on wholly 
innocent people as long as it is deemed "relevant." 

The government has other tools at its disposal and does not need to expand its 
administrative subpoena capacity. It can obtain a subpoena in a criminal terrorism 
investigation or apply to the FISC for an order for any tangible thing. It can also use 
FAA programmatic orders to collect information if those programs are targeted at people 
believed to be oversoai. No one has claimed that the$! tools are ineffective in obtaining 
information - only that the required processes are administratively ,burdensome. ThO$! 
processes, however, are the only checks on incredibly powerful surveillance authorities 
that operate in almost complete secrecy and'have been shown to be subject to abuse. We 
should not be looking to expand the opportunity for abuse. but rather to instill discipline 
and integrity into the process while allowing investigators to do their work in a 
constitutional manner. 

Some also argue that becau$! a small handful of agencies and U.S. Attorneys 
have criminal subpoena power, 17 the FBI or the intelligence community should have the 
intelligence equivalent. That others have this power is not germane to the debate of 
whether our government should create another powerful, intrusive tool to obtain sensitive 
and personal information. On the other hand, it is gennane to consider whether any such 
authority respects the constitutional rights of those it impacts. 

Nearly all agency subpoenas are used for traditional administrative purposes, and 
only a few are intended to be used as criminal investigative too18.38 The$! are designed 
for very narrow special needs cases, yet a foreign intelligence subpoena would be 
expansive, purposely including information wholly unrelated to suspected wrongdoing. 

t7 See CHARLES OoY!.S, CONGRESSIONAL REsEARCH SERVICE, ADMINISTRATIVE SUBPOENAS AND 
NATIONAL 
SECURITY LET'I'ERS IN CRIMINAL AND FOREIGN INTI!LUOENCE INVESTIGATIONS: BACKGROUND AND 
PROPOSED ADJUSTMENTS, April 15. 2005 (review of federal administrative SIIbpoenas). 
,. [d. at 13·18. 
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Foreign intelligence investigations are fundamentally different from other traditional 
administrative proceedmgs in that they are cloaked 1n secrecy and the information 
obtained in them is retained, data mined. disseminated or made aC~$Sible to countless 
federal, state and loc:allaw enforcement and intelligence staff, and used in undisclosed 
ways. A new subpoena power would be wholly different from ils criminal or 
administrative counterpart as it would Iac:k many of the limitalions and prolections thai 
the latter offer. J9 Orand jury subpoenas are also significantly different from recent 
subpoena power proposals 40 The grand jury is an ancient authority and ils independence 
from the prosecution is well settled. Grand jurors are ordinary cilizens taSked with 
finding probable cause of a aime and to operate as a check on the executive branch, and 
federal prosecutors are bound by a professional code of elhics. None of Ihese prolections 
would be present in an inteUigence subpoena. 

CoodoN 

We appreciate your soliciting our thoughts on current national security 
surveillance authorities. The government has expansive powers that are routinely abused 
to collect information on innocent people in Violation of their civil liberties. We hope that 
your review will conclude that these authorities need to be curtailed to comport with the 
Constitution and should in no way be expanded. We remain available to discuss in more 
detail these and any other authorities you are reviewing. 

Sincerely, 

~(J.b.~+-
Laura W. Murphy 
Director, ACLU Washmgton Legislative Office 

Anthony D. Romero 
Executive Director, ACLU 

Cc: Director Robert S. Mueller, Federal Bureau oflnvesligation 
General Counsel Valerie Capronj, Federal Bureau of Invesligation 
Mr. Adrian Steel, Mayer Brown 

l~ For a mon: complete dJSCUSSIOIl 0118 prevIOUS subpoena proposal, set ACLU. Why FBlllllelhgtllu 
S\IlJpoenas 11naten C.vd LlbettlCS, June 21, 2005, awnJabk at hgt IIwww !ely orgInatioqa!:secunty{why. 
"-jntelJimrn-w~ 

Id , Coahhon Letter to the Select Senate InteU~ Committee, oppoSUIJ national sewnly subpoenas, 
May 23, 2005, avatIDbIe at hllp IIwww aclu OtgInalJonal.secunly/ooaltuon-lene"$Cnalot'$.robens.and. 
rodtefeJ~llIIsbatnle-subpoena 
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